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1. Introduction
RAN1 has been requested by RAN3 [1] to evaluate and provide feedback on solutions for uplink interference mitigation discussed by RAN3 as part of the Carrier Based HetNet ICIC work item. RAN3 listed the following solutions in [1] aiming for identifying aggressor UEs in macro-pico scenarios:
· Solution 1a.
OI from Pico to Macro + historical scheduling information in Macro
· Solution 1c.
MUE sending a random access preamble on serving cell PRACH resources, to be detected by the non-serving Pico 
· Solution 1d.
Uplink channel sounding (i.e. SRS measurements) of MUE detected by non-serving Pico eNB
· Solution 1e.
Uplink MUE DMRS detected by non-serving Pico eNB
The action to RAN1 is as follows:
RAN3 would like to ask RAN1 to evaluate the solutions above and to assess whether they are technically feasible and whether they are beneficial with respect to other solutions, e.g. like those pointed in R1-114460. 

In case of such solution(s), are there any particular synchronisation requirement between (aggressor) Macro eNB and (victim) Pico eNB?
2. Discussion
The LS [1] address macro-pico scenarios where some macro UEs severely interfere uplink transmissions within a pico cell and where these macro UEs are not able to detect the victim cell. A macro eNB receiving an OI message from a pico cell indicating high uplink interference would in general not be able to identify the aggressor macro UE(s) in such scenarios. By knowing the aggressor UE the macro eNB could either decide to change the carrier(s) for that UE or to de-activate carrier(s), or perhaps use the Rel8 HII message and then schedule the aggressor UE in non-protected uplink resources.
The solution 1a is based on identifying aggressor UEs indirectly by time relating scheduling grants with a new OI message including time indications, from which the macro eNB could find out candidate aggressor UEs. In this solution the victim (non-serving) eNB would need to measure uplink interference over given time periods whereas the eNB serving the aggressor UEs would need to keep track of each UEs uplink scheduling history.
The solutions 1c to 1e are based on identifying aggressor UEs directly via victim eNB detection of the aggressor UEs. In these solutions the victim eNB have received over X2 a set of UE specific parameters (e.g. SRS configuration details, PRACH preambles) enabling the victim eNB to detect and identify the aggressor UEs. The eNB serving the aggressor UEs is then notified by the victim eNB of the aggressor UEs detected configurations and can take some actions to mitigate severe uplink interference caused by certain UEs.
Whether the above solutions are feasible as well as requiring certain synchronization level depend on implementation aspects of the network and eNBs. For example, in case of solution 1a the synchronization level would depend on the victim eNB implementation of the uplink interference measurements and on the time granularity of the new OI message. In case of the solutions 1c to 1e, the required synchronization level can also depend on the victim eNB implementation for detecting aggressor UEs.
In case of solution 1c the victim eNB may search for dedicated random access preambles within a search window (observation interval) that most likely not, or not necessarily, align with the search window of its own PRACH resources. The length of the observation interval would depend on the amount of prior knowledge the victim eNB has on its time relation to the PRACH resources of the aggressor cell, as well as on the PRACH format used by the aggressor cell. Thus, the victim eNB has here an implementation that supports detection of dedicated random access preambles transmitted from UEs served by neighbor cells where PRACH resources do not overlap across the cells. A victim eNB may, or may not, schedule uplink transmissions in resources that potentially collide with PRACH resources of the aggressor cell during the observation interval. With this implementation there would not be any specific synchronization requirements between macro and pico eNBs; rather by having some prior knowledge of its time relation to the aggressor cells PRACH resources the search effort could be reduced. In the macro-pico scenarios evaluated by RAN1 within the eICIC and FeICIC work items, pico eNBs are assumed to be deployed outdoors. In such scenarios, pico eNBs may e.g. have the possibility to autonomously establish time relations with neighbor macro cells during a startup phase without any requirement to align transmissions across the cells. It can however be noticed that it would be desired to avoid that PRACH resources overlap in time and frequency across macro-pico cells so the pico eNB may adjust its transmission timing to avoid such cases.
In case of solution 1d and 1e, similar discussions as for solution 1c can be done but where the victim eNB search for SRS or DMRS signatures. In these cases a particular victim eNB implementation may impact on the possibility for service continuation within the victim cell, e.g. when searching for particular SRS signatures of neighbor UEs within an observation interval. Among the solutions stated in the LS [1], solution 1c appears to be the most robust way of identifying aggressor UEs.
Observation 1: Technical feasibility and required synchronization level depend primarily on implementation aspects of the (pico/victim) eNBs. 
In macro-pico evaluations conducted within eICIC Rel10 it was concluded (as stated in the reply LS [2]) that severe uplink interference, caused by macro UEs operating in the vicinity of the pico cell, could be mitigated by adjusting power control parameters (primarily Po) of pico UEs. The obvious drawback of such approach is the overall increase of uplink interference in the system as well as the potential impact on UE battery consumptions.

Figure 1 illustrates a macro-pico uplink interference scenario where a pico UE (PUE1) operates at the cell border whereas macro UEs (MUE) operates far from the macro eNB, possibly within a cell range expansion zone (MUE1), and is not able to detect the victim cell. In this illustration the PUE1 may need to increase the transmit power considerably to reach an acceptable SINR at the pico eNB, implying increased uplink interference towards the macro eNB as well as towards neighbor pico eNBs. This in turn would imply that the MUEs, as well as the PUE2, may increase their transmit power with the result that PUE1 has to increase the transmit power even further. Clearly, by mitigating the uplink interference from the aggressor MUEs by other means than increasing the transmit power (i.e., configuring PU1 with overprovisioned settings of Po) benefits from an overall reduced uplink interference level in the system can be expected.
In a macro-pico simulation setup for quantifying system performance improvements by identifying aggressor UEs, simulation parameters in addition to e.g. channel models and user distributions could be ratio of Rel8/9 UEs vs. UEs capable of operating in larger cell range expansion and number of carriers available in different cells.
Proposal 1: In possibly further RAN1 studies on uplink interference mitigation in macro-pico scenarios we propose to focus on evaluations of solution 1c.
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Figure 1 Macro-Pico uplink interference scenarios
3. Conclusion

In this contribution we discussed and evaluated solutions in [1] for uplink interference mitigation discussed by RAN3 as part of the Carrier Based HetNet ICIC work item. The following observation and proposal were made:
Observation 1: Technical feasibility and required synchronization level depend primarily on implementation aspects of the (pico/victim) eNBs.

Proposal 1: In possibly further RAN1 studies on uplink interference mitigation in macro-pico scenarios we propose to focus on evaluations of solution 1c.
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