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1. Introduction
As has been well discussed, it is a common viewpoint that the HeNB (Home eNodeB) leads to downlink performance degradation of surrounding non-CSG users, especially in close proximity. This would be a severe interference problem in Macro-Femto co-channel deployment, if the deployment ratio of Femto cell is relatively high to the non-CSG user density in the corresponding footprint area.
It has been agreed as way forward in RAN #62 that [1]:
· Macro-Femto: 

· Baseline

· No backhaul coordination (X2, S1)

· Reflects RAN3 status
· Time-domain/power setting solutions
· Support for restricting RLM/RRM/CSI measurements at the Rel-10 UE to certain resources 

For all the eICIC schemes proposed previously, the triggering and adjustment of the eICIC schemes still need to be considered under the current agreement as much as possible. This contribution concentrates on the eICIC management or so called victim user awareness methods. Based on the analysis, we propose a method to handle this issue by configuring the access mode of the Femto cell appropriately.
2. Motivation
At the Madrid meeting, the time domain and power setting solution without backhaul coordination were assumed as a baseline for Macro-Femto scenario. In a practical deployment scenario, the interference situation around the HeNB coverage area could change along with the circumstance, such as the user mobility, traffic load or other factors. Particularly, it is unreasonable to configure ABS (Almost Blank Subframe) or other interference mitigation schemes at HeNB side if there is no victim user existing. Once certain kind of interference mitigation scheme is adopted, the FUE performance will also be sacrificed to some degree due to the radio resource usage restriction, either in time domain or power domain.
No matter which one or even both solutions are simultaneously adopted to mitigate the interference, the triggering and adjustment procedure deserve attention to avoid unnecessary capacity degradation of CSG Femto cell. Hence the eICIC approaches are proposed to apply reactively according to the victim user existing information or interference level, which has also been pointed out in [2].
Proposal 1: Victim user sensing mechanism should be considered together with eICIC schemes in Macro-Femto scenario.
3. Discussion and analysis
As interpreted above, HeNB requires the information of victim user existence or interference level for efficient eICIC management purpose, unless the eICIC mode is initially configured statically. However the static mode is inflexible because of especially for the varying deployment environment.
Currently, the victim user sensing methods without backhaul (X2/S1) support are briefly categorized below:

A. HeNB carries out victim user detection based on IoT and RS [3];
B. Victim user measures the interference from the HeNB, 

a) reports to the serving cell, and the signaling is then transmitted through backhaul link to the HeNB;
b) reports to the serving cell, then the signaling is transmitted to the HeNB over the air (OTA);
c) then the victim user directly signals the HeNB spontaneously or controlled by serving cell [2, 4];
The type A method is implemented at HeNB side, whose performance is closely related to the channel status and detection algorithm details. In addition, the estimated impacts on the standardization work involve not only concrete method in RAN1, but also performance requirements and test cases design in RAN4. Hence the detailed uplink detection method needs further verification and discussion out of the consideration of feasibility and standardization complexity.
On the other hand, the type B method is based on the Rel8/9 measurement mechanism. At least the interference sensing robustness at the UE side can be guaranteed. 
However, the type B.a method may not be valid in the Macro-Femto eICIC so far, since the requirement of backhaul support is an essential condition, which is not consistent with the current agreement. The time latency and backhaul reliability in the presence of large amount of HeNBs would be the bottlenecks anyway.
Regarding the type B.b method, new signaling needs to be specified firstly. In addition, the monitoring function also needs further definition at HeNB side, which increases the complexity and cost of the HeNB. The synchronization requirement shall also be carefully investigated if the time domain eICIC scheme operates simultaneously. 
The type B.c method has also been mentioned by some contributions [2, 4]. This can be done by sending unique signature in PRACH or adding interference level information in the L2 message in the process of random access. It may also require victim user limited access to the interference source HeNB in order to reuse the random access procedure. In our opinion, this kind of method may introduce relatively less impact to the implementation and specification of HeNB, and is not limited by the backhaul link.
In order to employ this approach and meanwhile keep the Rel8/9 compatibility, we propose to configure the CSG Femto cell to hybrid mode periodically. The patterns of Femto cell type switching can also be predefined. In our proposal, for some specific time interval, which can be called “Fake Hybrid mode Time Slice (FHTS)”, the HeNB disguise itself as hybrid access mode by configuring corresponding broadcast message. The victim user (if any) will treat this neighboring cell (in this case we call it as “Fake Hybrid cell”) as an open one. If the victim user is close enough to the “Fake Hybrid cell”, it will try to get access. Besides, some preparation work at MeNB (Macro eNodeB) is also needed considering the user RRC status. However, the CSG Femto cell shall not really accept the victim user in the FHTS, but capture and collect the statistic information of the victim users. These information, such as the number of users out of the CSG existing in certain time interval, will reflect the interference level and help to the triggering and recovering of the eICIC scheme, or further decision in the eICIC management at HeNB side. By this mean, the eICIC scheme could be free of no-backhaul limitation, and do not have to be static anymore. Hence this approach is relatively attractive in sense of backward compatibility and the interference information acquirement without the backhaul coordination. To support this procedure, we propose as follow,
Proposal 2: The random access process is recommended to be employed for victim user sensing in Macro-Femto eICIC scenario.
Proposal 3: The hybrid mode of the Femto cell could be considered to assist the eICIC management.
4. Conclusions
In this contribution, we discuss on the victim user awareness methods in Macro-Femto co-channel deployment. Based on the analysis of several methods, we present our views on this topic and give further opinions on the eICIC management. The following proposals are highlighted:
Proposal 1: Victim user sensing mechanism should be considered together with eICIC schemes in Macro-Femto scenario.
Proposal 2: The random access process is recommended to be employed for victim user sensing in Macro-Femto eICIC scenario.

Proposal 3: The hybrid mode of the Femto cell could be considered to assist the eICIC management.
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