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1 Abstract

The spreading/scrambling code sequences have a DC content, when long sequences of the same data symbol are sent the waveform will have a significant DC content. The performance degradation that results when the receiver is AC coupled is examined. A method of scrambling is suggested to avoid the problem.
2 INTRODUCTION

A high DC content in the transmitted waveform can occur under some circumstances, which when the receiver is AC coupled will lead to a performance degradation. This working paper attempts to quantify the performance degradation and describes a method of data symbol scrambling that would solve the problem.

The product of the scrambling/spreading codes can lead to a high DC content. For a spreading factor of 16 individual codes have a mean value with a magnitude of one quarter of the total power (independent of spreading/scrambling code combination). When several spreading codes are summed at the transmitter to produce the transmitted waveform the mean value of this sum of the spreading codes will be highly dependent upon which spreading codes form the waveform and their relative powers. In Figure 1 below the mean value of the sum of the product of scrambling spreading code is given for several of the scrambling codes defined in TS25.221, and for different numbers of spreading codes summed.
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Figure 1 Mean Value of Scrambling/Spreading Code Product

With random data applied to each code the resulting DC value of the transmitted waveform will generally be small, despite the individual scrambling/spreading codes possessing a non-zero mean value. When the data contains long sequences of the same data symbol, for example a long sequence of all zeros, the DC content of the transmitted waveform could be quite high, particularly if this occurs simultaneously on all codes. 

3 Performance With DC Content Removed

To examine the impact upon performance when the DC content of the signal is removed (normal in most receiver designs where baseband circuitry is AC coupled to the RF/IF circuitry). Simulations have been performed where the mean value of the received signal is removed. In order to examine the extent of the problem simulations have been conducted where both random data and all-zero data is transmitted.

In the results of Figure 1 the channel is a single static path with only a random phase offset applied. The number of codes transmitted is 8. Both Joint detection and single user detection is considered at the receiver.
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Figure 2 Raw BER for All Zero Data

The results shown above indicate that some degradation does occur when the mean value of the signal is removed. Joint detection is slightly more sensitive to removal of the mean value than single user detection. When the random data replaces all-zero data there is no difference between the performance with and without removal of the mean value of the received signal. Consequently applying data scrambling with a psuedo-noise sequence would eliminate the possible performance degradation that can occur when the receiver is AC coupled.

4 Data Symbol Scrambling

To overcome the problem of long sequences of the same data symbol giving rise to a large DC value in the received signal it possible to apply scrambling to the data symbols or data bits prior to transmission. The use of scrambling sequences for preventing long sequences of the same data being transmitted is well known and typically a pseudo-random sequence is generated and an exor operation performed between the data bits and the pseudo-random sequence. There are many reasons for applying data scrambling including the avoidance of DC offsets and preservation of the transmit power spectrum. The scrambling sequence should ideally possess zero mean (balanced sequence) for all lengths of data it is required to cover. This property is not critical and rather than generating balanced sequences for each length of data used a sequence long enough to cover all lengths of data would be sufficient. 

There are a number of places where data scrambling could be applied. One follows transport channel multiplexing, and would be applied to the data for a whole radio frame. The length of data is variable, but upper bounded by the maximum number of bits that can be contained in a radio frame (and a different scrambling sequence could be applied to each physical channel. An alternative point where data scrambling could be applied is after the mapping to physical channels. In this case the scrambling code should be code dependent. The advantage of applying data scrambling to the CCTrCH is that only one sequence need to be specified, whereas 16 sequences would need to be specified if data scrambling were applied at the physical channel level.

Data scrambling applied to the ccTrCH would require a pseudo-noise sequence of length 
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(assuming all 15 time slots contain 4416 bits each). For practical purposes a sequence of length  
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 would be sufficient. 

If 
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 are the bits of the ccTrCH, then the scrambled bits of the ccTrCH are obtained in the following manner:
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Where 
[image: image6.wmf]p

k

 results from the following operation:
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In the above, the summation is modulo 2. 

Data scrambling applied to the physical channels would require 16 pseudo-noise sequences of length 
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. Alternatively 16 different initialisations of the same generator are used. It would be generated and applied in exactly the same manner as described for the coded composite transport channel.

5 Conclusion

This document has shown the potential performance degradation due to the removal of the DC offset in the TDD bursts that may occur in case of the transmission of long sequences with the same data symbol. A typical example for such a transmission is the PICH, where the PI is coded as long zero and one sequences. Low cost terminals may use cost efficient AC coupled receivers, thus implicitely removing the DC component.

In order to overcome this problem, it is proposed to include a bit scrambling operation after CCTrCH multiplexing. The appropriate CRs for TS25.221 and TS25.222 can be found in this TDoc.
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