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1. Introduction

The compatibility issues between the UE and network have a significant impact on user experience. If the compatibility issues happen in the UE initial access stage, the UE will lose the basic connection and communication opportunity with the network resulting in serious consequences for the end users. In the pre-meeting email discussion, we further clarified the motivation of supporting robust compatibility mode (RCM) to solve future inter-operability issues. But there is no discussion as descripted in the moderator summary [1].
Robust Compatibility Mode: No conclusions (and no discussion), Robust Compatibility Mode did include some justification explanation, but attracted no support or discussion.
In this contribution, we further justified the motivation of the compatibility issues and the potential impacts to support this in details. In summary the mechanism is to let UE have a chance to establish an initial connection with the network even if compatibility issues happen between the UE and network.
2. Discussion
2.1
Motivation

In 3GPP companies always paid great efforts to make specification stable and compatible to minimize the risks of inter-operability, and therefore to make backward compatible changes to previous specification version is the general guideline for subsequent corrections/clarifications. However, sometimes the compatibility issue cannot be completely avoided in real world. Sometimes there could be some compatibility issues due to the following reasons:  

· It may happen that UE and network have different understanding on implementing a specific feature.
· Some legacy UEs (very old version) are not able to adapt to support some new features correctly.
Observation 1：The compatibility issue cannot be completely avoided in real world due to some realistic reasons. 

If the compatibility issue happens unfortunately, they bring wide-ranging impacts due to large-scale terminal shipment. Especially for initial access stage, compatibility issues cause UEs to lose basic communication connection with the network resulting in serious consequences for the end users.

Compatibility issues may cause UEs to lose basic communication connection with the network.
Typically, chipset vendors have put enough efforts into coping with possible compatibility issues or risks of smartphones, even though the life cycle of smartphones is only about 2-3 years. Sometimes other RATs may also be used as an escape channel for communication, because the smartphones are normally not cost-sensitive, they are equipped with many other RATs, such as 2G/3G/4G/WiFi modems. However, for IoT devices, the risks of compatibility issues become very high due to the following factors:

· Much longer life cycle (e.g.,10-15 years) than smart phone. 

· Some legacy RATs will be phased out in globally or in some regions.

· Some frequencies for legacy RATs will be free up for new technologies deployment.

· No additional RAT (i.e., single RAT) as backup due to low cost requirements for many scenarios.
· Not easy to observe and fix the potential compatibility issues that happen in initial access stage.
· Not easy to manually intervene and manage due to the environment limitation after the equipment is installed.
Traditionally, to identify the potential compatibility issues, operators perform tentative network upgrading before new features are deployed, especially for those important features. If serious compatibility issues are found, operators will normally suspend the network upgrading plan to wait for the issue to be resolved by UE vendors or network vendors. Normally the testing cost is high, and a large number of existing UEs need to be tested. And the new features deployment will be delayed if some issues are found.
Another traditional way is manual detection and upgrading by UE or network vendors based on some logs which record some error information. However this is time-consuming to discover faults, e.g., depending on KPI statistics, or consumer complaints. Sometimes, to resolve some issues, the cooperation among UE vendor, network vendor and operator is needed.

These traditional solutions have some limitations especially for some types of IoT devices as it may be more difficult to solve the potential serious compatibility issues for these very old IoT devices. 
Observation 2: The compatibility risks of IoT devices are higher than smartphones due to longer life cycle of IoT devices, non-availability of additional RAT as backup, environment limitation, etc.
Based on the above observations, studying a standard fallback mechanism is helpful to facilitate identifying and addressing compatibility issues, especially for IoT devices with longer life cycle. The purpose of having such a fallback mechanism is to ensure that the UE can still have a chance to have the basic connection with the network even if serious compatibility issue happens in initial access stage. A general process of the robust compatibility mode is shown in the following FIG. 1. 
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Figure 1: Robust Compatibility mode mechanism
2.2
Robust Compatibility mode (RCM) operation
In this section, as shown in the following FIG.2, the main aspects for operation of robust compatibility mode mechanism includes:
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Figure 2: RCM operation procedure

1. The UE or the network decides to trigger the UE enter RCM mode when some potential compatibility issues are identified by trouble shooting tools, for example too frequent initial access failures. 
2. For sending robust compatibility mode request, the UE performs compatibility mode specific RA procedure according to the robust compatibility mode configurations in MIB and SIB1. Robust compatibility mode relevant RA configurations can be configured and included in SIB1.

3. After receiving the robust compatibility mode request from the UE, the network performs the corresponding relevant operation, including applying specific configurations. The robust compatibility mode specific initial access procedure is based on robust compatibility mode specific messages which can be based on a special version or configuration.

4. When the UE completes the initial access procedure by using robust compatibility mode, the robust compatibility mode connection is setup. The UE enters into compatibility mode and waits for OTA upgrading. The UE can also report the potential compatibility issues to the network or server for helping compatibility issues resolution if needed. The network can send OTA package to the UE. In the robust compatibility mode, the data rate can be controlled and kept at a low rate by the network in order to avoid impact on normal UEs.
5. The UE exits robust compatibility mode after the software is upgraded and compatibility issue is solved. 

With the robust compatibility mode mechanism, the problematic UEs can be fixed relatively faster compared with traditional ways. For example, the UE vendor can push the software upgrade to the UE to fix the relevant problem after the issue is identified. UE vendors, network vendors and operators can automatically detect the relevant compatibility issues and figure out the resolution. This may also help to deploy new features relatively faster by support of potential problematic UEs. 

In summary, the robust compatibility mode mechanism can bring the following advantages. 

· Highly robust compatibility, the robust compatibility mode mechanism provides an intra-RAT escape channel.
· Low cost, no need to have additional RATs.
· Automatic detection and resolution for compatibility issues with low cost compared with the traditional solutions.
· Facilitates new features promotion and deployment.
Proposal 1: Study a robust compatibility mode mechanism for initial access procedure which provides a chance for problematic IoT UEs to recover connection to the network for subsequent error handling.
On the other hand it is also worth mentioning some general principles that are needed when studying such a mechanism, to avoid any side effect on the whole system as the following. 

· The solution shall not bring non-backward compatibility issue to legacy UEs;

· The solution shall be based on the assumption that the UE can always successfully decode MIB and SIB1 as they contain very fundamental information for UEs access;

· The solution shall not bring significant restrictions on the flexibility of network configurations and shall not introduce significant overhead;

· The solution shall not explicitly mandate the network for implementation.

Proposal 2: Study the above mechanism with following principles:

· The solution shall not bring non-backward compatibility issue to legacy UEs;

· The solution shall be based on the assumption that the UE can always successfully decode MIB and SIB1 as they contain very fundamental information for UEs access;

· The solution shall not bring significant restrictions on the flexibility of network configurations and shall not introduce significant overhead;

· The solution shall not explicitly mandate the network for implementation.

3. Specification impact
For robust compatibility mode, some potential specification impact includes: 

· Conditions to enter and exit the robust compatibility mode can be specified, e.g., too frequent RRC setup/registration/reestablishment failure in a cell.
· Robust compatibility mode specific RACH resources can be specified in SIB1. 
· Robust compatibility mode specific configurations or messages used in the whole initial access procedure can be specified.

4. Conclusions

In this contribution, we investigated the impact of the compatibility issues and the traditional ways for solving compatibility issues. We have the following observations and proposals. 

Observation 1：The compatibility issue cannot be completely avoided in real world due to some realistic reasons. 

Observation 2: The compatibility risks of IoT devices are higher than smartphones due to longer life cycle of IoT devices, non-availability of additional RAT as backup, environment limitation, etc.
Proposal 1: Study a robust compatibility mode mechanism for initial access procedure which provides a chance for problematic IoT UEs to recovery connection to the network for subsequent error handling. 

Proposal 2: Study the above mechanism with following principles:

· The solution shall not bring non-backward compatibility issue to legacy UEs;

· The solution shall be based on the assumption that the UE can always successfully decode MIB and SIB1 as they contain very fundamental information for UEs access;

· The solution shall not bring significant restrictions on the flexibility of network configurations and shall not introduce significant overhead;

· The solution shall not explicitly mandate the network for implementation.
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