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1. Introduction

Regarding IoT applications, 3GPP has specified NB-IoT/eMTC and NR RedCap before R18 to satisfy the requirements on low cost and low power devices for wide area IoT communication. These IoT devices usually consume tens or hundreds of milliwatts power during transceiving, while the cost is a few dollars. However, to achieve the internet of everything, IoT devices with ten or even a hundred times lower cost and power consumption are needed, especially for a large number of applications requiring batteryless devices.
During the pre-meeting email discussion [1], we observe that, there are common interest in the IoT technology supporting batteryless devices. In this contribution, we intend to provide our observations and considerations on the suggested scope and some noteworthy comments.
2. Discussions on the Outcome of Rel-18 email discussion

2.1 Comments to the moderator proposals
The proposed conclusion on passive IoT from moderator is copied as follows [1].
	There is interest among many companies for a study focusing on passive IoT, but there are also multiple companies that indicate that such a study in Rel-18 is premature. In case there is further discussion on a study for other IoT enhancements/types, the following objectives that were discussed as part of this discussion can be considered:

· Study of use cases and design targets for passive IoT for power consumption, complexity, link budget (RAN1/2/4, RAN)

· Identification of key areas to enhance to achieve design targets of passive IoT for power consumption, complexity, link budget (RAN1/2/4)


Based on the level of interest shown in passive IoT, we consider that RAN#93e and onwards should continue to discuss the topic, with a view to establishing a timeline for the project. In our view, as we will discuss in the following, Rel-18 is the right time for a SI with the formulation proposed in the moderator’s final summary.

Proposal 1: RAN#93-e to discuss a timeline for establishing a passive IoT project, with a view to a Rel-18 SI of the formulation identified in the pre-RAN#93-e email discussion final moderator’s summary.
2.2 Comments on the main discussion points in the email discussions
In this section, we would like to share our considerations on the two questions mentioned in the pre-meeting email discussions.
2.2.1 Relationship between passive IoT downlink and wake-up radio (WUR)
To implement a circuit with power consumption at microwatt level, WUR is also based on envelope detection for the demodulation of downlink signals. However, the detailed scheme of WUR may be very different from the downlink of passive IoT considering the following aspects.

Firstly, the detailed schemes, such as frame structure and waveform, may be very different for WUR and passive IoT downlink, although they may both be based on envelope detection for ultra-low power receiving processing. One of the reason is that the traffic load is quite different for the two technologies. WUR only needs to transmit very few bits in a packet, which mainly conveys the identity of the device to be woken up. Passive IoT shall transmit signalling and application layer data in the downlink, which may reach tens or a few hundreds of bits. The traffic load will obviously impact frame structure and other schemes related to the compatibility with legacy RATs. 

Second, passive IoT should support bi-direction communication, while WUR only has downlink transmission. The separate design between downlink and uplink may make the overall solution unqualified for the target use cases of passive IoT. For example, the link budgets of downlink and uplink are not independent from each other in backscatter communication, as the power of reflected signal in uplink decreases with the power of received signal in downlink. The design of protocol stack should also consider the coordination between downlink and uplink.

Generally speaking, the detailed schemes, such as frame structure, may be distinct for WUR and passive IoT downlink due to their different requirements, traffic load, and association with uplink design. Since their design concerns are different, it may not be practical, or even desirable, to find a compromise design satisfying the essential requirements of both sides. 
Observation 1: Passive IoT downlink and wake-up radio may have distinct detailed schemes due to their different design targets and constraints.
2.2.2 Urgency of the study on passive IoT in 3GPP
The digitalization of various industries open numbers of new markets requiring new IoT technologies of supporting batteryless devices. The huge incremental markets will seek technologies to meet their demands.
3GPP technologies

The most critical issue with existing 3GPP technologies for the target use cases is the capability of cooperating with energy harvesting considering limited device size. Cellular devices usually consume tens or even hundreds of milliwatts power for transceiving processing. Taking NB-IoT module for example, the typical current absorption for receive processing is about 60mA with supply voltage higher than 3.1V, while 70mA for transmitting processing at 0dBm transmit power [2]. As analysed in Appendix A, the output power provided by typical energy harvester is mostly below 1 milliwatt, considering the small size of a few square centimeters for practical devices. Since the available power is far less than the consumed power, it is impractical to power cellular devices directly by energy harvesting in most cases.

One possible solution is to integrate energy harvesting with rechargeable battery or supercapacitor. However, there are still a few problems to be solved. Firstly, both rechargeable battery and supercapacitor may suffer from shortened lifetime in practical cases. It is hard to provide constant charging current or voltage by energy harvesting, while longtime continuous charging is needed due to the very small output power from energy harvester. Inconstant charging current and longtime continuous charging are both harmful to battery life. For supercapacitor, its life time will be significantly reduced in high temperature environments (e.g., less than 3 years at 50 degrees centigrade). Secondly, device size will be significantly increased. As small size button battery can only provide current of a few tens of milliamps, battery with much larger size (e.g., AA battery) is usually used to power cellular devices, whose size can be even larger than the module itself. To store energy for a proper duration of working (e.g., one second), the required capacitance of a supercapacitor is at the level of a hundred mill-farads. The size of such supercapacitors may be larger than an NB-IoT module. Thirdly, both rechargeable batteries and supercapacitors can be more expensive than the module itself. Even purchased in large quantities, the cost of a suitable battery or supercapacitor may reach one or a few dollars, which nearly doubles the cost of device. 
Observation 2: Existing 3GPP technologies cannot meet the requirement of ultra-low cost batteryless devices.
Non-3GPP technologies

RFID is the most well-known technology supporting batteryless tags (devices). The power consumption of commercial passive RFID tags can be as low as 1 microwatt. The key techniques enabling such low power consumption are envelope detection for downlink data reception, and backscatter communication for uplink data transmission. RFID is designed for short-range communications, whose typical effective range is less than 10 meters. As the air interface of RFID almost remains unchanged since 2005, the too-simple transmission scheme becomes the obstacle of improving its link budget and capability of supporting scalable network. Currently, there is rarely successful commercial deployment of RFID network for the target use cases described in section 2.2.

Attracted by the extremely low power consumption of backscatter communication, many non-3GPP technologies begin to put efforts into related researches, such as WiFi, Bluetooth, UWB, and LORA [3]-[6]. Various researches show that a few or tens of microwatts power consumption can be achieved for passive tags based on or with small modifications to the above air interfaces. A significant proportion of the studies are targeting at long range communication. Among them, a LoRa tag implemented with commercial off-the-shelf components can send its sensing data to the receiver of 381 meters away [6]. Currently, most of the studies are focusing on independent detailed techniques for various optimization targets. It is hard to see a comprehensive system design fully meeting the requirements of the target use cases described in section 2.3. However, the standardization of those technologies are agile and quick, as the industries usually follow some de facto standards. It means that many products in the market will follow even a private standard once it shows competitiveness in some applications.
Observation 3: Backscatter communication is being studied by more and more non-3GPP technologies for the integration with corresponding air interface to support batteryless IoT device.

From the above, it is necessary to start the study on passive IoT in 3GPP due to the urgent demand from new IoT markets and increasing investment of competitive non-3GPP technologies in the area, especially considering existing 3GPP technologies can hardly meet the requirements of the target markets. Once the huge amount of connections choose other technologies than those in 3GPP, it will not be easy to regain the market share. 
2.3 Observations and considerations corresponding to the moderator proposals

In this section, we would like to share our observations and considerations on typical use cases, design targets, and key areas to enhance for passive IoT.
2.3.1 Typical use cases
The number of IoT connections has been growing rapidly in recent years, and is predicted to be hundreds of billions by 2030 [7]. With more and more ‘things’ expected to be interconnected for improving production efficiency and increasing comforts of life, it demands further reduction of size, cost, and power consumption for IoT devices. In particular, regular replacement of battery for all the IoT devices is impractical due to the tremendous consumption of materials and manpower. It has become a trend to use energy harvested from environments to power IoT devices for self-sustainable communications, especially in applications with a huge amount of devices (e.g., ID tags and sensors).
Example case 1: Manufacturing logistics automation in factories
Efficient manufacturing requires to deliver the correct materials in the appropriate quantity in the proper condition to the precise place at the scheduled time. Uncoordinated materials supply may lead to inefficient operation or inadequate utilization of production lines. For precise materials scheduling, it is important to maintain an accurate and up-to-date database of all the materials within manufacturing process. Therefore, manufacturing enterprises and factories show growing interest in the digitization of internal logistics to autonomously monitor and coordinate material flow.
Currently, a barcode printed on thermal paper is mainly used to identify materials in factories. To read a barcode, the scanner requires a direct line of sight to the barcode and scans in a very short range. As the scanning can only be done manually one by one, real-time inventory and tracking is almost impossible for a large number of materials. Not only that, thermal paper is easily damaged and not environmentally friendly as they cannot be reused or rewritten.

Compared with a barcode, a tag supporting fast remote reading will significantly improve the efficiency of manufacturing logistics. The tag is also expected to be rewritable and able to carry more information other than tag identity, which will be more convenient for logistics management. A critical challenge is that both cost and size of the tag need to be comparable with thermal paper (e.g., a few square centimeters and a few cents, respectively). Under the constraints on cost and size, no battery is required for the tag.
As the most well-known technology supporting batteryless tags, RFID has been used in many kinds of applications, such as retail and logistics. The global RFID market volume is about 18 billion in 2020, which is predicted to grow to about 49 billion by 2031 at a compound annual growth rate (CAGR) of 9.3% [8]. RFID has been trialed for manufacturing logistics. However, manual scanning is still needed due to the poor effective communication range of a few meters. The severe interference between RFID readers also makes it hard to support scalable networking with seamless coverage. According to a GSMA report on smart manufacturing, the overall conclusion of a trial by a pharmaceutical manufacturer proved that RFID was not an attractive technology for the case [9].
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Figure 1.  Global RFID sensor market volume, 2017 - 2031

In general, passive IoT should firstly support ultra-low cost batteryless tag as an essential requirement. For practical deployment, the communication range of passive IoT should be significantly increased compared with RFID. A passive IoT reader is expected to support reliable reading within tens of meters for indoor scenarios. Furthermore, a network which scales with the number of devices or readers should also be supported for practical deployments, and it should able to adapt to e.g. interference between readers to avoid the cost of complicated network planning. With strong technological superiority, passive IoT will not only satisfy the requirements of manufacturing logistics automation, but also become competitive in other industries compared with RFID.
Example case 2: Precision livestock farming
Another part of the vision of IoT is to connect a huge amount of various sensors, which collect information about environment, equipment, and living things for efficient production and life comfort. The global sensor market is predicted to grow from $193.9 billion in 2020 to $332.8 billion in 2025, at a CAGR of 11.4% for the forecast period of 2020-2025 [10]. There will be tens or hundreds of billions of sensors all over the world in the near future.

One big emerging market of wireless sensor network is precision livestock farming. The Food and Agriculture Organization of the United Nations (FAO) predicts that annual consumption of meat and milk will increase by about 50% from 2015 to 2050 [11]. Intensive livestock management is necessary to meet the increasing demand. For example, to avoid large-scale economic losses caused by animal disease transmission, preventative measurements are necessary to identify health issues and disease outbreaks preemptively. Livestock farmers often rely upon observations by eye to detect health and welfare issues, but many commercial facilities have high animal-to-stockperson ratios. Consequently, currently available methods are time-consuming, labor-intensive, and therefore costly. 

To avoid the increase of contact time and number of employees, biometric sensors are being used to monitor behavioural and physiological parameters of livestock, which allowing farmers to evaluate an animal’s health and welfare over time.  Based on the sensing data, precision livestock farming technologies utilize process engineering principles to automate livestock agriculture, allowing farmers to monitor large populations of animals for health and welfare, detect issues with individual animals in a timely manner, and even anticipate issues before they occur based on previous data.

One critical challenge is to build such sensors that can be easily deployed, and run autonomously for a lengthy duration. It is impractical to regularly replace batteries for sensors. For example, it is not easy to replace battery for the sensor installed on the ears of pigs or cattle. Consequently, no battery replacement during the lifetime of sensors is desired. For convenient installation, moderate size is required for the sensor, especially considering the thickness. A too thick (e.g., around 5 centimeters) tag will be easily broken or rubbed off by the motion of animals. With the development of microelectromechanical system (MEMS) techniques, MEMS sensors of tiny size, low power, and low cost are used to replace traditional sensors in many applications. The power consumption of MEMS sensor can be as low as a few microwatts, which makes a batteryless sensor feasible. The IoT module for identity and sensing data transmission is expected to shall the same level of power consumption, size and cost as the MEMS sensor.
Observation 4: More and more industries are investing in automated logistics management and sensor networks to improve productivity efficiency, which is creating numbers of new huge IoT markets.
2.3.2 Design Targets
Ultra-low power and cost device

According to the typical use cases described above, the target markets are more sensitive to device cost than those using existing mMTC technologies. For logistics, warehousing and manufacturing, it is better that the cost of a tag for object tracking reaches the level of 0.01$, which is comparable with the cost of thermal paper for barcode. For wireless sensor networks, the cost of a passive IoT device needs to be competitive compared with corresponding non-3GPP technologies. For example, the cost of an RFID sensor is predicted to reach 0.430$ and 0.377$ by 2025 and 2031, respectively [8]. Generally speaking, the required device cost is more than 10 times lower than existing mMTC technologies in 3GPP.

In both types of use case, it is desired that tags and sensors support no replacement of battery during their lifetime. Batteryless devices are always preferred, and even required in many cases. Energy harvesting is the most likely way to enable batteryless devices. To be powered by energy harvesting, the power consumed by all the hardware and software processing of a device should not exceed the output power provided by collected energy too much. Considering that the size of a device is usually several square centimetres and the energy conversion efficiency may be as low as 10%, output power of most energy harvesting techniques is at the level of microwatts. Existing 3GPP technologies cannot meet the requirement as the power consumption of devices is usually tens or hundreds of milliwatts for transceiving. It requires more than 100 times reduction of device power consumption compared with existing mMTC technologies in 3GPP.

Observation 5: The new IoT markets requires to reduce device cost by more than 10 times and power consumption by more than 100 times compared with existing IoT technologies in 3GPP.
Co-deployment with cellular network

The application of 5G in manufacturing attracts growing interest for industrial automation. 5G network is being deployed in more and more factories for various connections, such as video monitoring and robot control. 5G outperforms other technologies by not only the high quality service, but also the support of various applications in a single network. The maintenance cost of multiple networks for different applications will obviously decrease investment returns. As materials and assets management plays an important role in industrial automation, it is demanded to integrate the functionality into 5G network in factories.

Observation 6: Deployment within the 5G network will reduce deployment and maintenance costs for passive IoT applications.
For indoor small cell deployed in factories, the distance between neighbouring pico remote radio units (pRRU) is usually a few tens of meters (e.g., around 20 meters). The link budget of passive IoT should be sufficient to support the coverage range of a pRRU.
2.3.3 Key areas to enhance
According to the above requirements, the technical areas requiring enhancements can be sorted into the following two aspects.
Key techniques for ultra-low cost and power consumption of device

One essential issue for ultra-low power consumption is to avoid using the conventional radio architecture, which comprises power-hungry RF chains having oscillators, mixers and digital-to-analog converters [12]. The RF chain also takes a large proportion in the cost of device. To remove it from transceiver, the following techniques is recommended for passive IoT.
For downlink receiving, non-coherent detection enables ultra-low power receiver without the need of mixing a received RF signal with locally generated carrier waves [13]. Among various non-coherent detection methods, envelope detection has the advantage of overall implementation simplicity. As shown in Figure 2, its main part can be implemented by a diode and a resistor-capacitor oscillator circuit [14]. With envelope detection, power consumption of downlink receiver can achieve 1uW [13].

[image: image2]
Figure 2.  Envelope Detector for OOK [13]
For uplink transmission, backscatter communication is commonly recognized as an optimal scheme for ultra-low power processing. In backscatter communication, the backscatter transmitter reflects the carrier wave sent by a reader and modifies one or more characteristics (e.g., amplitude, phase, or center frequency) of the reflected signal according to information bits. By this means, it implements data transmission without generating carrier wave by itself. Communication via reflection instead of active radiation reduces the RF frontend of the tag to a single transistor switch, which minimizes manufacturing costs as well as energy demands. The power consumed by a backscatter transmitter can be as low as 1μW [15]. 

[image: image3]
Figure 3.  Backscatter communicaiton
Key techniques for deployment within existing cellular network

Under the constraints on ultra-low power consumption for device, passive IoT also aims to achieve sufficient link budget for deployment reusing existing cellular network infrastructure. For the purpose, the following scope can be considered.
Firstly, high transmit power may be available for reader in licensed spectrum. For example, assuming 40 dBm transmit power and 6 dBi antenna gain, the EIRP of downlink signals can reach 46 dBm. Compared with the constraint of 36dBm EIRP for RFID in ISM band, the 10 dB higher EIRP can improve communication range by two or three times.

Secondly, ultra-low power amplifier can be introduced into the tag to amplify the reflected signal. According to the latest studies, the reflection gain can reach around 20 dB at about -50 dBm input power. Meanwhile, the power consumption of the amplifier can be as low as tens of microwatts [16].
Thirdly, the receiver sensitivity of reader can be significantly optimized referring to the existing coverage enhancement techniques in 5G. For example, channel coding is an effective and efficient way of against low SNR and channel fading. It can be studied that if the encoder of existing channel codes in 5G can be implemented with ultra-low power consumption at microwatt level. Other techniques can also provide significant improvement to the link budget, such as repetitions and narrowband transmission used in NB-IoT and eMTC.
With the above optimization, passive IoT is expected to achieve communication range of tens of meters and a few hundreds of meters for indoor and outdoor, respectively. The enhanced coverage will support co-deployment with existing cellular network. 
3. Conclusions

Proposal 1: RAN#93-e to discuss a timeline for establishing a passive IoT project, with a view to a Rel-18 SI of the formulation identified in the pre-RAN#93-e email discussion final moderator’s summary. 
Observation 1: Passive IoT downlink and wake-up radio may have distinct detailed schemes due to their different design targets and constraints.
Observation 2: Existing 3GPP technologies can hardly meet the requirement of ultra-low cost batteryless device.
Observation 3: Backscatter communication is being studied by more and more non-3GPP technologies for the integration with corresponding air interface to support batteryless IoT device.

Observation 4: More and more industries are investing in automated logistics management and sensor network to improve productivity efficiency, which is creating numbers of new huge IoT markets.

Observation 5: The new IoT markets requires to reduce device cost by more than 10 times and power consumption by more than 100 times compared with existing IoT technologies in 3GPP.
Observation 6: Deployment within the 5G network will reduce deployment and maintenance costs for passive IoT applications.
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Appendix A: Energy harvesting

Energy harvesting refers to collecting energy from the environment or energy sources other than a battery or power grid and converting it to electrical energy. Table 1 lists several typical sources of ambient energy that can be exploited. Considering that many typical applications require devices to be small and lightweight, power density is defined as the power output per unit area in W/cm2, or per unit volume in W/cm3. 

Table 1 Typical energy sources for energy harvesting [17]

	Energy source
	Power density
	Advantages
	Disadvantages

	Solar
	15 mW/cm3
	Sufficient energy in the daytime, high output voltage
	Disappear at night

	Vibration (piezoelectric)
	200 μW/cm3
	Without voltage source
	Brittle materials

	Thermoelectric
	40 μW/cm2
	Long life, reliable with low maintenance
	Low energy conversion efficiency

	Acoustic noise
	960 nW/cm3
	High energy conversion efficiency
	Rare environments with high acoustic noise value

	Airflow
	1 mW/cm2
	Sufficient in certain place and time
	Big Size

	Radio frequency
	1 μW/cm2
	Sufficient in urban areas
	Few in suburbs


From Table 1, the output power is usually around or less than 1 mW for devices with limited size taking into account the energy conversion efficiency. For example, the conversion efficiency of solar energy is generally around 15% [18]. Fortunately, with the development of integrated circuits and other low-power electronic components, it is feasible to lower the power consumption of devices to less than 1mW. Wireless networks become self-sustaining and maintenance-free with devices using energy harvesting technology to prolong their lifetime.
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