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Table 5.5.4.3-1: HTTP POST
	Derivation Path: RFC 2616 [26]

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Status-Line
	
	
	
	

	  Method
	"POST"
	
	
	

	  Request-URI 
	
	
	
	

	    uri
	tsc_MCX_IdMS_auth_UriPath
	points to the Authorisation endpoint of the IdM Server
	TS 33.180 [94]
	AUTH, USERAUTH

	
	tsc_MCX_IdMS_userauth_UriPath
	points to the endpoint verifying the user authentication; same URI as provided to the UE in the action attribute of the HTML login form
	TS 33.180 [94]
HTML 4.01 Specification [105]
	USERAUTH

	
	tsc_MCX_IdMS_token_UriPath
	points to the Token endpoint of the IdM Server
	TS 33.180 [94]
	TOKEN

	
	tsc_MCX_KMS_init_UriPath
	"KMS Initialize" request according to TS 33.180 [94] D.2.3
	TS 33.180 [94]
	KMSINIT

	
	tsc_MCX_KMS_keyprov_UriPath
	"KMS KeyProvision" request according to TS 33.180 [94] D.2.4
	TS 33.180 [94]
	KMSKEY

	
	"/" & tsc_MCX_GMSXCAPRootURI & "/" & "org.openmobilealliance.groups/global/byGroupIDusers/" & px_MCPTT_GroupCreationXUI & "/" & px_MCPTT_Group_T_ID
	Points to the temporary group configuration document to be created
	TS 24.481[11] clause 6.3.14.2
	TEMPGROUP

	  HTTP-Version
	"HTTP/1.1"
	
	
	

	Cache-Control
	
	
	RFC 2616 [26]
	

	  cache-directive
	"no-cache"
	
	
	

	Authorization
	
	
	RFC 2617 [72]
	KMSINIT, KMSKEY, TEMPGROUP

	  authentication-scheme
	“Bearer”
	
	RFC 6750 [104]
	

	  b64token
	Access token as assigned to the UE by Token Response
	
	RFC 6750 [104]
	

	Content-Type
	
	
	
	AUTH, USERAUTH, TOKEN

	  media-type
	"application/x-www-form-urlencoded"
	
	
	

	Content-Type
	
	present in case of KMS request security
	
	(KMSINIT OR KMSKEY) AND pc_MCX_KMS_RequestSecurity

	  media-type
	"application/xml"
	
	RFC 7303 [112]
	

	Content-Type
	
	
	
	TEMPGROUP

	  media-type
	"application/vnd.3gpp.GMOP+xml"application/vnd.oma.poc.groups+xml
	
	
	

	Message-body
	
	
	
	AUTH

	  Authentication Request
	As described in Table 5.5.4.10.1-1
	
	
	

	Message-body
	
	
	HTML 4.01 Specification [105]
	USERAUTH

	  user
	px_MCX_User_A_username
	
	
	

	  password
	px_MCX_User_A_password
	
	
	

	Message-body
	
	
	
	TOKEN

	  Token request
	As described in Table 5.5.4.10.3-1
	
	
	

	Message-body
	
	present in case of KMS request security
	
	(KMSINIT OR KMSKEY) AND pc_MCX_KMS_RequestSecurity

	  Signed KMS Request
	As described in Table 5.5.4.10.9-1
	
	
	

	Message-body
	
	
	
	TEMPGROUP

	  Temporary Group Creation Document"
	As described in Table 5.5.7.1-3
	
	
	



	Condition
	Explanation

	TEMPGROUP
	Message/IE sent only in temporary group creation scenario

	NOTE:	For further conditions see table 5.5.1-1




