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4.3
MCPTT Conformance testing players and roles assumptions

Based on the described in clause 4.2 test environment scenarios a number of players and their roles have been designated to facilitate the test specification and provide a consistent test description.

For the purposes of MCPTT Client testing


1 MCPTT Server:

-
Server A simulated by the SS (in the case of on-network operation).


2 MCPTT Clients:

-
Client A installed on the implementation under test

-
Client B simulated by the System Simulator (SS) either explicitly (in the case of off-network operations), or, implicitly (in the case of on-network operation).


3 MCPTT Users:

-
User A registered with Client A and operating on the implementation under test

-
User B registered with Client B simulated by the System Simulator (SS) either explicitly (in the case of off-network operations), or, implicitly (in the case of on-network operation); pre-set at User A configuration as User allowed to be called by User A for any types of calls

-
User C known to the User A, not involved in any communication, defined for the sole purpose of testing if the User A/Client A can distinguish between different users when choosing one of them for action; pre-set at User A configuration as User allowed to be called by User A for any types of calls.


4 MCPTT groups:

-
Group A to which User A is implicitly affiliated, pre-set at User A configuration, and, comprising as members User A, User B and User C, to be available throughout the entire testing.

-
Group D to which User A is not implicitly affiliated, pre-set at User A configuration, and, comprising as members User B and User C, to be used for testing group affiliation.

-
Groups B and C not pre-set at User A configuration, to be used for testing creation and termination of groups.

For the purposes of MCPTT Server testing


1 MCPTT Server:

-
Server A installed on the implementation under test.

2 MCPTT Clients:

-
Client A simulated by the System Simulator (SS)

-
Client B simulated by the System Simulator (SS).


2 MCPTT Users:

-
User A registered with Client A simulated by the System Simulator (SS) ; pre-set at User A configuration as User allowed to be called by User A for any types of calls

-
User B registered with Client B simulated by the System Simulator (SS); pre-set at User A configuration as User allowed to be called by User A for any types of calls


1 MCPTT group:

-
Group A to which User A is implicitly affiliated, pre-set at User A configuration, and, comprising as members User A and User B to be available throughout the entire testing.
5
Common Test Environment

5.1
General
Clause 5 provides basic test requirements, and, Generic Procedures and Default messages content to be used by the test cases wherever applicable.

5.2
Reference test conditions

5.2.1
General

Any E-UTRA frequency band can be used to provide the underlying communication bearer to carry the MCPTT communication. The requirements are defined in TS 36.508 [6].

5.2.2
On-network

There are no specific requirements to the UE on which the MCPTT client is installed when operating in on-network environment. The basic E-UTRA/EPC procedures shall be supported.

5.2.3
Off-network

When operating in off-network environment an MCPTT client shall:

-
implement the procedures for ProSe direct discovery for public safety use as specified in 3GPP TS 24.334 [78];

-
implement the procedures for one-to-one ProSe direct communication for Public Safety use as specified in 3GPP TS 24.334 [78].
-
implement the procedures for one-to-many ProSe direct communication for Public Safety use as specified in 3GPP TS 24.334 [78].

5.3
Generic test procedures for UE MCPTT operation
5.3.1
General

The purpose of the procedures specified in the following subclauses is to facilitate test description by providing procedure sequences which can be referred from the relevant TCs specified e.g. in 3GPP TS 36.579-2 [2] or 3GPP TS 36.579-3 [3].

The procedures specified are required to ensure that any MCPTT service can take place or specific MCPTT relevant pre-conditions are met before a test case can be executed.

5.3.2
Generic Test Procedure for MCPTT Authorization/Configuration and Key Generation

5.3.2.1
Initial conditions

System Simulator:

-
SS (MCPTT server)

-
For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [6] subclause 4.4. The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT configuration document).

Implementation Under Test (IUT):

-
UE (MCPTT client)

-
The MCPTT Client has been provisioned with the Initial UE Configuration Data as specified in subclause 5.5.8.1 allowing for the location of the configuration management server for configuration of the MCPTT UE initial configuration management object (MO) and the default MCPTT user profile configuration management object (MO).

-
UE and SS are configured to support one-way authentication based on server certificates (TS 33.179 [15] clause 5.4). For this purpose, self-signed certificates are pre-installed in the UE and SS.
-
The UE User is provided with username/password for user authentication (px_MCPTT_User_A_username, px_MCPTT_User_A_password as provided in TS 36.579-5 [5], Table 9.2-1: MCPTT Client Common PIXIT)

-
The test USIM set as defined in subclause 5.5.10 is inserted.


The MCPTT client is attached to EPS services and then the UE is Switched OFF (state 1) according to TS 36.508 [6].

5.3.2.2
Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3.2.3
Procedure

Table 5.3.2.3-1: MCPTT Authorization/Configuration and Key Generation

	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	Power up the UE.
	-
	-

	-
	EXCEPTION: The E-UTRA/EPC related actions which step 1 above will trigger are described in subclause 5.4.2 'Generic Test Procedure for MCPTT UE registration'. The test sequence below shows only the MCPTT relevant messages being exchanged.
	-
	-

	2
	Make the UE user request MCPTT service authorisation/configuration.

NOTE 1
NOTE 1A
	-
	-

	-
	EXCEPTION: Steps 3a1-3b1 describe behaviour that depends on UE implementation of the OpenID Connect protocol; the "lower case letter" identifies a step sequence that take place when one or the other is the case.
	-
	-

	3a1
	The UE (MCPTT client) establishes a secure TLS tunnel as specified by 3GPP TS 33.310 [70], to the authorisation endpoint of the IdM server as specified in 3GPP TS 33.179 [15] using the configured URL of the authorisation endpoint of the IdM server as specified in the "<x>/OnNetwork/AppServerInfo/IDMSAuthEndpoint" leaf node, Table 5.5.8.1-1.
	-
	-

	3a2
	The UE (MCPTT client) sends an OpenID Connect Authentication Request using HTTP GET.
	-->
	HTTP GET (Authorization)

	3b1
	The UE (MCPTT client) sends an OpenID Connect Authentication Request using HTTP POST.
	-->
	HTTP POST (Authorization)

	4
	The SS sends a HTTP 200 (OK) including the HTML form requesting username and password.
	<--
	HTTP 200 (OK)

	5
	Make the UE user provide user credentials: username and password (px_MCPTT_User_A_username, px_MCPTT_User_A_password).

NOTE 2
	-
	-

	6
	The UE (MCPTT client) sends an HTTP POST Request message to the SS containing user name and password.
	-->
	HTTP POST

	7
	The SS sends a HTTP 302 (Found) as the OpenID Connect Authentication Response containing an authorization code.
	<--
	HTTP 302 (Found)

	-
	EXCEPTION: Step 8a1 describes behaviour that depends on step 3 above. Step 8a1 only happens if the UE follows step 3b1, otherwise step 8a1 is skipped.
	-
	-

	8a1
	The UE (MCPTT client) establishes a secure TLS tunnel as specified by 3GPP TS 33.310 [70] to the token endpoint of the IdM server as specified in 3GPP TS 33.179 [15] using the configured URL of the token endpoint of the IdM server as specified in the "/<x>/OnNetwork/AppServerInfo/IDMSTokenEndpoint" leaf node, Table 5.5.8.1-1.
	-
	-

	9
	The UE (MCPTT client) sends an HTTP POST Request message to the SS over the TLS connection established to the IdM token endpoint (OIDC Token Request message), passing the authorization code obtained in step 7.
	-->
	HTTP POST

	10
	The SS sends a HTTP 200 (OK) providing id_token, access_token and refresh token.
	<--
	HTTP 200 (OK)

	11
	The UE (MCPTT client) sends a HTTP POST message presenting the access token obtained in step 10 to the SS over HTTP for Key Management Initialisation.
NOTE: Step 11 is the start of the second stage which was started in Step 2. Steps 11 through 14 involve Key Management Authorization. The MCPTT Client/Key Management Client presents the access token to the Key Management Server. The end result is the user gets specific key material.
	-->
	HTTP POST

	12
	The SS replies to the UE with identity specific key information.
	<--
	HTTP 200 (OK)

	13
	The UE (MCPTT client) sends a HTTP POST message presenting an access token to the SS over HTTP for Key Material Request.
	-->
	HTTP POST

	14
	The SS replies to the UE with identity specific key information.
	<--
	HTTP 200 (OK)

	-
	EXCEPTION: Steps 15a1-15b1 describe behaviour that depends on UE implementation ; the "lower case letter" identifies a step sequence that take place when one or the other is the case.
NOTE: Step 15a1 is the start of the third stage which was started in Step 2. Steps 15a1, 15b1, and 16 involve User Service Authorization.
	-
	-

	15a1
	The UE (MCPTT client) sends a SIP REGISTER request for service authorisation.
	-->
	SIP REGISTER

	15b1
	The UE (MCPTT client) sends a SIP PUBLISH request for service authorisation.
	-->
	SIP PUBLISH

	16
	The SS (MCPTT server) sends SIP 200 (OK).
NOTE: The user is now authorized for MCPTT service.
	<--
	SIP 200 (OK)

	17
	The UE (MCPTT client) sends a SIP SUBSCRIBE - subscription to multiple documents simultaneously - to the SS containing the access token and a resource list mime body containing a list of the following documents: MCPTT UE Configuration document, MCPTT User Profile Configuration Document, and the MCPTT Service configuration document. The base URI of each list entry is set to the CMS XCAP-ROOT-URI.
NOTE: Step 17 is the start of the fourth stage which was started in Step 2. Steps 17 through 26 involve Configuration Management Authorization. The end result of the fourth stage is that the MCPTT Client receives 3 configuration documents: UE Configuration Document, User Profile Configuration Document, and the Service Configuration Document.
	-->
	SIP SUBSCRIBE

	18
	The SS sends a SIP 200 (OK) message.
	<--
	SIP 200 (OK)

	19
	The SS sends a SIP NOTIFY message to the UE that contains the XCAP-URI of the documents.
	<--
	SIP NOTIFY

	20
	The UE (MCPTT client) sends a SIP 200 (OK) message.
	-->
	SIP 200 (OK)

	21
	The UE (MCPTT client) sends an HTTP GET Request message to the SS that contains the access token and the XCAP-URI of the MCPTT UE Configuration Document.
NOTE: The MCPTT Client is requesting the MCPTT UE Configuration Document.
	-->
	HTTP GET

	22
	The SS sends the HTTP 200 (OK) message including the MCPTT UE Configuration Document.
	<--
	HTTP 200 (OK)

	23
	The UE (MCPTT client) sends an HTTP GET Request message to the SS that contains the access token and the XCAP-URI of the MCPTT User Profile Configuration Document.
NOTE: The MCPTT Client is requesting the MCPTT User Profile Configuration Document.
	-->
	HTTP GET

	24
	The SS sends the HTTP 200 (OK) message including the MCPTT User Profile Configuration Document.
NOTE: The MCPTT User Profile Configuration Document includes information on MCPTT groups including for which groups the MCPTT Client is a member. The MCPTT User Profile Configuration Document includes Group A as a group for which the MCPTT Client is a member and is implicitly affiliated. Group A is used as the default group for all test cases in TS 36.579-2 and TS 36.579-3.
	<--
	HTTP 200 (OK)

	25
	The UE (MCPTT client) sends an HTTP GET Request message to the SS that contains the access token and the XCAP-URI of the MCPTT Service Configuration Document.
NOTE: The MCPTT Client is requesting the the MCPTT Service Configuration Document.
	-->
	HTTP GET

	26
	The SS sends the HTTP 200 (OK) message including the MCPTT Service Configuration Document.
	<--
	HTTP 200 (OK)

	27
	The UE (MCPTT client) sends a SIP SUBSCRIBE to the SS, containing the access token and a resource list mime body and a list of the Groups to be obtained. The base URI of each list entry is set to the GMS XCAP-ROOT-URI, and the MCPTT group ID identifies a group document.
NOTE: Step 27 is the start of the fifth stage which was started in Step 2. Steps 27 through 32 involve Group Management Authorization. The end result is the MCPTT Client will receive group information for Group A. The MCPTT Client will also get the Group Master Key (GMK) for the group which will be used to derive keys for the group. There will also be a Group User Key Identifier (GUK-ID), and a Group Master Key Identifier (GMK-ID).  According TS 33.179 [15], clause 7.36, the GMK shall be used as the MIKEY Traffic Generating Key (TGK) and the GUK-ID shall be used as the MIKEY CSB ID. These shall be used to generate the SRTP Master Key and SRTP Master Salt as specified in IETF RFC 3830 [24].
	-->
	SIP SUBSCRIBE

	28
	The SS sends a SIP 200 (OK) message.
	<--
	SIP 200 (OK)

	29
	The SS sends a SIP NOTIFY message to the UE that contains the XCAP-URI of the Group documents.
	<--
	SIP NOTIFY

	30
	The UE (MCPTT client) sends a SIP 200 (OK) message.
	-->
	SIP 200 (OK)

	31
	The UE (MCPTT client) sends an HTTP GET Request message to the SS that contains the access token and the XCAP-URI of the Group Configuration document.
	-->
	HTTP GET

	32
	The SS sends the HTTP 200 (OK) message including the Group Document ‘MCPTT UE Configuration document’.

NOTE 3
	<--
	HTTP 200 (OK)

	-
	EXCEPTION: SS releases the E-UTRA connection.
	-
	-

	NOTE 1: 
This is expected to be done via a suitable implementation dependent mechanism and may be manually or automatically initiated.
NOTE 1A: 
This will start a 5 stage process. The first stage involves MCPTT User Authentication and includes Steps 3a1 through 10. The end result of the first stage is the MCPTT Client receives 3 tokens: access token, ID token, and refresh token.
NOTE 2: 
The UE is expected to prompt the MCPTT user for their username and password, or it may be stored on the UE. The provision of the username/password is expected to be done via a suitable implementation dependent MMI.

NOTE 3: 
This completes MCPTT service enabling on the UE.

NOTE 4: 
This is expected to be done via a suitable implementation dependent mechanism and may be manually or automatically initiated.


5.3.2.4
Specific message contents

Table 5.3.2.4-1: HTTP GET (Step 3a2, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.4.2-1, condition AUTH


Table 5.3.2.4-2: HTTP POST (Step 3b1, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.3.1-1, condition AUTH


Table 5.3.2.4-3: HTTP 200 (OK) (Step 4, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.4.10-1

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	  Message-body
	<!DOCTYPE html>

<html>

<body>

<form action="">

Username: <input type="text" name="user"><br>

Password: <input type="password" name="password">

</form>

</body>

</html>
	
	
	


Table 5.3.2.4-4: HTTP POST (Step 6, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.3.1-1, condition USERAUTH


Table 5.3.2.4-5: HTTP 302 (Found) (Step 7, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.4.8-1, condition AUTH.


Table 5.3.2.4-6: HTTP POST (Step 9, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.3.1-1, condition TOKEN


Table 5.3.2.4-7: HTTP 200 (OK) (Step 10, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.4.10-1, condition TOKEN


Table 5.3.2.4-8: HTTP POST (Step 11, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.3.1-1, condition KMSINIT.


Table 5.3.2.4-9: HTTP 200 (OK) (Step 12, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.4.10-1, condition KMSINIT.


Table 5.3.2.4-10: HTTP POST (Step 13, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.3.1-1, condition KMSKEY.


Table 5.3.2.4-11: HTTP 200 (OK) (Step 14, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.4.10-1, condition KMSKEY.


Table 5.3.2.4-12: SIP REGISTER (Step 15a1, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.2.13-1, condition CONFIG


Table 5.3.2.4-13: SIP PUBLISH (Step 15b1, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.2.11-1, condition CONFIG


Table 5.3.2.4-14: SIP SUBSCRIBE (Step 17, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.2.14-1, condition CONFIG


Table 5.3.2.4-15: SIP NOTIFY (Step 19, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.2.8-1, condition CONFIG


Table 5.3.2.4-16: HTTP GET (Step 21, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.4.2-1, condition UECONFIG.


Table 5.3.2.4-17: HTTP GET (Step 23, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.4.2-1, condition UEUSERPROF.


Table 5.3.2.4-18: HTTP GET (Step 25, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.4.2-1, condition UESERVCONFIG.


Table 5.3.2.4-19: HTTP 200 (OK) (Step 22, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.4.10-1, condition UECONFIG.


Table 5.3.2.4-20: HTTP 200 (OK) (Step 24, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.4.10-1, condition UEUSERPROF.


Table 5.3.2.4-21: HTTP 200 (OK) (Step 26, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.4.10-1, condition UESERVCONFIG.


Table 5.3.2.4-22: SIP SUBSCRIBE (Step 27, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.2.14-1, condition GROUPCONFIG

	Content-Type
	
	
	
	

	  Content-Length
	
	
	
	

	    Message-body
	
	
	
	

	      MIME-Content-Type
	"application/vnd.3gpp.mcptt-info+xml"
	
	
	

	        MCPTT-Info
	As described in Table 5.2.2.4-22A
	
	
	


Table 5.3.2.4-22A: MCPTT-INFO in SIP SUBSCRIBE (Table 5.3.2.4-22)

	Derivation Path: Table 5.5.2.22.2.2-1 condition CONFIG


Table 5.3.2.4-22B: SIP NOTIFY (Step 29, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.2.8-1, condition GROUPCONFIG


Table 5.3.2.4-23: HTTP GET (Step 31, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.4.2-1, condition GROUPCONFIG


Table 5.3.2.4-24: HTTP 200 (OK) (Step 32, Table 5.1.3.2-1)

	Derivation Path: Table 5.5.4.10-1, condition GROUPCONFIG.


Table 5.3.2.4-25: Void
Table 5.3.2.4-26: SIP 200 (OK) (Step 16, 18, 28, Table 5.1.3.2-1))

	Derivation Path: Table 5.5.2.17.1.2-1

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Content-Type
	Not included
	
	
	


5.3.3
Generic Test Procedure for MCPTT pre-established session establishment CO

5.3.3.1
Initial conditions

System Simulator:

-
SS (MCPTT server)

-
For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [6] subclause 4.4. The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT configuration document)

IUT:
-
UE (MCPTT client)

-
The UE has performed the Generic Test Procedure for MCPTT Authorization/Configuration and Key Generation as specified in subclause 5.3.2 and thereby the MCPTT client is authorised for and able to use the MCPTT service including making group and private calls on- and off-network, and, the MCPTT user is registered for receiving MCPTT service through the MCPTT Client.

5.3.3.2
Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3.3.3
Procedure

Table 5.3.3.3-1: MCPTT pre-established session establishment CO

	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	Make the UE (MCPTT User) request the creation of a pre-established session
	-
	-

	-
	EXCEPTION: The E-UTRA/EPC actions which are related to the MCPTT call establishment are described in subclause 5.4.3 'Generic Test Procedure for MCPTT CO communication in E-UTRA'. The test sequence below shows only the MCPTT relevant messages exchanged.
	-
	-

	2-7
	Void.
	-
	-

	8
	UE (MCPTT Client) sends a SIP INVITE message in order to create a pre-established session.
	-->
	SIP INVITE

	9
	Void.
	-
	-

	10
	The SS (MCPTT server) responds with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)

	11
	UE (MCPTT client) notifies the user that the pre-established session has been created.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-

	12
	The SS transmits an RRCConnectionRelease message.
	<--
	RRC: RRCConnectionRelease


5.3.3.4
Specific message contents

The MCPTT relevant SIP message contents are specified in the present document subclause 5.5.2.
5.4
Generic test procedures for UE operation over EUTRA/EPS
5.4.1
General

The purpose of the procedures specified in the following subclauses is to facilitate test description by providing procedure sequences which can be referred from the relevant TCs specified e.g. in 3GPP TS 36.579-2 [2] or 3GPP TS 36.579-3 [3].

The intention is, wherever possible, that E-UTRA/EPS signalling and initial conditions should not be provided in the test descriptions rather should be referred to the procedure steps described in the generic procedures below, whereas, the MCPTT SIP signalling and initial conditions when relevant for the test purposes shall be explicitly provided in the tests description itself.
Throughout the generic test procedures E-UTRA/EPC behaviour is denoted as "SS" for the System Simulator simulating the NWK side of the communication, and, "UE" for the Implementation Under Test (IUT), whereas the MCPTT relevant behaviour is denoted as "SS (MCPTT server)" and "UE (MCPTT client)"/"UE (MCPTT user)" respectively. ProSe related SS behaviour when the SS simulates an UE device is denoted e.g. as "SS-UE1".
Throughout the generic test procedures E-UTRA/EPC behaviour is denoted as "SS" for the System Simulator simulating the NWK side of the communication, and, "UE" for the Implementation Under Test (IUT), whereas the MCPTT relevant behaviour is denoted as "SS (MCPTT server)" and "UE (MCPTT client)"/"UE (MCPTT user)" respectively. ProSe related SS behaviour when the SS simulates an UE device is denoted e.g. as "SS-UE1".

5.4.1A
UE APN/PDN support assumptions

A MCPTT (or in general Mission Critical Services) capable UE, depending on implementation/deployment, may be provided with up to 3 MCPTT related APN: An APN utilised by the MCPTT service including the MCPTT service APN for the SIP-1 reference point, an MC common core services APN for the HTTP-1 reference point and a MC identity management service APN for the CSC-1 reference point (see TS 23.179 [8], subclause 5.9).

To limit the test specification complexity utilisation of single APN/PDN to be used for all 3 MCPTT services is assumed and only 2 QCIs are used for the bearers established in regard to the PDN:

1.
MCPTT (QCI=69 for signalling bearer, QCI=65 for voice), APN=px_MCPTT_ALL_APN

NOTE 1:
It should be noted that the core specs impose a requirement that the QCI value 8 or better shall be used for the EPS bearer that transports HTTP-1 reference point messaging. Using a single APN and having for the EPS bearer QCI=69 will satisfy this.

NOTE 2:
The px_MCPTT_ALL_APN is defined in TS 36.579-5 [5], and should be provided by the Device vendor in the initial UE configuration as specified in Table 5.5.8.1-1.

In addition to the MCPTT relevant APN, a MCPTT (or in general Mission Critical Services) capable UE may support 2 additional different APNs for which different PDNs each with its specific QCI:

2.
Internet

3.
IMS (VOLTE QCI=5 for signalling bearer, QCI=1 for voice call)

This will result in the need the MCPTT tests to be able to handle a 3 APNs and different PDNs.

NOTE 3:
It should be noted that, handling IMS and MCPTT with one APN is theoretically possible but may have undesirable implications e.g. VoLTE signalling could delay MCPTT signalling therefore the assumption is that such implementations will be undesirable and unlikely.

Consequently, for the IMS and MCPTT it should be assumed that the UE will do 2 different registrations, i.e. for each of them there will be a separate TCP connection.

It is difficult to mandate any order of the UE requesting any of these 3 PDNs. Therefore any order should be handled in the test with special attention to the EPS bearer QCI which needs to be guaranteed by the SS depending on the APN being requested. It is expected that Devices shall obey the TS 24.301 [19], 6.5.1.2 requirements in regard to provision of APN name in the PDN CONNECTIVITY REQUEST message (the syntax for provision of the APN name is defined in TS 24.008 [20]). In order to facilitate handling the case when the MCPTT APN maybe the default APN and therefore, depending on implementation, the APN name for the default APN is not provided, a dedicated ICS for indicating if this is the case is specified in TS 36.579-4 [4].
In regard to the MCPTT the following shall be also taken into account

-
If the PDN connection established during the initial attach by the UE is to an APN other than the MCPTT service APN, then prior to user authentication, the UE shall establish another PDN connection to the MCPTT service APN. PDN connection establishment can also be caused by a SIP registration request for MCPTT. The QCI value of 69 shall be used for the EPS bearer that transports SIP-1 reference point messaging. It is used for SIP signalling.

-
For the MCPTT service APN, the MCPTT UE does not activate EPS bearers for media streams.

-
The network initiates the creation of a dedicated bearer to transport the voice media. The dedicated bearer for Conversational Voice utilises the standardised QCI value of 65. The network, utilising dynamic PCC, creates no more than one dedicated bearer for voice media (the UE is required to support at minimum one UM bearer which is used for MCPTT voice).

5.4.2
Generic Test Procedure for MCPTT UE registration

5.4.2.1
Initial conditions

System Simulator:

-
SS (MCPTT server)

-
E-UTRA related parameters are set to the default parameters for the basic single cell environment, as defined in TS 36.508 [6] subclause 4.4, unless otherwise specified in the test case. Requirements in regard to the PLMN which the simulated Cell(s) belongs to are specified in the test case using the present procedure.

IUT:
-
UE (MCPTT client)

-
The UE is MCPTT capable. The MCPTT preconditions required for initiation of MCPTT service authorization for the MCPTT client and the MCPTT service are specified in the test cases.

-
The test USIM set as defined in subclause 5.5.10 is inserted.

-
The UE shall be switched off.

5.4.2.2
Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.4.2.3
Procedure

Table 5.4.2.3-1: EUTRA/EPS signalling for UE registration

	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	0
	Switch the UE on.
	-
	-

	1
	Make the UE initiate MCPTT service authorization for the MCPTT client and the MCPTT service.
	-
	-

	2
	UE transmits an RRCConnectionRequest message.
	-->
	RRC: RRCConnectionRequest

	3
	SS transmits an RRCConnectionSetup message.
	<--
	RRC: RRCConnectionSetup

	4
	The UE transmits an RRCConnectionSetupComplete message to confirm the successful completion of the connection establishment and to initiate the Attach procedure by including the ATTACH REQUEST message. The PDN CONNECTIVITY REQUEST message is piggybacked in ATTACH REQUEST. (NOTE 1)
	-->
	RRC: RRCConnectionSetupComplete
NAS: ATTACH REQUEST

NAS: PDN CONNECTIVITY REQUEST

	5
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	RRC: DLInformationTransfer 

NAS: AUTHENTICATION REQUEST

	6
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	RRC: ULInformationTransfer
NAS: AUTHENTICATION RESPONSE

	7
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	RRC: DLInformationTransfer
NAS: SECURITY MODE COMMAND

	8
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	RRC: ULInformationTransfer
NAS: SECURITY MODE COMPLETE

	-
	EXCEPTION: Steps 9a1 to 9a2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-

	9a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	RRC: DLInformationTransfer
NAS: ESM INFORMATION REQUEST

	9a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	RRC: ULInformationTransfer
NAS: ESM INFORMATION RESPONSE

	10
	The SS transmits a SecurityModeCommand message to activate AS security.
	<--
	RRC: SecurityModeCommand

	11
	The UE transmits a SecurityModeComplete message and establishes the initial security configuration.
	-->
	RRC: SecurityModeComplete

	12
	The SS transmits a UECapabilityEnquiry message to initiate the UE radio access capability transfer procedure.
	<--
	RRC: UECapabilityEnquiry

	13
	The UE transmits a UECapabilityInformation message to transfer UE radio access capability.
	-->
	RRC: UECapabilityInformation

	14
	The SS transmits an RRCConnectionReconfiguration message to establish the default bearer with condition SRB2-DRB(1, 0) according to TS 36.508 [6] subclause 4.8.2.2.1.1.

This message includes the ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT. (NOTE 1)
	<--
	RRC: RRCConnectionReconfiguration
NAS: ATTACH ACCEPT

NAS: ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST

	15
	The UE transmits an RRCConnectionReconfigurationComplete message to confirm the establishment of default bearer.
	-->
	RRC: RRCConnectionReconfigurationComplete

	-
	EXCEPTION: In parallel to the event described in step 16 below, if initiated by the UE the generic procedure for IP address allocation in the U-plane as defined in TS 36.508 [6] subclause 4.5A.1 takes place.
	-
	-

	-
	EXCEPTION: In parallel to the event described in step 16 below the events described in table 5.4.2.3-2 take place.
	-
	-

	16
	This message includes the ATTACH COMPLETE message. The ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message is piggybacked in ATTACH COMPLETE.
	-->
	RRC: ULInformationTransfer

NAS: ATTACH COMPLETE

NAS: ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT

	-
	EXCEPTION: Depending on the UE capability step 16A may be performed 0, 1 or 2 times. (NOTE 1)
	-
	-

	16A
	The generic procedure for UE establishing additional PDN connectivity as specified in TS 36.508 [6] subclause 4.5A.16 takes place.
	-
	-

	17
	The SS transmits an RRCConnectionRelease message.
	<--
	RRC: RRCConnectionRelease

	NOTE 1:
The assumptions for the PDN support of a MCPTT capable UE, including the default EPS bearer context QCI requirements in regard to the different PDN are described in 5.4.1A.


Table 5.4.2.3-2: SIP signalling for MCPTT UE registration

	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	The UE sends initial registration for IMS services.
	-->
	SIP REGISTER

	2
	The SS responds with a valid AKAv1-MD5 authentication challenge and security mechanisms supported by the network.
	<--
	SIP 401 Unauthorized

	3
	The UE completes the security negotiation procedures, sets up a temporary set of SAs and uses those for sending another REGISTER with AKAv1-MD5 credentials.
	-->
	SIP REGISTER

	4
	The SS responds with 200 OK.
	<--
	SIP 200 OK

	-
	EXCEPTION: Steps 1a1 to 1b1 describe behaviour that depends on UE implementation and on availability of an access-token received as outcome of the user authentication procedure as described in 3GPP TS 24.482 [12]; the "lower case letter" identifies a step sequence that take place when one or the other is the case.
	-
	-

	5a1
	The UE (MCPTT client) sends a SIP REGISTER request for service authorisation.
	-->
	SIP REGISTER

	5b1
	The UE (MCPTT client) sends a SIP PUBLISH request for service authorisation.
	-->
	SIP PUBLISH

	6
	The SS (MCPTT server) sends SIP 200 (OK).
	<--
	SIP 200 (OK)


5.4.2.4
Specific message contents

All specific EUTRA/EPS signalling message contents shall be referred to TS 36.508 [6] subclause 4.6 and 4.7.

The IMS specific message contents, Table 5.4.2.3-2, steps 1-4, shall be referred to the default message contents specified in TS 34.229-1 [21] clause A.1.

The MCPTT relevant SIP message contents, Table 5.4.2.3-2, steps 5a1-6, are specified in the present document subclause 5.5.2.

5.4.3
Generic Test Procedure for MCPTT CO communication in E-UTRA

5.4.3.1
Initial conditions

System Simulator:

-
SS (MCPTT server)

-
SS E-UTRA related parameters are set to the default parameters for the basic single cell environment, as defined in TS 36.508 [6] subclause 4.4, unless otherwise specified in the test case. Requirements in regard to the PLMN which the simulated Cell(s) belongs to are specified in the test case using the present procedure.

IUT:
-
UE (MCPTT client)

-
The test USIM set as defined in subclause 5.5.10 is inserted.

-
The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state with the MCPTT Client being active. During the attach a default EPS bearer context #3 (QCI 69) according to table 6.6.1-1, TS 36.508 [6] is established for MCPTT and SIP signalling.

NOTE 1:
The assumptions for the PDN support of a MCPTT capable UE, including the default EPS bearer context QCI requirements in regard to the different PDN are described in 5.4.1A.
-
Detailed initial conditions for the UE (MCPTT client) shall be specified in the TC referring to the present procedure.
5.4.3.2
Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.4.3.3
Procedure

Table 5.4.3.3-1: EUTRA/EPS signalling for MCPTT CO communication

	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	Make the UE attempt an MCPTT call
	-
	-

	2
	The UE transmits an RRCConnectionRequest message with ' establishmentCause' set to ' mo-Data '.
	-->
	RRCConnectionRequest

	3
	SS transmit an RRCConnectionSetup message.
	<--
	RRC: RRCConnectionSetup

	4
	The UE transmits an RRCConnectionSetupComplete message to confirm the successful completion of the connection establishment and to initiate the session management procedure by including the SERVICE REQUEST message.
	-->
	RRC: RRCConnectionSetupComplete
NAS: SERVICE REQUEST

	5
	The SS transmits a SecurityModeCommand message to activate AS security.
	<--
	RRC: SecurityModeCommand

	6
	The UE transmits a SecurityModeComplete message and establishes the initial security configuration.
	-->
	RRC: SecurityModeComplete

	7
	The SS configures a new data radio bearer, associated with the default EPS bearer context.

The RRCConnectionReconfiguration message is using condition SRB2-DRB(1, 0) as specified in TS 36.508 [6] subclause 4.8.2.2.1. The DRB associated with default EPS bearer context obtained during the attach procedure is established (see Preamble).
	<--
	RRC: RRCConnectionReconfiguration

	-
	EXCEPTION: In parallel to the events described in step 8 below, the events described in table 5.4.3.3-2 take place.
	-
	-

	8
	The UE transmits an RRCConnectionReconfigurationComplete message to confirm the establishment of the new data radio bearer, associated with the default EPS bearer context.
	-->
	RRC: RRCConnectionReconfigurationComplete

	9-12
	Void.
	-
	-

	13
	The SS configures a new RLC-UM data radio bearer, associated with the dedicated EPS bearer context. RRCConnectionReconfiguration message contains the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message. EPS bearer context #5 (QCI 65) according to table 6.6.2-1: Reference dedicated EPS bearer contexts is used.
NOTE 1: The same MCPTT PDN address is applicable because the linked EPS bearer ID refers to the default EBC..

NOTE 2: The network initiates the creation of a dedicated bearer to transport the voice media see 5.4.1A.
	<--
	RRC: RRCConnectionReconfiguration

NAS:

ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST

	14
	The UE transmits an RRCConnectionReconfigurationComplete message to confirm the establishment of the new data radio bearer, associated with the default EPS bearer for emergency IMS signalling.
	-->
	RRC: RRCConnectionReconfigurationComplete

	15
	The UE transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message.
	-->
	RRC: ULInformationTransfer

NAS:ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT


Table 5.4.3.3-2: SIP signalling for MCPTT CO communication

	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	The UE (MCPTT client) sends an initial SIP INVITE request requesting the establishment of an MCPTT call.
	-->
	SIP INVITE

	2
	The SS (MCPTT server) sends SIP 183(Session Progress).
	<--
	SIP 183 (Session Progress)

	3
	The SS (MCPTT server) sends SIP 200 (OK).
	<--
	SIP 200 (OK)

	NOTE:
The SIP sequence described in the present table is based on MCPTT CO call establishment and is for descriptive purposes only. When a TC refers to the generic procedure described in the present subclause, the SIP sequence may be replaced as appropriate.


5.4.3.4
Specific message contents

All specific EUTRA/EPS signalling message contents shall be referred to TS 36.508 [6] subclauses 4.6 and 4.7.

All specific SIP signalling message contents shall be specified in the TC which refers to the present procedure.

5.4.4
Generic Test Procedure for MCPTT CT communication in E-UTRA

5.4.4.1
Initial conditions

System Simulator:

-
SS (MCPTT server)

-
E-UTRA related parameters are set to the default parameters for the basic single cell environment, as defined in TS 36.508 [6] subclause 4.4, unless otherwise specified in the test case. Requirements in regard to the PLMN which the simulated Cell(s) belongs to are specified in the test case using the present procedure.

IUT:
-
UE (MCPTT client):
-
The test USIM set as defined in subclause 5.5.10 is inserted.

-
The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state with the MCPTT Client being active. During the attach a default EPS bearer context #3 (QCI 69) according to table 6.6.1-1, TS 36.508 [6] is established for MCPTT and SIP signalling.
NOTE 1:
The assumptions for the PDN support of a MCPTT capable UE, including the default EPS bearer context QCI requirements in regard to the different PDN are described in 5.4.1A.

-
Detailed initial conditions for the UE (MCPTT client) shall be specified in the TC referring to the present procedure.
5.4.4.2
Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.4.4.3
Procedure

Table 5.4.4.3-1: EUTRA/EPS signalling for MCPTT CT communication

	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	SS sends a Paging message to the UE on the appropriate paging block, and including the UE identity in one entry of the IE pagingRecordLists.
	<--
	RRC: Paging (PCCH)

	2
	The UE transmits an RRCConnectionRequest message with ' establishmentCause' set to 'mt-Access'.
	-->
	RRCConnectionRequest

	3
	SS transmit an RRCConnectionSetup message.
	<--
	RRC: RRCConnectionSetup

	4
	The UE transmits an RRCConnectionSetupComplete message to confirm the successful completion of the connection establishment and to initiate the session management procedure by including the SERVICE REQUEST message.
	-->
	RRC: RRCConnectionSetupComplete
NAS: SERVICE REQUEST

	5
	The SS transmits a SecurityModeCommand message to activate AS security.
	<--
	RRC: SecurityModeCommand

	6
	The UE transmits a SecurityModeComplete message and establishes the initial security configuration.
	-->
	RRC: SecurityModeComplete

	7
	The SS configures a new data radio bearer, associated with the default EPS bearer context.

The RRCConnectionReconfiguration message is using condition SRB2-DRB(1, 0) as specified in TS 36.508 [6] subclause 4.8.2.2.1. The DRB associated with default EPS bearer context obtained during the attach procedure is established (see Preamble).
	<--
	RRC: RRCConnectionReconfiguration



	-
	EXCEPTION: In parallel to the events described in steps 11-15 below, the event described in step 1, table 5.4.4.3-2 takes place.
	-
	-

	8
	The UE transmits an RRCConnectionReconfigurationComplete message to confirm the establishment of the new data radio bearer, associated with the default EPS bearer context.
	-->
	RRC: RRCConnectionReconfigurationComplete

	9-12
	Void.
	-
	-

	13
	The SS configures a new RLC-UM data radio bearer, associated with the dedicated EPS bearer context. RRCConnectionReconfiguration message contains the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message. EPS bearer context #5 (QCI 65/69) according to table 6.6.2-1: Reference dedicated EPS bearer contexts is used.
NOTE 1: The same MCPTT PDN address is applicable because the linked EPS bearer ID refers to the default EBC.

NOTE 2: The network initiates the creation of a dedicated bearer to transport the voice media see 5.4.1A.
	<--
	RRC: RRCConnectionReconfiguration

NAS:

ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST

	14
	The UE transmits an RRCConnectionReconfigurationComplete message to confirm the establishment of the new data radio bearer, associated with the default EPS bearer for emergency IMS signalling.
	-->
	RRC: RRCConnectionReconfigurationComplete

	15
	The UE transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message.
	-->
	RRC: ULInformationTransfer

NAS:ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT

	16
	The event described in step 2, table 5.4.4.3-2 takes place.
	-
	-


Table 5.4.4.3-2: SIP signalling for MCPTT CT communication

	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	The SS (MCPTT Server) sends an initial SIP INVITE request requesting the establishment of an MCPTT call.
	<--
	SIP INVITE

	2
	The UE (MCPTT client) sends SIP 200 (OK).
	-->
	SIP 200 (OK)

	NOTE:
The SIP sequence described in the present table is based on MCPTT CO call establishment and is for descriptive purposes only. When a TC refers to the generic procedure described in the present subclause, the SIP sequence may be replaced as appropriate.


5.4.4.4
Specific message contents

All specific EUTRA/EPS signalling message contents shall be referred to TS 36.508 [6] subclause 4.6 and 4.7.

All specific SIP signalling message contents shall be specified in the TC which refers to the present procedure.

5.4.5
Generic Test Procedure for MCPTT CO communication over ProSe direct one-to-one communication out of E-UTRA coverage-establishment

5.4.5.1
Initial conditions

System Simulator:

-
SS-UE1 (MCPTT Client).

-
For the underlying "transport bearer" over which the SS and the UE will communicate, the SS is behaving as SS-UE1 as defined in TS 36.508 [6], configured for and operating as ProSe Direct Communication transmitting and receiving device.

-
GNSS simulator configured to simulate a location in the centre of Geographical area #1 and providing timing reference as defined in TS 36.508 [6] Table 4.11.2-2 scenario #1, for the assistance of E-UTRAN off-network testing.

NOTE:
For operation in off-network environment, it needs to be ensured that after the UE is powered up it considers the Geographical area #1 as being one of the geographical areas set in the USIM for operation when UE is "not served by E-UTRAN".

IUT:
-
UE (MCPTT client):
-
The test USIM set as defined in subclause 5.5.10 is inserted.

-
Detailed initial conditions for the UE (MCPTT client) shall be specified in the TC referring to the present procedure.
UE state:
-
The UE is in state Switched OFF (state 1) according to TS 36.508 [6].

5.4.5.2
Definition of system information messages

N/a (out of E-UTRA coverage)

5.4.5.3
Procedure

Table 5.4.5.3-1: ProSe direct communication one-to-one out of E-UTRA coverage signalling for MCPTT CO communication-establishment

	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	Power up the UE.
	-
	-

	2
	Wait for 15 sec to allow the UE to establish that it is out of coverage and initiate scanning the frequency pre-set for ProSe communication for any activities.
	-
	-

	3
	Make the UE initiate one-to-one ProSe direct communication with the remote UE preconfigured (ProSe Layer-2 Group ID).
	-
	-

	4
	UE sends a DIRECT_COMMUNICATION_REQUEST message, IP Address Config IE set to "address allocation not supported".
	-->
	DIRECT_COMMUNICATION_REQUEST

	5
	SS-UE1 sends a DIRECT_SECURITY_MODE_COMMAND message.
	<--
	DIRECT_SECURITY_MODE_COMMAND

	6
	UE sends a DIRECT_SECURITY_MODE_COMPLETE message ciphered and integrity protected with the new security context.
	-->
	DIRECT_SECURITY_MODE_COMPLETE

	7
	SS-UE1 sends a DIRECT_COMMUNICATION_ACCEPT message.
	<--
	DIRECT_COMMUNICATION_ACCEPT

	8
	EXCEPTION: After the communication is established, an IP address configuration procedure is performed depending on what the UE has indicated in the IP Address Config IE (if it is not "address allocation not supported") in the DIRECT_COMMUNICATION_REQUEST message, and, the SS-UE1 itself indicating "address allocation not supported" in the DIRECT_COMMUNICATION_ACCEPT message.
	-
	-

	-
	EXCEPTION: Steps 9a1 to 9a2 describe behaviour that depends on UE implementation; the "lower case letter" identifies a step sequence that depends on the UE implementation of keepalive procedure.
	-
	-

	9a1
	UE sends a DIRECT_COMMUNICATION_KEEPALIVE message.
	-->
	DIRECT_COMMUNICATION_KEEPALIVE

	9a2
	SS-UE1 sends a DIRECT_COMMUNICATION_KEEPALIVE_ACK message.
	<--
	DIRECT_COMMUNICATION_KEEPALIVE_ACK


5.4.5.4
Specific message contents

Table 5.4.5.4-1: DIRECT_COMMUNICATION_ACCEPT (step 7 Table 5.4.5.3-1)

	Derivation path: 36.508 [6], Table 4.7F.3-6.

	Information Element
	Value/remark
	Comment
	Condition

	IP Address Config
	'0011'B
	address allocation not supported
	

	Link Local IPv6 Address
	If the UE indicated 'address allocation not supported' in the IP Address Config IE in the DIRECT_COMMUNICATION_REQUEST message then a link-local IPv6 address formed locally
	128-bit IPv6 address
	


Table 5.4.5.4-2: DIRECT_SECURITY_MODE_COMMAND (step 5, Table 5.4.5.3-1)

	Derivation path: 36.508 [6], Table 4.7F.3-7.

	Information Element
	Value/remark
	Comment
	Condition

	UE Security Capabilities
	Set to the UE Security Capabilities received in the DIRECT_COMMUNICATION_REQUEST message
	
	

	Chosen Algorithms
	One of the non-null algorithms provided in UE Security Capabilities (i.e. different to EIA0 (null integrity protection algorithm)/EEA0 (null ciphering algorithm))
	
	

	MSB of KD ID
	The MSB of KD ID of the new KD
	
	

	KD Freshness 
	Not included
	
	

	GPI
	Not included
	
	

	User Info {
	
	
	

	  Type of User Info
	IMSI
	
	

	  Odd/even indication
	Reflecting the number of digits in the IMSI
	
	

	  Identity digits
	A value different to the IMSI of the UE
	
	

	}
	
	
	


Table 5.4.5.4-3: DIRECT_SECURITY_MODE_COMPLETE (step 6, Table 5.4.5.3-1)

	Derivation path: 36.508 [6], Table 4.7F.3-8.

	Information Element
	Value/remark
	Comment
	Condition

	LSB of KD ID
	Not included
	
	


Table 5.4.5.4-4: DIRECT_COMMUNICATION_KEEPALIVE (step 9a1, Table 5.4.5.3-1)

	Derivation path: 36.508 [6], Table 4.7F.3-9.

	Information Element
	Value/remark
	Comment
	Condition

	Keepalive Counter
	0
	
	

	Maximum Inactivity Period
	Any allowed value
	
	


5.4.6
Generic Test Procedure for MCPTT CT communication over ProSe direct one-to-one communication out of E-UTRA coverage-establishment

5.4.6.1
Initial conditions

System Simulator:

-
SS-UE1 (MCPTT Client).

-
For the underlying "transport bearer" over which the SS and the UE will communicate, the SS is behaving as SS-UE1 as defined in TS 36.508 [6], configured for and operating as ProSe Direct Communication transmitting and receiving device.

-
GNSS simulator configured to simulate a location in the centre of Geographical area #1 and providing timing reference as defined in TS 36.508 [6] Table 4.11.2-2 scenario #1,for the assistance of E-UTRAN off-network testing.

NOTE:
For operation in off-network environment, it needs to be ensured that after the UE is powered up it considers the Geographical area #1 as being one of the geographical areas set in the USIM for operation when UE is "not served by E-UTRAN".

IUT:
-
UE (MCPTT client)

-
The test USIM set as defined in subclause 5.5.10 is inserted.

-
Detailed initial conditions for the UE (MCPTT client) shall be specified in the TC referring to the present procedure.
UE state:
-
The UE is in state Switched OFF (state 1) according to TS 36.508 [6].

5.4.6.2
Definition of system information messages

N/a (out of E-UTRA coverage).

5.4.6.3
Procedure

Table 5.4.6.3-1: ProSe direct communication one-to-one out of E-UTRA coverage signalling for MCPTT CT communication-establishment

	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	Power up the UE.
	-
	-

	2
	Wait for 15 sec to allow the UE to establish that it is out of coverage and initiate scanning the frequency pre-set for ProSe communication for any activities.
	-
	-

	3
	SS-UE1 sends a DIRECT_COMMUNICATION_REQUEST message, IP Address Config IE set to "address allocation not supported".
	<--
	DIRECT_COMMUNICATION_REQUEST

	4
	UE sends a DIRECT_SECURITY_MODE_COMMAND message unciphered but integrity protected with the new security context.
	-->
	DIRECT_SECURITY_MODE_COMMAND

	5
	SS-UE1 sends a DIRECT_SECURITY_MODE_COMPLETE message ciphered and integrity protected with the new security context.
	<--
	DIRECT_SECURITY_MODE_COMPLETE

	6
	UE sends a DIRECT_COMMUNICATION_ACCEPT message.
	-->
	DIRECT_COMMUNICATION_ACCEPT

	7
	EXCEPTION: After the communication is established, an IP address configuration procedure is performed depending on what the UE has indicated in the IP Address Config IE (if it is not "address allocation not supported") in the DIRECT_COMMUNICATION_REQUEST message, and, the SS-UE1 itself indicating "address allocation not supported" in the DIRECT_COMMUNICATION_ACCEPT message.
	-
	-

	8
	SS-UE1 sends a DIRECT_COMMUNICATION_KEEPALIVE message with a Keepalive Counter IE that contains the value of the keepalive counter for this link=0, and a Maximum Inactivity Period IE.
	<--
	DIRECT_COMMUNICATION_KEEPALIVE

	9
	UE sends a DIRECT_COMMUNICATION_KEEPALIVE_ACK message including the Keepalive Counter IE set to the same value as that received in the DIRECT_COMMUNICATION_KEEPALIVE message.
	-->
	DIRECT_COMMUNICATION_KEEPALIVE_ACK


5.4.6.4
Specific message contents

Table 5.4.6.4-1: DIRECT_COMMUNICATION_REQUEST (step 3, Table 5.4.6.3-1)

	Derivation path: 36.508 [6], Table 4.7F.3-5.

	Information Element
	Value/remark
	Comment
	Condition

	User Info {
	
	
	

	  Type of User Info
	IMSI
	
	

	  Odd/even indication
	Reflecting the number of digits in the IMSI
	
	

	  Identity digits
	A value different to the IMSI of the UE
	
	

	}
	
	
	

	IP Address Config
	'0011'B
	address allocation not supported
	

	Maximum Inactivity Period
	'10 0000 0000'B
	512 sec, randomly chosen to allow sufficient time for a TC which uses this procedure to be completed without need to repeat the keepalive procedure
	

	Nonce_1
	
	
	

	UE Security Capabilities
	01111111 01111111
	All but null algorithms supported
	

	MSB of KD-sess ID
	the 8 most significant bits of the KD-sess ID
	
	

	KD ID
	Not present
	
	

	Signature
	the ECCSI signature calculated with the User Info and Nonce_1 as specified in 3GPP TS 33.303 [67]
	
	

	Link Local IPv6 Address
	a link-local IPv6 address formed locally
	
	


Table 5.4.6.4-2: DIRECT_SECURITY_MODE_COMMAND (step 4 Table 5.4.6.3-1)

	Derivation path: 36.508 [6], Table 4.7F.3-7.

	Information Element
	Value/remark
	Comment
	Condition

	MSB of KD ID
	Any allowed value
	
	

	KD Freshness 
	Not included
	
	

	GPI
	Not included
	
	

	Signature
	The ECCSI signature calculated with the User Info and Nonce_1 as specified in 3GPP TS 33.303 [67]
	
	

	Encrypted Payload
	The SAKKE payload generated as specified in 3GPP TS 33.303 [67].
	
	


Table 5.4.6.4-3: DIRECT_SECURITY_MODE_COMPLETE (step 5, Table 5.4.6.3-1)

	Derivation path: 36.508 [6], Table 4.7F.3-8.

	Information Element
	Value/remark
	Comment
	Condition

	LSB of KD ID
	16 least significant bits of KD ID
	
	


Table 5.4.6.4-4: DIRECT_COMMUNICATION_KEEPALIVE (step 8, Table 5.4.6.3-1)

	Derivation path: 36.508 [6], Table 4.7F.3-9.

	Information Element
	Value/remark
	Comment
	Condition

	Keepalive Counter
	0
	
	

	Maximum Inactivity Period
	'10 0000 0000'B
	512 sec, randomly chosen to allow sufficient time for a TC which uses this procedure to be completed without need to repeat the keepalive procedure
	


5.4.7
Generic Test Procedure for MCPTT communication over ProSe direct one-to-one communication out of E-UTRA coverage - release by the SS

5.4.7.1
Initial conditions

System Simulator:

-
SS-UE1 (MCPTT Client).

-
Same as those defined in the 'Generic Test Procedure for MCPTT CO communication over ProSe direct one-to-one communication out of E-UTRA coverage-establishment', as described in subclause 5.4.5, or, the 'Generic Test Procedure for MCPTT CT communication over ProSe direct one-to-one communication out of E-UTRA coverage-establishment', as described in subclause 5.4.6.

IUT:
-
UE (MCPTT client)

ProSe related configuration

-
Same as those defined in the 'Generic Test Procedure for MCPTT CO communication over ProSe direct one-to-one communication out of E-UTRA coverage-establishment', as described in subclause 5.4.5, or, the 'Generic Test Procedure for MCPTT CT communication over ProSe direct one-to-one communication out of E-UTRA coverage-establishment', as described in subclause 5.4.6.

UE state

-
The UE has established ProSe direct communication one-to-one out of E-UTRA coverage using the 'Generic Test Procedure for MCPTT CO communication over ProSe direct one-to-one communication out of E-UTRA coverage-establishment', as described in subclause 5.4.5, or, the 'Generic Test Procedure for MCPTT CT communication over ProSe direct one-to-one communication out of E-UTRA coverage-establishment', as described in subclause 5.4.6.

5.4.7.2
Definition of system information messages

N/a (out of E-UTRA coverage).

5.4.7.3
Procedure

Table 5.4.7.3-1: ProSe direct communication one-to-one out of E-UTRA coverage signalling for MCPTT communication - release by the SS

	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	SS-UE1 sends a DIRECT_COMMUNICATION_RELEASE message with a Release Reason IE indicating 'Direct Communication to peer UE no longer needed'.
	<--
	DIRECT_COMMUNICATION_RELEASE

	2
	UE sends a DIRECT_COMMUNICATION_RELEASE_ACCEPT message.
	-->
	DIRECT_COMMUNICATION_RELEASE_ACCEPT


5.4.7.4
Specific message contents

Table 5.4.7.4-1: DIRECT_COMMUNICATION_RELEASE (step 1, Table 5.4.7.3-1)

	Derivation path: 36.508 [6], Table 4.7F.3-11.

	Information Element
	Value/remark
	Comment
	Condition

	Release Reason
	'0001'B
	Direct communication to the peer UE no longer needed
	


5.4.8
Generic Test Procedure for MCPTT communication over ProSe direct one-to-one communication out of E-UTRA coverage - release by the UE

5.4.8.1
Initial conditions

System Simulator:

-
SS-UE1 (MCPTT Client).

-
Same as those defined in the 'Generic Test Procedure for MCPTT CO communication over ProSe direct one-to-one communication out of E-UTRA coverage-establishment', as described in subclause 5.4.5, or, the 'Generic Test Procedure for MCPTT CT communication over ProSe direct one-to-one communication out of E-UTRA coverage-establishment', as described in subclause 5.4.6.

IUT:
-
UE (MCPTT client)

ProSe related configuration

-
Same as those defined in the 'Generic Test Procedure for MCPTT CO communication over ProSe direct one-to-one communication out of E-UTRA coverage-establishment', as described in subclause 5.4.5, or, the 'Generic Test Procedure for MCPTT CT communication over ProSe direct one-to-one communication out of E-UTRA coverage-establishment', as described in subclause 5.4.6.

UE state

-
The UE has established ProSe direct communication one-to-one out of E-UTRA coverage using the 'Generic Test Procedure for MCPTT CO communication over ProSe direct one-to-one communication out of E-UTRA coverage-establishment', as described in subclause 5.4.5, or, the 'Generic Test Procedure for MCPTT CT communication over ProSe direct one-to-one communication out of E-UTRA coverage-establishment', as described in subclause 5.4.6.

5.4.8.2
Definition of system information messages

N/a (out of E-UTRA coverage).

5.4.8.3
Procedure

Table 5.4.8.3-1: ProSe direct communication one-to-one out of E-UTRA coverage signalling for MCPTT communication - release by the UE

	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	UE sends a DIRECT_COMMUNICATION_RELEASE message with a Release Reason IE indicating 'Direct Communication to peer UE no longer needed'.
	-->
	DIRECT_COMMUNICATION_RELEASE

	2
	SS-UE1 sends a DIRECT_COMMUNICATION_RELEASE_ACCEPT message.
	<--
	DIRECT_COMMUNICATION_RELEASE_ACCEPT


5.4.8.4
Specific message contents

Table 5.4.8.4-1: DIRECT_COMMUNICATION_RELEASE (step 1, Table 5.4.8.3-1)

	Derivation path: 36.508 [6], Table 4.7F.3-11.

	Information Element
	Value/remark
	Comment
	Condition

	Release Reason
	'0001'B
	Direct communication to the peer UE no longer needed
	


5.4.9
Generic Test Procedure for MCPTT communication in E-UTRA / Change of cells

5.4.9.1
Initial conditions

System Simulator:

-
SS (MCPTT server)

-
SS E-UTRA

-
Parameters are set to the default parameters for the basic E-UTRA single mode multi cell network scenarios, as defined in TS 36.508 [6] subclause 4.4, unless otherwise specified in the test case.

-
3 cells (Cell 1, Cell 2 and Cell 4, all operating on the same frequency). Cells 1 and 2 are on the same PLMN1, whereas Cell 4 is on a different PLMN2.

NOTE:
The procedure only requires at maximum 2 cells to be active at any one instance.

IUT:
-
UE (MCPTT client)

-
The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state on Cell 1 with the MCPTT Client being active. During the attach a default EPS bearer context #3 (QCI 69) according to table 6.6.1-1, TS 36.508 [6] is established for for MCPTT and SIP signalling. The UE is allowed to operate on both PLMN1 and PLMN2.
NOTE 1:
The assumptions for the PDN support of a MCPTT capable UE, including the default EPS bearer context QCI requirements in regard to the different PDN are described in 5.4.1A.
-
The UE has performed the Generic Test Procedure for MCPTT Authorization/Configuration and Key Generation as specified in subclause 5.3.2 and thereby the MCPTT client is authorised for and able to use the MCPTT service including making group and private calls on- and off-network, and, the MCPTT user is registered for receiving MCPTT service through the MCPTT Client. The PLMN1 is set as HPLMN and PLMN2 is set as VPLMN in Table 5.5.8.1-1: MCPTT Initial UE Configuration Defaults.
-
Detailed initial conditions for the UE (MCPTT client) shall be specified in the TC referring to the present procedure.
5.4.9.2
Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.4.9.3
Procedure

Table 5.4.9.3-1 illustrates the downlink power levels and other changing parameters to be applied for the cells at various time instants of the test execution. Row marked "T0" denotes the initial conditions after preamble, while columns marked "T1" ... "Tn" are to be applied subsequently. The exact instants on which these values shall be applied are described elsewhere in the present clause.

Table 5.4.9.3-1: Time instances of cell power level and parameter changes

	
	Parameter
	Unit
	Cell 1
	Cell 2
	Cell 4

	T0
	Cell-specific RS EPRE
	dBm/15kHz
	-79
	"Off"
	"Off"

	T1
	Cell-specific RS EPRE
	dBm/15kHz
	"Off"
	-79
	"Off"

	T2
	Cell-specific RS EPRE
	dBm/15kHz
	"Off"
	"Off"
	-79


Table 5.4.9.3-2: EUTRA/EPS signalling for UE changing cells

	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	The SS configures:

Cell 1 and Cell 2 parameters according to the row "T1" in table 5.4.9.3-1 in order to simulate needs for cell reselection to Cell2.
	-
	-

	2
	Wait for 5 sec to allow the UE to adjust to cell changes.

NOTE 1.
	-
	-

	3
	The SS configures:

Cell 2 and Cell 4 parameters according to the row "T2" in table 5.4.9.3-1 in order to simulate needs for cell reselection to Cell4.
	-
	-

	4
	The Generic test procedure for 'Tracking area updating procedure' defined in TS 36.508 [6] subclause 4.5A.2 take place.

NOTE 2.
	-
	-

	NOTE 1:
Depending on implementation the UE may start transmitting MCPTT protocol relevant data earlier. What may be transmitted is specified in the TCs.

NOTE 2:
The UE may start transmitting MCPTT protocol relevant data as soon as it receives TRACKING AREA UPDATE ACCEPT message. If this happens the SS shall not execute step 7 of the Generic test procedure for 'Tracking area updating procedure' and shall continue with the rest of the messages exchange defined in the test case.


5.4.9.4
Specific message contents

None.
5.4.10
Generic Test Procedure for MCPTT CT communication over ProSe direct one-to-many communication out of E-UTRA coverage / Announcing/Discoveree procedure for group member discovery

5.4.10.1
Initial conditions

System Simulator:

-
SS-UE1 (MCPTT Client).

-
For the underlying "transport bearer" over which the SS and the UE will communicate, the SS is behaving as SS-UE1 as defined in TS 36.508 [6], configured for and operating as ProSe Direct Communication transmitting and receiving device.

-
GNSS simulator configured to simulate a location in the centre of Geographical area #1 and providing timing reference as defined in TS 36.508 [6] Table 4.11.2-2 scenario #1, for the assistance of E-UTRAN off-network testing.

NOTE:
For operation in off-network environment, it needs to be ensured that after the UE is powered up it considers the Geographical area #1 as being one of the geographical areas set in the USIM for operation when UE is "not served by E-UTRAN".

IUT:
-
UE (MCPTT client)

-
The test USIM set as defined in subclause 5.5.10 is inserted.

-
Detailed initial conditions for the UE (MCPTT client) shall be specified in the TC referring to the present procedure.
UE state:
-
The UE is in state Switched OFF (state 1) according to TS 36.508 [6].

5.4.10.2
Definition of system information messages

N/a (out of E-UTRA coverage)

5.4.10.3
Procedure

Table 5.4.10.3-1: ProSe Direct Discovery for public safety use / Announcing/Discoveree procedure for group member discovery for MCPTT off-network CT group calls

	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	Power up the UE.
	-
	-

	2
	Wait for 60 sec to allow the UE to determine that it is in the Geographical area #1 set in the USIM for operation when UE is "not served by E-UTRAN and acquire reference timing.
	-
	-

	-
	EXCEPTION: Steps 3a1-3b3b1 describe events which depend on the UE capabilities; the "lower case letter" identifies a step sequence that takes place if the UE is capable or not of Announcing for group member discovery.
	-
	-

	3a1
	IF pc_ProSeAnnForGroupMemberDiscovery (TS 36.523-2 [75]) THEN Force the UE upper layer application corresponding to ProSe Application ID px_ProSeAnnApplicationIdentity2 (TS 36.523-3 [74]) to initiate continuous announcing its availability in a discovery group.

NOTE 1.
	-
	-

	3a2
	The UE transmits in the next transmission period a PC5_DISCOVERY message for Group Member Discovery Announcement applying DUIK, DUSK, and DUCK with the associated Encrypted Bitmask, along with the UTC-based counter to the PC5_DISCOVERY message.
	-->
	PC5_DISCOVERY

	3b1
	ELSE SS sets WaitForMessageCounter=1
	-
	-

	-
	EXCEPTION: Steps 3b2-3b3b1 are repeated until the event described in step 3b3a1 takes place OR WaitForMessageCounter=11.
	-
	-

	3b2
	SS-UE1 transmits in the next transmission period a PC5_DISCOVERY message for Group Member Discovery Solicitation applying DUIK, DUSK, and DUCK with the associated Encrypted Bitmask, along with the UTC-based counter to the PC5_DISCOVERY message.

WaitForMessageCounter=WaitForMessageCounter+1
	<--
	PC5_DISCOVERY

	-
	EXCEPTION: Steps 3b3a1-3b3b1 describe events which depend on the UE behaviour; the "lower case letter" identifies a step sequence that take place if the UE transmit or not in the next transmission period a PC5_DISCOVERY message.
	-
	-

	3b3a1
	The UE transmits in the next transmission period a PC5_DISCOVERY message for Group Member Discovery Response applying DUIK, DUSK, and DUCK with the associated Encrypted Bitmask, along with the UTC-based counter to the PC5_DISCOVERY message and including the target Discovery Group ID of the discovery group to be discovered in step 3b2.
	-->
	PC5_DISCOVERY

	3b3b1
	The WaitForMessageCounter=11.
	-
	-

	-
	EXCEPTION: Steps 4 and 5 may be repeated multiple times depending on the MCPTT procedure taking place.
	-
	-

	-
	EXCEPTION: Step 4 is repeated until the MCPTT protocol data unit provided by the higher layers is transmitted in full.

NOTE 2.
	-
	-

	4
	SS-UE1 sends sidelink communication over the PC5 interface in the next transmission period using the timing reference provided by the GNSS simulator (same to be used by the UE).

NOTE 3.
	<--
	STCH PDCP SDU packet

	-
	EXCEPTION: Step 5 is repeated until the MCPTT protocol data unit provided by the higher layers is transmitted in full.

NOTE 4.
	-
	-

	5
	The UE sends sidelink communication over the PC5 interface in the next transmission period using the timing reference provided by the GNSS simulator (same to be used by the SS-UE1).

NOTE 3.
	-->
	STCH PDCP SDU packet

	NOTE 1: UEs which are capable of Announcing for group member discovery may start announcement automatically.

NOTE 2: The SS-UE1 may need to send more than one MCPTT protocol data unit in sequence with no response expected between them from the UE.

NOTE 3: What MCPTT protocol data units are included in the sidelink communication is defined in the test case using the present generic procedure.

NOTE 4: The UE may need to send more than one MCPTT protocol data unit in sequence with no response expected between them from the SS-UE1.


5.4.10.4
Specific message contents
Table 5.4.10.4-1: PC5_DISCOVERY (step 3a2 Table 5.4.10.3-1)

	Derivation path: 36.508 [6], Table 4.7F.1-5A.


Table 5.4.10.4-2: PC5_DISCOVERY (step 3b2 Table 5.4.10.3-1)

	Derivation path: 36.508 [6], Table 4.7F.1-5B.


Table 5.4.10.4-3: PC5_DISCOVERY (step 3b3a1 Table 5.4.10.3-1)

	Derivation path: 36.508 [6], Table 4.7F.1-5C.


5.4.11
Generic Test Procedure for MCPTT CO communication over ProSe direct one-to-many communication out of E-UTRA coverage / Monitoring/Discoverer procedure for group member discovery / One-to-many communication
5.4.11.1
Initial conditions

System Simulator:

-
SS-UE1 (MCPTT Client).

-
For the underlying "transport bearer" over which the SS and the UE will communicate, the SS is behaving as SS-UE1 as defined in TS 36.508 [6], configured for and operating as ProSe Direct Communication transmitting and receiving device.

-
GNSS simulator configured to simulate a location in the centre of Geographical area #1 and providing timing reference as defined in TS 36.508 [6] Table 4.11.2-2 scenario #1, for the assistance of E-UTRAN off-network testing.

NOTE:
For operation in off-network environment, it needs to be ensured that after the UE is powered up it considers the Geographical area #1 as being one of the geographical areas set in the USIM for operation when UE is "not served by E-UTRAN".

IUT:
-
UE (MCPTT client)

-
The test USIM set as defined in subclause 5.5.10 is inserted.

-
Detailed initial conditions for the UE (MCPTT client) shall be specified in the TC referring to the present procedure.
UE state:
-
The UE is in state Switched OFF (state 1) according to TS 36.508 [6].

5.4.11.2
Definition of system information messages

N/a (out of E-UTRA coverage)

5.4.11.3
Procedure

Table 5.4.11.3-1: ProSe Direct Discovery for public safety use / Monitoring/Discoverer procedure for group member discovery for MCPTT off-network CO group calls

	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	Power up the UE.
	-
	-

	2
	Wait for 60 sec to allow the UE to determine that it is in the Geographical area #1 set in the USIM for operation when UE is "not served by E-UTRAN and acquire reference timing.
	-
	-

	-
	EXCEPTION: Steps 3a1-3b3 describe events which depend on the UE capabilities; the "lower case letter" identifies a step sequence that takes place if the UE is capable or not of Monitoring for group member discovery.
	-
	-

	3a1
	IF pc_ProSeMonForGtoupMemberDiscovery (TS 36.523-2 [75]) THEN the SS-UE1 starts continuously transmitting in the relevant transmission periods a PC5_DISCOVERY message for Group Member Discovery Announcement applying DUIK, DUSK, and DUCK with the associated Encrypted Bitmask, along with the UTC-based counter to the PC5_DISCOVERY message.
	<--
	PC5_DISCOVERY

	3b1
	ELSE Force the UE upper layer application corresponding to ProSe Application ID px_ProSeAnnApplicationIdentity2 (TS 36.523-3 [74]) to solicit proximity of other UEs in a discovery group.

NOTE 1.
	-
	-

	3b2
	The UE transmits in the next transmission period a PC5_DISCOVERY message for Group Member Discovery Solicitation applying DUIK, DUSK, and DUCK with the associated Encrypted Bitmask, along with the UTC-based counter to the PC5_DISCOVERY message.
	-->
	PC5_DISCOVERY

	3b3
	SS-UE1 transmits a PC5_DISCOVERY message for Group Member Discovery Response applying DUIK, DUSK, and DUCK with the associated Encrypted Bitmask, along with the UTC-based counter to the PC5_DISCOVERY message and including the target Discovery Group ID of the discovery group to be discovered in step 2b2.
	<--
	PC5_DISCOVERY

	-
	EXCEPTION: Steps 4 and 5 may be repeated multiple times depending on the MCPTT procedure taking place.
	-
	-

	-
	EXCEPTION: Step 4 is repeated until the MCPTT protocol data unit provided by the higher layers is transmitted in full.

NOTE 2.
	-
	-

	4
	The UE sends sidelink communication over the PC5 interface in the next transmission period using the timing reference provided by the GNSS simulator (same to be used by the SS-UE1).

NOTE 3.
	-->
	STCH PDCP SDU packet

	-
	EXCEPTION: Step 5 is repeated until the MCPTT protocol data unit provided by the higher layers is transmitted in full.

NOTE 4.
	-
	-

	5
	SS-UE1 sends sidelink communication over the PC5 interface in the next transmission period using the timing reference provided by the GNSS simulator (same to be used by the UE).

NOTE 3.
	<--
	STCH PDCP SDU packet

	NOTE 1: UEs which are not capable of Monitoring for group member discovery may start Discoverer procedure automatically.

NOTE 2: The UE may need to send more than one MCPTT protocol data unit in sequence with no response expected between them from the SS-UE1.

NOTE 3: Which MCPTT protocol data units are included in the sidelink communication is defined in the test case using the present generic procedure.

NOTE 4: The SS-UE1 may need to send more than one MCPTT protocol data unit in sequence with no response expected between them from the UE.


5.4.11.4
Specific message contents
Table 5.4.11.4-1: PC5_DISCOVERY (step 3a1 Table 5.4.11.3-1)

	Derivation path: 36.508 [6], Table 4.7F.1-5A.


Table 5.4.11.4-2: PC5_DISCOVERY (step 3b2 Table 5.4.11.3-1)

	Derivation path: 36.508 [6], Table 4.7F.1-5B.


Table 5.4.11.4-3: PC5_DISCOVERY (step 3b3 Table 5.4.11.3-1)

	Derivation path: 36.508 [6], Table 4.7F.1-5C.


5.4.12
Generic Test Procedure for MCPTT communication over MBMS

5.4.12.1
Initial conditions

System Simulator:

-
SS (MCPTT server)

-
SS E-UTRA

-
E-UTRA related parameters are set to the default parameters for the basic single cell environment, as defined in TS 36.508 [6] subclause 4.4, unless otherwise specified in the test case.

-
MBSFNAreaConfiguration as defined in TS 36.508[6] table 4.6.1-4A is transmitted on MCCH
IUT:
-
UE (MCPTT client):
-
E-UTRAN UE supporting MBMS services. The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state. The UE is made interested in receiving MBMS service in the PLMN of Cell 1 with MBMS Service ID 0.

-
Detailed initial conditions for the UE (MCPTT client) shall be specified in the TC referring to the present procedure.
5.4.12.2
Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used. System information combination 15 as defined in TS 36.508[6] subclause 4.4.3.1 is used in the E-UTRA cell.

5.4.12.3
Procedure

Table 5.4.12.3-1: MCPTT communication over MBMS

	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	SS transmits MBSFNAreaConfiguration message
	<--
	MBSFNAreaConfiguration 

	2
	Wait for a period equal to the MCCH modification period for the UE to receive  MBSFNAreaConfiguration message.
	-
	-

	-
	EXCEPTION: Step 3 is repeated continuously to carry the relevant MCPTT protocol data units provided by the higher layers.
	-
	-

	3
	The SS transmits 1 MBMS Packet on the MTCH in the next MCH Scheduling Period.

NOTE: Which MCPTT protocol data units are sent and at which time is defined in the test case using the present generic procedure.
	<--
	MBMS Packet


5.4.12.4
Specific message contents

None.

5.5
Default message and other information elements content

5.5.1
General
The following conditions apply throughout subclause 5.5:
Table 5.5.1-1: Conditions

	Condition
	Explanation

	ON-NETWORK
	Message/IE sent only in on-network scenario.

	OFF-NETWORK
	Message/IE sent only in off-network scenario.

	PRIVATE-CALL
	Message/IE sent only as part of a Private call handling.

	GROUP-CALL
	Message/IE sent only as part of a Group call handling.

	EMERGENCY-CALL
	Message/IE sent only as part of an Emergency call handling.

	IMMPERIL-CALL
	Message/IE sent only as part of an Immanent Peril call handling.

	EMERGENCY-ALERT
	Message/IE sent only as part of an Emergency Alert.

	CONFIG
	Message/IE sent only in configuration/authentication/authorisation scenario.

	GROUPCONFIG
	Message/IE sent only in group configuration scenario.


5.5.2
Default SIP message and other information elements

5.5.2.1
SIP ACK

5.5.2.1.1
SIP ACK from the UE

Table 5.5.2.1.1-1: SIP ACK from the UE

	Derivation Path: TS 24.229 [16], subclause A.2.1.4.2, A.2.2.4.2

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	RFC 3261 [22]
	

	  Method
	"ACK"
	
	
	

	  Request-URI
	px_MCPTT_Server_A_URI
	
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	Via
	
	
	RFC 3261 [22]
	

	  sent-protocol
	"SIP/2.0/UDP"
	
	
	

	  sent-by
	any allowed value"
	IP address or FQDN and protected server port of the UE
	
	

	  via-branch
	any allowed value
	Value starting with 'z9hG4bk'
	
	

	Route
	
	
	RFC 3261 [22]
	

	  route-param
	px_MCPTT_PCSCF_A_URI":4060;lr"
	URIs of the Record-Route header sent to the UE in 183, 180 or 200 response (whichever response used for request message to be acknowledged and contained Record-Route header) in reverse order
	
	

	From
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Client_A_ID
	
	
	

	  tag
	"1"
	Local tag of the dialog ID 
	
	

	To
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Server_A_URI
	
	
	

	  tag
	"2"
	Remote tag of the dialog ID
	
	

	Call-ID
	
	
	RFC 3261 [22]
	

	  callid
	same value as in INVITE message
	
	
	

	Cseq
	
	
	RFC 3261 [22]
	

	  value
	same value as in INVITE message
	
	
	

	  method
	"ACK"
	
	
	

	Max-Forwards
	
	
	RFC 3261 [22]
	

	  value
	any allowed value
	Non-zero value
	
	

	Content-Length
	
	
	RFC 3261 [22]
	

	  value
	"0"
	No message body included - end of SIP message
	
	


5.5.2.1.2
SIP ACK from the SS

Table 5.5.2.1.2-1: SIP ACK from the SS

	Derivation Path: TS 24.229 [16], subclause A.2.1.4.2, A.2.2.4.2

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	RFC 3261 [22]
	

	  Method
	"ACK"
	
	
	

	  Request-URI
	px_MCPTT_Client_B_ID
	
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	Via
	
	
	RFC 3261 [22]
	

	  sent-protocol
	"SIP/2.0/UDP"
	
	
	

	  sent-by
	px_MCPTT_Client_B_ID":14000"
	
	
	

	  via-branch
	"z9hG4bkmcpttss2"
	Value starting with 'z9hG4bk'
	
	

	Route
	not present
	
	RFC 3261 [22]
	

	  route-param
	not present
	
	
	

	From
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Server_A_URI
	
	
	

	  tag
	"1"
	Local tag of the dialog ID 
	
	

	To
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Client_A_ID
	
	
	

	  tag
	"2"
	Remote tag of the dialog ID
	
	

	Call-ID
	
	
	RFC 3261 [22]
	

	  callid
	px_MCPTT_CT_call_ID
	Same value as in request message
	
	

	Cseq
	
	
	RFC 3261 [22]
	

	  value
	"4711"
	Same value as in request message
	
	

	  method
	"ACK"
	
	
	

	Max-Forwards
	
	
	RFC 3261 [22]
	

	  value
	"70"
	The recommended initial value is 70 in RFC 3261.
	
	

	Content-Length
	
	
	RFC 3261 [22]
	

	  value
	"0"
	No message body included - end of SIP message
	
	


5.5.2.2
SIP BYE

5.5.2.2.1
SIP BYE from the UE

Table 5.5.2.2.1-1: SIP BYE from the UE

	Derivation Path: TS 24.229 [16], subclause A.2.1.4.3, A.2.2.4.3

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	RFC 3261 [22]
	

	  Method
	"BYE"
	
	
	

	  Request-URI
	px_MCPTT_sesson_A_ID
	The URI of the MCPTT session identity to leave
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	Via
	
	
	RFC 3261 [22]
	

	  sent-protocol
	"SIP/2.0/UDP"
	
	
	

	  sent-by
	same value as in INVITE message
	
	
	

	  via-branch
	any allowed value
	Value starting with 'z9hG4bK'
	
	

	Route
	
	
	RFC 3261 [22]
	

	  route-param
	px_MCPTT_PCSCF_A_URI":4060;lr"
	URIs of the Record-Route header response in reverse order
	
	

	From
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Client_A_ID
	The URI of the UE
	
	

	  tag
	"1"
	Local tag of the dialog ID
	
	

	To
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Server_A_URI
	The URI of the SS
	
	

	  tag
	"2"
	Remote tag of the dialog ID
	
	

	Call-ID
	
	
	RFC 3261 [22]
	

	  callid
	same value as in INVITE message
	
	
	

	CSeq
	
	
	RFC 3261 [22]
	

	  value
	value of CSeq sent by the endpoint within its previous request in the same dialog but increased by one
	
	
	

	  method
	"BYE"
	
	
	

	Require
	
	
	RFC 3261 [22]

RFC 3329 [50]
	

	  option-tag
	"sec-agree"
	
	
	

	Proxy-Require
	
	
	RFC 3261 [22]

RFC 3329 [50]
	

	  option-tag
	"sec-agree"
	
	
	

	Max-Forwards
	
	
	RFC 3261[22]
	

	  value
	any allowed value
	Non-zero value
	
	

	P-Access-Network-Info
	
	
	RFC 7315 [52]

RFC 7913 [51]
	

	  access-net-spec
	any allowed value
	Access network technology and, if applicable, the cell ID
	
	

	P-Asserted-Identity
	
	
	RFC 3325 [32]
	

	  addr-spec
	px_MCPTT_User_A_ID
	The URI of the UE
	
	

	Content-Length
	
	
	RFC 3261 [22]
	

	  value
	"0"
	No message body included - end of SIP message
	
	


5.5.2.2.2
SIP BYE from the SS

Table 5.5.2.2.2-1: SIP BYE from the SS

	Derivation Path: TS 24.229 [16], subclause A.2.1.4.3, A.2.2.4.3

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	RFC 3261 [22]
	

	  Method
	"BYE"
	
	
	

	  Request-URI
	px_MCPTT_sesson_A_ID
	The URI of the MCPTT session identity to leave
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	Via
	
	
	RFC 3261 [22]
	

	  sent-protocol
	"SIP/2.0/UDP"
	
	
	

	  sent-by
	same value as in INVITE message
	
	
	

	  via-branch
	"z9hG4bKmcpttss3"
	Value starting with 'z9hG4bK'
	
	

	Route
	
	
	RFC 3261 [22]
	

	  route-param
	px_MCPTT_PCSCF_A_URI":4060;lr"
	URIs of the Record-Route header response in reverse order
	
	

	From
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Server_A_URI
	The URI of the SS
	
	

	  tag
	"1"
	local tag of the dialog ID
	
	

	To
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Client_A_ID
	The URI of the UE
	
	

	  tag
	"2"
	remote tag of the dialog ID
	
	

	Call-ID
	
	
	RFC 3261 [22]
	

	  callid
	same value as in INVITE message
	
	
	

	CSeq
	
	
	RFC 3261 [22]
	

	  value
	value of CSeq sent by the endpoint within its previous request in the same dialog but increased by one
	
	
	

	  method
	"BYE"
	
	
	

	Require
	
	
	RFC 3261 [22]

RFC 3329 [53]
	

	  option-tag
	"sec-agree"
	
	
	

	Proxy-Require
	
	
	RFC 3261 [22]

RFC 3329 [53]
	

	  option-tag
	"sec-agree"
	
	
	

	Max-Forwards
	
	
	RFC 3261[22]
	

	  value
	"70"
	The recommended initial value is 70 in RFC 3261.
	
	

	P-Access-Network-Info
	Not present
	
	RFC 7315 [52]

RFC 7913 [51]
	

	  access-net-spec
	
	
	
	

	P-Asserted-Identity
	
	
	RFC 3325 [32]
	

	  addr-spec
	px_MCPTT_Server_A_URI
	The URI of the SS
	
	

	Content-Length
	
	
	RFC 3261 [22]
	

	  value
	"0"
	No message body included - end of SIP message
	
	


5.5.2.3
SIP CANCEL

Table 5.5.2.3-1: SIP CANCEL

	Derivation Path: TS 24.229 [16], subclause A.2.1.4.4, A.2.2.4.4

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	RFC 3261 [22]
	

	  Method
	"CANCEL"
	
	
	

	  Request-URI
	same value as in the INVITE being cancelled
	
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	Via
	
	
	RFC 3261 [22]
	

	  via-parm
	same value as in the INVITE being cancelled
	
	
	

	From
	
	
	RFC 3261 [22]
	

	  addr-spec
	same value as in the INVITE being cancelled
	
	
	

	  tag
	same value as in the INVITE being cancelled
	
	
	

	To
	
	
	RFC 3261 [22]
	

	  addr-spec
	same value as in the INVITE being cancelled
	
	
	

	Call-ID
	
	
	RFC 3261 [22]
	

	  Callid
	same value as in the INVITE being cancelled
	
	
	

	Session-ID
	
	
	RFC 3261 [22]
	

	  sess-id
	same value as in the INVITE being cancelled
	
	
	

	CSeq
	
	
	RFC 3261 [22]
	

	  value
	same value as in the INVITE being cancelled
	
	
	

	  Method
	"CANCEL"
	
	
	

	Content-Length
	
	
	RFC 3261 [22]
	

	  value
	"0"
	No message body included - end of SIP message
	
	


5.5.2.4
SIP INFO

Table 5.5.2.4-1: SIP INFO

	Derivation Path: TS 24.229 [16], subclause  A.2.1.4.6, A.2.2.4.6

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	
	

	  Method
	"INFO"
	
	
	

	  Request-URI
	px_MCPTT_Client_A_ID"
	
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	Via
	
	
	RFC 3261 [22] 

RFC 3581 [55]
	

	  sent-protocol
	"SIP/2.0/UDP"
	
	
	

	  sent-by
	any allowed value
	IP address or FQDN and protected server port of the UE
	
	

	  via-branch
	any allowed value
	Value starting with 'z9hG4bK'
	
	

	From
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Client_A_ID
	
	
	

	  tag
	"1"
	
	
	

	To
	
	
	RFC 3261 [22]

RFC 5031 [54]
	

	  addr-spec
	px_MCPTT_Server_A_URI
	
	
	

	Call-ID
	
	
	RFC 3261 [22]
	

	  Callid
	same value as in the INVITE
	
	
	

	CSeq
	
	
	RFC 3261 [22]
	

	  value
	value of CSeq sent by the SS within its previous request in the same dialog but increased by one
	
	
	

	  Method
	"INFO"
	
	
	

	Max-Forwards
	
	
	RFC 3261 [22]
	

	  value
	any allowed value
	Non-zero value
	
	

	Content-Length
	
	
	RFC 3261 [22]
	

	  value
	length of message body
	
	
	

	Message Body
	any allowed value
	
	
	


5.5.2.5
SIP INVITE

5.5.2.5.1
SIP INVITE from the UE

Table 5.5.2.5.1-1: SIP INVITE from the UE

	Derivation Path: TS 24.229 [16], subclause A.2.1.4.7, A.2.2.4.7

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	RFC 3261 [22]

RFC 5031 [54]
	

	  Method
	"INVITE"
	
	
	

	  Request-URI
	px_MCPTT_Server_A_URI
	The public service identity identifying the participating MCPTT function serving the MCPTT user
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	Via
	
	
	RFC 3261 [22] 

RFC 3581 [55]
	

	  sent-protocol
	"SIP/2.0/UDP"
	
	
	

	  sent-by
	any allowed value
	IP address or FQDN and protected server port of the UE
	
	

	  via-branch
	any allowed value
	Value starting with 'z9hG4bK'
	
	

	Route
	
	
	RFC 3261 [22]
	

	  route-param
	px_MCPTT_PCSCF_A_URI":4060;lr"
	<sip:SS P-CSCF address: protected server port of SS;lr>, <sip:px_scscf;lr>
	
	

	From
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Client_A_ID
	
	
	

	  tag
	"1"
	
	
	

	To
	
	
	RFC 3261 [22]

RFC 5031 [54]
	

	  addr-spec
	px_MCPTT_Server_A_URI
	
	
	

	Call-ID
	
	
	RFC 3261 [22]
	

	  callid
	any allowed value
	
	
	

	CSeq
	
	
	RFC 3261 [22]
	

	  value
	any allowed value
	
	
	

	  method
	"INVITE"
	
	
	

	Supported
	
	
	RFC 3261 [22]
	

	  option-tag
	"timer"
	
	
	

	Session-Expires
	
	
	RFC 4028 [30]
	

	  generic-param
	any allowed value
	
	
	

	P-Early-Media
	
	
	RFC 5009 [60]
	

	  em-parm
	"inactive"
	
	
	

	Require
	
	
	RFC 3261 [22]

RFC 3312 [56]

RFC 3329 [53]
	

	  option-tag
	"sec-agree"
	
	
	

	Proxy-Require
	
	
	RFC 3261 [22]

RFC 3329 [53]
	

	  option-tag
	"sec-agree"
	
	
	

	Contact
	
	
	RFC 3261 [22

RFC 3840 [33]
	

	  addr-spec
	"sip:[5555::aaa:bbb:ccc:eee]"
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
	px_MCPTT_Client_A_ID":"protected server port as chosen by the UE
	
	
	

	  feature-param
	"+g.3gpp.mcptt"
	This media feature tag when used in a SIP request or a SIP response indicates that the function sending the SIP message supports Mission Critical Push To Talk (MCPTT) communication.
	
	

	  feature-param
	"+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt"
	This URN indicates that the device has the capabilities to support the mission critical push to talk (MCPTT) service.
	
	

	  feature-param
	"audio"
	This feature tag indicates that the device supports audio as a streaming media type.
	
	

	Max-Forwards
	
	
	RFC 3261 [22]
	

	  value
	any allowed value
	Non-zero value
	
	

	P-Access-Network-Info
	
	
	RFC 7315 [52]
	

	  access-net-specs
	any allowed value
	Access network technology and, if applicable, the cell ID
	
	

	Accept
	
	
	RFC 3261 [22]
	

	  media-range
	"application/sdp, application/vnd.3gpp.mcptt-info+xml"
	
	
	

	P-Preferred-Service
	
	
	RFC 6050 [31]
	

	  Service-ID
	"urn:urn-7:3gpp-service.ims.icsi.mcptt"
	
	
	

	P-Preferred-Identity
	
	
	RFC 3325 [32]
	

	  PPreferredID-value
	px_MCPTT_User_A_ID
	Contains the public user identity of the MCPTT user
	
	

	Accept-Contact
	
	
	RFC 3841 [29]
	

	  ac-value
	"+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt"
	
	
	

	  req-param
	"require"
	
	
	

	  explicit-param
	"explicit"
	
	
	

	Accept-Contact
	
	
	RFC 3841 [29]
	

	  ac-value
	"+g.3gpp.mcptt"
	
	
	

	  req-param
	"require"
	
	
	

	  explicit-param
	"explicit"
	
	
	

	Answer-Mode
	
	
	RFC 5373 [34]
	

	  answer-mode-value
	"Auto"
	
	
	

	Resource-Priority
	
	
	RFC 4412 [40]

RFC 7134 [57]

RFC 8101 [45]
	EMERGENCY-CALL or IMMPERIL-CALL

	  r-value
	"mcpttp.value"
	"value" set to the value of the <resource-priority-namespace> element contained in the <emergency-resource-priority> element contained in the <OnNetwork> element of the MCPTT service configuration documents
	
	EMERGENCY-CALL

	  r-value
	"mcpttq.value"
	"value" set to the value of the <resource-priority-priority> element contained in the <emergency-resource-priority> element contained in the <OnNetwork> element of the MCPTT service configuration document
	
	EMERGENCY-CALL

	  r-value
	"mcpttp.value"
	"value" set to the value of the <resource-priority-namespace> element contained in the <imminent-peril-resource-priority> element contained in the <OnNetwork> element of the MCPTT service configuration documents
	
	IMMPERIL-CALL

	  r-value
	"mcpttq.value"
	"value" set to the value of the <resource-priority-priority> element contained in the <imminent-peril-resource-priority> element contained in the <OnNetwork> element of the MCPTT service configuration document
	
	IMMPERIL-CALL

	Content-Type
	"multipart/mixed"
	
	RFC 5621 [58]
	

	  Content-Length
	length of message body
	
	RFC 3261 [22]
	

	    Message-body
	
	
	RFC 3261 [22]
	

	      MIME-Content-Type
	"application/sdp"
	
	RFC 4566 [27]
	

	        SDP Message
	As described in Table 5.5.3.1.1-1
	
	
	

	      MIME-Content-Type
	"application/vnd.3gpp.mcptt-info+xml"
	
	TS 24.379 [9] clause F.1
	

	        MCPTT-Info
	As described in Table 5.5.3.2.1-1
	
	
	

	      MIME-Content-Type
	"application/resource-lists"
	
	RFC 5366 [35]
	PRIVATE-CALL

	        Resource-lists
	As described in Table 5.5.3.3.1-1
	
	
	

	      MIME-Content-Type
	"application/vnd.3gpp.mcptt-location-info+xml"
	
	TS 24.379 [9] clause F.3
	EMERGENCY-CALL or IMMPERIL-CALL

	        Location-info
	As described in Table 5.5.3.4.1-1
	
	
	


5.5.2.5.2
SIP INVITE from the SS

Table 5.5.2.5.2-1: SIP INVITE from the SS

	Derivation Path: TS 24.229 [16], subclause A.2.1.4.7, A.2.2.4.7

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	RFC 3261 [22]

RFC 5031 [54]
	

	  Method
	"INVITE"
	
	
	

	  Request-URI
	px_MCPTT_Client_A_ID
	
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	Via
	
	Via header for the P-CSCF that communicates with the called party
	RFC 3261 [22]

RFC 3581 [55]
	

	  sent-protocol
	"SIP/2.0/UDP"
	
	
	

	  sent-by
	px_MCPTT_PCSCF_A_URI":4060;lr"
	The SS P-CSCF address and the SS protected server port
	
	

	  via-branch
	"z9hG4bKmcpttss1"
	Value starting with 'z9hG4bK'
	
	

	Via
	
	Via header for the other endpoint (the caller)
	RFC 3261 [22]

RFC 3581 [55]
	

	  sent-protocol
	"SIP/2.0/UDP"
	
	
	

	  sent-by
	px_MCPTT_Client_B_ID":14000"
	
	
	

	  via-branch
	"z9hG4bKmcpttss4"
	Value starting with 'z9hG4bK'
	
	

	Record-Route
	
	The record-route corresponding to the top Via header
	RFC 3261 [22]
	

	  route-param
	px_MCPTT_PCSCF_A_URI":4060;lr"
	<sip:SS P-CSCF address: protected server port of SS;lr>
	
	

	From
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Server_A_URI
	
	
	

	  tag
	"2"
	
	
	

	To
	
	
	RFC 3261 [22]

RFC 5031 [54]
	

	  addr-spec
	px_MCPTT_Client_A_ID
	
	
	

	Call-ID
	
	
	RFC 3261 [22]
	

	  callid
	px_MCPTT_CT_call_ID
	
	
	

	CSeq
	
	
	RFC 3261 [22]
	

	  value
	"4711"
	
	
	

	  method
	"INVITE"
	
	
	

	Supported
	
	
	RFC 3261 [22]
	

	  option-tag
	"100rel"
	This option tag indicates that the UA can send or receive reliable provisional responses.
	
	

	  option-tag
	"timer"
	
	
	

	  option-tag
	"tdialog"
	
	
	

	  option-tag
	"norefersub"
	
	
	

	P-Called-Party-ID
	
	
	RFC 7315 [52]
	

	  called-pty-id-spec
	px_MCPTT_Client_A_ID
	
	
	

	Session-Expires
	
	
	RFC 4028 [30]
	

	  generic-param
	"1800"
	The recommended initial value is 1800 in RFC 4028 [30].
	
	

	P-Early-Media
	
	
	RFC 5009 [60]
	

	  em-parm
	"inactive"
	
	
	

	Require
	
	
	RFC 3261 [22]

RFC 3312 [56]

RFC 3329 [53]
	

	  option-tag
	"sec-agree"
	
	
	

	Proxy-Require
	
	
	RFC 3261 [22]

RFC 3329 [53]
	

	  option-tag
	"sec-agree"
	
	
	

	P-Asserted-Identity
	
	
	RFC 3325 [32]
	

	  addr-spec
	px_MCPTT_User_B_ID
	
	
	

	Contact
	
	
	RFC 3261 [22]

RFC 3840 [33]
	

	  addr-spec
	px_MCPTT_Client_B_ID":14000"
	SIP URI with IP address or FQDN and protected server port of the calling UE
	
	

	  feature-param
	"+g.3gpp.mcptt"
	This media feature tag when used in a SIP request or a SIP response indicates that the function sending the SIP message supports Mission Critical Push To Talk (MCPTT) communication.
	RFC 3840 [33] clause 9


	

	  feature-param
	"+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt"
	This URN indicates that the device has the capabilities to support the mission critical push to talk (MCPTT) service.
	RFC 3840 [33] clause 9
	

	  feature-param
	"audio"
	This feature tag indicates that the device supports audio as a streaming media type.
	RFC 3840 [33] subclause 10.1
	

	  feature-param
	"isfocus"
	
	
	

	Max-Forwards
	
	
	RFC 3261 [22]
	

	  value
	"70"
	The recommended initial value is 70 in RFC 3261 [22].
	
	

	P-Access-Network-Info
	Not present
	
	RFC 7315 [52]
	

	  access-net-specs
	
	
	
	

	Accept
	
	
	RFC 3261 [22]
	

	  media-range
	"application/sdp, application/vnd.3gpp.mcptt-info+xml"
	
	
	

	P-Preferred-Service
	
	
	RFC 6050 [31]
	

	  Service-ID
	"urn:urn-7:3gpp-service.ims.icsi.mcptt"
	
	
	

	P-Preferred-Identity
	
	
	RFC 3325 [32]
	

	  PPreferredID-value
	px_MCPTT_User_B_ID
	Contains the public user identity of the MCPTT user
	
	

	Accept-Contact
	
	
	RFC 3841 [29]
	

	  ac-value
	"+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt"
	
	
	

	  req-param
	"require"
	
	
	

	  explicit-param
	"explicit"
	
	
	

	Accept-Contact
	
	
	RFC 3841 [29]
	

	  ac-value
	"+g.3gpp.mcptt"
	
	
	

	  req-param
	"require"
	
	
	

	  explicit-param
	"explicit"
	
	
	

	Answer-Mode
	
	
	RFC 5373 [34]
	

	  answer-mode-value
	"Auto"
	
	
	

	Alert-Info
	Not present or Any allowed value
	
	RFC 3261 [22], RFC 7462 [82]
	

	  Alert-Info value
	
	
	
	

	Resource-Priority
	
	
	RFC 4412 [40]

RFC 7134 [57]

RFC 8101 [45]
	EMERGENCY-CALL or IMMPERIL-CALL

	  r-value
	"mcpttp.value"
	"value" set to the value of the <resource-priority-namespace> element contained in the <emergency-resource-priority> element contained in the <OnNetwork> element of the MCPTT service configuration documents
	
	EMERGENCY-CALL

	  r-value
	"mcpttq.value"
	"value" set to the value of the <resource-priority-priority> element contained in the <emergency-resource-priority> element contained in the <OnNetwork> element of the MCPTT service configuration document
	
	EMERGENCY-CALL

	  r-value
	"mcpttp.value"
	"value" set to the value of the <resource-priority-namespace> element contained in the <imminent-peril-resource-priority> element contained in the <OnNetwork> element of the MCPTT service configuration documents
	
	IMMPERIL-CALL

	  r-value
	"mcpttq.value"
	"value" set to the value of the <resource-priority-priority> element contained in the <imminent-peril-resource-priority> element contained in the <OnNetwork> element of the MCPTT service configuration document
	
	IMMPERIL-CALL

	Content-Type
	"multipart/mixed"
	
	RFC 5621 [58]
	

	  Content-Length
	length of message body
	
	RFC 3261 [22]
	

	    Message-body
	
	
	RFC 3261 [22]
	

	      MIME-Content-Type
	"application/sdp"
	
	
	

	        SDP Message
	As described in Table 5.5.3.1.2-1
	
	RFC 4566 [27]
	

	      MIME-Content-Type
	"application/vnd.3gpp.mcptt-info+xml"
	
	
	

	        MCPTT-Info
	As described in Table 5.5.3.2.2-1
	
	
	

	      MIME-Content-Type
	"application/resource-lists"
	
	RFC 5366 [35]
	PRIVATE-CALL

	        Resource-lists
	As described in Table 5.5.3.3.2-1
	
	
	

	      MIME-Content-Type
	"application/vnd.3gpp.mcptt-location-info+xml"
	
	TS 24.379 [9] clause F.3
	EMERGENCY-CALL or IMMPERIL-CALL

	        Location-info
	As described in Table 5.5.3.4.1-1
	
	
	


5.5.2.6
SIP re-INVITE

5.5.2.6.1
SIP re-INVITE from the UE

See Table 5.5.2.5.1-1.

5.5.2.6.1
SIP re-INVITE from the SS

See Table 5.5.2.5.2-1.

5.5.2.7
SIP MESSAGE

5.5.2.7.1
SIP MESSAGE from the UE

Table 5.5.2.7.1-1: SIP MESSAGE

	Derivation Path: TS 24.229 [16], subclause A.2.1.4.7a, A.2.2.4.7a

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	RFC 3261 [22]

RFC 5031 [54]
	

	  Method
	"MESSAGE"
	
	
	

	  Request-URI
	px_MCPTT_Server_A_URI
	The public service identity identifying the originating participating MCPTT function serving the MCPTT user 
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	Via
	
	
	RFC 3261 [22]

RFC 3581 [55]
	

	  sent-protocol 
	"SIP/2.0/UDP"
	
	
	

	  sent-by
	any allowed value
	IP address or FQDN and protected server port of the UE 
	
	

	  via-branch
	any allowed value
	Value starting with 'z9hG4bK'
	
	

	From
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Client_A_ID
	The URI of the UE
	
	

	  tag
	any allowed value 
	
	
	

	To
	
	
	RFC 3261 [22]

RFC 5031 [54]
	

	  addr-spec
	px_MCPTT_Server_A_URI
	The URI of the SS
	
	

	Call-ID
	
	
	RFC 3261 [22]
	

	  callid
	any allowed value
	value not checked, but stored for later reference
	
	

	Cseq
	
	
	RFC 3261 [22]
	

	  value
	any allowed value
	
	
	

	  method
	"MESSAGE"
	
	
	

	Max-Forwards
	
	
	RFC 3261 [22]
	

	  value
	any allowed value
	Non-zero value
	
	

	P-Access-Network-Info 
	
	
	RFC 7315 [52]
	

	  access-net-spec
	any allowed value
	Access network technology and, if applicable, the cell ID
	
	

	Route
	
	
	RFC 3261 [22]
	

	  route-param
	px_MCPTT_PCSCF_A_URI":4060;lr"
	<sip:SS P-CSCF address:protected server port of P-CSCF;lr>, <sip:px_scscf;lr>
	
	

	P-Preferred-Service
	
	
	RFC 6050 [31]
	

	  Service-ID
	"urn:urn-7:3gpp-service.ims.icsi.mcptt"
	
	
	

	Content-Type
	"multipart/mixed"
	
	RFC 5621 [58]
	

	  Content-Length
	length of message body
	
	RFC 3261 [22]
	

	    Message-body
	
	
	RFC 3261 [22]
	

	      MIME-Content-Type
	"application/vnd.3gpp.mcptt-info+xml"
	
	TS 24.379 [9] clause F.1
	

	        MCPTT-Info
	As described in Table 5.5.3.2.1-1
	
	
	

	      MIME-Content-Type
	"application/vnd.3gpp.mcptt-affiliation-command+xml"
	
	TS 24.379 [9] clause F.4
	

	        MCPTT-Affiliation-Command
	As described in Table 5.5.3.7-1
	
	
	

	      MIME-Content-Type
	"application/resource-lists"
	
	RFC 5366 [35]
	PRIVATE-CALL

	        Resource-lists
	As described in Table 5.5.3.3.1-1
	
	
	


5.5.2.7.2
SIP MESSAGE from the SS

Table 5.5.2.7.2-1: SIP MESSAGE from the SS

	Derivation Path: TS 24.229 [16], subclause A.2.1.4.7a, A.2.2.4.7a

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	RFC 3261 [22]

RFC 5031 [54]
	

	  Method
	"MESSAGE"
	
	
	

	  Request-URI
	px_MCPTT_Client_A_ID
	The public service identity identifying the originating participating MCPTT function serving the MCPTT user 
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	Via
	
	Via header for the P-CSCF that communicates with the called party
	RFC 3261 [22]

RFC 3581 [55]
	

	  sent-protocol
	"SIP/2.0/UDP"
	
	
	

	  sent-by
	px_MCPTT_PCSCF_A_URI":4060;lr"
	The SS P-CSCF address and the SS protected server port
	
	

	  via-branch
	"z9hG4bKmcpttss7"
	Value starting with 'z9hG4bK'
	
	

	Via
	
	Via header for the other endpoint (the caller)
	RFC 3261 [22]

RFC 3581 [55]
	

	  sent-protocol
	"SIP/2.0/UDP"
	
	
	

	  sent-by
	px_MCPTT_Client_B_ID":14000"
	
	
	

	  via-branch
	"z9hG4bKmcpttss8"
	Value starting with 'z9hG4bK'
	
	

	From
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Server_A_URI
	
	
	

	  tag
	"2" 
	
	
	

	To
	
	
	RFC 3261 [22]

RFC 5031 [54]
	

	  addr-spec
	px_MCPTT_Client_A_ID
	
	
	

	Call-ID
	
	
	RFC 3261 [22]
	

	  callid
	px_MCPTT_CT_call_ID
	
	
	

	Cseq
	
	
	RFC 3261 [22]
	

	  value
	"4711"
	
	
	

	  method
	"MESSAGE"
	
	
	

	Max-Forwards
	
	
	RFC 3261 [22]
	

	  value
	"70"
	The recommended initial value is 70 in RFC 3261.
	
	

	Route
	
	
	RFC 3261 [22]
	

	  route-param
	px_MCPTT_PCSCF_A_URI":4060;lr"
	<sip:SS P-CSCF address:protected server port of P-CSCF;lr>, <sip:px_scscf;lr>
	
	

	P-Preferred-Service
	
	
	RFC 6050 [31]
	

	  Service-ID
	"urn:urn-7:3gpp-service.ims.icsi.mcptt"
	
	
	

	Content-Type
	"multipart/mixed"
	
	RFC 5621 [58]
	

	  Content-Length
	length of message body
	
	RFC 3261 [22]
	

	    Message-body
	
	
	RFC 3261 [22]
	

	      MIME-Content-Type
	"application/vnd.3gpp.mcptt-info+xml"
	
	TS 24.379 [9] clause F.1
	

	        MCPTT-Info
	As described in Table 5.5.3.2.1-1
	
	
	

	      MIME-Content-Type
	"application/vnd.3gpp.mcptt-affiliation-command+xml"
	
	TS 24.379 [9] clause F.4
	

	        MCPTT-Affiliation-Command
	As described in Table 5.5.3.7-1
	
	
	

	      MIME-Content-Type
	"application/resource-lists"
	
	RFC 5366 [35]
	PRIVATE-CALL

	        Resource-lists
	As described in Table 5.5.3.3.1-1
	
	
	


5.5.2.8
SIP NOTIFY

This message is sent by the SS.

Table 5.5.2.8-1: SIP NOTIFY

	Derivation Path: TS 24.229 [16] subclause A.2.1.4.8, A2.2.4.8

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	RFC 3261 [22]
	

	  Method
	"NOTIFY"
	
	
	

	  Request-URI
	px_MCPTT_Client_A_ID
	The URI of the UE
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	Via
	
	
	RFC 3261 [22]
	

	  sent-protocol
	"SIP/2.0/UDP"
	
	
	

	  sent-by
	px_MCPTT_PCSCF_A_URI":4060;lr"
	
	
	

	  via-branch
	"z9hG4bKmcpttss5"
	Value starting with 'z9hG4bK'
	
	

	Via
	
	
	RFC 3261 [22]
	

	  sent-protocol
	"SIP/2.0/UDP"
	
	
	

	  sent-by
	px_MCPTT_Server_A_URI":14000"
	Home domain name
	
	

	  via-branch
	"z9hG4bKmcpttss6"
	Value starting with 'z9hG4bK'
	
	

	From
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Server_A_URI
	
	
	

	  tag
	same value as used in the To header of the 200 response to the SUBSCRIBE for message
	
	
	

	To
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Client_A_ID
	
	
	

	  tag
	same value as received in From tag of SUBSCRIBE for message
	
	
	

	Call-ID
	
	
	RFC 3261 [22]
	

	  callid
	same as value received in SUBSCRIBE message 
	
	
	

	Cseq
	
	
	RFC 3261 [22]
	

	  value
	value of CSeq sent by the SS within its previous request in the same dialog but increased by one
	
	
	

	  method
	"NOTIFY"
	
	
	

	Contact
	
	
	RFC 3261 [22]
	

	  addr-spec 
	px_MCPTT_Server_A_URI
	
	
	

	  feature-param
	"+g.3gpp.mcptt"
	
	
	

	  feature-param
	"+g.3gpp.icsi-ref= urn:urn- 7:3gpp-service.ims.icsi.mcptt"
	
	
	

	Event
	
	
	RFC 6665 [39]

RFC 3842 [61]
	

	  event-type
	"presence"
	
	
	

	
	"xcap-diff"
	
	
	CONFIG
GROUPCONFIG

	Max-Forwards
	
	
	RFC 3261 [22]
	

	  value
	"70"
	The recommended initial value is 70 in RFC 3261.
	
	

	Subscription-State
	
	
	RFC 6665 [39]
	

	  substate-value
	"active"
	
	
	

	  expires
	"7200"
	
	
	

	Content-Type
	"application/pidf+xml"
	
	RFC 3261 [22]

RFC 3842 [61]
	

	  Content-Length
	length of message-body 
	
	RFC 3261 [22]
	

	    Message-body
	
	
	RFC 3261 [22]
	

	      MIME-Content-Type
	"application/pidf+xml"
	
	TS 24.379 [9] subclause 9.3.1
	

	        PIDF
	As described in Table 5.5.3.5-1
	
	
	

	      MIME-Content-Type
	"application/pidf+xml"
	
	TS 24.379 [9] subclause 9.3.1
	CONFIG

	        xcap_root
	"uri:xcap_root.mcptt-op.gov:resource-lists"
	XCAP root uri of UE configuration documents
	TS 24.481 [11]
	

	Content-Type
	"multipart/mixed"
	
	RFC 5621 [58]
	GROUPCONFIG

	  Content-Length
	length of message body
	
	RFC 3261 [22]
	

	    Message-body
	
	
	RFC 3261 [22]
	

	      MIME-Content-Type
	"application/pidf+xml"
	
	TS 24.379 [9] subclause 9.3.1
	GROUPCONFIG

	        xcap_root
	"uri:xcap_root.mcptt-op.gov:resource-lists"
	XCAP root uri of MCPTT group  configuration documents
	TS 24.481 [11]
	

	      MIME-Content-Type
	"application/mikey"
	
	RFC 3830 [24]
	GROUPCONFIG

	        mikey
	As described in Table 5.5.9.1-3
	MIKEY message, containing the GSK
	TS 33.179 [15]
	


5.5.2.9
SIP OPTIONS

Table 5.5.2.9-1: SIP OPTIONS

	Derivation Path: TS 24.229 [16] subclause A.2.1.4.9, A2.2.4.9

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	
	

	  Method
	"OPTIONS"
	
	
	

	  Request-Disposition
	px_MCPTT_Client_A_ID
	
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	Via
	
	
	RFC 3261 [22] 

RFC 3581 [55]
	

	  sent-protocol
	"SIP/2.0/UDP"
	
	
	

	  sent-by
	any allowed value
	IP address or FQDN and protected server port of the UE
	
	

	  via-branch
	any allowed value
	Value starting with 'z9hG4bK'
	
	

	From
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Client_A_ID
	
	
	

	  tag
	"1"
	
	
	

	To
	
	
	RFC 3261 [22]

RFC 5031 [54]
	

	  addr-spec
	px_MCPTT_Server_A_URI
	
	
	

	Call-ID
	
	
	RFC 3261 [22]
	

	  Callid
	same value as in the INVITE
	
	
	

	CSeq
	
	
	RFC 3261 [22]
	

	  value
	value of CSeq sent by the SS within its previous request in the same dialog but increased by one
	
	
	

	  Method
	"INFO"
	
	
	

	Contact
	
	
	RFC 3261 [22

RFC 3840 [33]
	

	  addr-spec
	"sip:[5555::aaa:bbb:ccc:eee]"
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
	px_MCPTT_Client_A_ID":"protected server port as chosen by the UE
	
	
	

	  feature-param
	"+g.3gpp.mcptt"
	This media feature tag when used in a SIP request or a SIP response indicates that the function sending the SIP message supports Mission Critical Push To Talk (MCPTT) communication.
	
	

	  feature-param
	"+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt"
	This URN indicates that the device has the capabilities to support the mission critical push to talk (MCPTT) service.
	
	

	  feature-param
	"audio"
	This feature tag indicates that the device supports audio as a streaming media type.
	
	

	Accept
	
	
	
	

	  media-range
	"application/sdp"
	
	
	

	Max-Forwards
	
	
	RFC 3261 [22]
	

	  value
	any allowed value
	Non-zero value
	
	

	Content-Length
	
	
	RFC 3261 [22]
	

	  value
	"0"
	No message body included - end of SIP message
	
	


5.5.2.10
SIP PRACK

5.5.2.10.1
SIP PRACK from the UE

Table 5.5.2.10.1-1: SIP PRACK from the UE

	Derivation Path: TS 24.229 [16] subclause A.2.1.4.10, A2.2.4.10

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Status-Line 
	
	
	RFC 3261 [22]
	

	  Method
	"PRACK"
	
	
	

	  Request-URI
	px_MCPTT_Server_A_URI
	The same URI value as the recipient of PRACK has earlier sent in its Contact header within the same dialog
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	Via
	
	
	RFC 3261 [22]
	

	  sent-protocol
	"SIP/2.0/UDP"
	
	
	

	  sent-by
	same value as in INVITE message
	
	
	

	  via-branch
	any allowed value
	Value starting with 'z9hG4bK'
	
	

	Route
	
	
	RFC 3261 [22]
	

	  route-param
	px_MCPTT_PCSCF_A_URI":4060;lr"
	URIs of the Record-Route header of 183 response (or 180 when applicable) in reverse order
	
	

	From
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Client_A_ID
	
	
	

	  tag
	"1"
	Local tag of the dialog ID
	
	

	To
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Server_A_URI
	
	
	

	  tag
	"2"
	Remote tag of the dialog ID
	
	

	Call-ID 
	
	
	RFC 3261 [22]
	

	  callid
	same value as in INVITE message
	
	
	

	CSeq
	
	
	RFC 3261 [22]
	

	  value
	value of CSeq sent by the endpoint within its previous request in the same dialog but increased by one 
	
	
	

	  method
	"PRACK"
	
	
	

	Max-Forwards
	
	
	RFC 3261 [22]
	

	  value
	any allowed value
	Non-zero value
	
	

	RAck
	
	
	RFC 3261 [22]
	

	  response-num
	same value as in RSeq header of the reliable response
	
	
	

	  cseq-num
	same value as in CSeq of reliable response
	
	
	

	  method
	same value as in CSeq of reliable response
	
	
	

	P-Access-Network-Info 
	
	
	RFC 7315 [52]
	

	  access-net-spec
	any allowed value
	Access network technology and, if applicable, the cell ID
	
	

	Content-Length 
	
	
	RFC 3261 [22]
	

	  value
	"0"
	No message body included - end of SIP message
	
	


5.5.2.10.2
SIP PRACK from the SS

Table 5.5.2.10.2-1: SIP PRACK from the SS

	Derivation Path: TS 24.229 [16] subclause A.2.1.4.10, A2.2.4.10

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Status-Line 
	
	
	RFC 3261 [22]
	

	  Method
	"PRACK"
	
	
	

	  Request-URI
	px_MCPTT_Client_A_ID
	The same URI value as the recipient of PRACK has earlier sent in its Contact header within the same dialog
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	Via
	
	
	RFC 3261 [22]
	

	  sent-protocol
	"SIP/2.0/UDP"
	
	
	

	  sent-by
	Same value as in INVITE message
	
	
	

	  via-branch
	"z9hG4bKmcpttss7"
	Value starting with 'z9hG4bK'
	
	

	From
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Server_A_URI
	
	
	

	  tag
	"1"
	Local tag of the dialog ID
	
	

	To
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Client_A_ID
	
	
	

	  tag
	"2"
	Remote tag of the dialog ID
	
	

	Call-ID 
	
	
	RFC 3261 [22]
	

	  callid
	px_MCPTT_CT_call_ID
	
	
	

	CSeq
	
	
	RFC 3261 [22]
	

	  value
	"4712" 
	Value of CSeq sent by the endpoint within its previous request in the same dialog but increased by one
	
	

	  method
	"PRACK"
	
	
	

	Max-Forwards
	
	
	RFC 3261 [22]
	

	  value
	"70"
	The recommended initial value is 70 in RFC 3261.
	
	

	RAck
	
	
	RFC 3261 [22]
	

	  response-num
	same value as in RSeq header of the reliable response
	
	
	

	  cseq-num
	same value as in CSeq of reliable response
	
	
	

	  method
	same value as in CSeq of reliable response
	
	
	

	Content-Length 
	
	
	RFC 3261 [22]
	

	  value
	"0"
	No message body included - end of SIP message
	
	


5.5.2.11
SIP PUBLISH

This message is sent by the UE.

Table 5.5.2.11-1: SIP PUBLISH

	Derivation Path: TS 24.229 [16] subclause A.2.1.4.10A, A.2.2.4.10A

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	RFC 3261 [22]

RFC 5031 [54]
	

	  Method
	"PUBLISH"
	
	
	

	  Request-URI
	px_MCPTT_Server_A_URI
	The public service identity identifying the originating participating MCPTT function serving the MCPTT user
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	Route
	
	
	RFC 3261 [22]
	

	  route-param
	px_MCPTT_PCSCF_A_URI":4060;lr"
	<sip:SS P-CSCF address:protected server port of P-CSCF;lr>, <sip:px_scscf;lr>
	
	

	Via
	
	
	RFC 3261 [22]

RFC 3581 [55]
	

	  sent-protocol 
	"SIP/2.0/UDP"
	
	
	

	  sent-by
	any allowed value
	IP address or FQDN and protected server port of the UE
	
	

	  via-branch
	any allowed value
	Value starting with 'z9hG4bK'
	
	

	From
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Client_A_ID 
	
	
	

	  tag
	"1"
	
	
	

	To
	
	
	RFC 3261 [22]

RFC 5031 [54]
	

	  addr-spec
	px_MCPTT_Server_A_URI 
	
	
	

	Expires
	
	
	RFC 3261 [22]

RFC 3903 [43]
	

	  delta-seconds
	"4294967295"
	
	
	

	Cseq
	
	
	RFC 3261 [22]
	

	  value
	any allowed value
	
	
	

	  method
	"PUBLISH"
	
	
	

	Call-ID
	
	
	RFC 3261 [22]
	

	  callid
	any allowed value 
	
	
	

	Max-Forwards
	
	
	RFC 3261 [22]
	

	  value
	any allowed value
	
	
	

	P-Access-Network-Info 
	
	
	RFC 7315 [52]

RFC 7913 [51]
	

	  access-net-spec
	any allowed value
	Access network technology and, if applicable, the cell ID
	
	

	Event
	
	
	RFC 3903 [43]
	

	  event-type
	"presence"
	
	
	

	P-Preferred-Service
	
	
	RFC 6050 [31]
	

	  Service-ID
	"urn:urn-7:3gpp-service.ims.icsi.mcptt"
	
	
	

	Accept
	
	
	RFC 3261 [22]
	

	  media-range
	"application/pidf+xml"
	
	
	

	P-Asserted-Identity
	
	
	RFC 3325 [32]
	

	  addr-spec
	px_MCPTT_User_A_ID
	
	
	

	Content-Type
	"multipart/mixed"
	
	RFC 5621 [58]
	

	  Content-Length
	length of message body
	
	RFC 3261 [22]
	

	    Message-body
	
	
	RFC 3261 [22]
	

	      MIME-Content-Type
	"application/vnd.3gpp.mcptt-info+xml"
	
	TS 24.379 [9] clause F.1
	

	        MCPTT-Info
	As described in Table 5.5.3.2.1-1
	
	
	

	      MIME-Content-Type
	"application/pidf+xml"
	
	TS 24.379 [9] subclause 9.3.1
	

	        PIDF
	As described in Table 5.5.3.5-1
	
	
	

	      MIME-Content-Type
	"application/mikey"
	
	RFC 3830 [24]
	CONFIG

	        mikey
	As described in Table 5.5.9.1-1
	MIKEY message, containing the CSK
	TS 33.179 [15]
	


5.5.2.12
SIP REFER

This message is sent by the UE.

Table 5.5.2.12-1: SIP REFER

	Derivation Path: TS 24.229 [16] subclause A.2.1.4.11, A.2.2.4.11

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	RFC 3261 [22]

RFC 5031 [54]
	

	  Method
	"REFER"
	
	
	

	  Request-URI
	px_MCPTT_sesson_B_ID
	The session identity of the pre-established session
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	Via
	
	
	RFC 3261 [22]

RFC 3581 [55]
	

	  sent-protocol 
	"SIP/2.0/UDP"
	
	
	

	  sent-by
	any allowed value"
	IP address or FQDN and protected server port of the UE
	
	

	  via-branch
	
	Value starting with 'z9hG4bK'
	
	

	Route 
	
	
	RFC 3261 [22]
	

	  route-param
	px_MCPTT_PCSCF_A_URI":4060;lr"
	<sip:SS P-CSCF address: protected server port of SS;lr>, <sip:px_scscf;lr>
	
	

	From
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Client_A_ID
	The URI of the UE
	
	

	  tag
	"1"
	Local tag of the dialog ID
	
	

	To
	
	
	RFC 3261 [22]

RFC 5031 [54]
	

	  addr-spec
	px_MCPTT_Server_A_URI
	The URI of the SS
	
	

	  tag
	"2"
	Remote tag of the dialog ID
	
	

	Call-ID
	
	
	RFC 3261 [22]
	

	  callid
	any allowed value
	Value different to that received in REGISTER message
	
	

	CSeq
	
	
	RFC 3261 [22]
	

	  value
	value of CSeq sent by the UE within its previous request in the same dialog but increased by one
	
	
	

	  method
	"REFER"
	
	
	

	P-Preferred-Identity 
	
	
	RFC 3325 [32]
	

	  PPreferredID-value
	px_MCPTT_User_A_ID
	The public user identity
	
	

	Supported
	
	
	RFC 3261 [22]

RFC 6442 [62]

RFC 4488 [36]
	

	  option-tag
	"norefersub"
	
	
	

	Refer-Sub
	
	
	RFC 4488 [36]
	

	  refer-sub-value
	"false"
	
	
	

	Target-Dialog
	
	
	RFC 4538 [37]
	

	  callid
	px_MCPTT_sesson_B_ID
	The session identity of the pre-established session
	
	

	Require
	
	
	RFC 3261 [22]

RFC 3312 [56]

RFC 3329 [53]
	

	  option-tag
	"sec-agree"
	
	
	

	  option-tag
	"multiple-refer"
	
	
	

	Proxy-Require
	
	
	RFC 3261 [22]

RFC 3329 [53]
	

	  option-tag
	"sec-agree"
	
	
	

	Contact
	
	
	RFC 3261 [22]
	

	  addr-spec
	"sip:[5555::aaa:bbb:ccc:eee]"
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
	px_MCPTT_Client_A_ID":"protected server port as chosen by the UE
	
	
	

	  feature-param
	"+g.3gpp.mcptt"
	
	
	

	  feature-param
	"+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt"
	
	
	

	  feature-param
	"audio"
	
	
	

	Refer-To
	
	
	RFC 3515 [38]
	

	  addr-spec
	a Content-ID ("cid") Uniform Resource Locator (URL) as specified in IETF RFC 2392 that points to an application/resource-lists MIME body as specified in IETF RFC 5366
	
	
	

	Max-Forwards
	
	
	RFC 3261 [22]
	

	  value
	any allowed value
	Non-zero value
	
	

	P-Access-Network-Info 
	
	
	RFC 7315 [52]
	

	  access-net-specs
	any allowed value
	Access network technology and, if applicable, the cell ID
	
	

	P-Preferred-Service 
	
	
	RFC 6050 [31]
	

	  Service-ID
	"urn:urn-7:3gpp-service.ims.icsi.mcptt"
	
	
	

	Accept-Contact
	
	Contains the g.3gpp.icsi-ref media feature tag
	RFC 3841 [29]
	

	  ac-value
	"+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt"
	
	
	

	  req-param
	"require"
	
	
	

	  explicit-param
	"explicit"
	
	
	

	Accept-Contact
	
	Contains the g.3gpp.mcptt feature tag
	RFC 3841 [29]
	

	  ac-value
	"+g.3gpp.mcptt"
	
	
	

	  req-param
	"require"
	
	
	

	  explicit-param
	"explicit"
	
	
	

	Content-Type
	"multipart/mixed"
	
	RFC 5621 [58]
	

	  Content-Length
	length of message body
	
	RFC 3261 [22]
	

	    Message-body
	
	
	RFC 3261 [22]
	

	      MIME-Content-Type
	"application/sdp"
	
	RFC 4566 [27]
	

	        SDP Message
	As described in Table 5.5.3.1.1-1
	
	
	

	      MIME-Content-Type
	"application/vnd.3gpp.mcptt-info+xml"
	
	TS 24.379 [9] clause F.1
	

	        MCPTT-Info
	As described in Table 5.5.3.2.1-1
	
	
	

	      MIME-Content-Type
	"application/resource-lists"
	
	RFC 5366 [35]
	PRIVATE-CALL

	        Resource-lists
	As described in Table 5.5.3.3.1-1
	
	
	

	      MIME-Content-Type
	"application/vnd.3gpp.mcptt-location-info+xml"
	
	TS 24.379 [9] clause F.3
	

	        Location-info
	As described in Table 5.5.3.4.1-1
	
	
	


5.5.2.13
SIP REGISTER

This message is sent by the UE.

Table 5.5.2.13-1: SIP REGISTER

	Derivation Path: TS 24.229 [16] subclause A.2.1.4.12, A.2.2.4.12

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	RFC 3261 [22]
	

	  Method
	"REGISTER"
	
	
	

	  Request-URI
	px_MCPTT_Server_A_URI
	The public service identity of the participating MCPTT function serving the MCPTT user
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	Via
	
	
	RFC 3261 [22] 

RFC 3581 [55]
	

	  sent-protocol
	"SIP/2.0/UDP"
	
	
	

	  sent-by
	any allowed value
	IP address or FQDN and protected server port of the UE
	
	

	  via-branch
	any allowed value
	Value starting with 'z9hG4bK'
	
	

	From
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Client_A_ID
	
	
	

	  tag
	"1"
	
	
	

	To
	
	
	
	

	  addr-spec
	px_MCPTT_Server_A_URI
	
	
	

	P-Preferred-Identity 
	
	
	RFC 3325 [32]
	

	  PPreferredID-value
	px_MCPTT_User_A_ID
	
	
	

	Contact
	
	
	RFC 3261 [22]
	

	  addr-spec
	"sip:[5555::aaa:bbb:ccc:eee]"
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
	px_MCPTT_Client_A_ID":"protected server port as chosen by the UE
	
	
	

	  feature-param
	"+g.3gpp.mcptt"
	
	
	

	  feature-param
	"+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt"
	
	
	

	  feature-param
	"audio"
	
	
	

	Accept-Contact
	
	Contains the g.3gpp.icsi-ref media  feature tag
	RFC 3841 [29]
	

	  ac-value
	"+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt"
	
	
	

	  req-param
	"require"
	
	
	

	  explicit-param
	"explicit"
	
	
	

	Accept-Contact
	
	Contains the g.3gpp.mcptt feature tag
	RFC 3841 [29]
	

	  ac-value
	"+g.3gpp.mcptt"
	
	
	

	  req-param
	"require"
	
	
	

	  explicit-param
	"explicit"
	
	
	

	P-Preferred-Service 
	
	
	RFC 6050 [31]
	

	  Service-ID
	'urn:urn-7:3gpp-service.ims.icsi.mcptt"
	
	
	

	Expires
	
	
	RFC 3261 [22]

RFC 3903 [43]
	

	  value
	"600000"
	
	
	

	Require
	
	
	RFC 3261 [22]

RFC 3329 [53]
	

	  option-tag
	"sec-agree"
	
	
	

	Proxy-Require
	
	
	RFC 3261 [22]

RFC 3329 [53]
	

	  option-tag
	"sec-agree"
	
	
	

	Supported
	
	
	RFC 3261 [22]

RFC 6442 [62]

RFC 4488 [36]
	

	  option-tag
	"timer"
	
	
	

	Cseq
	
	
	RFC 3261 [22]
	

	  value
	any allowed value
	
	
	

	  method
	"REGISTER"
	
	
	

	Session-Expires
	
	
	RFC 4028 [30]
	

	  generic-param
	any allowed value
	
	
	

	Content-Type
	"application/sdp"
	
	RFC 3261 [22]

RFC 3842 [61]
	

	Content-Type
	"multipart/mixed"
	
	RFC 5621 [58]
	CONFIG

	  Content-Length
	length of message-body 
	
	RFC 3261 [22]
	

	    Message-body
	
	
	RFC 3261 [22]
	

	      MIME-Content-Type
	"application/sdp"
	
	RFC 4566 [27]
	

	        SDP Message
	As described in Table 5.5.3.1.1-1
	
	
	

	      MIME-Content-Type
	
	
	
	CONFIG

	        MCPTT-Info
	As described in Table 5.5.3.2.1-1
	
	
	

	      MIME-Content-Type
	"application/mikey"
	
	RFC 3830 [24]
	CONFIG

	        mikey
	As described in Table 5.5.9.1-1
	MIKEY message, containing the CSK
	TS 33.179 [15]
	


5.5.2.14
SIP SUBSCRIBE

This message is sent by the UE.

Table 5.5.2.14-1: SIP SUBSCRIBE

	Derivation Path: TS 24.229 [16] subclause A.2.1.4.13, A.2.2.4.13

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	RFC 3261 [22]

RFC 5031 [54]
	

	  Method
	"SUBSCRIBE"
	
	
	

	  Request-URI
	px_MCPTT_Server_A_URI
	The public service identity identifying the originating participating MCPTT function serving the MCPTT user
	
	

	  Request-URI
	px_MCPTT_GMSURI
	The configured public service identity for performing subscription proxy function of the GMS
	TS 24.481 [11] subclause 6.3.13.2.1
	GROUPCONFIG

	  SIP-Version
	"SIP/2.0"
	
	
	

	Route
	
	
	RFC 3261 [22]
	

	  route-param
	px_MCPTT_PCSCF_A_URI":4060;lr"
	<sip:SS P-CSCF address:protected server port of P-CSCF;lr>, <sip:px_scscf;lr>
	
	

	Via
	
	
	RFC 3261 [22]

RFC 3581 [55]
	

	  sent-protocol
	"SIP/2.0/UDP"
	
	
	

	  sent-by
	any allowed value
	IP address or FQDN and protected server port of the UE
	
	

	  via-branch
	any allowed value
	value starting with 'z9hG4bK'
	
	

	From
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Client_A_ID
	
	
	

	  tag
	"1"
	
	
	

	To
	
	
	RFC 3261 [22]

RFC 5031 [54]
	

	  addr-spec
	px_MCPTT_Server_A_URI
	
	
	

	Contact
	
	
	RFC 3261 [22]
	

	  addr-spec
	px_MCPTT_Client_A_ID
	The URI of the UE
	
	

	  feature-param
	"+g.3gpp.mcptt"
	
	
	

	  feature-param
	"+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt"
	
	
	

	  feature-param
	"audio"
	
	
	

	Expires
	
	
	RFC 3261 [22]

RFC 3903 [43]
	

	  value
	"4294967295"
	
	
	

	Require
	
	
	RFC 3261 [22]

RFC 3329 [53]
	

	  option-tag
	"sec-agree"
	
	
	

	Proxy-Require
	
	
	RFC 3261 [22]

RFC 3329 [53]
	

	  option-tag
	"sec-agree"
	
	
	

	Cseq
	
	
	RFC 3261 [22]
	

	  value
	any allowed value
	
	
	

	  method
	"SUBSCRIBE"
	
	
	

	Call-ID
	
	
	RFC 3261 [22]
	

	  callid
	any allowed value
	
	
	

	Max-Forwards
	
	
	RFC 3261 [22]
	

	  value
	any allowed value
	Non-zero value
	
	

	P-Access-Network-Info
	
	
	RFC 7315 [52]

RFC 7913 [51]
	

	  access-net-spec
	any allowed value
	Access network technology and, if applicable, the cell ID
	
	

	Event
	
	
	RFC 6665 [39]
	

	  event-type
	"presence"
	
	
	

	
	"xcap-diff"
	
	
	CONFIG
GROUPCONFIG

	Accept
	
	
	RFC 3261 [22]
	

	  media-range
	"application/pidf+xml"
	
	
	

	P-Preferred-Service
	
	
	RFC 6050 [31]
	

	  Service-ID
	"urn:urn-7:3gpp-service.ims.icsi.mcptt"
	
	
	

	P-Asserted-Identity
	
	
	RFC 3325 [32]
	

	  addr-spec
	px_MCPTT_User_A_ID
	
	
	

	Content-Type
	"multipart/mixed"
	
	RFC 5621 [58]
	

	  Content-Length
	length of message body
	
	RFC 3261 [22]
	

	    Message-body
	
	
	RFC 3261 [22]
	

	      MIME-Content-Type
	"application/vnd.3gpp.mcptt-info+xml"
	
	TS 24.379 [9] clause F.1
	

	        MCPTT-Info
	As described in Table 5.5.3.2.1-1
	
	
	

	      MIME-Content-Type
	"application/simple-filter+xml"
	
	TS 24.379 [9] subclause 9.3.2
	

	        SIMPLE-FILTER
	As described in Table 5.52.22.6-1
	
	
	

	      MIME-Content-Type
	"application/resource-lists+xml"
	
	
	CONFIG

	        Resource-lists
	As described in Table 5.5.3.3.1-1
	
	
	

	      MIME-Content-Type
	"application/mikey"
	
	RFC 3830 [24]
	CONFIG

	        mikey
	As described in Table 5.5.9.1-1
	MIKEY message, containing the CSK
	TS 33.179 [15]
	

	      MIME-Content-Type
	"application/resource-lists+xml"
	
	
	GROUPCONFIG

	        Resource-lists
	As described in Table 5.5.3.3.1-1
	
	
	

	      MIME-Content-Type
	"application/mikey"
	
	RFC 3830 [24]
	GROUPCONFIG

	        mikey
	As described in Table 5.5.9.1-1
	MIKEY message, containing the CSK
	TS 33.179 [15]
	


<< end of changes>>
