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4.4a
Resource distribution function

The resource distribution function is only available for data traffic when an IP sub-network is used. This function allows the BSS or SGSN to explicitly change the IP endpoint at which it receives NS SDUs. The BSS or SGSN may choose not to initiate any request for change in IP endpoints for any MS or MBMS session and rely on the underlying load sharing function to properly distribute NS user traffic. However, if the BSS or SGSN receives a request to change the IP endpoint at which NS SDUs are received for an MS or MBMS session, then the higher layers shall be informed of this change by an indication in the Link Selector Parameter. That is, if the SGSN (BSS) receives a request to change the remote IP endpoint for an MS or MBMS session then subsequent downlink (uplink) data for the mobile or MBMS session shall be sent to that remote IP endpoint indicated by the request.

The Resource Distribution Function overrides the Load Sharing function for the selection of the remote IP endpoint. The Resource Distribution Function overrides the data weight  of a remote IP endpoint (i.e. the Resource Distribution Function can request that data be sent to an IP endpoint that has a data weight=0).

4.4a.1
Requirements on resource distribution function

In an IP sub-network the BSS or SGSN may receive an NS SDU with a request to change the remote IP endpoint. The triggers for generating a request are implementation dependent and are not subject to further standardization. The behaviour on receipt of a request shall meet the following requirements:

-
An NSE may change the IP endpoint at which the NS SDUs for an MS are received by setting the Request Change Flow bit in the NS SDU Control Bits  in the next NS SDU or in an NS SDU with no data. (Note: The BSSGP DL-UNITDATA (BSSGP UL-UNITDATA) and the BSSGP UL-MBMS-UNITDATA with an LLC-PDU Length Indicator set to 0 are given in 3GPP TS 48.018).

-
For MBMS, the resource distribution function is only available at the BSS side. That is, it is only the BSS that can request a change of the IP endpoint to which the NS SDUs for an MBMS session are sent while MBMS data flows are only present in the downlink direction.

-
Upon receiving a  request for change in IP endpoint, an NSE shall notify the NS user entity of the change by an indication in the Link Selector Parameter (that is, the IP endpoint at the peer entity) and direct subsequent NS SDUs for the given MS or MBMS session to the new IP endpoint.

-
The resource distribution functions are independent at the BSS and the SGSN. That is, each entity may independently choose the IP endpoint at which NS SDUs for an MS or MBMS session are received.

-
An NSE shall obtain the new IP endpoint from the source IP endpoint (i.e. in the UDP/IP header) of the NS SDU in which the Request Change Flow bit was set.  The new IP Endpoint is not explicitly transmitted over the Gb.

-
The BSS shall associate an MS with the last used remote IP endpoint  as long as the MS context exist in the BSS or until the MS makes a cell change.

-
The SGSN shall associate an MS with the last used remote IP endpoint as long as the SGSN has location information for the MS on cell level.

-
The SGSN shall associate an MBMS session with the last used remote IP endpoint for the duration of the MBMS session.

4.4b
Packet loss measurement function
The packet loss measurement function is only available when an IP sub-network is used. This function allows a BSS or SGSN to measure the packet loss towards the peer NS entity during a period of time (i.e. a test period). The packet loss measurements are done so that each sent NS-UNITDATA PDU is counted on the sending side of the interface. A Packet Received Count indication is then set in the NS-UNITDATA PDU to indicate to the peer NS entity that it too shall count the NS-UNITDATA PDU. At the end of the test period, the initiating NS entity may fetch the packet received counter values from its peer NS entity so that the counters from each side of the interface can be compared to each other to identify the experienced packet loss.
********************** Next modified section **************************

5.2
Service primitives and parameters

The Network Service primitives are summarized in table 5.2.1. The general syntax of the Network Service primitives is:

NS ‑ Generic name ‑ Type (Parameters).

Table 5.2.1: Network Service primitives

	Generic name
	
	Type
	
	
	Parameters

	
	Request
	Indication
	Response
	Confirm
	

	UNITDATA
	X
	X
	
	
	- BVCI and NSEI

- NS SDU

- NS Change IP endpoint

- Link Selector Parameter
- Packet Received Count

	CONGESTION
	
	X
	
	
	- BVCI and NSEI

- congestion cause

	STATUS
	
	X
	
	
	- BVCI and NSEI

- NS affecting cause

- transfer capability


5.2.1
Primitives

5.2.1.1
NS-UNITDATA-Request

This primitive is used by the NS user entity to send a NS SDU to its peer entity via a BVC. The NS entity sends the NS SDU in unacknowledged mode. The Link Selector Parameter is used to identify the NS SDUs which must be sent in order relatively to each other. The NSEI is used by the NS entity to select the group of NS-VCs corresponding to the addressed remote entity. The NS Change IP endpoint is used to request the NS entity to indicate whether a "request change flow" or "confirm change flow" indication needs to be sent to its peer entity. The Packet Received Count is used to request the NS entity to indicate whether a “request counting” or “no counting” indication needs to be sent to its peer entity.

5.2.1.2
NS-UNITDATA-Indication

This primitive is used by the NS entity to provide the NS user entity with a NS SDU received on a virtual connection. The NS SDU are received in unacknowledged mode. BVCI together with NSEI indicate which BVC the NS SDU was received on. The NS Change IP endpoint is used to indicate to the user of the NS entity whether a "request change flow" or "confirm change flow" indication was received from the peer entity. In case a "request change flow" is received from the peer entity the Link Selector Parameter on which the NS SDU was received is sent to the higher layer. The Packet Received Count is used to indicate to the user of the NS entity whether a "request counting" or "no counting" indication was received from the peer entity. In case a "request counting" is received from the peer entity the Packet Received Counter is increased.
5.2.1.3
NS-CONGESTION-Indication

The NS entity shall be able to detect when a congestion situation starts and ends on an NS-VC.

This primitive is used by the NS entity to report to the NS user entity that congestion is detected or that the congestion situation has disappeared. The BVCI and NSEI of the affected BVC and the congestion cause are reported to the NS user entity. Typically, the cause indicates the direction of transmission affected by the congestion.

5.2.1.4
NS-STATUS-Indication

There may be situations where an NS-VC becomes unavailable for NS user traffic. When this occurs, the NS user is informed of the degradation of the transfer capacity by means of this primitive including the "transfer capability" parameter.

When an NS-VC previously unavailable for NS user traffic becomes available again, the NS user entity is also informed by means of this service primitive, indicating the current transfer capability.

This primitive may be used in response to an NS-UNITDATA-Request primitive which the NS is unable to serve because of e.g. NS-VC failure.

This primitive may also be used upon recovery after a failure affecting the NS.

5.2.2
Parameters

5.2.2.1
NS SDU

The NS SDUs are specified in 3GPP TS 48.018. They shall never be inspected by the Network Service entity.

5.2.2.2
Link Selector Parameter

The Link Selector Parameter is included in the NS-UNITDATA-Request primitive for load sharing purposes as described in sub-clause "Requirements on load sharing function".

The Link Selector Parameter is included in the NS-UNITDATA-Indication primitive and in the NS-UNITDATA-Request primitive for resource distribution purposes as described in sub-clause 4.4a.1. The Link Selector Parameter  shall include a reference to the local IP endpoint and the remote IP endpoint for resource distribution purposes if the NS Change IP endpoint parameter has the cause value of "request change flow".

5.2.2.3
BVCI I and NSEI

BVCI and NSEI parameters are included in the service primitives to identify the BVC for which the service is provided. These parameters are used by the NS entity to multiplex the NS SDUs over the NS-VCs.

5.2.2.4
Congestion cause

The congestion cause shall indicate the affected direction of transmission and may be set to the following values:

a)
congestion detected, backward;

b)
end of congestion, backward;

c)
congestion detected, forward;

d)
end of congestion, forward.

5.2.2.5
Transfer capability

This parameter is used to report to the NS user entity the current transfer capacity available for a BVC, in terms of bandwidth. This parameter may be set to any value from "0" (zero) to the maximum bandwidth provided by the complete set of NS-VCs associated to the BVC.

5.2.2.6
NS affecting cause

This parameter is used to indicate to the NS user entity the reason which caused the NS-STATUS-Indication primitive to be used. The cause values are:

a)
NS-VC failure: a failure is affecting one or more NS-VCs, the NS is still available.

b)
NS-VC recovery: one or more NS-VCs which were in failure are available again.

c)
NS failure: the NS can not provide data transfer services to the NS user.

d)
NS recovery: the NS can provide data transfer services again.

5.2.2.7
NS change IP endpoint

The NS change IP endpoint parameter is included in the NS-UNITDATA-Request and NS-UNITDATA-Indication primitive for resource distribution purposes. This parameter is used in an IP sub-network to indicate to the NS user entity a request for change in IP endpoint or a response to a change in IP endpoint. The cause values are:

a)
Request change flow: Request to change the IP endpoint at which to receive NS SDUs associated with a subscriber or MBMS session.

b)
Confirm change flow: Confirmation to a request for change of IP endpoint of NS SDUs associated with a subscriber or MBMS session.

5.2.2.8
Packet Received Count

The Packet Received Count parameter is included in the NS-UNITDATA-Request and NS-UNITDATA-Indication primitive for packet loss measurement purposes. This parameter is used in an IP sub-network to indicate to the NS user entity a request for increasing its packet received counter. The cause values are:

a) Request counting: Increase the IP endpoint’s packet received counter to count a received NS-UNITDATA PDU. 

b) No counting: Do not increase the IP endpoint’s packet received counter for a received NS-UNITDATA PDU.

********************** Next modified section **************************

6.2.9
IP Endpoint Information Reset Procedure

The IP Endpoint Information Reset procedure is used by an NSE to initiate the Packet Loss Measurement Function in the remote peer NS entity.
To initiate the Packet Loss Measurement Function in the remote peer NS entity, the NSE shall send an SNS-INFO-RESET PDU to a peer NSE signalling endpoint. Upon sending the SNS-INFO-RESET PDU the NSE shall start timer Tsns-prov. The SNS-INFO-RESET PDU shall contain the following:

-
NSEI: NSE Identifier.

-
Transaction ID: identifies a unique transaction within the NSE.

Upon receipt of an SNS-INFO-RESET PDU the NSE shall reset the Packet Received Counters for all available local IP endpoints and send a SNS-ACK PDU to the source IP endpoint from which the SNS-INFO-RESET PDU was sent. The SNS-ACK PDU shall contain the Transaction ID set to the same value as that in the SNS-INFO-RESET PDU.
Upon receipt of an SNS-ACK PDU the NSE shall stop timer Tsns-prov.
6.2.9.1
Abnormal Conditions

Upon expiry of timer Tsns_prov the NSE may retry the operation SNS-INFO-RESET-RETRIES times. If the operation is attempted SNS-INFO-RESET-RETRIES times without acknowledgement from the peer NSE, then the NSE may notify the O&M system and abort the procedure. Further actions are outside the scope of the present document.

6.2.10
IP Endpoint Information Procedure
The IP Endpoint Information procedure is used by an NSE to fetch information (e.g. packet received counters) regarding the specified IP endpoints.
To fetch IP endpoint information regarding an IP endpoint, the NSE shall send an SNS-INFO PDU to a peer NSE signalling endpoint. Upon sending the SNS-INFO PDU the NSE shall start timer Tsns-prov. The SNS-INFO PDU shall contain the following:

-
NSEI: NSE Identifier.

-
Transaction ID: identifies a unique transaction within the NSE.

-
List of IP4 Elements: one or more IPv4 endpoints.

-
List of IP6 Elements: one or more IPv6 endpoints.

Upon receipt of an SNS-INFO-ACK PDU the NSE shall stop timer Tsns-prov.

Upon receipt of an SNS-INFO PDU the NSE shall send a SNS-INFO-ACK PDU to the source IP endpoint from which the SNS-INFO PDU was sent. The SNS-INFO-ACK PDU shall contain the Transaction ID set to the same value as that in the SNS-INFO PDU.
6.2.10.1
Abnormal Conditions

Upon receiving an SNS-INFO PDU containing one or more IP endpoints that has not been previously configured with an SNS- ADD PDU or an SNS- CONFIG PDU, the NSE shall send a SNS-INFO-ACK PDU with a cause code of "Unknown IP endpoint" to the source IP endpoint from which the SNS-INFO PDU was sent. The SNS-INFO-ACK PDU shall contain the Transaction ID set to the same value as that in the SNS-INFO PDU.
Upon expiry of timer Tsns_prov the NSE may retry the operation SNS-INFO-RETRIES times. If the operation is attempted SNS-INFO-RETRIES times without acknowledgement from the peer NSE, then the NSE may notify the O&M system and abort the procedure. Further actions are outside the scope of the present document.

********************** Next modified section **************************

7.7
Packet Loss Measurement Procedure
An NS entity may decide to measure the packet loss in the intermediary IP network towards its peer entity. It can do so between one or more of its local IP endpoints towards one or more of its remote IP endpoints.
Each local IP endpoint shall implement a Packet Sent Counter and each remote IP endpoint shall implement a Packet Received Counter, these counters are used for comparison after a test period has ended.
The IP Endpoint Information Reset procedure is used to initiate the Packet Loss Measurement Function in the remote peer NS entity (i.e. the Packet Received Counter of all local IP endpoints configured in the peer NS entity is reset).
When the Packet Loss Measurement Function has been initiated in the remote peer NS entity, the Packet Received Count bit is set to “request counting” in all NS-PDUs sent to the IP endpoints of the remote peer NS entity that are to be part of the measurement. Before sending such an NS-PDU, the sending side shall increase its Packet Sent Counter for the sending IP endpoint. At the receiving NS entity, the Packet Received Counter of the receiving IP endpoint is increased for every received NS-PDU where the Packet Received Count bit is set to “request counting”. 

After a completed test period, the Packet Loss Measurement Function is switched off, meaning that the Packet Received Count bit is set to “no counting” in all NS-PDUs sent to the remote peer NS entity. At the receiving NS entity, the Packet Received Counter is not increased when an NS-PDU is  received where the Packet Received Count bit is set to “no counting”.
The Packet Received Counters from the peer NS entity are fetched with the IP Endpoint Information procedure. The NS entity that initiated the packet loss measurement function should wait an implementation specific time between switching off the Packet Loss Measurement Function and until fetching the Packet Received Counters from the peer NS entity.
The actual packet loss experienced during a test period is found through comparing the Packet Sent/Received Counters from each side of the interface. 
********************** Next modified section **************************
9.3.1
SNS-ACK

The SNS-ACK PDU is used to acknowledge the SNS-ADD PDU, the SNS-DELETE PDU, the SNS-CHANGEWEIGHT PDU or the SNS-INFO-RESET PDU.

PDU type:
SNS-ACK

Direction:
BSS to SGSN, SGSN to BSS

Table 9.3.1.1: SNS-ACK PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	
	M
	V
	1

	NSEI
	
	M
	TLV
	4

	Transaction ID
	
	M
	V
	1

	Cause
	
	C
	TLV
	3

	IP Address a)
	
	C
	TV
	6-18

	List of IP4 Elements b)
	
	C
	TLV
	10-?

	List of IP6 Elements b)
	
	C
	TLV
	22-?

	a)
the IP Address IE is only present if the "Cause" value is set to "Unknown IP address".

b)
one or more of these conditional IEs are present if the "Cause" value is set to "Unknown IP endpoint".


********************** Next modified section **************************
9.3.9
SNS-INFO-RESET

The SNS-INFO-RESET PDU is used to reset the Packet Received Counters in all available local IP endpoints of the remote peer NS entity.

PDU type:
SNS-INFO-RESET

Direction:
BSS to SGSN, SGSN to BSS

Table 9.3.9.1: SNS-INFO-RESET PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	
	M
	V
	1

	NSEI
	
	M
	TLV
	4

	Transaction ID
	
	M
	V
	1


9.3.10
SNS-INFO

The SNS-INFO PDU is used to fetch information regarding remote IP Endpoints.

PDU type:
SNS-INFO
Direction:
BSS to SGSN, SGSN to BSS

Table 9.3.10.1: SNS-INFO PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	
	M
	V
	1

	NSEI
	
	M
	TLV
	4

	Transaction ID
	
	M
	V
	1

	IP Address a) 
	
	C
	TV
	6-18

	List of IP4 Elements a)
	
	C
	TLV
	10-?

	List of IP6 Elements a)
	
	C
	TLV
	22-?

	a)
one and only one of the conditional IEs shall be present.


9.3.11
SNS-INFO-ACK

The SNS-INFO-ACK PDU is used to acknowledge the SNS-INFO PDU.
PDU type:
SNS-INFO-ACK

Direction:
BSS to SGSN, SGSN to BSS

Table 9.3.11.1: SNS-INFO-ACK PDU contents

	Information element
	Reference
	Presence
	Format
	Length

	PDU type
	
	M
	V
	1

	NSEI
	
	M
	TLV
	4

	Transaction ID
	
	M
	V
	1

	Cause
	
	O
	TLV
	3

	IP Address a)
	
	C
	TV
	6-18

	List of IP4 Elements b)
	
	C
	TLV
	10-?

	List of IP6 Elements b)
	
	C
	TLV
	22-?

	List of IP4 Endpoint Information c)
	
	C
	TLV
	16-?

	List of IP6 Endpoint Information c)
	
	C
	TLV
	28-?

	a)
the IP Address IE is only present if the "Cause" value is set to "Unknown IP address".

b)
one or more of these conditional IEs are present if the "Cause" value is set to "Unknown IP endpoint".
c)              one or more of these conditional IEs are present if the Cause IE is not present


********************** Next modified section **************************

10.3
Information elements

The IEI values are indicated in table 10.3.1:

Table 10.3.1: IEI coding

	IEI coding
	Information element name

	8
	7
	6
	5
	4
	3
	2
	1
	

	0
	0
	0
	0
	0
	0
	0
	0
	Cause

	0
	0
	0
	0
	0
	0
	0
	1
	NS-VCI

	0
	0
	0
	0
	0
	0
	1
	0
	NS PDU

	0
	0
	0
	0
	0
	0
	1
	1
	BVCI

	0
	0
	0
	0
	0
	1
	0
	0
	NSEI

	0
	0
	0
	0
	0
	1
	0
	1
	List of IP4 Elements

	0
	0
	0
	0
	0
	1
	1
	0
	List of IP6 Elements

	0
	0
	0
	0
	0
	1
	1
	1
	Maximum Number of NS-VCs

	0
	0
	0
	0
	1
	0
	0
	0
	Number of IP4 Endpoints

	0
	0
	0
	0
	1
	0
	0
	1
	Number of IP6 Endpoints

	0
	0
	0
	0
	1
	0
	1
	0
	Reset Flag

	0
	0
	0
	0
	1
	0
	1
	1
	IP Address

	0
	0
	0
	0
	1
	1
	0
	0
	List of IP4 Endpoint Information

	0
	0
	0
	0
	1
	1
	0
	1
	List of IP6 Endpoint Information

	other values
	reserved for future use


********************** Next modified section **************************

10.3.2h
List of IP4 Endpoint Information
This IE identifies a list of IPv4 elements and the information for each endpoint.

	
	8
	7
	6
	5
	4
	3
	2
	1

	octet 1
	IEI

	octet 2, 2a
	Length Indicator

	octets 3-16
	IP4 Element 1

	octets … - (2+14n)
	IP4 Element n


Figure 10.3.2h.1: List of IP4 Endpoint Information information element

The length depends on the number of IP4 Elements: n. The coding of an IP4 Element is:

	
	8
	7
	6
	5
	4
	3
	2
	1

	octet (x+1)-(x+4)
	IPv4 Address

	octet (x+5)-(x+6)
	UDP Port Value

	octet (x+7)-(x+14)
	Packet Received Counter


where x = 14i - 12 (1 ( i ( n).

10.3.2i
List of IP6 Endpoint Information
This IE identifies a list of IPv6 elements and the information for each endpoint.
	8
	7
	6
	5
	4
	3
	2
	1

	octet 1
	IEI

	octet 2, 2a
	Length Indicator

	octets 3- 28
	IP6 Element 1

	octets … - (2+26n)
	IP6 Element n


Figure 10.3.2i.1: List of IP6 Endpoint Information information element

The length depends on the number of IP6 Elements: n . The coding of an IP6 Element is:

	8
	7
	6
	5
	4
	3
	2
	1

	octet (x+1)-(x+16)
	IPv6 Address

	octet (x+17)-(x+18)
	UDP Port Value

	octet (x+19)-(x+26)
	Packet Received Counter


where x = 26i – 24 (1 ( i ( n).
********************** Next modified section **************************

10.3.7
PDU type

The PDU type has the V format.

Table 10.3.7.1: PDU type coding

	PDU type coding
	PDU name

	8
	7
	6
	5
	4
	3
	2
	1
	

	0
	0
	0
	0
	0
	0
	0
	0
	NS-UNITDATA

	0
	0
	0
	0
	0
	0
	1
	0
	NS-RESET

	0
	0
	0
	0
	0
	0
	1
	1
	NS-RESET-ACK

	0
	0
	0
	0
	0
	1
	0
	0
	NS-BLOCK

	0
	0
	0
	0
	0
	1
	0
	1
	NS-BLOCK-ACK

	0
	0
	0
	0
	0
	1
	1
	0
	NS-UNBLOCK

	0
	0
	0
	0
	0
	1
	1
	1
	NS-UNBLOCK-ACK

	0
	0
	0
	0
	1
	0
	0
	0
	NS-STATUS

	0
	0
	0
	0
	1
	0
	1
	0
	NS-ALIVE

	0
	0
	0
	0
	1
	0
	1
	1
	NS-ALIVE-ACK

	0
	0
	0
	0
	1
	1
	0
	0
	SNS-ACK

	0
	0
	0
	0
	1
	1
	0
	1
	SNS-ADD

	0
	0
	0
	0
	1
	1
	1
	0
	SNS-CHANGEWEIGHT

	0
	0
	0
	0
	1
	1
	1
	1
	SNS-CONFIG

	0
	0
	0
	1
	0
	0
	0
	0
	SNS-CONFIG-ACK

	0
	0
	0
	1
	0
	0
	0
	1
	SNS-DELETE

	0
	0
	0
	1
	0
	0
	1
	0
	SNS-SIZE

	0
	0
	0
	1
	0
	0
	1
	1
	SNS-SIZE-ACK

	0
	0
	0
	1
	0
	1
	0
	0
	SNS-INFO

	0
	0
	0
	1
	0
	1
	0
	1
	SNS-INFO-ACK

	0
	0
	0
	1
	0
	1
	1
	0
	SNS-INFO-RESET

	other values
	reserved for future use


********************** Next modified section **************************

10.3.9
NS SDU Control Bits

This IE is used to indicate additional information about the NS-SDU to the user of the NS entity. This IE has the V format. All unused bits are spare.

	8
	7
	6
	5
	4
	3
	2
	1

	octet 1
	spare
	P-bit
	C-bit
	R-bit


Figure 10.3.9.1: NS SDU Control Bits information element

The "R-bit" is coded as shown below:

0
No request for change flow;

1
Request change flow.

The "C-bit" is coded as shown below:

0
No confirmation for change flow;

1
Confirm change flow.

The "P-bit" is coded as shown below:

0
No counting;

1
Request Counting.

********************** Next modified section **************************

11
List of system variables

Table 11.1: System timers

	Timer name
	Timer value
	Notes
	Relation to other timers

	Tns-block
	1s to 120s
	Guards the blocking and unblocking procedures
	none

	Tns-reset
	1s to 120s
	Guards the reset procedure
	none

	Tns-test
	1s to 60s
	Periodicity of the NS-VC test procedure
	none

	Tns-alive
	3s
	Guards the NS-VC test procedure
	none

	Tsns_prov
	1s-10s
	Guards the SNS procedures
	none


Table 11.2: System counters

	Counter name
	Value
	Notes

	NS-BLOCK-RETRIES
	3
	recommended value

	NS-UNBLOCK-RETRIES
	3
	recommended value

	NS-ALIVE-RETRIES
	10
	recommended value

	SNS_ADD_RETRIES
	3
	recommended value

	SNS_CONFIG_RETRIES
	3
	recommended value

	SNS_CHANGEWEIGHTS_RETRIES
	3
	recommended value

	SNS_DELETE_RETRIES
	3
	recommended value

	SNS_SIZE_RETRIES
	3
	recommended value

	SNS-INFO-RETRIES
	3
	recommended value

	SNS-INFO-RESET-RETRIES
	3
	recommended value
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