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Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
[bookmark: _Toc160650166][bookmark: _Toc161902874][bookmark: _Toc157435127][bookmark: _Toc157436842][bookmark: _Toc157440682]6.8	NSCE_ServiceContinuity API
6.8.1	Introduction
The NSCE_ServiceContinuity service shall use the NSCE_ServiceContinuity API.
The API URI of the NSCE_ServiceContinuity Service API shall be:
{apiRoot}/<apiName>/<apiVersion>
The request URIs used in HTTP requests shall have the Resource URI structure defined in clause 6.5 of 3GPP TS 29.549 [15], i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificSuffixes>
with the following components:
-	The {apiRoot} shall be set as described in clause 6.5 of 3GPP TS 29.549 [15].
-	The <apiName> shall be "nsce-esc".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificSuffixes> shall be set as described in clause 6.5 of 3GPP TS 29.549 [15].
NOTE:	When 3GPP TS 29.122 [2] is referenced for the common protocol and interface aspects for API definition in the clauses under clause 6.18, the NSCE Server takes the role of the SCEF and the service consumer takes the role of the SCS/AS.
[bookmark: _Toc157435128][bookmark: _Toc157436843][bookmark: _Toc157440683]6.8.2	Usage of HTTP
The provisions of clause 6.3 of 3GPP TS 29.549 [15] shall apply for the NSCE_ServiceContinuity API.
[bookmark: _Toc160650274][bookmark: _Toc161902982]6.8.3	Resources
There are no resources defined for this API in this release of the specification.
[bookmark: _Toc160650275][bookmark: _Toc161902983]6.8.4	Custom Operations without associated resources
[bookmark: _Toc160650276][bookmark: _Toc161902984]6.8.4.1	Overview
The structure of the custom operation URIs of the NSCE_ServiceContinuity API is shown in Figure 6.8.4.1-1.


Figure 6.8.4.1-1: Custom operation URI structure of the NSCE_ServiceContinuity API
Table 6.8.4.1-1 provides an overview of the custom operations and applicable HTTP methods defined for the NSCE_ServiceContinuity API.
Table 6.8.4.1-1: Custom operations without associated resources
	Custom operation name
	Custom operation URI
	Mapped HTTP method
	Description

	Edge Service Continuity Requirement Request
	/request
	POST
	Enables a service consumer to request Edge service continuity requirement.

	Edge Service Continuity Negotiation Request
	/negotiate
	POST
	Enables a service consumer to request Edge service continuity negotiation.



The custom operations shall support the URI variables defined in table 6.8.4.1-2.
Table 6.8.4.1-2: URI variables for this custom operation
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.8.1.



[bookmark: _Toc160650277][bookmark: _Toc161902985]6.8.4.2	Operation: Edge Service Continuity Requirement Request
[bookmark: _Toc160650278][bookmark: _Toc161902986]6.8.4.2.1	Description
The custom operation enables a service consumer to request Edge service continuity requirement to the NSCE Server.
[bookmark: _Toc160650279][bookmark: _Toc161902987]6.8.4.2.2	Operation Definition
This operation shall support the request data structures specified in table 6.8.4.2.2-1 and the response data structures and response codes specified in table 6.8.4.2.2-2.
Table 6.8.4.2.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	EdgeSCRequirementReq
	M
	1
	Contains the parameters to request Edge service continuity requirement.



Table 6.8.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	The Edge Service Continuity Requirement request is successfully received and processed.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative target URI located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative target URI located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2]

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.
NOTE 2:	Failure causes are described in clause 6.12.7.



Table 6.8.4.2.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative target URI located in an alternative NSCE Server.



Table 6.8.4.2.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative target URI located in an alternative NSCE Server.



6.8.4.3	Operation: Edge Service Continuity Negotiation Request
6.8.4.2.1	Description
The custom operation enables a service consumer to request Edge service continuity negotiation to the NSCE Server.
6.8.4.2.2	Operation Definition
This operation shall support the request data structures specified in table 6.8.4.2.2-1 and the response data structures and response codes specified in table 6.8.4.2.2-2.
Table 6.8.4.2.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	EdgeSCNegotiationReq
	M
	1
	Contains the parameters to request Edge service continuity negotiation.



Table 6.8.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	The Edge Service Continuity Negotiation request is successfully received and processed.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative target URI located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative target URI located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2]

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.
NOTE 2:	Failure causes are described in clause 6.12.7.



Table 6.8.4.2.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative target URI located in an alternative NSCE Server.



Table 6.8.4.2.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative target URI located in an alternative NSCE Server.



[bookmark: _Toc151743215][bookmark: _Toc151743680][bookmark: _Toc157434680][bookmark: _Toc157436395][bookmark: _Toc157440235]6.8.5	Notifications
[bookmark: _Toc157434789][bookmark: _Toc157436504][bookmark: _Toc157440344]6.8.5.1	General
Notifications shall comply to clause 6.6 of 3GPP TS 29.549 [15].
Table 6.8.5.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	Edge Service Continuity Requirement Notification
	{notifUri}
	POST
	This service operation enables the NSCE Server to notify a previously subscribed service consumer on Edge Service Continuity Requirement.

	Edge Service Continuity Negotiation Notification
	{notifUri}
	POST
	This service operation enables the NSCE Server to notify a previously subscribed service consumer on Edge Service Continuity Negotiation.



6.8.5.2	Edge Service Continuity Requirement Notification
6.8.5.2.1	Description
The Edge Service Continuity Requirement Notification is used by the NSCE Server to notify a previously subscribed service consumer on Edge Service Continuity Requirement Subscription.
6.8.5.2.2	Target URI
The Callback URI "{notifUri}" shall be used with the callback URI variables defined in table 6.8.5.2.2-1.
Table 6.8.5.2.2-1: Callback URI variables
	Name
	Definition

	notifUri
	Represents the callback URI encoded as a string formatted as a URI.



6.8.5.2.3	Standard Methods
6.8.5.2.3.1	POST
This method shall support the request data structures specified in table 6.8.5.2.3.1-1 and the response data structures and response codes specified in table 6.8.5.2.3.1-2.
Table 6.8.5.2.3.1-1: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	EdgeSCRequirementNotif
	M
	1
	Represents the Edge Service Continuity Requirement Notification.



Table 6.8.5.2.3.1-2: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	Successful case. The Edge Service Continuity Requirement Notification is successfully received.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI representing the end point of an alternative service consumer where the notification should be sent.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [3].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI representing the end point of an alternative service consumer where the notification should be sent.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [3].

	NOTE:	The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] also apply.



Table 6.8.5.2.3.1-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI representing the end point of an alternative service consumer towards which the notification should be redirected.



Table 6.8.5.2.3.1-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI representing the end point of an alternative service consumer towards which the notification should be redirected.



[bookmark: _Toc157434790][bookmark: _Toc157436505][bookmark: _Toc157440345]6.8.5.3	Edge Service Continuity Negotiation Notification
[bookmark: _Toc157434791][bookmark: _Toc157436506][bookmark: _Toc157440346]6.8.5.3.1	Description
The Edge Service Continuity Negotiation Notification is used by the NSCE Server to notify a previously subscribed service consumer on Edge Service Continuity Negotiation.
[bookmark: _Toc157434792][bookmark: _Toc157436507][bookmark: _Toc157440347]6.8.5.3.2	Target URI
The Callback URI "{notifUri}" shall be used with the callback URI variables defined in table 6.8.5.3.2-1.
Table 6.8.5.3.2-1: Callback URI variables
	Name
	Definition

	notifUri
	Represents the callback URI encoded as a string formatted as a URI.



[bookmark: _Toc151743220][bookmark: _Toc151743685][bookmark: _Toc157434685][bookmark: _Toc157436400][bookmark: _Toc157440240][bookmark: _Toc160649908][bookmark: _Toc161902614]6.8.5.3.3	Standard Methods
6.8.5.3.3.1	POST
This method shall support the request data structures specified in table 6.8.5.3.3.1-1 and the response data structures and response codes specified in table 6.8.5.3.3.1-2.
Table 6.8.5.3.3.1-1: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	EdgeSCNegotiationNotif
	M
	1
	Represents the Edge Service Continuity Negotiation Notification.



Table 6.8.5.3.3.1-2: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	Successful case. The Edge Service Continuity Negotiation Notification is successfully received.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI representing the end point of an alternative service consumer where the notification should be sent.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [3].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI representing the end point of an alternative service consumer where the notification should be sent.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [3].

	NOTE:	The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] also apply.



Table 6.8.5.3.3.1-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI representing the end point of an alternative service consumer towards which the notification should be redirected.



Table 6.8.5.3.3.1-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI representing the end point of an alternative service consumer towards which the notification should be redirected.



[bookmark: _Toc35971427][bookmark: _Toc157434618][bookmark: _Toc157436333][bookmark: _Toc157440173]6.8.6	Data Model
[bookmark: _Toc510696633][bookmark: _Toc35971428][bookmark: _Toc157434619][bookmark: _Toc157436334][bookmark: _Toc157440174][bookmark: _Toc510696634][bookmark: _Toc35971429]6.8.6.1	General
This clause specifies the application data model supported by the API.
Table 6.8.6.1-1 specifies the data types defined for the NSCE_ServiceContinuity API.
Table 6.8.6.1-1: NSCE_ServiceContinuity API specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	EdgeSCNegotiationNotif
	6.8.6.2.5
	Represents a Edge Service Continuity Negotiation Notification.
	

	EdgeSCNegotiationReq
	6.8.6.2.4
	Represents the parameters to request Edge Service Continuity Negotiation.
	

	EdgeSCRequirementNotif
	6.8.6.2.3
	Represents a Edge Service Continuity Requirement Notification.
	

	EdgeSCRequirementReq
	6.8.6.2.2
	Represents the parameters to request Edge Service Continuity Requirement.
	

	TriggerAction
	6.8.6.3.3
	Represents the trigger action.
	



Table 6.8.6.1-2 specifies data types re-used by the NSCE_ServiceContinuity API from other specifications, including a reference to their respective specifications, and when needed, a short description of their use within the NSCE_ServiceContinuity API.
Table 6.8.6.1-2: NSCE_ServiceContinuity API re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	AppReqs
	6.12.6.2.3
	Represents the application QoS requirements.
	

	EndPoint
	3GPP TS 29.558 [25]
	Represents endpoint information.
	

	NetSliceId
	6.3.6.2.15
	Identifies the S-NSSAI.
	

	ServArea
	Clause 6.16.6.2.5
	Represents a service area.
	

	ServContReq
	6.12.6.3.3
	Represents the service continuity requirement.
	

	SupportedFeatures
	3GPP TS 29.571 [16]
	Represents the list of supported feature(s) and used to negotiate the applicability of the optional features.
	

	Uri
	3GPP TS 29.122 [2]
	Represents a URI.
	



[bookmark: _Toc157434620][bookmark: _Toc157436335][bookmark: _Toc157440175]6.8.6.2	Structured data types
[bookmark: _Toc157434621][bookmark: _Toc157436336][bookmark: _Toc157440176]6.8.6.2.1	Introduction
This clause defines the structures to be used in resource representations.
6.8.6.2.2	Type: EdgeSCRequirementReq
Table 6.8.6.2.2-1: Definition of type EdgeSCRequirementReq
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	notifUri
	Uri
	M
	1
	Contains the URI via which the Edge Service Continuity Requirement Notifications shall be delivered.
	

	valServId
	string
	M
	1
	[bookmark: _Hlk163469357]The identifier of the VAL service for which the requirement request applies.
	

	valUeIds
	array(string)
	O
	1..N
	[bookmark: _Hlk163469414]The list of VAL UE IDs for which the requirement request applies.
	

	netSliceId
	NetSliceId
	O
	0..1
	Identifier of the network slice for which is mapped to the VAL application.
	

	servContReq
	ServContReq
	M
	1
	Contains the requested service continuity requirement information.
	

	targetServArea
	ServArea
	O
	0..1
	Contains the target service area.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of supported features among the ones defined in clause 6.8.8.

This attribute shall be present only when feature negotiation needs to take place.
	



6.8.6.2.3	Type: EdgeSCRequirementNotif
Table 6.8.6.2.3-1: Definition of type EdgeSCRequirementNotif
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	valServId
	string
	M
	1
	The identifier of the VAL service for which the requirement request applies
	

	valUeIds
	array(string)
	O
	1..N
	The list of VAL UE IDs for which the requirement request applies
	

	netSliceId
	NetSliceId
	M
	1
	Identifier of the network slice for which is mapped to the VAL application.
	

	tgtNsceServId
	string
	M
	1
	Contains the identifier of the target NSCE Server.
	

	tgtNsceAddr
	EndPoint
	M
	1
	Contains the addressing information of the target NSCE Server.
	

	targetServArea
	ServArea
	M
	1
	Contains the target service area.
	



6.8.6.2.4	Type: EdgeSCNegotiationReq
Table 6.8.6.2.4-1: Definition of type EdgeSCNegotiationReq
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	notifUri
	Uri
	M
	1
	Contains the URI via which the Edge Service Continuity Negotiation Notifications shall be delivered.
	

	valServId
	string
	M
	1
	The identifier of the VAL service for which the Negotiation request applies
	

	valUeIds
	array(string)
	O
	1..N
	The list of VAL UE IDs for which the negotiation request applies
	

	netSliceId
	NetSliceId
	M
	1
	Identifier of the network slice for which is mapped to the VAL application.
	

	servContReq
	ServContReq
	M
	1
	Contains the requested service continuity requirement information.
	

	appQoSReqs
	AppReqs
	O
	0..1
	Represents the requested application QoS requirements.
	

	triggerAction
	TriggerAction
	O
	0..1
	Represents the requested proposed trigger action.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of supported features among the ones defined in clause 6.8.8.

This attribute shall be present only when feature negotiation needs to take place.
	



6.8.6.2.5	Type: EdgeSCNegotiationNotif
Table 6.8.6.2.5-1: Definition of type EdgeSCNegotiationNotif
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	valServId
	string
	M
	1
	Represents the identifier of the VAL service to which the notification is related.
	

	triggerAction
	TriggerAction
	M
	1
	Represents the determined trigger action.
	



[bookmark: _Toc157435142][bookmark: _Toc157436857][bookmark: _Toc157440697]6.8.6.3	Simple data types and enumerations
[bookmark: _Toc157435143][bookmark: _Toc157436858][bookmark: _Toc157440698]6.8.6.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc157435144][bookmark: _Toc157436859][bookmark: _Toc157440699]6.8.6.3.2	Simple data types
The simple data types defined in table 6.8.6.3.2-1 shall be supported.
Table 6.8.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	
	
	



[bookmark: _Toc161902564]6.8.6.3.3	Enumeration: TriggerAction
Table 6.8.6.3.3-1: Enumeration TriggerAction
	Enumeration value
	Description
	Applicability

	SLICE_LIFECYCLE_CHG
	Indicates that the trigger action is slice lifecycle change.
	



[bookmark: _Toc510696647][bookmark: _Toc35971443][bookmark: _Toc157434635][bookmark: _Toc157436350][bookmark: _Toc157440190]6.8.7	Error Handling
[bookmark: _Toc35971444][bookmark: _Toc157434636][bookmark: _Toc157436351][bookmark: _Toc157440191]6.8.7.1	General
For the NSCE_ServiceContinuity API, error handling shall be supported as specified in clause 6.7 of 3GPP TS 29.549 [15].
In addition, the requirements in the following clauses are applicable for the NSCE_ServiceContinuity API.
[bookmark: _Toc35971445][bookmark: _Toc157434637][bookmark: _Toc157436352][bookmark: _Toc157440192]6.8.7.2	Protocol Errors
No specific procedures for the NSCE_ServiceContinuity API are specified.
[bookmark: _Toc35971446][bookmark: _Toc157434638][bookmark: _Toc157436353][bookmark: _Toc157440193]6.8.7.3	Application Errors
The application errors defined for the NSCE_ServiceContinuity API are listed in Table 6.8.7.3-1.
Table 6.8.7.3-1: Application errors
	Application Error
	HTTP status code
	Description
	Applicability

	
	
	
	


[bookmark: _Toc492899751][bookmark: _Toc492900030][bookmark: _Toc492967832][bookmark: _Toc492972920][bookmark: _Toc492973140][bookmark: _Toc493774060][bookmark: _Toc508285804][bookmark: _Toc508287269][bookmark: _Toc510696648][bookmark: _Toc35971447]
[bookmark: _Toc157434639][bookmark: _Toc157436354][bookmark: _Toc157440194]6.8.8	Feature negotiation
The optional features in table 6.1.8-1 are defined for the NSCE_ServiceContinuity API. They shall be negotiated using the extensibility mechanism defined in clause 6.8 of 3GPP TS 29.549 [15].
Table 6.8.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	


[bookmark: _Toc532994477][bookmark: _Toc35971448][bookmark: _Toc157434640][bookmark: _Toc157436355][bookmark: _Toc157440195]6.8.9	Security
The provisions of clause 9 of 3GPP TS 29.549 [15] shall apply for the NSCE_ServiceContinuity API.

*** End of Changes ***
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