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1. Introduction
The aim on this document is clarifies the EFEAPSTATUS structure to support more than one NSSA procedure simultaneously on same SSIM.
2. Reason for Change
The EAP Status of an ongoing NSSAA procedure is maintained by SSIM in EFEAPSTATUS.
Same SSIM can support more than one S-NSSAI in EFNSSAI and ME can select same SSIM for simultaneous NSSAA procedures on any supported S-NSSAI. 
The EFEAPSTATUS structure shall be updated to linear fixed to support simultaneous NSSAA procedures, the SSIM maintaining the EAP Status on a different record for each S-NSSAI associated to ongoing NSSAA procedures.
3. Proposal
It is proposed to agree the following changes to 3GPP TS 31.105.
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This file shall be available.
This EF contains the authentication status corresponding to the EAP client supported by the SSIM application for ongoing NSSAA procedure(s) associated with S-NSSAI(s).
This EF contains the same number of records as EFNSSAI.
Table 4.2.4-1: EFEAPSTATUS file structure
	Identifier: '6F03'
	Structure: transparentlinear fixed
	Mandatory

	SFI: '03'
	

	File size: 1 bytesRecord length: 5 bytes
	Update activity: low

	Access Conditions:
	READ	PIN
	UPDATE	ADM
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Bytes
	Description
	M/O
	Length

	1 to 4
	S-NSSAI
	M
	4 bytes

	15
	Authentication status
	M
	1 byte



S-NSSAI
Contents:
-	S-NSSAI associated to ongoing NSSA procedure.
Coding:
-	S-NSSAI shall be coded on 32 bits as specified in TS 23.003 [5], SD reserved value "no SD value associated with the SST" defined as hexadecimal FFFFFF shall be used to pad value to 32 bits.
Authentication Status
Contents:
-	Status of the corresponding EAP authentication.
Coding:
-	Authentication status is coded in one byte as below.
Table 4.2.4-2: Authentication status values
	Value
	Meaning

	'00'
	No authentication started

	'01'
	Authenticating

	'02'
	Authenticated

	'03'
	Held (Authentication failure)



* * * Next Change * * * *
[bookmark: _Toc147743234][bookmark: _Toc147744097]Annex B (informative):
Suggested contents of the EFs at pre‑personalization
If EFs have an unassigned value, it may not be clear from the main text what this value should be. This annex suggests values in these cases.
Table B-1:

	File Identification
	Description
	Value

	‘6F01’
	EAP Identifier
	AAA-Server dependent

	‘6F02’
	S-NSSAI list
	Slices configuration dependent

	‘6F03’
	EAP Authentication Status
	FFFFFFFF'00' (No authentication started)

	‘6F06’
	Access rule reference (under ADFSSIM)
	Card issuer/SSIM owner dependent
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