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1. Overall Description:

CT6 discusses the possible enhancements on UICC related to network slice-specific authentication and authorization (NSSAA) taking into account SA3 requirements.

From SA3 requirements, clause 16.3 of 3GPP TS 33.501:
“This clause specifies the optional-to-use NSSAA between a UE and an AAA server (AAA-S) which may be owned by an external 3rd party enterprise. NSSAA uses a User ID and credentials, different from the 3GPP subscription credentials (e.g. SUPI and credentials used for PLMN access) and takes place after the primary authentication.”

From CT6 reading, SA3 3GPP TS 33.501 does not preclude the UICC to be involved in network slice-specific authentication and authorization (NSSAA).

2. Actions:
To SA3 group.
ACTION: CT6 kindly asks SA3 to confirm that 3GPP TS 33.501 does not preclude the UICC to be involved in network slice-specific authentication and authorization (NSSAA).
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