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4.2.10
EFGID1 (Group Identifier Level 1)

This EF contains identifiers for particular USIM‑ME associations. It can be used to identify a group of USIMs for a particular application.

	Identifier: '6F3E'
	Structure: transparent
	Optional

	File size: 1 to n bytes
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to n
	USIM group identifier(s)
	O
	n bytes


4.2.11
EFGID2 (Group Identifier Level 2)

This EF contains identifiers for particular USIM‑ME associations. It can be used to identify a group of USIMs for a particular application.

	Identifier: '6F3F'
	Structure: transparent
	Optional

	File size: 1 to n bytes
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to n
	USIM group identifier(s)
	O
	n bytes


NOTE:
The structure of EFGID1 and EFGID2 is identical. They are provided to allow the network operator to enforce different levels of security dependant on an application.

4.2.13
EFPUCT (Price per Unit and Currency Table)

This EF contains the Price per Unit and Currency Table (PUCT). The PUCT is Advice of Charge related information which may be used by the ME in conjunction with EFACM to compute the cost of calls in the currency chosen by the subscriber, as specified in TS 22.024 [3]. This EF shall always be allocated if EFACM is allocated.

	Identifier: '6F41'
	Structure: transparent
	Optional

	File size: 5 bytes
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
PIN/PIN2



(fixed during administrative management)


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 3
	Currency code
	M
	3 bytes

	4 to 5
	Price per unit
	M
	2 bytes


‑
Currency code

Contents: 


the alpha‑identifier of the currency code.

Coding: 


bytes 1, 2 and 3 are the respective first, second and third character of the alpha identifier. This alpha‑tagging shall use the SMS default 7‑bit coded alphabet as defined in TS 23.038 [5] with bit 8 set to 0.

‑
Price per unit

Contents: 


price per unit expressed in the currency coded by bytes 1 to 3.

Coding: 


byte 4 and bits b1 to b4 of byte 5 represent the Elementary Price per Unit (EPPU) in the currency coded by bytes 1 to 3. Bits b5 to b8 of byte 5 are the decimal logarithm of the multiplicative factor represented by the absolute value of its decimal logarithm (EX) and the sign of EX, which is coded 0 for a positive sign and 1 for a negative sign.

Byte 4:

	
	
	b8
	b7
	b6
	b5
	b4
	B3
	b2
	b1

	
	
	
	
	
	
	
	
	
	

	

	
	
	211
	210
	29
	28
	27
	26
	25
	24
	of EPPU


Byte 5:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	23
	22
	21
	20
	of EPPU



	
	
	
	
	
	
	
	
	
	
	Sign of EX

	
	
	
	
	
	
	
	
	
	
	20 of Abs(EX)

	
	
	
	
	
	
	
	
	
	
	21 of Abs(EX)

	
	
	
	
	
	
	
	
	
	
	22 of Abs(EX)


-
The computation of the price per unit value is made by the ME in compliance with TS 22.024 [3] by the following formula:

price per unit = EPPU * 10EX.

-
The price has to be understood as expressed in the coded currency.

If a GSM application is present on the UICC and the PUCT information is to be shared between the GSM and the USIM application, then this file shall be shared between the two applications.

4.2.16
EFFPLMN (Forbidden PLMNs)

This EF contains the coding for n Forbidden PLMNs (FPLMN). It is read by the ME as part of the USIM initialization procedure and indicates PLMNs which the UE shall not automatically attempt to access.

A PLMN is written to the EF if a network rejects a Location Update with the cause "PLMN not allowed". The ME shall manage the list as follows.

When n FPLMNs are held in the EF, and rejection of a further PLMN is received by the ME from the network, the ME shall modify the EF using the UPDATE command. This new PLMN shall be stored in the nth position, and the existing list "shifted" causing the previous contents of the first position to be lost.

When less than n FPLMNs exist in the EF, storage of an additional FPLMN shall not cause any existing FPLMN to be lost.

Dependent upon procedures used to manage storage and deletion of FPLMNs in the EF, it is possible, when less than n FPLMNs exist in the EF, for 'FFFFFF' to occur in any position. The ME shall analyse all the EF for FPLMNs in any position, and not regard 'FFFFFF' as a termination of valid data.

	Identifier: '6F7B'
	Structure: transparent
	Mandatory

	SFI: '0D'
	

	File size: n*3 bytes (n>3)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 3
	PLMN 1
	M
	3 bytes

	4 to 6
	PLMN 2
	M
	3 bytes

	7 to 9
	PLMN 3
	M
	3 bytes

	10 to 12
	PLMN 4
	M
	3 bytes

	
	
	
	

	(3n-2) to 3n
	PLMN n
	O
	3 bytes


‑
PLMN

Contents:


Mobile Country Code (MCC) followed by the Mobile Network Code (MNC).

Coding:


according to TS 24.008 [9].


For instance, using 246 for the MCC and 81 for the MNC and if this is stored in PLMN 3 the contents is as follows:

Bytes 7 to 9:
'42' 'F6' '18'.


If storage for fewer than n PLMNs is required, the unused bytes shall be set to 'FF'.

4.2.25
EFSMS (Short messages)

This EF contains information in accordance with TS 23.040 [6] comprising short messages (and associated parameters) which have either been received by the UE from the network, or are to be used as an UE originated message.

	Identifier: '6F3C'
	Structure: linear fixed
	Optional

	Record length: 176 bytes
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Status
	M
	1 byte

	2 to 176
	Remainder
	M
	175 bytes


‑
Status.

Contents:


Status byte of the record which can be used as a pattern in the SEARCH RECORD command. For UE originating messages sent to the network, the status shall be updated when the UE receives a status report, or sends a successful SMS Command relating to the status report.


Coding:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	X
	X
	0
	free space

	
	
	
	
	
	
	
	X
	X
	1
	used space

	
	
	
	
	
	
	
	0
	0
	1
	message received by UE from network; message read

	
	
	
	
	
	
	
	0
	1
	1
	message received by UE from network; message to be read

	
	
	
	
	
	
	
	1
	1
	1
	UE originating message; message to be sent

	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101 [11]) 


	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	X
	X
	1
	0
	1
	UE originating message; message sent to the network:

	
	
	
	
	
	0
	0
	1
	0
	1
	  Status report not requested

	
	
	
	
	
	0
	1
	1
	0
	1
	  Status report requested but not (yet) received;

	
	
	
	
	
	1
	0
	1
	0
	1
	  Status report requested, received but not stored

      in EF-SMSR;

	
	
	
	
	
	1
	1
	1
	0
	1
	  Status report requested, received and stored

      in EF-SMSR;

	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101 [11]) 


‑
Remainder.

Contents:


This data item commences with the TS‑Service‑Centre‑Address as specified in TS 24.011 [10]. The bytes immediately following the TS‑Service‑Centre‑Address contain an appropriate short message TPDU as specified in TS 23.040 [6], with identical coding and ordering of parameters.

Coding:


according to TS 23.040 [6] and TS 24.011 [10]. Any TP‑message reference contained in an UE originated message stored in the USIM, shall have a value as follows:












Value of the TP‑message‑reference:

message to be sent:





'FF'.

message sent to the network:


the value of TP‑Message‑Reference used in the










message sent to the network.

Any bytes in the record following the TPDU shall be filled with 'FF'.


It is possible for a TS‑Service‑Centre‑Address of maximum permitted length, e.g. containing more than 18 address digits, to be associated with a maximum length TPDU such that their combined length is 176 bytes. In this case the ME shall store in the USIM the TS‑Service‑Centre‑Address and the TPDU in bytes 2 to 176 without modification, except for the last byte of the TPDU, which shall not be stored.

4.2.32
EFSMSR (Short message status reports)

This EF contains information in accordance with TS 23.040 [6] comprising short message status reports which have been received by the UE from the network.

Each record is used to store the status report of a short message in a record of EFSMS. The first byte of each record is the link between the status report and the corresponding short message in EFSMS.

	Identifier: '6F47'
	Structure: linear fixed
	Optional

	Record length: 30 bytes
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	SMS record identifier
	M
	1

	2 to 30
	SMS status report
	M
	29 bytes


-
SMS record identifier.

Contents:

-
this data item identifies the corresponding SMS record in EFSMS, e.g. if this byte is coded '05' then this status report corresponds to the short message in record #5 of EFSMS.

Coding:

-
'00'


- empty record;

-
'01' to 'FF'
- record number of the corresponding SMS in EFSMS.

-
SMS status report:

Contents:

-
this data item contains the SMS-STATUS-REPORT TPDU as specified in TS 23.040 [6], with identical coding and ordering of parameters.

Coding:

-
according to TS 23.040 [6]. Any bytes in the record following the TPDU shall be filled with 'FF'.

4.2.57
EFNETPAR (Network Parameters)

This EF contains information concerning the cell frequencies 

Network Parameter storage may reduce the extent of the terminal search of FDD, TDD or GSM carriers when selecting a cell. The network parameters stored in the USIM shall be in accordance with the procedures specified in this clause.

The RF carrier frequency information is stored on 2 bytes and coded on 16 bits starting from 0,0 MHz. Each increment of the 16 bit value is an increment of 200 kHz in frequency. This allows the exact channel frequency to be stored in this data field making it independent of any band information. It is up to the terminal to associate the indicated frequency with a particular band, e.g. GSM 900, GSM 1800 etc. This means that a range from 0 to 13,1 GHz can be covered, with the resolution of 200 kHz. The frequency indicated is always the terminal receiver carrier frequency.

The EF provides a minimum storage capacity of 46 bytes in order to provide the capability of storing at least two cell information TLV objects, e.g. GSM/FDD or FDD/TDD in its minimum configuration, i.e. the terminal can rely on the required memory space for storing at least two cell information lists offering 8 GSM neighbour carrier frequencies and 8 Intra/Inter frequencies, respectively. In what configuration the available memory actually is being used is up to the terminal.

A terminal shall ignore a TLV object or the value of a carrier frequency which is beyond its capabilities, i.e. an FDD only terminal shall ignore the GSM related frequency information. When updating this file, the terminal shall update it with the current values available in the terminal. Updating of this file shall start from the beginning of the file. The terminal need not respect the structure of any information previously stored, i.e. an FDD only terminal may overwrite the GSM parameters stored in this file by another terminal. 

The GSM cell information constructed TLV object contains the information of the BCCH channel frequency that the terminal is currently camped on, indicated by tag '80'. The constructed TLV object also contains an indication of up to 32 neighbour BCCH carrier frequencies indicated by tag '81'. In order to store a complete set of GSM network parameters, a total of 72 bytes is required. The terminal shall convert the BCCH channel information, as specified in TS 44.018 [28], received from the network into the corresponding frequency before storing it in the USIM.

The FDD cell information constructed TLV object contains the scrambling code information for the intra frequency carrier, tag '80', and the inter frequency scrambling codes, tag '81'. The intra frequency carrier information may contain up to 32 scrambling codes (m) while there is a limitation of the number of inter frequency scrambling codes (n1, n2, n3). The number of inter frequencies that can be indicated is limited to three and the total amount of scrambling codes for the inter frequencies is limited to 32 (n1+n2+n3 <= 32), i.e. if only one inter frequency carrier is indicated, it can contain up to 32 scrambling codes. If two or more inter frequency carriers are indicated, a total of 32 scrambling codes can be provided. How the information is split between the inter frequency carriers is determined by the terminal. In order to store a complete set of FDD cell information a total of 146 bytes is required. The terminal shall convert the UARFCN information, as specified in 25.101 [33], received from the network into the corresponding frequency before storing it in the USIM.

The TDD cell information constructed TLV object has the same structure as the FDD cell information TLV object. 

NOTE:
Currently there is no inter frequency cell information required for the TDD case.

	Identifier: '6FC4'
	Structure: transparent
	Mandatory

	File size: X >= 46 bytes
	Update activity: high

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to X
	TLV object(s) containing GSM/FDD/TDD cell information
	O
	X


-
EFNETPAR Cell Information tags

	Description
	Value
	Information Element size bytes

	GSM Cell Information Tag
	'A0'
	1

	
Camping Frequency Tag 
	'80'
	1

	
Camping Frequency Information
	
	2

	
Neighbour Frequency Tag
	'81'
	1

	
Neighbour Frequency Information
	
	2*m

(8 <= m <= 32)

	FDD Cell Information Tag
	'A1'
	1

	
Intra Frequency Information Tag
	'80'
	1

	
Scrambling code Information
	
	2*m

(8 <= m <= 32)

	
Inter Frequency Information Tag
	'81'
	1

	
Scrambling code information
	
	2*(n1+n2+n3) 

(8 <= n1+n2+n3 <= 32)

	TDD Frequency information Tag
	'A2'
	1

	
Intra Frequency Information Tag
	'80'
	1

	
Cell parameters ID
	
	2*m

(8 <= m <= 32)

	
Inter Frequency Information Tag
	'81'
	1

	
Cell parameters ID
	
	2*(n1+n2+n3) 

(8 <= n1+n2+n3 <= 32)


· GSM Cell Information, if tag 'A0' is present in this EF the content of this TLV is as follows:

	Description
	Value
	M/O
	Length

	GSM Cell Information Tag
	'A0''
	M
	1

	Length 
	'4+ (2+2*m) (<=70) '
	M
	1

	Current camped cell BCCH frequency information tag
	'80'
	M
	1

	Length
	'02'
	M
	1

	Current camped BCCH frequency
	
	M
	2

	Neighbour Cell BCCH Frequency information tag
	'81'
	O
	1

	Length
	2*m (=< 32)
	O
	1

	Neighbour BCCH carrier frequencies
	
	O
	2*m

(8 <= m <= 32)


-
FDD Cell Information. If tag 'A1' is present in this EF the content of this TLV is as follows:

	Description
	Value
	M/O
	Length

	FDD Cell Information Tag
	'A1'
	M
	1

	Length 
	4+(2*m)+(4+2*n1)+(4+2*n2)+(4+2*n3) (<=144) 
	M
	1

	FDD Intra Frequency information tag
	'80'
	M
	1

	Length
	2+2*m
	M
	1

	Intra Frequency carrier frequency
	
	M
	2

	Intra Frequency scrambling codes
	
	M
	2*m

(8 <= m <= 32)

	FDD Inter Frequency information tag (see NOTE 1)
	'81'
	O
	1

	Length
	2+2*n (NOTE 2)
	O
	1

	Inter Frequency carrier frequencies
	
	O
	2

	Inter Frequency scrambling codes 
	
	O
	2*n (NOTE 2)

	NOTE 1:
This TLV object may occur up to 3 times within the constructed TLV object depending how many inter frequencies are indicated

NOTE 2:
n is in this case n1, n2 or n3, 8 <= (n1+n2+n3)<=32


-
TDD Cell Information: If tag 'A2' is present in this EF the content of this TLV is as follows:

	Description
	Value
	M/O
	Length

	TDD Cell Information Tag
	'A2'
	M
	1

	Length 
	4+(2*m)+(4+2*n1)+(4+2*n2)+(4+2*n3) (<=144) 
	M
	1

	TDD Intra Frequency information tag
	'80'
	M
	1

	Length
	2+2*m
	M
	1

	Intra Frequency carrier frequency
	
	M
	2

	Intra Frequency scrambling codes
	
	M
	2*m

(8 <= m <= 32)

	TDD Inter Frequency information tag (see NOTE 1)
	'81'
	O
	1

	Length
	2+2*n (NOTE 2)
	O
	1

	Inter Frequency carrier frequencies
	
	O
	2

	Inter Frequency scrambling codes 
	
	O
	2*n (NOTE 2)

	NOTE 1:
This TLV object may occur up to 3 times within the constructed TLV object depending how many inter frequencies are indicated

NOTE 2:
n is in this case n1, n2 or n3, 8 <= (n1+n2+n3)<=32


4.4.2.4
EFEXT1 (Extension1)

This EF contains extension data of an ADN/SSC.

Extension data is caused by:

‑
an ADN/SSC which is greater than the 20 digit capacity of the ADN/SSC Elementary File or where common digits are required to follow an ADN/SSC string of less than 20 digits. The remainder is stored in this EF as a record, which is identified by a specified identification byte inside the ADN/SSC Elementary File. The EXT1 record in this case is specified as additional data;

‑
an associated called party subaddress. The EXT1 record in this case is specified as subaddress data.

	Identifier: '4FXX'
	Structure: linear fixed
	Optional

	SFI: 'YY'
	

	Record length: 13 bytes
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Record type
	M
	1 byte

	2 to 12
	Extension data
	M
	11 bytes

	13
	Identifier
	M
	1 byte


‑
Record type.

Contents:

-
type of the record.

Coding:

	
	
	B8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Called Party Subaddress

	
	
	
	
	
	
	
	
	
	
	Additional data

	
	
	
	
	
	
	
	
	
	
	RFU


-
b3 to b8 are reserved and set to 0;

-
a bit set to 1 identifies the type of record;

-
only one type can be set;

-
'00' indicates the type "unknown" or "free".

The following example of coding means that the type of extension data is "additional data":

	
	
	B8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	

	
	
	0
	0
	0
	0
	0
	0
	1
	0


‑
Extension data.

Contents:
additional data or Called Party Subaddress depending on record type.

Coding:

Case 1, Extension1 record is additional data:

-
The first byte of the extension data gives the number of bytes of the remainder of ADN/SSC. The coding of remaining bytes is BCD, according to the coding of ADN/SSC. Unused nibbles at the end shall be set to 'F'. It is possible if the number of additional digits exceeds the capacity of the additional record to chain another record inside the EXT1 Elementary File by the identifier in byte 13. In this case byte 2 (first byte of the extension data) of all records for additional data within the same chain indicates the number of bytes ('01' to '0A') for ADN/SSC (respectively MSISDN, LND) within the same record unequal to 'FF'.

Case 2, Extension1 record is Called Party Subaddress:

-
The subaddress data contains information as defined for this purpose in TS 24.008 [9]. All information defined in TS 24.008, except the information element identifier, shall be stored in the USIM. The length of this subaddress data can be up to 22 bytes. In those cases where two extension records are needed, these records are chained by the identifier field. The extension record containing the first part of the called party subaddress points to the record which contains the second part of the subaddress.

‑
Identifier.

Contents:
identifier of the next extension record to enable storage of information longer than 11 bytes.

Coding:
record number of next record. 'FF' identifies the end of the chain.

-
Example of a chain of extension records being associated to an ADN/SSC. The extension1 record identifier (Byte 14+X) of EFADN is set to 3.
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In this example, ADN/SSC is associated to additional data (records 3 and 4) which represent the last 27 or 28 digits of the whole ADN/SSC (the first 20 digits are stored in EFADN) and a called party subaddress whose length is more than 11 bytes (records 6 and 1).

4.4.5.6
EFWRI (WLAN Reauthentication Identity)

This EF contains a list of parameters linked to a re-authentication identity to be used in fast re-authentication. Re-authentication identities and related parameters (Master Key and Counter Value) are provided as part of a previous authentication sequence. This file shall be present if service nº66 is "available" in EFUST.
	Identifier: '4F46'
	Structure: Transparent
	Optional

	SFI: ‘06’
	

	File size: n bytes (n(J+K+L+6)
	Update activity: high

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Reauthentication Identity Tag ‘80’
	M
	1 byte

	2
	Re-authentication Identity Length
	M
	1 byte

	3 to J+2
	Re-authentication Identity Value
	M
	J bytes

	J+3
	Master Key Tag ‘81’
	M
	1 byte

	J+4
	Master Key Length
	M
	1 byte

	J+5 to J+K+4
	Master Key Value
	M
	K bytes

	J+K+5
	Counter Tag ‘82’
	M
	1 byte

	J+K+6
	Counter Length
	M
	1 byte

	J+K+7 to J+K+L+6
	Counter Value
	M
	L bytes


-
Reauthentication Identity 

Contents:
-
Re-authentication identity TLV to be used as the username part of the NAI.

Coding: 
Tag ‘80’
Unsigned length on 1 byte
Value: As described for the user portion of the NAI in TS 33.234 [41]. Unused bytes shall be set to ‘FF’ and shall not be considered as a part of the value.

-
Master Key

Contents:
-
Master Key TLV.

Coding: 
Tag ‘81’
Unsigned length on 1 byte
Value: As described in TS 33.234 [41]. 

-
Counter

Contents:
-
Counter TLV

Coding: 
Tag ‘82’

Unsigned length on 1 byte
Value:  As described in TS 33.234 [41].

4.6.3.1
EFMML (Multimedia Messages List)

If service n°67 is "available", this file shall be present.

This file contains information about the MM data stored in EFMMDF. MM information are encapsulated in a BER-TLV data object. Each data object in EFMML points to a corresponding MM in EFMMDF.

	Identifier: '4F47'
	Structure: BER-TLV
	Optional

	
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
PIN


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to X
	MM Descriptor Data Object(s)
	M
	X bytes


-  MM Descriptor Data Object

The content and coding are defined below:

Coding of the MM Descriptor Data Objects

	Length
	Description
	Coding
	Status

	1 to A bytes (A ≤ 3)
	MM Descriptor Data Object tag
	As defined in TS 31.101 [11] for BER-TLV structured files
	M

	1 to B bytes (B ≤ 4)
	MM Descriptor Data Object length
	As defined in TS 31.101 [11] for BER-TLV structured files
	M

	1 byte
	MMS Implementation tag  '80'
	
	M

	1 byte
	MMS Implementation length
	
	M

	1 byte
	MMS Implementation
	See below
	M

	1 byte
	MM File Identifier / SFI tag '81'
	
	M

	1 byte
	MM File Identifier / SFI length
	
	M

	1 or 2 bytes
	MM File Identifier / SFI
	See below
	M

	1 byte
	MM Content Data Object Tag tag '82'
	
	M

	1 byte
	MM Content Data Object Tag length
	
	M

	1 to C bytes (C ≤ 3)
	MM Content Data Object Tag
	See below
	M

	1 byte
	MM Size tag '83'
	
	M

	1 byte
	MM Size length
	
	M

	1 to D bytes (D ≤ 4)
	MM Size in bytes
	See below
	M

	1 byte
	MM Status tag '84'
	
	M

	1 byte
	MM Status length
	
	M

	2 bytes
	MM Status
	See below
	M

	1 byte
	MM Alpha Identifier tag '85'
	
	M

	1 byte
	MM Alpha Identifier length
	
	M

	1 to E bytes
	MM Alpha Identifier
	See below
	M


-  MMS Implementation

Contents:

The MMS Implementation indicates the used implementation type, e.g. WAP.

Coding:

Allocation of bits:
Bit number

Parameter indicated

      1



WAP implementation of MMS

      2 to 8



Reserved for future use

Bit value

Meaning

0



Implementation not supported.
1



Implementation supported.

- MM File Identifier / SFI

Contents:

file identifier or SFI of EFMMDF which contains the actual MM message. If the length of this TLV object is equal to 1 then the content indicates the SFI of the EFMMDF, the SFI is coded on b1 to b5. Otherwise the TLV contains the file identifier. 

Coding:

according to TS 31.101 [11].

-  MM Content Data Object Tag
Contents:

tag indentifying a MM (i.e. identifying a data object) within EFMMDF.

Coding:

according to TS 31.101 [11].
-  MM Size

Contents:

size of the corresponding MM stored in EFMMDF.

Coding:
according to TS 31.101 [11].

-  MM Status

Contents:

The status bytes contain the status information of the stored Multimedia Message.

Coding:

First byte:

bit b1 indicates whether the MM has been read or not. Bit b2 indicates the MM forwarding status. Bit b3 indicates whether it is a received MM or an originated MM. Bits b4 to b8 are reserved for future use.
Second byte:

Coding of the second byte depends on whether the MM has been identified as a received MM or originated MM in the first byte:

-
Received MM coding: 
bits b1 and b2 are used to provide information on Read-reply reports. Bits b3 to b8 are reserved for future use.

-
Originated MM coding: 
bit b1 is used to provide information on Delivery-report. Bits b2 to b8 are reserved for future use.

First byte:
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	MM read, bit = 1 / MM not read, bit = 0

	
	
	
	
	
	
	
	
	
	MM forwarded, bit = 1

	
	
	
	
	
	
	
	
	
	Received MM, bit = 1 / Originated MM, bit = 0

	
	
	
	
	
	
	
	
	
	RFU, bit = 0


Second byte coding for Received MM:
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	Read-reply report requested, bit = 1

	
	
	
	
	
	
	
	
	
	Read-reply report sent, bit = 1

	
	
	
	
	
	
	
	
	
	Read-reply report created, bit = 1

	
	
	
	
	
	
	
	
	
	Delivery report requested, bit = 1

	
	
	
	
	
	
	
	
	
	Delivery report creation allowed, bit = 1

	
	
	
	
	
	
	
	
	
	RFU, bit = 0


Second byte coding for Originated MM:
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	Delivery report received, bit = 1

	
	
	
	
	
	
	
	
	
	Delivery report requested, bit = 1

	
	
	
	
	
	
	
	
	
	Read-Reply report requested, bit = 1

	
	
	
	
	
	
	
	
	
	Read-Reply report received, bit = 1

	
	
	
	
	
	
	
	
	
	MM sent, bit = 1

	
	
	
	
	
	
	
	
	
	RFU, bit = 0


-  MM Alpha Identifier

Contents:

information about the MM  to be displayed to the user (e.g. sender, subject, date etc).

Coding:
this alpha identifier shall use either:

-
the SMS default 7‑bit coded alphabet as defined in TS 23.038 [5] with bit 8 set to 0. The alpha identifier shall be left justified. Unused bytes shall be set to 'FF'; 
-
or one of the UCS2 coded options as defined in the annex of TS 31.101 [11].
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