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1. Introduction
The aim on this document is to introduce one solution to solve all key issues presented in clause 4.2.
2. Reason for Change
Introduce the first solution proposal.
3. Proposal
It is proposed to agree the following changes to 3GPP TR 31.826 v0.1.0.
New section 4.x is added to introduce Solution 1.
* * * First Change * * * *
[bookmark: _Toc108443331][bookmark: _Toc108443340]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[bookmark: definitions][1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[x]	ETSI TS 102 310: "Extensible Authentication Protocol support in the UICC".

* * * Next Change * * * *
4.2.3			EAP framework
The NSSAA is based on EAP procedure consisting in this document in:
· firstly to identify the supplicant counter-part of Authentication server in the UE
· secondly to transport the EAP messages between Authentication server and supplicant
The ME should be able to:
· retrieve from the UICC the elements (i.e. EAP ID and S-NSSAI) involved in the NSSAA procedure
· use the EAP framework implemented by the UICC to complete the NSSAA procedure
[bookmark: _Toc108443341]4.x 			Solution 1
This solution uses most of the concept defined in ETSI TS 102 310 [x] which already specifies the EAP support in the UICC.
The EAP architecture is described in clause 5.1 from ETSI TS 102 310 [x].
However ETSI TS 102 310 [x] is not fully re-usable as is in the NSSAA context linked to the below points:
· EAP clients discovery as specified in clause 5.2 from ETSI TS 102 310 [x] is EAP method oriented when NSSAA service discovery should be independent of EAP method (S-NSSAI based)
· Elementary files as specified in clause 7 from ETSI TS 102 310 [x] are not needed in NSSAA context where only EAP Identifier and S-NSSAI information are necessary
The solution consist in:
· the UICC capable of supporting one or multiple NSSAA applications handling each a dedicated NSSAA context for each independent slice
· the NSSAA application discovery is based on the identification of supported S-NSSAI by a given NSSA application and retrieval of associated EAP identifier
· the NSSAA application is responsible for handling the EAP messages exchanged with EAP authentication server for a given NSSAA session via the ME 
[bookmark: startOfAnnexes]The following clauses detail how to address the key issues from clause 4.2.
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* * * End of Changes * * * *

