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	Reason for change:
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Upon receipt of a subsequent N1/N2 Message Transfer Request (e.g. including N1 and N2 PDUs), the AMF cannot determine whether this request was issued by the newly or originally selected SMF.

This has lead to some PDU session establishment failures on the field.

The AMF should be able to know which SMF instance is requesting to send an N1 message.


	
	

	Summary of change:
	An SMF that sends an N1 PDU should indicate its NFInstanceID in the N1/N2 Message Transfer Request, in the existing nfId attribute. An SMF may also send its serviceInstanceId. 


	
	

	Consequences if not approved:
	Lack of robustness of the protocol which does not allow the AMF to identify the sender of an N1 message, which can cause PDU session establishment failures e.g. if the AMF reselects a different SMF but happens to receive late N1 PDUs from an earlier selected SMF.
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The N1N2MessageTransfer service operation is used by a NF Service Consumer to transfer N1 and/or N2 information to the UE and/or 5G-AN through the AMF in the following procedures:
-	Network triggered Service Request (see clause 4.2.3.3 of 3GPP TS 23.502 [3])
-	PDU Session establishment (see clause 4.3.2 of 3GPP TS 23.502 [3])
-	PDU Session modification (see clause 4.3.3 of 3GPP TS 23.502 [3])
-	PDU Session release (see clause 4.3.4 of TS 3GPP 23.502 [3])
-	Session continuity, service continuity and UP path management (see clause 4.3.5 of 3GPP TS 23.502 [3])
-	Inter NG-RAN node N2 based handover (see clause 4.9.1.3 of 3GPP TS 23.502 [3])
-	SMS over NAS procedures (see clause 4.13.3 of 3GPP TS 23.502 [3]
-	UE assisted and UE based positioning procedure (see clause 6.11.1 of 3GPP TS 23.273 [42])
-	Network assisted positioning procedure (see clause 6.11.2 of 3GPP TS 23.273 [42])
-	LCS Event Report, LCS Cancel Location and LCS Periodic-Triggered Invoke procedures (see clause 6.3 of 3GPP TS 23.273 [42])
-	UE configuration update procedure for transparent UE policy delivery (see clause 4.2.4.3 of 3GPP TS 23.502 [3])
-	UPF anchored Mobile Terminated Data Transport in Control Plane CIoT 5GS Optimisation (see clause 4.24.2 of 3GPP TS 23.502 [3])
-	NEF Anchored Mobile Terminated Data Transport (see clause 4.25.5 of 3GPP TS 23.502 [3])
-	System interworking procedures with EPC (see clause 4.3 in 3GPP TS 23.501 [2] and clause 4.11 in 3GPP TS 23.502 [3])
-	SMF triggered N3 data transfer establishment procedure (see clause 4.2.10.2 of 3GPP TS 23.502 [3])
-	5G-RG requested PDU Session Establishment via W-5GAN (see clause 7.3.1 of 3GPP TS 23.316 [48])
-	5G-RG or Network requested PDU Session Modification via W-5GAN (see clause 7.3.2 of 3GPP TS 23.316 [48])
-	5G-RG or Network requested PDU Session Release via W-5GAN (see clause 7.3.3 of 3GPP TS 23.316 [48])
-	FN-RG related PDU Session Establishment via W-5GAN (see clause 7.3.4 of 3GPP TS 23.316 [48])
-	CN-initiated selective deactivation of UP connection of an existing PDU Session associated with W-5GAN Access (see clause 7.3.5 of 3GPP TS 23.316 [48])
-	FN-RG or Network Requested PDU Session Modification via W-5GAN (see clause 7.3.6 of 3GPP TS 23.316 [48])
-	FN-RG or Network Requested PDU Session Release via W-5GAN (see clause 7.3.7 of 3GPP TS 23.316 [48])
-	Non-5G capable device behind 5G-CRG and FN-CRG requested PDU Session Establishment via W-5GAN (see clause 4.10a of 3GPP TS 23.316 [48])
-	Non-5G capable device behind 5G-CRG and FN-CRG or Network Requested PDU Session Modification via W-5GAN (see clause 4.10a of 3GPP TS 23.316 [48])
-	Non-5G capable device behind 5G-CRG and FN-CRG or Network Requested PDU Session Release via W-5GAN (see clause 4.10a of 3GPP TS 23.316 [48])
-	Handover procedures between 3GPP access / 5GC and W-5GAN access (see clause 7.6.3 of 3GPP TS 23.316 [48])
-	Handover from 3GPP access / EPS to W-5GAN / 5GC (see clause 7.6.4.1 of 3GPP TS 23.316 [48])

NOTE:	Though in 3GPP TS 23.502 [3] the procedure is called "UE configuration update procedure for transparent UE policy delivery", as per 3GPP TS 24.501 [11] clause 5.4.5.3.1, the network initiated NAS transport procedure is used.
The NF Service Consumer shall invoke the service operation by using HTTP method POST, to request the AMF to transfer N1 and/or N2 information for a UE and/or 5G-AN, with the URI of "N1 N2 Messages Collection" resource (see clause 6.1.3.5.3.1).
The NF Service Consumer may include the following information in the HTTP Request message body:
-	SUPI
-	PDU Session ID or LCS Correlation ID depending on the N1/N2 message class to be transferred
-	N2 SM Information (PDU Session ID, QoS profile, CN N3 Tunnel Info, S-NSSAI)
-	N1 Message Container, including a N1 SM, LPP message, LCS message, SMS, UPDP message
-	N2 Information Container, including N2 SM, NRPPa message, PWS or RAN related information
-	Mobile Terminated Data (i.e. CIoT user data container)
-	Allocation and Retention Priority (ARP)
-	Paging Policy Indication
-	5QI
-	Notification URL (used for receiving Paging Failure Indication)
-	Last Message Indication
-	NF Instance Identifier and optionally Service Instance Identifier of the NF Service Consumer (e.g. an LMF or SMF)
-	N1 SM Skipping Indication
-	Area of Validity for N2 SM Information
-	A MA PDU Session Accepted indication, if a MA-PDU session is established;
-	Extended Buffering Support Indication, if SMF determines that Extended Buffering applies during Network triggered Service Request Procedure (see clause 4.2.3.3 of 3GPP TS 23.502 [3]), UPF anchored Mobile Terminated Data Transport in Control Plane CIoT 5GS Optimisation procedure (see clause 4.24.2 of 3GPP TS 23.502 [3]) or NEF Anchored Mobile Terminated Data Transport (see clause 4.25.5 of 3GPP TS 23.502 [3]);
-	Target Access type towards which the SMF requests to send N2 information and optionally N1 information, for a Multi-Access (MA) PDU session, or through which the LMF requests to transfer an LPP message to the UE.



Figure 5.2.2.3.1.1-1 N1N2MessageTransfer for UE related signalling
1.	The NF Service Consumer shall send a POST request to transfer N1 and N2 information. The NF Service Consumer may include a N1N2MessageTransfer Notification URI to AMF in the request message.
2a.	On success, i.e. if the request is accepted and the AMF is able to transfer the N1/N2 message to the UE and/or the AN, the AMF shall respond with a "200 OK" status code. The AMF shall set the cause IE in the N1N2MessageTransferRspData as "N1_N2_TRANSFER_INITIATED" in this case.
2b. On failure or redirection, one of the HTTP status code listed in Table 6.1.3.5.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a N1N2MessageTransferError structure, including:
-	a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.5.3.1-3;
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Table 6.1.6.2.17-1: Definition of type N1MessageContainer
	Attribute name
	Data type
	P
	Cardinality
	Description

	n1MessageClass
	N1MessageClass
	M
	1
	This IE shall contain the N1 message class for the message content specified in n1MessageContent.

	n1MessageContent
	RefToBinaryData
	M
	1
	This IE shall reference the N1 message binary data corresponding to the n1MessageClass. See 3GPP TS 24.501 [11]. See clause 6.1.6.4.2.

	nfId
	NfInstanceId
	C
	0..1
	This IE shall be present when the n1MessageClass IE is set to "LPP" or "LCS". It should be present when the n1MessageClass IE is set to "SM". It may be present otherwise.
When present, this IE shall carry the identifier of the Network Function (e.g. LMF or SMF) instance sending or receiving the LPP or LCS N1 datamessage.

	serviceInstanceId
	string
	O
	0..1
	When present, this IE shall carry the Service Instance Identifier of the Service Instance (e.g. LMF) sending or receiving the LPP or LCS dataN1 message.
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