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	Reason for change:
	The AMF cannot determine whether the reason for an error returned during a PDU session establishment or a scenario with I-SMF (or V-SMF) insertion is due to the I-SMF/V-SMF or the SMF/H-SMF, which prevents the AMF to support appropriate error handling e.g. wrt (I/V-)SMF reselection.  

Examples: An 500 Internal Server Error with the cause
INSUFFICIENT_RESOURCES, 
SYSTEM_FAILURE, 
NF_FAILOVER, 
NF_SERVICE_FAILOVER or 
NF_CONGESTION 
may be generated by the I-SMF/V-SMF or the SMF/H-SMF and could result in the AMF reselecting an I-SMF/V-SMF or SMF/H-SMF.
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This discussion is similar to indirect communication scenarios, for which eror handling has been specified in clause 6.10.8 of TS 29.500.

It is proposed to adopt the same principles for error handling of PDU sessions with an I-SMF or V-SMF, i.e. rely on the Server header and the Via header to determine from which SMF the error is generated.


	
	

	Summary of change:
	Server and Via headers are used to identify the SMF that originates and forwards an error respectively.


	
	

	Consequences if not approved:
	The AMF cannot determine the originator of the error for a PDU session with an I-SMF/V-SMF, which prevents proper error handing e.g. SMF reselection. 
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HTTP error handling shall be supported as specified in clause 5.2.4 of 3GPP TS 29.500 [4].
The Cause codes mapping performed by AMF between the following HTTP responses returned by the SMF services to the AMF and the 5GMM related values is specified in clause 4.3.2 of 3GPP TS 29.524 [34].
The following principles shall also apply to enable the AMF to figure out whether a request (e.g. PDU session establishment request) fails at the V-SMF/I-SMF or at the H-SMF/SMF for a HR PDU session or a PDU session with an I-SMF: 
-	any SMF that generates an error should include a Server header in the HTTP error response with the "SMF" NF type and with its NF Instance ID, along similar principles as those specified in clause 6.10.8.2 of 3GPP TS 29.500 [4] for error handling of indirect communication; 
-	a V-SMF/I-SMF that forwards an HTTP error response shall include a Via header in the HTTP error response with the "SMF" NF type and with its NF Instance ID, along similar principles as those specified in clause 6.10.8.3 of 3GPP TS 29.500 [4] for error handling of indirect communication. 
The presence of a Server header set to the NF Instance ID of any SMF in an HTTP error response shall be an indication for the AMF that this SMF is the originator of the error. 
The presence of a Via header set to the V-SMF/I-SMF NF Instance ID in an HTTP error response shall be an indication for the AMF that the V-SMF/I-SMF is not the originator of the error. 
EXAMPLE 1: Server header for an generated by a V-SMF/I-SMF or H-SMF/SMF: 
Server: SMF-54804518-4191-46b3-955c-ac631f953ed8
EXAMPLE 2: Via header for an errror forwarded by a V-SMF/I-SMF: 
Via: SMF-54804518-4191-46b3-955c-ac631f953ed8

* * * End of Changes * * * *
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NF_ FAILOVER  500 Internal Server  Error  The request is rejected due to the  unavailability of the NF, and the requester  may trigger an immediate re - selection of an  alternative NF based on this information.   The SCP may also use it, as indication for  re - selection.   

 


