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	Reason for change:
	Clause 6.3.1 of TS 23.501 specifies: 

In the case of Indirect Communication with Delegated Discovery, the SCP will discover and select a suitable NF instance and NF service instance based on discovery and selection parameters provided by the requester NF and optional interaction with the NRF. The NRF to be used may be provided by the NF consumer as part of the discovery parameters, e.g. as a result of a NSSF query. The SCP may use the information from a valid cached discovery result for subsequent selections (i.e. the SCP does not need to trigger a new NF discovery procedure to perform the selection).
This enables the AMF to convey the NRF URI addresses, e.g. provided by the NSSF, to the SCP to ensure that the SCP sends NF Discovery requests, NF status change subscriptions and/or Access Token Requests to the correct NRF. 

There are no existing query parameters defined in the NRF APIs for the above. Besides, the information about the NRF APIs URIs is not needed by the NRF itself, but by the SCP to select the right NRF. 


	
	

	Summary of change:
	A new header is defined to convey the NRF to be used by the SCP in indirect communication.


	
	

	Consequences if not approved:
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[bookmark: _Toc20129598][bookmark: _Toc27584225]* * * First Change * * * *
[bookmark: _Toc19708938][bookmark: _Toc35969911][bookmark: _Toc36050705][bookmark: _Toc44847417][bookmark: _Toc24986306][bookmark: _Toc34205734][bookmark: _Toc39061918][bookmark: _Toc43277160][bookmark: _Toc45061017][bookmark: _Toc24986321][bookmark: _Toc34205749][bookmark: _Toc39061933][bookmark: _Toc43277175][bookmark: _Toc45061032][bookmark: _Toc24937657][bookmark: _Toc33962472][bookmark: _Toc42883234][bookmark: _Toc45029764][bookmark: _Toc24937658][bookmark: _Toc33962473][bookmark: _Toc42883235][bookmark: _Toc45029765]5.2.3.2.1	General
The 3GPP NF Services shall support the HTTP custom headers specified in Table 5.2.3.2.1-1 below. A description of each custom header and the normative requirements on when to include them are also provided in Table 5.2.3.2-1.
Table 5.2.3.2.1-1: Mandatory HTTP custom headers
	Name
	Reference
	Description

	3gpp-Sbi-Message-Priority
	Clause 5.2.3.2.2
	This header is used to specify the HTTP/2 message priority for 3GPP service based interfaces. This header shall be included in HTTP/2 messages when a priority for the message needs to be conveyed (e.g HTTP/2 messages related to Multimedia Priority Sessions).

	3gpp-Sbi-Callback
	Clause 5.2.3.2.3
	This header is used to indicate if a HTTP/2 message is a callback (e.g notification).
This header shall be included in HTTP POST messages for callbacks towards NF service consumer(s) in another PLMN via the SEPP (See 3GPP TS 29.573 [27]).
This header shall also be included in HTTP POST messages for callbacks in indirect communication (See clause 6.10.7).

	3gpp-Sbi-Target-apiRoot
	Clause 5.2.3.2.4
	This header is used by an HTTP client to indicate the apiRoot of the target URI when communicating indirectly with the HTTP server via an SCP.
This header may also be used by an HTTP client to indicate the apiRoot of the target URI towards HTTP server in another PLMN via the SEPP, when TLS is used between the SEPPs.

	3gpp-Sbi-Routing-Binding
	Clause 5.2.3.2.5
	This header is used in a service request to signal binding information to direct the service request to an HTTP server which has the targeted NF Service Resource context (see clause 6.12).

	3gpp-Sbi-Binding
	Clause 5.2.3.2.6
	This header is used to signal binding information related to an NF Service Resource to a future consumer (HTTP client) of that resource (see clause 6.12).

	3gpp-Sbi-Discovery-*
	Clause 5.2.3.2.7
	Headers beginning with the prefix 3gpp-Sbi-Discovery- are used in indirect communication mode for discovery and selection of a suitable producer by the SCP. Such headers may be included in any SBI message and include information allowing an SCP to find a suitable producer as per the consumer's included delegated discovery parameters.

	3gpp-Sbi-Producer-Id
	Clause 5.2.3.2.8
	This header is used in a service response from the SCP to the NF Service Consumer, when using indirect communication with delegated discovery and the NF Service Producer does not return a binding indication in a service response creating a resource. See clause 6.10.3.4. 

	3gpp-Sbi-Oci
	Clause 5.2.3.2.9
	This header may be used by an overloaded NF Service Producer in a service response, or in a notification request to signal Overload Control Information (OCI) to the NF Service Consumer.
This header may also be used by an overloaded NF Service Consumer in a notification response or in a service request to signal Overload Control Information (OCI) to the NF Service Producer.

	3gpp-Sbi-Lci
	Clause 5.2.3.2.10
	This header may be used by a NF Service Producer to send Load Control Information (LCI) to the NF Service Consumer.

	3gpp-Sbi-Client-Credentials
	Clause 5.2.3.2.11
	This header may be used by an NF Service Consumer to send Client Credentials Assertion to the NRF or to the NF Service Producer. See clause 6.7.5.

	3gpp-Sbi-Nrf-Uri
	Clause 5.2.3.2.x
	This header may be used to indicate the NRF API URIs to be used for a given service request, e.g. in indirect communication with delegated discovery as a result of an NSSF query. 




* * * Next Change * * * *
[bookmark: _Toc44847426][bookmark: _Toc24986471][bookmark: _Toc34205902][bookmark: _Toc39062086][bookmark: _Toc43277328][bookmark: _Toc45061185]5.2.3.2.x	3gpp-Sbi-Nrf-Uri
The header contains a list of NRF API URIs. See clauses 6.10.3.2 and 6.10.5.1.
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
3gpp-Sbi-Nrf-Uri= "3gpp-Sbi-Nrf-Uri" ":" parameter *( OWS ";" parameter)
parameter = parametername ":" RWS parametervalue
parametername  = "nnrf-disc" / "nnrf-nfm" / "nnrf-oauth2" / token
NOTE:	token is defined for future extensibility.
parametervalue = DQUOTE URI DQUOTE
URI shall comply with the URI definition in IETF RFC 3986 [14].
EXAMPLE:	Header with NRF NF Discovery, NF Management and Access Token API URIs:
3gpp-Sbi-Nrf-Uri: nnrf-disc: "https://nrf1.operator.com/nnrf-disc/v1/"; nnrf-nfm: "https://nrf1.operator.com/nnrf-nfm/v1/"; nnrf-oauth2: "https://nrf1.operator.com//oauth2/"

* * * Next Change * * * *
[bookmark: _Toc27745105][bookmark: _Toc29803257][bookmark: _Toc35970047][bookmark: _Toc36050841][bookmark: _Toc44847560]6.10.3.2	Conveyance of NF Discovery Factors
When the NF service consumer is configured to use delegated service discovery, it shall include in the HTTP/2 request message the necessary NF service discovery factors to be used by the SCP to perform NF service discovery procedures on behalf of the NF service consumer. The latter shall convey these NF service discovery factors using the"3gpp-Sbi-Discovery-*" request headers. How to set the values of these "3gpp-Sbi-Discovery-*" request headers is detailed in clause 5.2.3.2.7. The NF service consumer may indicate the NRF to use, e.g. as a result of an NSSF query, by including the 3gpp-Sbi-Nrf-Uri header with the NRF API URIs.
Based on SCP configuration, an SCP deciding to address a next-hop SCP for a service request may delegate the NF instance and/or service instance discovery and selection to subsequent SCPs, in which case it shall forward the "3gpp-Sbi-Discovery-*" request headers to the next-hop SCP.
When receiving from the NF service consumer a service request containing "3gpp-Sbi-Discovery-*" request headers, and the SCP is to invoke NF service discovery towards the NRF to fulfil this task, then it shall take into account all the NF service discovery factors contained in the "3gpp-Sbi-Discovery-*" request headers. The SCP should use the NRF indicated in the 3gpp-Sbi-Nrf-Uri header if this header is present in the request. It is also possible for the SCP to be internally configured to fulfil these service discovery tasks without interacting with the NRF.
If the service request contains "3gpp-Sbi-Discovery-*" request header(s) that are not supported by the SCP, the latter should include the corresponding query parameters in the discovery request to the NRF. Based on operator policy, the SCP may alternatively reject the request and return a response with the status code "400 Bad Request" to the NF service consumer with an "INVALID_DISCOVERY_PARAM" error.

* * * Next Change * * * *
[bookmark: _Toc35970051][bookmark: _Toc36050845][bookmark: _Toc44847563]6.10.5	NF / NF service instance selection for Indirect Communication without Delegated Discovery
[bookmark: _Toc19709024][bookmark: _Toc27745110][bookmark: _Toc29803262][bookmark: _Toc35970052][bookmark: _Toc36050846][bookmark: _Toc44847564]6.10.5.1	General
For Indirect Communication without Delegated Discovery, the NF Service Consumer performs the discovery procedure by querying the NRF and the selection of a NF (Service) Set or a specific NF (service) instance . The selection of the target NF service instance may hence be done either by the NF Service Consumer or the SCP (e.g. based on NF (Service) Set information received from the NF Service Consumer).
The NF Service Consumer shall send its request to the SCP containing:
-	the 3gpp-Sbi-Target-apiRoot header set to the apiRoot of the selected NF service instance, if the SCP is known to the NF Service Consumer and if the NF Service Consumer has selected a specific NF service instance;
-	the identity of the selected NF (Service) Set in the associated "3gpp-Sbi-Discovery-*" request header(s) (see clause 6.10.3.2), if the NF Service Consumer has selected a target NF (Service) Set ID. 
The NF service consumer may indicate the NRF to use, e.g. as a result of an NSSF query, by including the 3gpp-Sbi-Nrf-Uri header with the NRF API URIs.
If the request does not include the apiRoot of a selected NF service instance, or if the SCP needs to reselect a different NF service instance, the SCP shall select an NF service instance using the NF (Service) Set ID received in the corresponding "3gpp-Sbi-Discovery-*" request header(s), if available. If the SCP is to invoke NF service discovery towards the NRF to fulfil this task, the SCP should use the NRF indicated in the 3gpp-Sbi-Nrf-Uri header if this header is present in the request.
The SCP shall then route the request to the selected NF service instance of the target NF service producer.


* * * End of Changes * * * *

