

	
3GPP TSG-CT WG4 Meeting #99e	C4-204119
E-Meeting, 18th – 28th August 2020
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	29.531
	CR
	0075 
	rev
	<Rev#>
	Current version:
	16.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Feature negotiation for NSSAA at AMF re-allocation

	
	

	Source to WG:
	NEC

	Source to TSG:
	CT4

	
	

	Work item code:
	eNS
	
	Date:
	2020-8-11

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16 

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	When the UE has indiacted the support of NSSAA and AMF re-allocation is occurred, the target AMF Set or the list of candidate AMF(s) should be the ones supporting NSSAA. 

	
	

	Summary of change:
	Nnssf_NSSelection service (query parameter) defines "NSSAA" as for feature negation.

	
	

	Consequences if not approved:
	If not, NSSAA will not be provieded under re-allocated AMF.

	
	

	Clauses affected:
	6.1.6.2.2, 6.1.8

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	


Page 1



***** Next change *****
[bookmark: _Toc20142320][bookmark: _Toc34217266][bookmark: _Toc34217418][bookmark: _Toc39051781][bookmark: _Toc43210353][bookmark: _Toc45060879]6.1.6.2.2	Type: AuthorizedNetworkSliceInfo
Table 6.1.6.2.2-1: Definition of type AuthorizedNetworkSliceInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	allowedNssaiList
	array(AllowedNssai)
	C
	1..N
	This IE shall be included if:
-	the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s); or
-	the "requestMapping" flag in the corresponding request was set to "true".

When present, this IE shall contain the allowed S-NSSAI(s) authorized by the NSSF in the serving PLMN per access type.
	

	configuredNssai
	array(ConfiguredSnssai)
	C
	1..N
	This IE shall be included if:

-	the NSSF did not receive any Requested NSSAI; or
-	the Requested NSSAI includes an S-NSSAI that is not valid in the Serving PLMN; or
-	the NSSF has received "defaultConfiguredSnssaiInd" set to "true".

When present, this IE shall contain the configured S-NSSAI(s) authorized by the NSSF in the serving PLMN.
	

	targetAmfSet
	string
	O
	0..1
	This IE may be included by the NSSF based on configuration and if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the target AMF set which shall be constructed from PLMN-ID (i.e. three decimal digits MCC and two or three decimal digits MNC), AMF Region Id (8 bit), and AMF Set Id (10 bit).

This IE shall not be included if the "requestMapping" IE was included in the request message and was set to "true".
Pattern: '^[0-9]{3}-[0-9]{2-3}-[A-Fa-f0-9]{2}-[0-3][A-Fa-f0-9]{2}$'
(NOTE)
	Nssaa

	candidateAmfList
	array(NfInstanceId)
	O
	1..N
	This IE may be included by the NSSF based on configuration and if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the list of candidate AMF(s).

This IE shall not be included if the "requestMapping" IE was included in the request message and was set to "true".
	Nssaa

	rejectedNssaiInPlmn
	array(Snssai)
	O
	1..N
	This IE may be included by the NSSF if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the rejected NSSAI in the PLMN.
	

	rejectedNssaiInTa
	array(Snssai)
	O
	1..N
	This IE may be included by the NSSF if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the rejected NSSAI in the current TA.
	

	nsiInformation
	NsiInformation
	C
	0..1
	This IE shall be included by the NSSF if the NSSF received the S-NSSAI. (i.e. during PDU session establishment procedure)

This IE shall not be included if the "requestMapping" IE was included in the request message and was set to "true".
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.1.8 is supported
	

	nrfAmfSet
	Uri
	O
	0..1
	This IE may be included by the NSSF based on configuration and if the target AMF Set is included.
When present, this IE shall contain the API URI of the NRF NFDiscovery Service (see clause 6.2.1 of 3GPP TS 29.510 [13]) to be used to determine the list of candidate AMF(s) from the AMF Set.

	

	nrfAmfSetNfMgtUri
	Uri
	C
	0..1
	This IE should be present if the nrfAmfSet is present. When present, it shall contain the API URI of the NRF NFManagement Service (see clause 6.1.1 of 3GPP TS 29.510 [13]). 
	

	nrfAmfSetAccessTokenUri
	Uri
	O
	0..1
	When present, this IE shall contain the API URI of the NRF Access Token Service (see clause 6.3.2 of 3GPP TS 29.510 [13]).
	

	targetAmfServiceSet
	NfServiceSetId
	O
	0..1
	When present, this IE shall contain the target AMF service set. (NOTE)
	

	NOTE:	The NF Service Consumer uses the PLMN ID, AMF Region, AMF Set and AMF Service Set to perform a NF Discovery to the NRF.  
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[bookmark: _Toc20142341][bookmark: _Toc34217287][bookmark: _Toc34217439][bookmark: _Toc39051802][bookmark: _Toc43210374][bookmark: _Toc45060900]6.1.8	Feature negotiation
The feature negotiation mechanism specified in clause 6.6 of 3GPP TS 29.500 [4] shall be used to negotiate the optional features applicable between the NSSF and the NF Service Consumer, for the Nnssf_NSSelection service, if any.
The NF Service Consumer shall indicate the optional features it supports for the Nnssf_NSSelection service, if any, by including the supportedFeatures attribute in the HTTP POST request when requesting the NSSF to provide the allowed NSSAI information.
The NSSF shall determine the supported features for the requested network slice information resource as specified in clause 6.6 of 3GPP TS 29.500 [4] and shall indicate the supported features by including the supportedFeatures attribute in the allowed NSSAI information it returns in the HTTP response.
The syntax of the supportedFeatures attribute is defined in clause 5.2.2 of 3GPP TS 29.571 [7].
The following features are defined for the Nnssf_NSSelection service.
Table 6.1.8-1: Features of supportedFeatures attribute used by Nnssf_NSSelection service
	Feature Number
	Feature
	M/O
	Description

	1
	Nssaa
	O
	
 When a NF consumer detects the UE support Network Slice-Specific Authentication and Authorization feature, it indicates an Nssaa flag requesting the target AMF Set or the list of candidate AMF(s) supporting Network Slice-Specific Authentication and Authorization feature. The NSSF shall, if any, responds with the target AMF Set or the list of candidate AMF(s) supporting Network Slice-Specific Authentication and Authorization feature.  

	Feature number: The order number of the feature within the supportedFeatures attribute (starting with 1).
Feature: A short name that can be used to refer to the bit and to the feature.
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O").
Description: A clear textual description of the feature.



