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**1. Overall Description:**

During the implementation of stage 3 NSSAA procedures, CT4 has observed that there is inconsistency in stage 2 specification on where the AAA-S address comes: In step 4 of clause 4.2.9.2, it mentions "*The AMF sends the EAP Identity Response to the AUSF in a Nausf\_NSSAA\_Authenticate Request (EAP Identity Response, AAA-S address, GPSI, S-NSSAI).*", but in step4 of Figure 4.2.9.2-1 the AAA-S address is not included.

Therefore CT4 would like to ask SA2 and SA3 to clarify the following questions:

1. Whether the AAA-S address is conveyed by AMF to the AUSF/NSSAAF in Nausf\_NSSAA\_Authenticate Request message?
2. In clause 5.15.3 of 23.501, there is the text "*the indication whether the S-NSSAI is subject to Network Slice-Specific Authentication and Authorization and associated AAA Server Address*", does it imply that the AAA-S address is stored in UDM/UDR and AMF gets the *associated AAA Server Address* from the UDM/UDR? Or is there any other mechanism to get the *associated AAA Server Address?*

**2. Actions:**

**To SA WG2 group.**

**ACTION:** CT4 kindly requests SA2 and SA3 to clarify the above questions.

**3. Date of Next CT4 Meetings:**
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