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	Reason for change:
	The general rule to handle unknown attributes on a given API is that the receiver would ignore them as long as they are optional, and the overal JSON document is compliant to the schema.

However, this implies that the UDR of a given "Vendor A" cannot be used to store Vendor-Specific Attributes (VSAs) by a certain NF from another "Vendor B", with the expectation that these VSAs would be available later on by the same NF that stored them, or from a different NF from the same "Vendor B".

This limitation defeats the purpose of having VSAs, and the issue was also identified by similar scenarios related to the registration and discovery in NRF of NF Profiles containing VSAs.

It is proposed, therefore, to address the issue in the same way as it was done for NRF, and require the UDR to store VSAs when creating or updating resources, and make those VSAs available later on when these resources are read by other NFs.


	
	

	Summary of change:
	- Include a paragraph in the clauses related to creation and update of resources, and subscribe/notify to changes on resources in UDR, and require to handle VSAs, even when they are not known to UDR.

- Minor editorial corrections on clauses 5.2.1.1, 5.2.1.2 and 5.2.2.2.3.
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* * * First Change * * * *
[bookmark: _Toc20120526][bookmark: _Toc21623404][bookmark: _Toc27587099][bookmark: _Toc20120533][bookmark: _Toc21623411][bookmark: _Toc27587106][bookmark: _Toc20120534][bookmark: _Toc21623412][bookmark: _Toc27587107][bookmark: _Toc11341765]5.2.1.1 	Service and operation description
The UDR is acting as NF Service Producer. It provides Unified Data Repository service to the NF service consumer. The NF Service Consumers are the UDM, PCF and NEF.
For the Nudr_DataRepository service, the following service operations are defined:
-	Query
-	Create
-	Delete
-	Update
-	Subscribe
-	Unsubscribe
-	Notify
This service allows NF service consumers to retrieve, create, update, modify and delete data stored in the UDR.
This service allows the NF service consumers to subscribe/unsubscribe the data change notification and to be notified of the data change.

[bookmark: _Toc20120527][bookmark: _Toc21623405][bookmark: _Toc27587100]* * * Next Change * * * *
5.2.1.2 	Service operation and data access authorization
UDR provides one Nudr_DataRepository service to all of the NF consumers, while different types of data may have different data access authorizations, the UDR shall be able to have the authorization management mechanism to guarantee the safety of data access.
And the information in the Nudr_DataRepository service operation should be able to identify the NF type of the consumer and the service operation type or name, and to indicate the requested data information including the data set and data subset, and the resource/data identifier. All HTTP methods for the service operation shall include the information in the appropriate place of the HTTP message.
If there is an illegal service operation or data access request initiated by a NF consumer, the service failure response should be returned through the Nudr interface with an explicit cause value.

* * * Next Change * * * *
5.2.2.2.3	Retrieval of subset of a resource
When a resource has multiple attributes, it is allowed for the NFs to retrieve a subset of the attributes. When the attribute is of type map, it is allowed for the NFs to retrieve individual member(s) of that map. For retrieval of subset of a resource, a new query parameter "fields" is defined to carry the identities of the attributes to be retrieved. The definition of "fields" query parameter is:
1)	"fields" query parameter is of type array; and
2)	each element of the array is of type string encoded as a JSON pointer as defined IETF RFC 6901 [9].
NOTE:	identifying an individual element in the array is supported by JSON pointer, however it is not recommended to use this feature if the client is not exactly aware of the order of the members in the array.
If retrieval of subset of a particular resource is supported, then all the attributes of the corresponding data type of that resource shall be optional or conditional.
EXAMPLE 1:
Given the following representation of ExResource:
{
  "lv1Attr1": "value1",
  "lv1Attr2": "value2",
  "lv1Attr3": {
    "lv2Attr1": "value3",
    "lv2Attr2": "value4"
  }
}

To retrieve "lv1Attr1" and "lv2Attr2", the NF sends the following request:
GET /ExResource?fields=/lv1Attr1, /lv1Attr3/lv2Attr2

Upon success, the UDR then returns the following representation:
{
  "lv1Attr1": "value1",
  "lv1Attr3": {
    "lv2Attr2": "value4"
  }
}

EXAMPLE 2:
Given the following representation of ExResource:
{
  "Attr1": "value1",
  "Attr2": "value2",
  "AttrMap": {
    "Key1": {ExObject1 ... },
    "Key2": {ExObject2 ... }
  }
}

To retrieve "Attr1" and the second member of "AttrMap ", the NF sends the following request:
GET /ExResource?fields=/Attr1, /AttrMap/Key2

Upon success, the UDR then returns the following representation:
{
  "Attr1": "value1",
  "AttrMap": {
    "Key2": {ExObject2 ... }
  }
}


* * * Next Change * * * *
5.2.2.3	Create
[bookmark: _Toc20120535][bookmark: _Toc21623413][bookmark: _Toc27587108]5.2.2.3.1	General
The Create service operation is used by the NF service consumer (e.g. NEF) to create the data into the UDR.
The following procedures using the Create service operation are supported:
-	Data creation using PUT
-	Data creation using POST
The UDR should accept Vendor-Specific attributes (see 3GPP TS 29.500 [7], clause 6.6.3) received in the payload of the PUT or POST requests, as long as the payload content complies with the specified schema of the operation request body, and store them along with the rest of the resource attributes, even if they are unknown to the UDR; also, the UDR shall return these stored Vendor-Specific attributes in subsequent "query" operations (see clause 5.2.2.2) on the created resource. 
NOTE 1:	The operator can enforce more strict constraints and requirements on the size and structure of the Vendor-Specific attributes than those described in 3GPP TS 29.501 [8], clause 6.
NOTE 2:	The internal structure of the Vendor-Specific attributes does not need to be understood, or checked, by the UDR (other than potentially checking that its content is a valid JSON value).
[bookmark: _GoBack]NOTE 3:	The operator, for a given deployment, can enforce which Vendor-IDs should be allowed to store Vendor-Specific attributes in the UDR.


[bookmark: _Toc11341772]* * * Next Change * * * *
[bookmark: _Toc20120541][bookmark: _Toc21623419][bookmark: _Toc27587114]5.2.2.5	Update
[bookmark: _Toc20120542][bookmark: _Toc21623420][bookmark: _Toc27587115]5.2.2.5.1	General
The Update service operation is used by the NF service consumer (e.g. UDM, PCF or NEF) to update the data stored in the UDR.
The following procedures using the Update service operation are supported:
-	Data Update using PATCH
-	Data Update using PUT
HTTP PATCH method shall be used to add/create, delete or modify part of the value(s) in the data record (e.g. a specific data or a group of data in one data subset). HTTP PUT method shall be used to replace a complete data record.
The UDR should accept Vendor-Specific attributes (see 3GPP TS 29.500 [7], clause 6.6.3) received in the payload of the PATCH request (as part of the set of modification instructions on the resource) or PUT request (as a complete replacement of the resource) and store the result along with the rest of the resource attributes, even if they are unknown to the UDR; also, the UDR shall return these stored Vendor-Specific attributes in subsequent "query" operations (see clause 5.2.2.2) on the updated resource.



[bookmark: _Toc20120545][bookmark: _Toc21623423][bookmark: _Toc27587118]* * * Next Change * * * *
5.2.2.6	Subscribe
[bookmark: _Toc20120546][bookmark: _Toc21623424][bookmark: _Toc27587119]5.2.2.6.1	General
The Subscribe service operation is used for the NF service consumer to explicitly subscribe to the data change notification from the UDR.
Permanent Subscription Data i.e. sub-resources of the ProvisionedData resource (see 3GPP TS 29.505 [2]) can be modified only by means of provisioning at the UDR and may be (as a deployment option) implicitly subscribed by the UDM as described in 3GPP TS 29.501 [8] clause 4.6.2.2.1. If so and when a data modification of permanent subscription data occurs by means of provisioning and there is the need to notify at least one serving node (e.g. AMF, SMF, SMSF), the UDR shall select one of the suitable and available UDMs (as discovered via the NRF) and send a notification using the callback URI provided by the NRF during UDM discovery.
An NF may subscribe to data change notifications from the UDR for a resource (URI) whose representation contains Vendor-Specific attributes, potentially unknown to the UDR. In that case, upon a data change of a Vendor-Specific attribute, the UDR shall send notification to the subscribed NFs including the new value of the Vendor-Specific attribute.
NOTE:	When the UDR notifies about a data change in a given Vendor-Specific attribute, it can handle such attribute as an atomic Information Element (i.e. to send the new value of the whole attribute, rather than specifying which elements inside the attribute have changed).



* * * End of Changes * * * 
