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[bookmark: _Toc9417353]Foreword
This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, certain modal verbs have the following meanings:
shall		indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
NOTE 1:	The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
NOTE 2:	The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should		indicates a recommendation to do something
should not	indicates a recommendation not to do something
may		indicates permission to do something
need not	indicates permission not to do something
NOTE 3:	The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can		indicates that something is possible
cannot		indicates that something is impossible
NOTE 4:	The constructions "can" and "cannot" shall not to be used as substitutes for "may" and "need not".
will		indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not		indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
NOTE 5:	The constructions "is" and "is not" do not indicate requirements.
[bookmark: _Toc9417354]Introduction
This clause is optional. If it exists, it is always the second unnumbered clause.
[bookmark: _Toc9417355]
1	Scope
The present document defines the Stage 2 architecture, procedures, flows and Network Function Services for User Data Interworking, Coexistence and Migration within the 5G System.
[bookmark: _Toc9417356]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.002: "Network Architecture".
[4]	3GPP TS 23.380: "IMS Restoration Procedures".
[5]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[6]	3GPP TS 33.501: "Security Architecture and Procedures for 5G System".
[bookmark: _Toc9417357]3	Definitions of terms, symbols and abbreviations
This clause and its three subclauses are mandatory. The contents shall be shown as "void" if the TS/TR does not define any terms, symbols, or abbreviations.
[bookmark: _Toc9417358]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Definition format (Normal)
<defined term>: <definition>.
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc9417359]3.2	Symbols
For the purposes of the present document, the following symbols apply:
Symbol format (EW)
<symbol>	<Explanation>

[bookmark: _Toc9417360]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GS UDR	5G Unified Data Repository
EPS UDR	EPS User Data Repository

[bookmark: _Toc9417361]4	System procedures
This clause shall describe procedures and Network Function services by end to-end information flows involving communication between HSS and UDM/UDR.
[bookmark: _Toc9417362]4.1	General
Figure 4.1-1 shows the reference architecture for direct UDM-HSS interworking.


Figure 4.1: Architecture for Direct UDM-HSS interworking
For a list of other SBA interfaces see 3GPP TS 23.501 [2].
For a list of Non-SBA interfaces and Network Nodes interfacing the HSS see 3GPP TS 23.002 [3].
The 5GS-UDR (Unified Data Repository) and EPS-UDR (User Data Repository) may be colocated, forming a common repository.
The HSS shall make use of Nudm services as described in subclause 5.2.
The UDM shall make use of Nhss services and Nudr services as described is subclauses 5.1 and 5.3.
[bookmark: _Toc3819400][bookmark: _Toc9417363]4.2	Authentication
[bookmark: _Toc9417364]4.2.1	General
A subscriber's authentication vectors shall be calculated in one single place in the system which is either the UDM/ARPF or the HSS. For a 5G subscriber without EPS subscription this shall be the UDM/ARPF; for an EPS subscriber without 5GS subscription this shall be the HSS. For subscribers with both 5G and EPS subscription two alternative options have been identified: Vector calculation in the UDM/ARPF and vector calculation in the HSS. Subscription data stored in the 5GS-UDR and EPS-UDR indicates which option is to be used for a given subscriber.
A subscriber's authentication subscription data shall be stored in a single repository so that a single sequence number can be maintained for the subscriber.
[bookmark: _Toc9417365]4.2.2	Vector Generation in HSS
When the UDM receives an authentication information Request from the AUSF it shall check (by means of an 5GS-UDR query) whether the subscribed authentication method is 5G_AKA or EAP_AKA_PRIME and if so whether 5G authentication vector generation for the identified subscriber shall be done in the HSS. If so, the UDM shall make use of the Nhss_UEAuthentication Get service operation to retrieve a 5G authentication vector from the HSS.
Figure 4.2-1 shows the scenario where the authentication vector request for a 5G subscriber who also has an EPS subscription is received by the UDM.


Figure 4.2-1: Authentication for 5G subscriber with authentication vector generation in HSS
1.	The UDM receives an Authentication Vector request, containing the identity of the user (SUPI or SUCI). If SUCI is received, the UDM performs SUCI to SUPI de-concealment. For details of the Nudm_UEAuthentication Service see 3GPP TS 23.502 [5] and 3GPP TS 33.501 [6].
2.	The UDM queries the 5GS-UDR using the SUPI to retrieve Authentication Subscription Information. In this scenario the Authentication Subscription Information contains a subscribed authentication method of 5G_AKA or EAP_AKA_PRIME and an indicator indicating that authentication vector generation shall be performed in the HSS.
3.	The UDM uses the Nhss_UEAuthentication Get service operation to retrieve an authentication vector from the HSS. The request contains the IMSI the authentication method and serving network name.
4.	The HSS reads authentication subscription data from the EPS-UDR. This step is omitted if all relevant authentication subscription data are stored locally in the HSS.
5.	The HSS (AuC) calculates the requested authentication vector taking into account the serving network name and authentication method received in step 3 and the authentication subscription information retrieved from the EPS-UDR.
6.	The calculated authentication vector is sent to the UDM.
7.	The HSS updates the EPS-UDR with the new sequence number. This step is omitted if the sequence number is stored locally in the HSS.
8.	The UDM forwards the authentication vector to the AUSF.
[bookmark: _Toc9417366]4.2.3	Vector Generation in UDM/ARPF
tbc
[bookmark: _Toc9417367]4.2.4	HSS using the Nudr SBI
When the HSS receives an S6a-AIR from the MME, it may check (by means of an EPC-UDR query) whether the subscriber has an 5G subscription. If so, the HSS can use of the Nudr_DM_Query Get service operation to retrieve the authentication subscription data from the 5GS UDR and generate the authentication vector.
Figure 4.2.4-1 shows the scenario where the authentication vector request for a 5G subscriber who also has an EPS subscription is received by the UDM.


Figure 4.2.4-1: Authentication for 5G subscriber with EPS subscription
1.	The HSS receives an Authentication Vector request containing the identity of the user (IMSI).
2.	The HSS queries the 5GS-UDR using the IMSI to retrieve Authentication Subscription Information. Since the subscriber is a 5G subscriber the response indicates that the subscriber's authentication information is stored in the 5GS UDR.
NOTE:	Local configuration in the HSS may indicate that authentication subscription data for all subscribers can be obtained from the 5G UDR and thus this step may be omitted.
3.	The HSS uses the Nudr_DM_Query Get service operation to retrieve the authentication subscription data from the 5GS UDR. The request contains the IMSI formatted as a SUPI.
4.	The HSS (AuC) calculates the requested authentication vector taking into account the serving network name and authentication method received in step 1 and the authentication subscription information retrieved from the 5GS-UDR in step 3.
5.	The calculated authentication vector is returned to the MME.
6.	The HSS updates the 5GS-UDR with the new sequence number.
[bookmark: _Toc3819401][bookmark: _Toc9417368]4.3	Mobility Scenarios
[bookmark: _Toc3819402][bookmark: _Toc9417369]4.4	T-ADS
Figure 4.4-1 shows the scenario where the HSS receives a T-ADS request from the AS via the Sh interface for a subscriber who has a 5GC subscription.


Figure 4.4-1: T-ADS request for 5G subscriber 
1.	The HSS receives a T-ADS request from the AS.
2.	The HSS reads subscription data from the EPS-UDR.
3.	The HSS performs T-ADS info retrieval in the EPC. This may include contacting the MME and/or SGSN.
4.	If the HSS detects in step 2 that the user has a 5GC subscription and unless the user is known not to be registered in 5GC, the HSS uses the Nudm_MT ProvideDomainSelection service operation to retrieve T-ADS information.
5.	The UDM reads data from the 5GS-UDR to see whether the registered AMF(s) support IMS voice over PS.
6-7.	If support/non-support of IMS voice is not homogenious for the User in the AMF for 3GPP access, the UDM retrieves domain selection information from the AMF.
8.	The UDM provides the 5G domain selection info to the HSS.
9.	The HSS combines the 5G domain selection info with the EPS domain selection info from step 3 and sends the result to the AS.
[bookmark: _Toc3819403][bookmark: _Toc9417370]4.5	P-CSCF Restoration
Figure 4.5-1 shows the scenario where the HSS receives a P-CSCF restoration indication from the S-CSCF via the Cx interface for a subscriber who has a 5GC subscription.


Figure 4.5-1: P-CSCF Restoration for 5G subscriber 
1.	The HSS receives a P-CSCF Restoration indication from the S-CSCF.
2.	The HSS reads subscription data from the EPS-UDR.
3-4.	 The HSS acknowledges receipt of Cx-SAR and performs S-CSCF restoration in the EPC. For details see 3GPP TS 23.380 [4] subclause 5.4.2.1.
5.	If the HSS detects in step 2 that the user has a 5GC subscription and unless the user is known not to be registered in 5GC, the HSS uses the Nudm_UECM P-CSCF-RestorationTrigger service operation to trigger P-CSCF restoration in 5GC. See also 3GPP TS 23.380 [4] subclause 5.8.4. 
6.	The UDM reads data from the 5GS-UDR to see which NFs have subscribed to P-CSCF Restoration Notifications (implicitly during registration).
7-8.	 The UDM notifies all subscribed NFs (AMF, SMF). 
9.	The UDM acknowledges receipt of Nudm_UECM RestorationTrigger to the HSS.
[bookmark: _Toc3819404][bookmark: _Toc9417371]4.6	SMS Support
[bookmark: _Toc9417372]4.6.1	General
Potential MT-SMS target nodes in the EPS are the MME/MSC and the SGSN registered at the HSS, while in 5GS MT-SMS target nodes are the 3GPP-SMSF and the Non3GPP-SMSF registered at the UDM. For the role of SMS-Router and IP-SM-GW see 3GPP TS 23.040 [x]. 
[bookmark: _Toc9417373]4.6.2	MT-SMS Routing Information Retrieval
Figure 4.6.2-1 shows the interaction when the SMS-GMSC retrieves routing information from the HSS for MT-SMS delivery.


Figure 4.6.2-1: SMS Routing Info Retrieval
1. The HSS receives a request for routing information from the SMS-GMSC via MAP or S6c.
2. The HSS queries the EPS-UDR via Ud to read the registered MME/MSC, the registered SGSN and the UE-not-reachable flags for MME/MSC, SGSN, 3GppSMSF and Non3GppSMSF.
3. If at least one of the UE-not-reachable flags for 3GppSMSF and Non3GppSMSF is not set and unless the user is known not to be registered in 5GC, the HSS retrieves the registered SMSF addresses (for which the UE-not-reachable flags are not set) from the UDM.
4-5. The UDM retrieves the requested information from the 5GS-UDR.
6. The UDM forwards the retrieved addresses to the HSS.
7. If at least one of the UE-not-reachable flags was not set, the HSS returns all MT-SMS target node addresses for which the UE-not-reachable flag is not set to the SMS-GMSC; otherwise a negative response (Absent Subscriber SM) is sent to the SMS-GMSC and 
8. the SMSC address is added to the Message Waiting Data (MWD) stored in the EPS-UDR.
[bookmark: _Toc9417374]4.6.3	MT-SMS Delivery Failure
Figure 4.6.3-1 shows the interaction when the SMS-GMSC sends Report-SM-Delivery-Status to the HSS.


Figure 4.6.3-1: MT-SMS Delivery Failure
1. The HSS receives a Report-SM-Delivery-Status from the SMS-GMSC indicating the MT-SMS target nodes at which MT-SMS delivery was unsuccessful.
2-3. The HSS reads and updates the Message Waiting Data stored in the EPS-UDR. 
4. The HSS acknowledges the receipt of the delivery status to the SMS-GMSC.
5. If during step 3 one of the UE-not-reachable flags for 3GppSMSF and Non3GppSMSF were modified from false to true, the HSS subscribes to notification on UE-Reachability for SMS at the UDM, using the Nudm_EE_Subscribe service operation. 
6-7. The UDM queries the 5GS-UDR to see whether UE-Reachability has already been subscribed at the registered AMF(s) (i.e. whether URRP indicators are set). 
8-9. If not already subscribed, the UDM subscribes to UE-Reachability notification at the AMF(s) using the Namf_EE service.
10-11. The UDM stores the received EE-Subscription in the 5GS-UDR and if steps 8-9 were performed, the UDM sets the relevant URRP indicators in the 5GS-UDR.
12. The UDM acknowledges the subscription to the HSS.
[bookmark: _Toc9417375]4.6.4	SMS Alerting
Figure 4.6.4-1 shows the interaction when the UE becomes available.


Figure 4.6.4-1: SMS Alerting
1. The UDM receives a Notification or Registration from the AMF.
2-3. The UDM queries the 5GS-UDR to see whether any NF (e.g. the HSS) has subscribed to notifications on UE-reachability for SMS.
4. The UDM acknowledges the message received in step 1.
5. If NFs (e.g. the HSS) have subscribed to UE reachability for SMS notification, the UDM notifies all subscribed NFs.
6-7. The UDM updates (clears) the relevant URRP indicator and deletes the (one-time) EE-subscriptions of UE reachability for SMS in the 5GS-UDR.
8. The HSS reads Message Waiting Data from the EPS-UDR.
9-10. The HSS sends Alert-SC to all SMS-GMSCs stored in the MWD.
11. The HSS removes the SMS-GMSCs from the MWD stored in the EPS-UDR and clears the relevant UE-not-reachable flags.
12. The HSS acknowledges receipt of the Notification to the UDM.
[bookmark: _Toc3819405][bookmark: _Toc9417376]
5	Network Function Service procedures
This clause shall describe Nudm services offered by the UDM to the HSS, Nhss services offered to by the HSS to the UDM and Nudr services offered by the UDR to the HSS.
[bookmark: _Toc3819406][bookmark: _Toc9417377]5.1	HSS Services
[bookmark: _Toc532315947][bookmark: _Toc9417378]5.1.1	General
The following table illustrates the HSS Services.
Table 5.1.1-1: NF services provided by HSS
	NF service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	UE Authentication
	Get
	Request/Response
	UDM



[bookmark: _Toc9417379]5.1.2	Nhss_UEAuthentication_Get service operation
Service operation name: Nhss_UEAuthentication_Get
Description: Requester NF gets the authentication vector from HSS. For AKA based authentication, this operation can be also used to recover from synchronization failure situations. 
Inputs, Required: IMSI, authentication method, serving network name.
Inputs, Optional: Synchronization Failure indication and related information (i.e. RAND/AUTS).
Outputs, Required: Authentication vector.
Outputs, Optional: None. 
[bookmark: _Toc3819407][bookmark: _Toc9417380]5.2	UDM Services
[bookmark: _Toc9417381]5.2.1	General
The following table illustrates the UDM Services.
Table 5.2.1-1: NF services provided by UDM
	NF service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	UECM
	P-CSCF-RestorationTrigger
	Request/Response
	HSS

	
	Get
	Request/Response
	HSS

	MT
	ProvideDomainSelectionInfo
	Request/Response
	HSS

	EventExposure
	Subscribe
	Subscribe/Notify
	HSS

	
	Notify
	
	



[bookmark: _Toc9417382]5.2.2	Nudm_UE Context Management Restoration Trigger service operation
Service operation name: Nudm_UECM_P-CSCF-RestorationTrigger
Description: Requester NF (HSS) triggers the UDM to notify all NFs (AMF, SMF) that have previously subscribed to receive notifications for P-CSCF restoration. 
Inputs, Required: SUPI.
Inputs, Optional: None.
Outputs, Required: None.
Outputs, Optional: None. 
[bookmark: _Toc9417383]5.2.3	Nudm_UE Context Management_Get service operation
See 3GPP TS 23.502 [5] subclause 5.2.3.2.4.
[bookmark: _Toc9417384]5.2.4	Nudm_MT_ProvideDomainSelectionInfo Service
Service operation name: Nudm_MT_ProvideDomainSelectionInfo
Description: Provides the UE information for terminating domain selection of IMS voice in 5G to the consumer NF (HSS). 
Inputs, Required: SUPI.
Inputs, Optional: None.
Outputs, Required: Success/Failure indication.
Outputs, Optional: Indication of supporting IMS voice over PS Session or not, Time stamp of the last radio contact with the UE, Current RAT type.
[bookmark: _Toc9417385]5.2.5	Nudm_EventExposure_Subscribe service operation
See 3GPP TS 23.502 [5] subclause 5.2.3.5.2.
When used by the HSS in MT-SMS delivery failure scenarios (see subclause 4.6.3) the subscribe request shall be a one-time subscription for UE-reachability for SMS and shall indicate whether it is applicable to 3GPP access, Non3GPP access or both.
[bookmark: _Toc9417386]5.2.6	Nudm_EventExposure_Notify service operation
See 3GPP TS 23.502 [5] subclause 5.2.3.5.4.
When used by the HSS in SMS Alerting scenarios (see subclause 4.6.4) the notify request shall indicate whether it is applicable to 3GPP access or Non3GPP access.
[bookmark: _Toc3819408][bookmark: _Toc9417387]5.3	UDR Services 
The UDM shall make use of the Nudr_DataRepository Query service operations specified in 3GPP TS 23.502 [5] to retrieve Authentication Subscription Data. If the subscribed authentication method is 5G_AKA or EAP_AKA_PRIME, the AuthenticationSubscriptionData shall include an indicator indicating whether for the identified subscriber authentication vector generation is to be performed by the HSS. 
[bookmark: historyclause][bookmark: _Toc9417388]Annex A (informative):
Change history

	Change history

	Date
	Meeting
	TDoc
	CR
	Rev
	Cat
	Subject/Comment
	New version

	2019-04
	CT4#90
	C4-191319
	
	
	
	Skeleton
	0.1.0

	2019-04
	CT4#90
	C4-191320
	
	
	
	Scope
	0.2.0

	2019-04
	CT4#90
	C4-191321
	
	
	
	Reference Architecture
	0.2.0

	2019-05
	CT4#91
	C4-192135
	
	
	
	Removal of Editor’s Note
	0.3.0

	2019-05
	CT4#91
	C4-192402
	
	
	
	P-CSCF Restoration
	0.3.0

	2019-05
	CT4#91
	C4-192403
	
	
	
	T-ADS
	0.3.0

	2019-05
	CT4#91
	C4-192405
	
	
	
	SMS
	0.3.0

	2019-05
	CT4#91
	C4-192462
	
	
	
	Authentication
	0.3.0

	2019-05
	CT4#91
	C4-192098
	
	
	
	Authentication – HSS using Nudr
	0.3.0



3GPP
image2.png
=

A GLOBAL INITIATIVE




image3.emf
EPS-UDR

non-SBA 

network 

nodes

5GS-UDR

HSS

UDM NF

NF

Nhss

Nudm

Nudr

NF

other SBA interfaces

Ud

Non-SBA interfaces


oleObject1.bin
EPS-UDR


Ud


non-SBA network nodes


5GS-UDR


Non-SBA interfaces


HSS


UDM


NF


NF


�

Nhss


Nudm


Nudr


NF


other SBA interfaces



image4.emf
AUSF UDM EPS-UDR 5GS-UDR

5. Generate AV in AuC

HSS Ud

1. Nudm_UEAuthentication Get req

2. Nudr_DM_Query

3. Nhss_UEAuthentication Get req

6. Nhss_UEAuthentication Get resp

4. Read

7. Update

8. Nudm_UEAuthentication Get resp


oleObject2.bin
AUSF


UDM


EPS-UDR


5GS-UDR


5. Generate AV in AuC


1. Nudm_UEAuthentication Get req


HSS


Ud


2. Nudr_DM_Query


3. Nhss_UEAuthentication Get req


6. Nhss_UEAuthentication Get resp


4. Read


7. Update


8. Nudm_UEAuthentication Get resp



image5.emf
5GS-UDR HSS

4. Generate AV in AuC

1. S6a-AIR

3. Nudr_DM_Query

5. S6a-AIA

MME

6. Nudr_DM_Update

EPC-UDR

2. Ud Read 


oleObject3.bin
5GS-UDR


HSS


4. Generate AV in AuC


1. S6a-AIR


3. Nudr_DM_Query


5. S6a-AIA


MME


6. Nudr_DM_Update


EPC-UDR


2. Ud Read 



image6.emf
AMF UDM EPS-UDR 5GS-UDR HSS Ud

5. Nudr_DM_Query

2. Read

AS

1. Sh-UDR

9. Sh-UDA

3. perform T-ADS info 

retrieval in EPC

4. Nudm_MT Provide 

DomainSelectionInfo

6. Namf_MT ProvideDomainSelectionInfo

7. Namf_MT ProvideDomainSelectionInfo resp

8. Nudm_MT 

ProvideDomainSelectionInfo resp


oleObject4.bin
AMF


UDM


EPS-UDR


5GS-UDR


AS


1. Sh-UDR


9. Sh-UDA


HSS


Ud


5. Nudr_DM_Query


3. perform T-ADS info retrieval in EPC


2. Read


4. Nudm_MT Provide DomainSelectionInfo


6. Namf_MT ProvideDomainSelectionInfo


7. Namf_MT ProvideDomainSelectionInfo resp


8. Nudm_MT ProvideDomainSelectionInfo resp



image7.emf
AMF/SMF UDM EPS-UDR 5GS-UDR HSS Ud

6. Nudr_DM_Query

2. Read

S-CSCF

1. Cx-SAR

3. Cx-SAA

4. perform P_CSCF 

restoration in EPC

5. Nudm_UECM P-CSCF-

RestorationTrigger

7. Nudm_UECM P-CSCF-RestorationNotification

8. Nudm_UECM P-CSCF-RestorationNotif resp

9. Nudm_UECM P-CSCF-

RestorationTrigger resp


oleObject5.bin
AMF/SMF


UDM


EPS-UDR


5GS-UDR


S-CSCF


1. Cx-SAR


3. Cx-SAA


HSS


Ud


6. Nudr_DM_Query


4. perform P_CSCF restoration in EPC


2. Read


5. Nudm_UECM P-CSCF-RestorationTrigger


7. Nudm_UECM P-CSCF-RestorationNotification


8. Nudm_UECM P-CSCF-RestorationNotif resp


9. Nudm_UECM P-CSCF-RestorationTrigger resp



image8.emf
5GS-UDR EPS-UDR SMS-GMSC UDM HSS

2. Read

7. MAP-SRI_SM resp or S6c-SRA

1. MAP-SRI_SM or S6c-SRR

Ud

3. Nudm_UECM_Get

4. Nudr_DM_Query

5. Nudr_DM_Query resp.

6. Nudm_UECM_Get resp.

8. Update


oleObject6.bin
5GS-UDR


EPS-UDR


SMS-GMSC


UDM


1. MAP-SRI_SM or S6c-SRR


Ud


HSS


3. Nudm_UECM_Get


6. Nudm_UECM_Get resp.


2. Read


7. MAP-SRI_SM resp or S6c-SRA


4. Nudr_DM_Query


5. Nudr_DM_Query resp.


8. Update



image9.emf
5GS-UDR EPS-UDR SMS-GMSC UDM HSS

2. Read

4. MAP/S6c RSDS response

1. MAP/S6c Report-SM-Delivery-Status

Ud

3. Update

6. Nudr_DM_Query

7. Nudr_DM_Query resp.

5. Nudm_EE_Subscribe

AMFs

8. Namf_EE_Subscribe

9. Namf_EE_subscribe resp.

10. Nudr_DM_Update

11. Nudr_DM_Update resp.

12. Nudm_EE_Subscribe resp.


oleObject7.bin
5GS-UDR


EPS-UDR


SMS-GMSC


UDM


1. MAP/S6c Report-SM-Delivery-Status


Ud


HSS


3. Update


12. Nudm_EE_Subscribe resp.


2. Read


4. MAP/S6c RSDS response


6. Nudr_DM_Query


7. Nudr_DM_Query resp.


5. Nudm_EE_Subscribe


AMFs


8. Namf_EE_Subscribe


9. Namf_EE_subscribe resp.



image10.emf
5GS-UDR EPS-UDR SMS-GMSC(s) UDM HSS Ud

2. Nudr_DM_Query

3. Nudr_DM_Query resp.

AMF

4. Response

1. Namf_EE_Notify or 

Nudm_UECM_Regist

ration

5. Nudm_EE_Notify

8. Read

9. MAP/S6c-Alert-SC

10. Response

11. Update

12. Nudm_EE_Notify resp.

6. Nudr_DM_Update

7. Nudr_DM_Update resp.


oleObject8.bin
5GS-UDR


EPS-UDR


SMS-GMSC(s)


UDM


5. Nudm_EE_Notify


8. Read


Ud


HSS


9. MAP/S6c-Alert-SC


10. Response


11. Update


12. Nudm_EE_Notify resp.


2. Nudr_DM_Query


3. Nudr_DM_Query resp.


AMF


4. Response


1. Namf_EE_Notify or Nudm_UECM_Registration



image1.jpeg
s





 


 


3GPP 


TS


 


23


.cde 


V


0


.


3


.


0


 


(


2019


-


0


5


)


 


Technical Specification


 


 


3rd Generation Partnership Project;


 


Technical Specification Group 


Core Network and Terminals


;


 


User Data Interworking, 


Coexistence and Migration


;


 


Stage 2


;


 


(


Release 


16


)


 


 


 


 


 


 


The present document has been developed within the 3rd Generation Partnership Project (3GPP


 


TM


) and may be further elaborated for the purposes of 3GPP.


 


The present document has not been subject to


 


any approval process by the 3GPP


 


Organizational Partners and shall not be implemented.


 


This Specification is provided for future development work within 3GPP


 


only. The Organizational Partners accept no liability for any use of this Specification.


 


Specific


ations and Reports for implementation of the 3GPP


 


TM


 


system should be obtained via the 3GPP Organizational Partners' Publications Offices.


 


 


 




   

3GPP  TS   23 .cde  V 0 . 3 . 0   ( 2019 - 0 5 )  

Technical Specification    

3rd Generation Partnership Project;   Technical Specification Group  Core Network and Terminals ;   User Data Interworking,  Coexistence and Migration ;   Stage 2 ;   ( Release  16 )  

   

  

 

The present document has been developed within the 3rd Generation Partnership Project (3GPP   TM ) and may be further elaborated for the purposes of 3GPP.   The present document has not been subject to   any approval process by the 3GPP   Organizational Partners and shall not be implemented.   This Specification is provided for future development work within 3GPP   only. The Organizational Partners accept no liability for any use of this Specification.   Specific ations and Reports for implementation of the 3GPP   TM   system should be obtained via the 3GPP Organizational Partners' Publications Offices.      

