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* * * First Change * * * *
[bookmark: _Toc4393716]6.1.3.2.3.1	GET
This method retrieves the information related to the selected slice based on the input query parameters provided by the NF service consumer specified in table 6.1.3.2.3.1-1. 
This method shall support input query parameters specified in table 6.1.3.2.3.1-1 and the response data structure and response codes specified in table 6.1.3.2.3.1-3.
Table 6.1.3.2.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	nf-type
	NfType
	M
	1
	This IE shall contain the NF type of the NF service consumer.

	nf-id
	NfInstanceId
	M
	1
	This IE shall contain the NF identifier of the NF service consumer.

	slice-info-request-for-registration
	SliceInfoForRegistration
	C
	0..1
	This IE shall be present when the network slice information is requested during the Registration procedure towards an NSSF in the serving PLMN. 

	slice-info-request-for-pdu-session
	SliceInfoForPDUSession
	C
	0..1
	This IE shall be present when the network slice information is requested during the PDU session establishment procedure.

	slice-info-request-for-ue-cu
	SliceInfoForUEConfigurationUpdate
	C
	0..1
	This IE shall be present when the network slice information is requested during UE configuration update procedure.

	home-plmn-id
	PlmnId
	C
	0..1
	This IE shall be present in the request towards an NSSF in the serving PLMN if the subscriber is a roamer to the serving PLMN. When present, this IE shall contain the home PLMN Id of the UE.

	tai
	Tai
	C
	0..1
	This IE shall be present in the request towards an NSSF in the serving PLMN. When present, this IE shall contain the TAI the UE is currently located.

	supported-features
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in subclause 6.1.8 is supported.



[bookmark: _GoBack]Table 6.1.3.2.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.1.3.2.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	AuthorizedNetworkSliceInfo
	M
	1
	200 OK
	This case represents a successful return of the authorized network slice information selected for the corresponding request.

	ProblemDetails
	M
	1
	403 Forbidden
	This represents the case, where the NF service consumer is not authorized to retrieve the slice selection information or the SNSSAI included in the requested slice selection information is not supported in the PLMN. 
The application specific error information shall be provided in the "cause" attribute. The "cause" attribute shall be set to:
-	" SNSSAI_NOT_SUPPORTED", if the SNSSAI included in the requested slice selection information is not supported in the PLMN and there is no default value.





* * * Next Change * * * *
[bookmark: _Toc4393762]6.2.3.2.3.1	PUT
This method shall support the request data structures specified in table 6.2.3.2.3.1-1 and the response data structures and response codes specified in table 6.2.3.2.3.1-2.
Table 6.2.3.2.3.1-1: Data structures supported by the PUT Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	NSSAIAvailabilityInfo
	M
	1
	This IE contains the information regarding the NssaiAvailabilityData for the NF Service Consumer (e.g AMF).



Table 6.2.3.2.3.1-2: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	AuthorizedNssaiAvailabilityInfo
	M
	1
	200 OK
	This case represents a successful update of the NSSF with the S-NSSAIs the AMF supports per TA.
The authorized NSSAI availability (i.e. S-NSSAIs available per TA (unrestricted) and any S-NSSAIs restricted per PLMN in that TA in the serving PLMN of the UE) information shall be returned in the response payload body.

	ProblemDetails
	M
	1
	403 Forbidden
	This represents the case, when the NF service consumer is not authorized to update the NSSAI availability information or the TAI/S-NSSAI information provided is not supported in the PLMN. The "cause" attribute shall be set to:
-	"SNSSAI_NOT_SUPPORTED", if the S-NSSAI provided is not supported in the PLMN and there is no default value.

	ProblemDetails
	M
	1
	404 Not Found
	This represents the case when the resource related to the NF Id for which the NSSAI availability information is updated is unavailable.








* * * Next Change * * * *
[bookmark: _Toc4393763]6.2.3.2.3.2	PATCH
This method shall support the request data structures specified in table 6.2.3.2.3.2-1 and the response data structures and response codes specified in table 6.2.3.2.3.2-2.
Table 6.2.3.2.3.2-1: Data structures supported by the PATCH Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	PatchDocument
	M
	1
	This IE contains the information regarding the JSON patch instructions for updating the AuthorizedNssaiAvailabilityInfo.



Table 6.2.3.2.3.2-2: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	AuthorizedNssaiAvailabilityInfo
	M
	1
	200 OK
	This case represents a successful update of the NSSF with the S-NSSAIs the AMF supports per TA.
If the authorized NSSAI availability (i.e. S-NSSAIs available per TA (unrestricted) and any S-NSSAIs restricted per PLMN in that TA in the serving PLMN of the UE) is changed, the NSSF shall return a data structure of type "AuthorizedNssaiAvailabilityInfo" in the response payload body.

	ProblemDetails
	M
	1
	403 Forbidden
	This represents the case, when the NF service consumer is not authorized to update the NSSAI availability information or the S-NSSAI information provided is not supported in the PLMN. The "cause" attribute shall be set to:
-	"SNSSAI_NOT_SUPPORTED", if the S-NSSAI provided is not supported in the PLMN and there is no default value.

	ProblemDetails
	M
	1
	404 Not Found
	This represents the case when the resource related to the NF Id for which the NSSAI availability information is updated is unavailable.







* * * Next Change * * * *

[bookmark: _Toc4393804]6.2.7.3	Application Errors
The common application errors defined in the Table 5.2.7.2-1 in 3GPP TS 29.500 [4] may also be used for the Nnssf_NSSAIAvailability service. The following application errors listed in Table 6.1.7.3-1 are specific for the Nnssf_NSSAIAvailability service.
Table 6.2.7.3-1: Application errors
	[bookmark: _Hlk510519236]Application Error
	HTTP status code
	Description

	SNSSAI_NOT_SUPPORTED
	403 Forbidden
	The SNSSAI provided in the request is not supported in the PLMN and there is no default value.




* * * End Change * * * *

