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* * * First Change * * * *

[bookmark: _Toc20142273][bookmark: _Toc34217217][bookmark: _Toc34217369][bookmark: _Toc39051732][bookmark: _Toc43210304][bookmark: _Toc49853209][bookmark: _Toc56529998][bookmark: _Toc155593950]5.1	Introduction
The NSSF supports the following services.
Table 5.1-1: NF Services provided by NSSF
	Service Name
	Description
	Example Consumer

	Nnssf_NSSelection
	This service enables Network Slice selection in both the Serving PLMN and the HPLMN
	AMF, V-NSSF

	Nnssf_NSSAIAvailability
	This service enables to update the S-NSSAI(s) the NF service consumer (e.g AMF) supports on a per TA basis on the NSSF and to subscribe and notify any change in status, on a per TA basis, of the SNSSAIs available per TA (unrestricted) and the restricted S-NSSAI(s) per PLMN in that TA in the serving PLMN of the UE.
This service also enables the notification of the Network Slice Replacement and Network Slice Instance Replacement to the NF Service Consumer.
This service also enables to subscribe and unsubscribe to the notification of any changes in the status of the NSSAI validity time information.
	AMF, V-NSSF



Table 5.1-2 summarizes the corresponding APIs defined for this specification.
Table 5.1-2: API Descriptions
	Service Name
	Clause
	Description
	OpenAPI Specification File
	apiName
	Annex

	Nnssf_NSSelection
	6.1
	NSSF Network Slice Selection Service
	TS29531_Nnssf_NSSelection.yaml
	nnssf-nsselection
	A.2

	Nnssf_NSSAIAvailability
	6.2
	NSSF NSSAI Availability Service
	TS29531_Nnssf_NSSAIAvailability.yaml
	nnssf-nssaiavailability
	A.3



* * * Next Change * * * *

[bookmark: _Toc20142284][bookmark: _Toc34217228][bookmark: _Toc34217380][bookmark: _Toc39051743][bookmark: _Toc43210315][bookmark: _Toc49853220][bookmark: _Toc56530009][bookmark: _Toc155593961]5.3.1	Service Description
The Nnssf_NSSAIAvailability service is used by the NF service consumer (e.g AMF) to update the S-NSSAI(s) the AMF supports on a per TA basis on the NSSF, subscribe and unsubscribe the notification of any changes to the NSSAI availability information on a per TA basis, of the S-NSSAIs available per TA (unrestricted) and the restricted S-NSSAI(s) per PLMN in that TA in the serving PLMN of the UE.
It also enables the NF service consumer (e.g. AMF) to update the NSAG(s) associated with the S-NSSAI(s) supported by the AMF on a per TA basis.
It also enables the NF service consumer (e.g., AMF, V-NSSF) to receive updates for Network Slice Replacement and Network Slice Instance Replacement.
It also used by the NF service consumer (e.g. AMF) to subscribe and unsubscribe to the notification of any changes in the status of the NSSAI validity time information.

* * * Next Change * * * *

[bookmark: _Toc20142290][bookmark: _Toc34217234][bookmark: _Toc34217386][bookmark: _Toc39051749][bookmark: _Toc43210321][bookmark: _Toc49853226][bookmark: _Toc56530015][bookmark: _Toc155593967]5.3.2.3.1	Creation of a subscription
The Subscribe Operation is used by a NF Service Consumer (e.g. AMF, V-NSSF) to subscribe to a notification of:
·  Network Slice Replacement, ;
· Network Slice Instance Replacement; and/or
·  of any changes in status of the NSSAI availability information (e.g. S-NSSAIs available per TA and the restricted S-NSSAI(s) per PLMN in that TA in the serving PLMN of the UE) upon this is updated by another AMF; and/or
· any changes in the status of the NSSAI validity time information.


Figure 5.3.2.3.1-1 Create a subscription
1.	The NF Service Consumer shall send a POST request to create a subscription resource in the NSSF. The content of the POST request shall contain a representation of the individual event subscription resource to be created in the NssfEventSubscriptionCreateData.
The request shall indicate the type(s) of events for which the subscription is created, i.e., Network Slice Replacement, Network Slice Instance Replacement, any changes in the status of the NSSAI validity time information and/or of any changes in status of the NSSAI availability information.
The request may contain an expiry time, suggested by the NF Service Consumer as a hint, representing the time upto during which the subscription is desired to be kept active and describes the maximum duration after which the subscribed event shall stop generating report.
The request may also indicate a specific AMF Set to restrict the subscriptions to notifications applicable to the AMF Set (i.e. notifications related to S-NSSAIs supported by the AMF Set). If the AMF Set is provided and the NSSF support the "SATAS" feature (see clause 6.2.8), the NF Service Consumer may also indicate that the subscription is for all TAI(s) associated with the AMF Set.
If the service operation is invoked for subscription to Network Slice Replacement notification, then the request shall contain:
-	for VPLMN S-NSSAI: the list of S-NSSAIs in the VPLMN served by the NF Service Consumer that may be replaced with, the NF type of the NF Service Consumer (e.g., AMF) and the NF instance ID of the requester NF.
-	for HPLMN S-NSSAI: the list of S-NSSAIs in the HPLMN that the S-NSSAI may be replaced with, the NF type of the NF Service Consumer (e.g., AMF, V-NSSF), the NF instance ID of the requester NF and the HPLMN ID.
If the service operation is invoked for subscription to Network Slice Instance Replacement notification, then the request shall contain:
-	the list of S-NSSAIs and/or the list of NSI IDs that may become congested or no longer available.
2.	On success, "201 Created" shall be returned, and the content of the POST response shall contain the representation describing the status of the created subscription in NssfEventSubscriptionCreatedData.
For a subscription to any changes in status of the NSSAI availability information, the NssfEventSubscriptionCreatedData may contain the AuthorizedNssaiAvailabilityData information, if available.
If there is no supported S-NSSAIs authorized by the NSSF for the TA, the NSSF shall not return the AuthorizedNssaiAvailabilityData for the corresponding TA in the response.
The Location header shall contain the location (URI) of the created subscription resource.
[bookmark: _PERM_MCCTEMPBM_CRPT30470011___3]The response, based on operator policy and taking into account the expiry time included in the request, may contain the expiry time, as determined by the NSSF, after which the subscription becomes invalid. Once the subscription expires, if the NF Service Consumer wants to keep receiving notifications, it shall create a new subscription in the NSSF. The NSSF shall not provide the same expiry time for many subscriptions in order to avoid all of them expiring and recreating the subscription at the same time. If the expiry time is not included in the response, the NF Service Consumer shall consider the subscription to be valid without an expiry time.
On failure or redirection, the NSSF shall return one of the HTTP status code together with the response body listed in Table 6.2.3.3.3.1-2.

* * * Next Change * * * *

[bookmark: _Toc20142292][bookmark: _Toc34217236][bookmark: _Toc34217388][bookmark: _Toc39051751][bookmark: _Toc43210323][bookmark: _Toc49853229][bookmark: _Toc56530018][bookmark: _Toc155593970]5.3.2.4.1	General
The Unsubscribe Operation is used by a NF Service Consumer (e.g. AMF, V-NSSF) to unsubscribe to a notification of any previously subscribed changes to the NSSAI availability information, Network Slice Replacement and/or, Network Slice Instance Replacement and/or NSSAI validity time information.



Figure 5.3.2.4.1-1 Unsubscribe a subscription
1.	The NF Service Consumer shall send a DELETE request to delete an existing subscription resource in the NSSF.
2.	If the request is accepted, the NSSF shall respond with the status code 204 indicating the resource identified by subscription ID is successfully deleted.
[bookmark: _PERM_MCCTEMPBM_CRPT30470014___3]On failure or redirection, the NSSF shall return one of the HTTP status code together with the response body listed in Table 6.2.3.4.3.1-2.

* * * Next Change * * * *

[bookmark: _Toc20142294][bookmark: _Toc34217238][bookmark: _Toc34217390][bookmark: _Toc39051753][bookmark: _Toc43210325][bookmark: _Toc49853231][bookmark: _Toc56530020][bookmark: _Toc155593972]5.3.2.5.1	General
The Notify Service operation shall be used by the NSSF to update the NF Service Consumer (e.g. AMF) with any change in status, on a per TA basis, of the S-NSSAIs available per TA (unrestricted) and the S-NSSAIs restricted per PLMN in that TA in the serving PLMN of the UE.
 The service operation is also used to notify the NF Service Consumer (e.g., AMF, V-NSSF) of Network Slice Replacement and/or Network Slice Instance Replacement.
The service operation is also used to notify the NF Service Consumer (e.g., AMF) of any changes in the status of the NSSAI validity time information.


Figure 5.3.2.5.1-1: Update the AMF with any S-NSSAIs restricted per TA
1.	The NSSF shall send a POST request to the resource representing the NSSF availability resource in the NF service consumer (e.g. AMF, V-NSSF). The content of the POST request shall contain the one representations of the individual NssfEventNotification resource.
For a subscription to any changes in status of the NSSAI availability information:
-	If there is no supported S-NSSAIs authorized by the NSSF for the TA, the NSSF shall not return the AuthorizedNssaiAvailabilityData for the corresponding TA in the notification.
-	If there is no supported S-NSSAIs authorized by the NSSF for all TAs and the NF Service Consumer has indicated support of "EANAN" feature, the NSSF shall set authorizedNssaiAvailabilityData attribute to an empty array.
For a subscription to Network Slice Instance Replacement:
-	If the NSSF supports the NSIUN feature (see clause 6.2.8) and if the Network Slice instance becomes no longer available, the NSSF shall notify the NF Service Consumer (e.g., AMF, V-NSSF) having subscribed to this event for the related S-NSSAI and/or NSI ID that the NSI is no longer available. In that case, the POST request from the NSSF shall contain the list of S-NSSAIs and the associated NSI IDs for which the status is changed (e.g., which become congested or no longer available). The request may also contain congestion mitigation information.
For a subscription to Netwok Slice Replacement:
-	If the NSSF supports the NSRP feature (see clause 6.2.8) and if the NSSF detects that an S-NSSAI becomes unavailable (e.g., based on OAM or NWDAF analytics output), the NSSF shall send Network Slice Replacement for the S-NSSAI to the NF service consumer if the NF service consumer has subscribed to this event for the related S-NSSAI. The notification shall include an alternative S-NSSAI which can be used by the NF service consumer to replace the unavailable S-NSSAI. In case of roaming, the notification shall include:
-	for VPLMN S-NSSAI replacement: the alternative VPLMN S-NSSAI for the S-NSSAI and the corresponding mapping to the S-NSSAI to be replaced.
-	for HPLMN S-NSSAI replacement: the alternative HPLMN S-NSSAI for the S-NSSAI and the corresponding mapping to the HPLMN S-NSSAI to be replaced and the HPLMN ID.
-	The NSSF shall notify the NF service consumer when the S-NSSAI becomes available again. The notification shall contain:
-	an indication to stop Network Slice replacement for new UEs; or
-	an indication to terminate Network Slice Replacement for all the UEs and move back the PDU sessions from the alternative S-NSSAI to the S-NSSAI.
For a subscription to any changes in the status of the NSSAI validity time information:
-	the NSSF shall notify the NF service consumer when the validity timer related to the subscribed S-NSSAI(s) are changed by including the S-NSSAI(s) and associated validity time for each S-NSSAI.
If the notification is triggered by the AMF that updates the supported S-NSSAIs per TA by using the Update operation, the NSSF shall not send the notification to the same AMF.
2.	On success, "204 No Content" shall be returned and the content of the POST response shall be empty.
[bookmark: _PERM_MCCTEMPBM_CRPT30470016___3]On failure or redirection, the NF service consumer shall return one of the HTTP status code together with the response body listed in Table 6.2.5.2.3.1-2.

* * * End of Changes * * * *
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