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1. Introduction
<Introduction part (optional)>
2. Reason for Change
The detailed behavior for Data Update Procedure needs to be updated. This pCR propose to update the detailed behavior for Data Update Procedure.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.330 v0.2.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc155101731]5.2.2.1	Detailed behaviour
As specified in 3GPP TS 23.228 [2], the DCSF can only update the repository data in HSS. When data in repository is dated is updated (i.e. added, modified or removed), the Service-Indication and Sequence-Number are also sent as part of the information element Data.
Newly added transparent data shall be associated with a Sequence Number of 0 in the Sc-Update Request. Sequence Number value 0 is reserved exclusively for indication of newly added transparent data.
Modified and removed transparent data shall be associated within the Sc-Update Request with a Sequence Number of n+1 where n is the original Sequence Number associated with the transparent data before modification or removal. If n equals 65535, then the next modification or deletion of that transparent data shall be associated with a Sequence Number of 1.
Upon reception of the Sc-Update request, the HSS shall, in the following order:
1.	In the DCSF permission list check that the data that is requested to be updated (Sc-Update) by this DCSF, is allowed to be updated by checking the combination of the identity of the DCSF sending the request (identified by the Origin-Host AVP) and the supplied Data-Reference.
-	If the data is not allowed to be updated, Experimental-Result shall be set to DIAMETER_ERROR_USER_DATA_CANNOT_BE_MODIFIED in the Sc-Update Response.
2.	Check that the User Identity in the request exists in the HSS. If not, Experimental-Result shall be set to DIAMETER_ERROR_USER_UNKNOWN in the Sc-Update Response.
3.	If the type of the User Identity does not use IMS Public User Identity as access key for the Data-Reference or the Data-Reference is not Repository Data (0) in the request, Experimental-Result shall be set to DIAMETER_ERROR_OPERATION_NOT_ALLOWED in the Sc-Update Response.
4.	If the Data-Reference indicates that repository data is present, and if the HSS and the DCSF supports the Update-Eff feature, check whether there are multiple repository data instances. If so, then repeat the steps 5 and 6 below for each instance of repository data ensuring that no repository data is changed until the checks done in the steps 5 and 6 have been successful for all the repository data instances.
5.	Check whether or not the data that is requested to be updated by the DCSF, as identified by the Service-Indication, is currently being updated by another entity. If there is an update of the data in progress, Experimental-Result shall be set to DIAMETER_PRIOR_UPDATE_IN_PROGRESS in the Sc-Update Response.
6.	Check whether or not there is any repository data stored at the HSS already for the specified Service-Indication and the associated IMS Public User Identity (or group if the IMS Public User Identity is alias).
-	If repository data identified by the Service-Indication is stored at the HSS for the specified IMS Public User Identity or IMS Public User Identity group, check the following premises:
1.	Sequence_Number_in_Sc_Update is not equal to 0
2.	(Sequence_Number_in_Sc_Update - 1) is equal to (Sequence_Number_In_HSS modulo 65535)
-	If either of the above premises is false then Experimental-Result shall be set to DIAMETER_ERROR_TRANSPARENT_DATA_OUT_OF_SYNC in the Sc-Update Response.
-	If both of the above premises are true, then check whether or not Service Data is received within the Sc-Update Req.
-	If Service Data element is present in the Sc-Update Req, check whether or not the size of the data is greater than that which the HSS is prepared to accept.
-	If there is more data than the HSS is prepared to accept then Experimental-Result shall be set to DIAMETER_ERROR_TOO_MUCH_DATA and the new data shall be discarded.
-	If the HSS is prepared to accept the data, then the repository data stored at the HSS shall be updated with the repository data sent in the Sc-Update Req and the Sequence Number associated with that repository data shall be updated with that sent in the Sc-Update Req.
-	If Service Data element is not present in the Sc-Update Req, the data stored in the repository at the HSS shall be removed, and as a consequence the Service Indication and the Sequence Number associated with the removed data shall also be removed. 
-	If repository data identified by the Service-Indication is not stored for the IMS Public User Identity, i.e. the Sc-Update Req intends to create a new repository data, check whether or not the Sequence Number in the Sc-Update Req is 0.
-	If the sequence number is not set to 0, Experimental-Result shall be set to DIAMETER_ERROR_TRANSPARENT_DATA_OUT_OF_SYNC
-	If the sequence number is set to 0 check whether Service Data is included within the Sc-Update Req.
-	If Service Data is not present in the Sc-Update Req, then Experimental-Result shall be set to DIAMETER_ERROR_OPERATION_NOT_ALLOWED and the operation shall be ignored by the HSS.
-	If Service Data element is present in the Sc-Update Req, check whether or not the size of the data is greater than that which the HSS is prepared to accept.
-	If there is more data than the HSS is prepared to accept then Experimental‑Result shall be set to DIAMETER_ERROR_TOO_MUCH_DATA and the new data shall be discarded.
-	If the HSS is prepared to accept the data included in the Sc-Update Req, then the data shall be stored in the data repository in the HSS.
If there is an error in any of the above steps then the HSS shall stop processing and shall return the error code specified in the respective step (see clause 6.x for an explanation of the error codes).
If the HSS cannot fulfil the received request for reasons not stated in the above steps, e.g. due to database error, it shall stop processing the request and set Result-Code to DIAMETER_UNABLE_TO_COMPLY.
If the HSS and the DCSF support the Update-Eff feature, the Sc Update is successful only if it is successful for the update of all the repository data instances in the request. Otherwise the HSS shall keep or restore all the stored repository data as they were before receiving the Sc Update request. If the error occurs during the steps 5 or 6 and if there were several repository data instances in the request, the Sc Update response shall contain a Repository Data ID indicating the service indication and the sequence number of (one of) the repository data instance(s) for which an error occurred.
If the HSS and the DCSF support the Update-Eff-Enhance feature, the Sc Update is successful only if it is successful for the update of all the data instances in the request. Otherwise the HSS shall keep or restore all the stored data as they were before receiving the Sc Update request. If an error occurs during the steps 5 or 6 with any of the data instance in the request, the Sc Update response shall contain the corresponding Data Reference indicating the first data instance for which an error occurred. If there were several repository data instances in the request, the HSS shall behave the same as specified for Update-Eff feature.
Otherwise, the requested operation shall take place and the HSS shall return the Result-Code AVP set to DIAMETER_SUCCESS.
NOTE:	When an DCSF receives DIAMETER_ERROR_TRANSPARENT_DATA_OUT_OF_SYNC the DCSF may attempt to resolve the inconsistency between the version of the repository data that it holds and that stored at the HSS. It may execute a Sc-Pull to retrieve the current version of the data from the HSS.

* * * End of Changes * * * *

