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1. Introduction
<Introduction part (optional)>
2. Reason for Change
There are some editorial errors exist in clause 5. So, this pCR propose to:
- remove the null string line after clause 5, Update the Data read to Data Read.
- rename the clause 5.2.1 as Data Read (Sc-Pull).
- add the sub-clause named General for Data Read procedure and Data Update procedure.
- add the clause 6.2.4 as reference for UDA. Correct the Sh to Sc interface, AS to DCSF in table 5.2.1-2.
- Update the Sc-Update procedure since it is agreed only Public User Identity applies to the Sc interface.
- Correct the reference document number in clause 6.1.1.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.330 v0.2.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc155101725][bookmark: _Toc155101728]5	Diameter-based Sc Interface

[bookmark: _Toc155101726]5.1	Introduction
The Sc interface shall enable the Data Rread and Data Update procedure between the DCSF and the HSS as described in the 3GPP TS 23.228 [2].
[bookmark: _Toc155101727]5.2	Procedure Descriptions
5.2.1	Data Read (Sc-Pull)Procedure
5.2.1.1	General
The Data Read Procedure shall be used between the DCSF and the HSS to read repository data for a specified user from the HSS. The procedure shall be invoked by the DCSF and is used:
-	to read the transparent data for a specified user from the HSS, and the data is store by DCSF in the HSS to support its service logic.
This procedure is mapped to the commands User-Data-Request/Answer (UDR/UDA) in the Diameter application specified in clause 6.2.3 and clause 6.2.4.
Table 5.2.1-1 specifies the involved information elements for the request.
Table 5.2.1-2 specifies the involved information elements for the answer.
Table 5.2.1-1: Sc-Pull
	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identity
(See 3GPP TS 29.328 [4])
	User-Identity
	M
	It shall contain the IMS Public User Identity (in the Public-Identity AVP) of the user for whom the data is required.

	Requested data
(See 3GPP TS 29.328 [4])
	Data-Reference
	M
	This information element indicates the reference to the requested information.

	Service Indication
(See 3GPP TS 29.328 [4])
	Service-Indication
	M
	IE that identifies, together with the Public User Identity included in the Public-Identity AVP and Data-Reference, the set of service related transparent data that is being requested.



Table 5.2.1-2: Sc-Pull Resp
	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Result
	[bookmark: OLE_LINK5]Result-Code / Experimental_Result
	M
	Result of the request.

Result-Code AVP shall be used for errors defined in the Diameter base protocol (see IETF RFC 6733 [3]).

Experimental-Result AVP shall be used for Sch errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.

	Data
	User-Data
	C
	Requested data. This information element shall be present if the requested data exists in the HSS and the DCSFAS has permissions to read it.


[bookmark: _Toc155101729]5.2.1.12	Detailed behaviour
Editor Note:	The detailed behaviour upon reception of the Sc-Pull request for HSS is FFS.
[bookmark: _Toc155101730]5.2.2	Data Update (Sc-Update)
5.2.2.1	General
This procedure is used between the DCSF and the HSS. The procedure is invoked by the DCSF and is used:
-	To allow the DCSF to update the transparent (repository) data stored at the HSS for each IMS Public User Identity or Public Service Identity.
This procedure is mapped to the commands Profile-Update-Request/Answer in the Diameter application specified in clause 6.2.3 and clause 6.2.43GPP TS 29.329 [x]. Tables 5.2.1-1 and 5.2.1-2 detail the involved information elements.
Table 5.2.2-1: Sc-Update Request
	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identity
(See 3GPP TS 29.328 [4])
	User-Identity
	M
	It shall contain the IMS Public User Identity (in the Public-Identity AVP)or Public Service Identity or MSISDN or External Identifier for which data is updated.
See clause 7.1 for the content of this AVP.

	Requested data
(See 3GPP TS 29.328 [4])
	Data-Reference
	M
	This information element includes the reference to the data on which updates are required.

	Data
(See 3GPP TS 29.328 [4])
	User-Data
	M
	Updated data.



Table 5.2.2-2: Sc-Update Response
	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Result
(See 3GPP TS 29.328 [4])
	Result-Code / Experimental-Result
	M
	Result of the update of data in the HSS.

Result-Code AVP shall be used for errors defined in the Diameter base protocol (see IETF RFC 6733 [44]).

Experimental-Result AVP shall be used for Sc errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.

	Repository Data ID (See 3GPP TS 29.328 [4])
	Repository-Data-ID
	O
	If a Sc-Update Request with multiple repository data fails, this information element shall include the service indication and the sequence number of the repository data instance that has generated the error.

	Requested data
(See 3GPP TS 29.328 [4])
	Data-Reference
	O
	If Sc-Update Request with multiple data references fails, this information element shall include the Data reference for the data instance that has generated the error.



[bookmark: _Toc155101731]5.2.2.21	Detailed behaviour
As specified in 3GPP TS 23.228 [2], the DCSF can only update the repository data in HSS. When data in repository is dated is updated (i.e. added, modified or removed), the Service-Indication and Sequence-Number are also sent as part of the information element Data.
Newly added transparent data shall be associated with a Sequence Number of 0 in the Sc-Update Request. Sequence Number value 0 is reserved exclusively for indication of newly added transparent data.
Modified and removed transparent data shall be associated within the Sc-Update Request with a Sequence Number of n+1 where n is the original Sequence Number associated with the transparent data before modification or removal. If n equals 65535, then the next modification or deletion of that transparent data shall be associated with a Sequence Number of 1.
* * * Next Change * * * *
[bookmark: _Toc155101734][bookmark: OLE_LINK2]6.1.1	Use of Diameter base protocol
The Diameter base protocol as specified in IETF RFC 6733 [3y] shall apply except as modified by the defined support of the methods and the defined support of the commands and AVPs, result and error codes as specified in this specification. Unless otherwise specified, the procedures (including error handling and unrecognised information handling) shall be used unmodified.
* * * End of Changes * * * *

