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* * * First Change * * * *
6.1.6.2.6	Type: DnnInfo
Table 6.1.6.2.6-1: Definition of type DnnInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	dnn
	Dnn
	M
	1
	Data Network Name with Network Identifier only., or Wildcard DNN (NOTE)

	defaultDnnIndicator
	DefaultDnnIndicator
	O
	0..1
	Indicates whether this DNN is the default DNN:
true: The DNN is the default DNN (NOTE);
false: The DNN is not the default DNN;
If this attribute is absent  it means the DNN is not the default DNN.

	lboRoamingAllowed
	LboRoamingAllowed
	O
	0..1
	Indicates whether local breakout for the DNN is allowed when roaming:
true: Allowed;
false: Not allowed;
If this attribute is absent it means not allowed.

	iwkEpsInd
	IwkEpsInd
	O
	0..1
	Indicates whether interworking with EPS and EPC/ePDG is subscribed:
true: Subscribed;
false: Not subscribed;
If this attribute is absent it means not subscribed.

	dnnBarred
	boolean
	C
	0..1
	Indicates whether the DNN is barred. Absence and false indicates "not barred".
This attribute is only used on the Nudr interface. The UDM shall handle barred DNNs received from the UDR as not subscribed.

	invokeNefInd
	boolean
	O
	0..1
	Indicates whether the NEF based infrequent small data transfer shall be used for the PDU Session associated with the S-NSSAI and DNN.
true: Used;
false: Not used;
If this attribute is absent it means not used.

	smfList
	array(NfInstanceId)
	O
	1..N
	Indicate the associated SMF(s) if the static IP address/prefix is used.

	sameSmfInd
	boolean
	O
	0..1
	Indicates whether the same SMF for multiple PDU sessions to the same DNN and S-NSSAI is required.
true: Required;
false: Not required;
If this attribute is absent it means not required.

	hrSboAllowed
	boolean
	O
	0..1
	Indicates whether Session Breakout for HR Session in VPLMN is allowed (see 3GPP TS 23.502 [3] and 3GPP TS 23.548 [60]).
true: Allowed;
false: Not allowed;
If this attribute is absent it means not allowed.

	NOTE:	If the dnn attribute contains the value of the Wildcard DNN ("*"), the defaultDnnIndicator shall not be set to true.
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Table 6.1.6.2.9-1: Definition of type DnnConfiguration
	Attribute name
	Data type
	P
	Cardinality
	Description

	pduSessionTypes
	PduSessionTypes
	M
	1
	Default/Allowed session types

	sscModes
	SscModes
	M
	1
	Default/Allowed SSC modes

	iwkEpsInd
	IwkEpsInd
	O
	0..1
	Indicates whether interworking with EPS and EPC/ePDG is subscribed:
true: Subscribed;
false: Not subscribed;
If this attribute is absent it means not subscribed.

	5gQosProfile
	SubscribedDefaultQos
	O
	0..1
	5G QoS parameters associated to the session for a data network

	sessionAmbr
	Ambr
	O
	0..1
	The maximum aggregated uplink and downlink bit rates to be shared across all Non-GBR QoS Flows in each PDU Session.

	3gppChargingCharacteristics
	3GppChargingCharacteristics
	O
	0..1
	Subscribed charging characteristics data associated to the session for a data network. (NOTE 1)

	staticIpAddress
	array(IpAddress)
	O
	1..2
	Subscribed static IP address(es) of the IPv4 and/or IPv6 type.

	upSecurity
	UpSecurity
	O
	0..1
	When present, this IE shall indicate the security policy for integrity protection and encryption for the user plane.

	pduSessionContinuityInd
	PduSessionContinuityInd
	O
	0..1
	When present, this IE shall indicate how to handle a PDU Session when UE the moves to or from NB-IoT.
If this attribute is absent it means that Local policy shall be used.

	niddNefId
	NefId
	O
	0..1
	Indicates the identity of the NEF to be selected for NIDD service for this DNN. 

	niddInfo
	NiddInformation
	O
	0..1
	When present, this IE shall indicate information used for SMF-NEF Connection.


	redundantSessionAllowed
	boolean
	O
	0..1
	Indicates whether redundant PDU Sessions are allowed:
true: Allowed;
false: Not allowed;
If this attribute is absent it means not allowed.

	acsInfo
	AcsInfo
	O
	0..1
	When present, this IE shall include the ACS information for the 5G-RG as defined in BBF TR-069 [42] or in BBF TR-369 [43].

	ipv4FrameRouteList
	array(FrameRouteInfo)
	O
	1..N
	List of Frame Route information of IPv4, see clause 5.6.14 of 3GPP TS 23.501 [2].

	ipv6FrameRouteList
	array(FrameRouteInfo)
	O
	1..N
	List of Frame Route information of IPv6, see clause 5.6.14 of 3GPP TS 23.501 [2].

	atsssAllowed
	boolean
	O
	0..1
	Indicates whether this DNN supports ATSSS, i.e. whether Multi-Access PDU session is allowed to this DNN.
true: Allowed;
false (default): Not allowed;
If this attribute is absent it means this DNN does not allow ATSSS.

	secondaryAuth
	boolean
	O
	0..1
	Indicates whether DN-AAA based secondary authentication and authorization is needed.
true: required.
false: not required.
If absent, it indicates that DN-AAA based secondary authentication is not required by subscription data, but it still may be required by local policies at the SMF.
(NOTE 2)

	uavSecondaryAuth
	boolean
	O
	0..1
	Indicates whether SBI-based secondary authentication and authorization for Uncrewed Aerial Vehicles (UAV) is needed.
true: required.
false or absent: not required.

	dnAaaIpAddressAllocation
	boolean
	O
	0..1
	Indicates whether the SMF is required to request the UE IP address from the DN-AAA server for PDU Session Establishment.
true: required
false: not required
If absent, it indicates that the request by SMF of the UE IP address from the DN-AAA server is not required by subscription data, but it still may be required by local policies at the SMF.
(NOTE 2)

	dnAaaAddress
	IpAddress
	O
	0..1
	The IP address of the DN-AAA server used for secondary authentication and authorization.
(NOTE 2)

	additionalDnAaaAddresses
	array(IpAddress)
	O
	1..N
	Additional IP addresses of the DN-AAA server used for secondary authentication and authorization.
(NOTE 2)

	dnAaaFqdn
	Fqdn
	O
	0..1
	The FQDN of the DN-AAA server used for secondary authentication and authorization.
(NOTE 2)

	iptvAccCtrlInfo
	string
	O
	0..1
	The IPTV access control information used in IPTV access procedure, see clause 7.7.1.1.2 of 3GPP TS 23.316 [37].

	ipv4Index
	IpIndex
	O
	0..1
	Indicates the "IP Index" (i.e. information that identifies an address pool or an external server) to be sent to the SMF for allocation of an IPv4 address to the UE, for this DNN configuration.

	ipv6Index
	IpIndex
	O
	0..1
	Indicates the "IP Index" (i.e. information that identifies an address pool or an external server) to be sent to the SMF for allocation of an IPv6 address to the UE, for this DNN configuration.

	ecsAddrConfigInfo
	EcsAddrConfigInfo
	O
	0..1
	ECS Address Configuration Information Parameters. See 3GPP TS 23.502 [3]

	additionalEcsAddrConfigInfos
	array(EcsAddrConfigInfo)
	O
	1..N
	This IE may be present when ecsAddrConfigInfo IE is present.

When present, this IE shall contain the additional ECS Address Configuration Information Parameters. See 3GPP TS 23.548 [60]

	sharedEcsAddrConfigInfoId
	SharedDataId
	O
	0..1
	Identifier of shared data indicating an ECS Configuration Information. 

	additionalSharedEcsAddrConfigInfoIds
	array(SharedDataId)
	O
	1..N
	This IE may be present when sharedEcsAddrConfigInfoId IE is present.

When present, this IE shall contain the identifiers of shared data indicating the additional ECS Address Configuration Information.

	easDiscoveryAuthorized
	boolean
	O
	0..1
	Indicates whether the UE is authorized to use 5GC assisted EAS discovery via EASDF.
true: Authorized;
false (default): Not authorized;
See 3GPP TS 23.548 [60]

	onboardingInd
	boolean
	O
	0..1
	Indicates whether the UE is allowed to use this DNN for onboarding. UE subscription allows, or does not allow the UE to access the PLMN as the Onboarding Network using PLMN credentials (see clause 5.30.2.10.4.4 in 3GPP TS 23.501 [2]).
-	false (default): not restricted to onboarding only;
-	true: allowed for onboarding only.

	aerialUeInd
	AerialUeIndication
	O
	0..1
	This IE shall indicate Aerial service for the UE is allowed or not allowed.

	subscribedMaxIpv6PrefixSize
	integer
	O
	0..1
	maximum size of the IPv6 prefix that may be allocated for the PDU Session. See 3GPP TS 23.316 [37] clause 4.6.2.3.

	hrSboAuthorized
	boolean
	O
	0..1
	Indicates whether Home Routed Session Breakout (HR-SBO) is authorized (see 3GPP TS 23.548 [60] clause 6.7.2.2)
true: Authorized;
false: Not authorized;
If this attribute is absent it means not authorized.

	NOTE 1:	When present, this attribute shall take precedence over the "3gppChargingCharacteristics" attribute in the SessionManagementSubscriptionData level.
NOTE 2:	These attributes shall be consistent with the information received on the 5GVnGroupData (see clause 6.5.6.2.7), in the Nudm_PP API. If both FQDN and IP addresses are provided, the IP addresses should be preferred to target the DN-AAA server.
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The simple data types defined in table 6.1.6.3.2-1 shall be supported.
Table 6.1.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description

	DefaultDnnIndicator
	boolean
	Indicates whether a DNN is the default DNN

	LboRoamingAllowed
	boolean
	This flag indicates whether local breakout is allowed when roaming.

	UeUsageType
	integer
	Indicates the usage characteristics of the UE, enables the selection of a specific Dedicated Core Network for EPS interworking

	MpsPriorityIndicator
	boolean
	Indicates whether UE is subscribed to multimedia priority service

	McsPriorityIndicator
	boolean
	Indicates whether UE is subscribed to mission critical service

	3GppChargingCharacteristics
	string
	16-bit string identifying charging characteristics as specified in 3GPP TS 32.255 [11] Annex A and 3GPP TS 32.298 [12] clause 5.1.2.2.7, in hexadecimal representation. Each character in the string shall take a value of "0" to "9" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the charging characteristics shall appear first in the string, and the character representing the 4 least significant bits of the charging characteristics shall appear last in the string.

Example:
The charging characteristic 0x123A shall be encoded as "123A".
See also 3GPP TS 32.256 [67] Annex A

	MicoAllowed
	boolean
	Indicates whether MICO mode is allowed for the UE.

	SmsSubscribed
	boolean
	Indicates whether the UE subscription allows SMS delivery over NAS.

	SharedDataId
	string
	Identifies globally and uniquely a piece of subscription data shared by multiple UEs. The value shall start with the HPLMN id (MCC/MNC) followed by a hyphen followed by a local Id as allocated by the home network operator.
	pattern: "^[0-9]{5,6}-.+$"

	IwkEpsInd
	boolean
	Indicates whether Interworking with EPS and EPC/ePDG is supported

	SecuredPacket
	string
	Indicates the secured packet as specified in 3GPP TS 24.501 [27]. It is encoded using base64 and represented as a String.
Format: byte

	UpuRegInd
	boolean
	true indicates that re-registration is requested after the successful UE parameters update.

	ExtGroupId
	string
	String containing a External Group ID.
Pattern: "^extgroupid-[^@]+@[^@]+$"

	NbIoTUePriority
	integer
	Unsigned integer indicating the NB-IoT UE Priority (see clause 5.31.17 of 3GPP TS 23.501 [8]), the value is between 0 and 255 and lower value indicates higher priority.

	CodeWord
	string
	Indicates the codeword as specified in 3GPP TS 23.273 [38] clause 5.4.2.2.3.

	AfId
	string
	AF Identifier (see 3GPP TS 23.273 [38] clause 5.4.2.2.3)

	LcsClientId
	string
	Lcs Client Identifier (see 3GPP TS 23.273 [38] clause 5.4.2.2.3)

	SorTransparentContainer
	Bytes
	String with format "byte" as defined in OpenAPI Specification [14], i.e. base64-encoded characters, encoding the "SOR transparent container" IE as specified in clause 9.11.3.51 of 3GPP TS 24.501 [27] (starting from octet 1).

	UpuTransparentContainer
	Bytes
	String with format "byte" as defined in OpenAPI Specification [14], i.e. base64-encoded characters, encoding the "UE Parameters Update transparent container" IE as specified in clause 9.11.3.53A of 3GPP TS 24.501 [27] (starting from octet 1).

	SorCmci
	Bytes
	String with format "byte" as defined in OpenAPI Specification [14], i.e. base64-encoded characters, encoding the "SOR-CMCI " IE as specified in Figure 9.11.3.51.7 of 3GPP TS 24.501 [27] (starting from octet 1).

	SorSnpnSiLs
	Bytes
	String with format "byte" as defined in OpenAPI Specification [14], i.e. base64-encoded characters, encoding the "SOR-SNPN-SI-LS" IE as specified in Clause 9.11.3.51 of 3GPP TS 24.501 [27] (starting from octet 1).

	SorSnpnSi
	Bytes
	String with format "byte" as defined in OpenAPI Specification [14], i.e. base64-encoded characters, encoding the "SOR-SNPN-SI" IE as specified in Figure 9.11.3.51.9A of 3GPP TS 24.501 [27] (starting from octet 1).
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