

	
3GPP TSG-CT WG4 Meeting #118	C4-234607
Xiamen, P.R. China; 09th– 13th October 2023										Revision of C4-234027
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	29.564
	CR
	0061
	rev
	1
	Current version:
	18.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Muting enhancements

	
	

	Source to WG:
	Huawei

	Source to TSG:
	CT4

	
	

	Work item code:
	eNA_Ph3
	
	Date:
	2023-10-11

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	As defined in clause 6.2.7.2 of 3GPP TS 23.288 on supporting of Event Muting Mechanism:

When an Event Consumer NF requests notification muting from an Event Producer NF using the Deactivation notification flag, the Event Consumer can in addition specify requested Event Producer NF actions to be taken when an exception occurs at the Event Producer NF.

The Event Producer NF evaluates the requested action from the Event Consumer NF according to local policy (if configured) and in the response to the Event Consumer NF provides an accept indication if the request can be satisfied.
The response from the Event Producer NF may further indicate the Muting Notifications Settings.

In addition, following table NOTE is included in Table 4.15.1-1 of 3GPP TS 23.502:
The support of this parameter is only required for services where NWDAF and/or DCCF are among the example consumers. It is expected that this parameter is used only if the Event Consumer NF is NWDAF or DCCF.

	
	

	Summary of change:
	Include mutingExcInstructions in subscription request;
Include mutingNotSettings in subscription response;
Support application error: MUTING_EXC_INSTR_NOT_ACCEPTED;
Indicate the muting parameters is used only if the Event Consumer NF is NWDAF or DCCF;
Define a new feature for muting mechanism.

	
	

	Consequences if not approved:
	Inconsistent within the specification.

	
	

	Clauses affected:
	5.2.2.2.2, 6.1.3.2.3.1, 6.1.3.3.3.2, 6.1.6.1, 6.1.6.2.12, 6.1.7.3, 6.1.8, A.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	This contribution introduces backward compatible new features to the OpenAPI file of Nupf_EventExposure API.

	
	

	This CR's revision history:
	



Page 1


* * * First Change * * * *

[bookmark: _Toc146123701]5.2.2.2.2	Creation of a subscription
An NF Service Consumer shall invoke the Subscribe service operation towards the UPF to create a subscription to monitor at least one UPF event. The NF Service Consumer may subscribe to multiple events in a subscription. A subscription may be associated with one UE's PDU session or with any UE.
The NF Service Consumer shall request to create a new subscription by using the HTTP method POST with the URI of the subscriptions collection, see clause 6.1.3.2.


Figure 5.2.2.2.2-1 Subscription creation
1.	The NF Service Consumer shall send a POST request to create a subscription resource in the UPF. The payload body of the POST request shall contain a representation of the individual subscription resource to be created.
The NF Service Consumer shall include the following information in the HTTP message body:
-	NF ID, indicating the identity of the network function instance creating the subscription;
-	Target of Event Reporting, indicating the target(s) to be monitored, i.e.
-	a specific PDU Session of a UE identified with a UE IP address; or
-	any UE (identified by the "anyUE" flag);
-	List of UPF events requested to be subscribed;
-	Event Reporting Mode, indicating how the events shall be reported (One-time Report or Periodic Report); and
-	UPF event consumer notification URI, indicating the address where to send the event notifications generated by the subscription.
The NF Service Consumer may include the following information in the HTTP message body:
-	a SUPI, PEI or GPSI identifying a specific UE;
-	one or more S-NSSAI(s) and/or DNN(s) of PDU sessions to which the subscription applies;
-	one or more Application ID(s) or traffic filters identifying the traffic to be monitored by the subscription (only applicable to a subscription targeting a specific PDU Session of a UE identified with a UE IP address);
-	Type of measurement, for UPF events supporting multiple types of measurement (e.g. UserDataUsageMeasures event)
-	Granularity of Measurement, indicating that the granularity of the required measurements is per PDU Session, per data flow or per application;
-	Reporting period, defining the period for periodic reporting;
-	Maximum number of reports, defining the maximum number of reports after which the event subscription ceases to exist;
-	Expiry time, suggested by the NF Service Consumer representing the time up to which the subscription is desired to be kept active and the time after which the subscribed event(s) shall stop generating report;
-	Reporting suggestion information, i.e. Report urgency indicating whether the event report can be delayed (i.e. it is delay-tolerant) and if so, the Reporting time information defining the last valid reporting time for the UPF to report the detected event;
-	Deactivate notification flag, indicating that the notification of the available events shall be muted until the event consumer NF (e.g. NWDAF or DCCF) provides the retrieval notification flag to retrieve the events stored;
-	Immediate Report Flag per event, indicating an immediate report to be generated with the current event status; and/or
-	Notification Correlation ID, indicating the correlation identity to be signaled in the event notifications generated by the subscription.
-	Sampling ratio, defining the random subset of PDU sessions among target PDU sessions, and the UPF only report the event(s) related to the selected subset of PDU sessions;
-	partitioningCriteria, defining the criteria for partitioning PDU sessions before applying sampling ratio;
-	Muting Exception Instructions, which specify instructions to apply to the subscription and the stored events when an exception occurs at the UPF while the event is muted (e.g., the buffer of stored event reports is full, or the number of stored event reports exceeds a certain number), if the ENAPH3 feature is supported (see clause 6.1.8).
2a.	On success (i.e. if the request is accepted), the UPF shall include a HTTP Location header to provide the location of the newly created resource (subscription) together with the status code 201 indicating the requested resource is created in the response message.

If the NF Service Consumer has included more than one events in the event subscription and some of the events cannot be subscribed, the UPF shall accept the request and provide the successfully subscribed event(s) in the CreatedEventSubscription.

If the NF Service Consumer has included the Immediate Report Flag with the value true in the event subscription, and if the current status of the events subscribed are available, the UPF shall include the current status of the events subscribed in the response. Otherwise, the UPF shall generate reports for the events and notify the NF service consumer using the Nupf_EventExposure_Notify service operation. If the events with the Immediate Report Flag set to true are subscribed via an SMF, the notification shall be sent to the actual NF service consumer directly, i.e. the current status of the events subscribed shall not be included in the subscription creation response.
	If the NF Service Consumer has set the event reporting option to ONE_TIME and if the UPF has included the current status of the events subscribed in the response, then the UPF shall not do any subsequent event notification for the corresponding events.
The response, based on operator policy and taking into account the expiry time included in the request, may contain the expiry time, as determined by the UPF, after which the subscription becomes invalid. Once the subscription expires, if the NF Service Consumer wants to keep receiving notifications, it shall create a new subscription in the UPF. The UPF shall not provide the same expiry time for many subscriptions in order to avoid all of them expiring and recreating the subscription at the same time. If the expiry time is not included in the response, the NF Service Consumer shall consider the subscription to be valid without an expiry time.
If the sampling ratio ("sampRatio") attribute is included in the subscription without a partitioningCriteria, the UPF shall select a random subset of PDU sessions among target PDU sessions according to the sampling ratio and only report the event(s) related to the selected subset of PDU sessions. If the partitioningCriteria attribute is also included along with sampling ratio, the UPF shall apply the sampling ratio on the group of PDU sessions determined according to the partitioning criteria.
If the "notifFlag" attribute is included and set to "DEACTIVATE" in the request by e.g. the NWDAF or DCCF, the UPF shall mute the event notification and store the available events. Additionally, if the UPF supports the ENAPH3 feature (see clause 6.1.8) and if the NF service consumer includes event muting instructions in the request, the UPF should evaluate the received event muting instructions against to local actions (if configured) and, if the subscription creation request is accepted, the UPF may indicate the following information to the NF service consumer in the response:
-	the maximum number of notifications that the UPF expects to be able to store for the subscription;
-	an estimate of the duration for which notifications can be buffered.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.2.3.1-3.
If the UPF supports the ENAPH3 features (see clause 6.1.8), the NF service consumer sets the "notifFlag" attribute to "DEACTIVATE" and event muting instructions in the request, but the UPF cannot accept the received instructions, the UPF may reject the request with a 403 Forbidden response and the application error "MUTING_EXC_INSTR_NOT_ACCEPTED".

* * * Next Change * * * *

[bookmark: _Toc510696613][bookmark: _Toc35971404]6.1.3.2.3.1	POST
This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.
Table 6.1.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and response codes specified in table 6.1.3.2.3.1-3.
Table 6.1.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	CreateEventSubscription
	M
	1
	Payload of the Subscribe request to create a subscription.



Table 6.1.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	CreatedEventSubscription 
	M
	1
	201 Created
	Represents successful creation of an UPF Event Subscription

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection.
(NOTE 2)



	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection.
(NOTE 2)



	ProblemDetails
	O
	0..1
	403 Forbidden
	Indicates the creation of subscription has failed due to application error.

The "cause" attribute may be used to indicate one of the following application errors:

[bookmark: _PERM_MCCTEMPBM_CRPT03410203___2]-	PDU_SESSION_NOT_SERVED_BY_UPF
-	MUTING_EXC_INSTR_NOT_ACCEPTED

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.2.3.1-4: Headers supported by the 201 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/nupf-ee/<apiVersion>/ee-subscriptions/{subscriptionId}


Table 6.1.3.2.3.1-5: Headers supported by the 307 Response Code on this endpoint
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance. For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].


	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.2.3.1-6: Headers supported by the 308 Response Code on this endpoint
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance. For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].


	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * Next Change * * * *

[bookmark: _Toc11338775][bookmark: _Toc27585479][bookmark: _Toc36457485][bookmark: _Toc45028402][bookmark: _Toc45029237][bookmark: _Toc67682000]6.1.3.3.3.2	PATCH
This method shall support the URI query parameters specified in table 6.1.3.3.3.2-1.
Table 6.1.3.3.3.2-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.3.3.2-2 and the response data structures and response codes specified in table 6.1.3.3.3.2-3.
Table 6.1.3.3.3.2-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	array(PatchItem)
	M
	 1..N
	Items describe the modifications to the Event Subscription



Table 6.1.3.3.3.2-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned. (NOTE 2)

	PatchResult
	M
	1
	200 OK
	Upon success, the execution report is returned. (NOTE 2)

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection.

(NOTE 3)


	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection.

(NOTE 3)

	ProblemDetails
	O
	0..1
	403 Forbidden
	One or more attributes are not allowed to be modified.

The "cause" attribute may be used to indicate one of the following application errors:
- 	MODIFICATION_NOT_ALLOWED, see 3GPP TS 29.500 [4] table 5.2.7.2-1.
-	MUTING_EXC_INSTR_NOT_ACCEPTED

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- 	SUBSCRIPTION_NOT_FOUND, see 3GPP TS 29.500 [4] table 5.2.7.2-1.


	NOTE 1:	The mandatory HTTP error status code for the PATCH method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2:	If all the modification instructions in the PATCH request have been implemented, the UPF shall respond with 204 No Content response; if some of the modification instructions in the PATCH request have been discarded, the UPF shall respond with PatchResult.
NOTE 3:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.3.3.2-4: Headers supported by the 307 Response Code on this endpoint
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance. It is implementation specific how the alternative URI is determined. For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].


	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.3.3.2-5: Headers supported by the 308 Response Code on this endpoint
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance. It is implementation specific how the alternative URI is determined. For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].


	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * Next Change * * * *

[bookmark: _Toc510696633][bookmark: _Toc35971428][bookmark: _Toc82676385][bookmark: _Toc146123742]6.1.6.1	General
This clause specifies the application data model supported by the API.
Table 6.1.6.1-1 specifies the data types defined for the Nupf_EventExposure service.

Table 6.1.6.1-1: Nupf_EventExposure specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	NotificationData
	6.1.6.2.2
	The list of NotificationItems
	

	NotificationItem
	6.1.6.2.3
	Represents a report on one subscribed event
	

	QosMonitoringMeasurement
	6.1.6.2.4
	QoS Monitoring Measurement information
	

	UserDataUsageMeasurements 
	6.1.6.2.5
	User Data Usage Measurements 
	

	VolumeMeasurement
	6.1.6.2.6
	Volume Measurement 
	

	ThroughputMeasurement
	6.1.6.2.7
	Throughput Measurement 
	

	ApplicationRelatedInformation
	6.1.6.2.8
	Application Related Information
	

	ThroughputStatisticMeasurement
	6.1.6.2.9
	Throughput Statistic Measurement 
	

	DomainInformation
	6.1.6.2.10
	Domain Name and Domain Name Protocol
	

	UpfEventSubscription
	6.1.6.2.11
	Represents an individual event subscription resource on UPF
	

	UpfEventMode
	6.1.6.2.12
	Describes how the reports shall be generated for a subscribed event
	

	UpfEvent
	6.1.6.2.13
	Describes an event to be subscribed
	

	CreateEventSubscription
	6.1.6.2.14
	Data within a create UPF event subscription request
	

	CreatedEventSubscription
	6.1.6.2.15
	Data within a create UPF event subscription response
	

	ReportingSuggestionInformation
	6.1.6.2.16
	Reporting Suggestion Information
	

	TscManagementInfo
	6.1.6.2.17
	TSC Management Information
	

	EventType
	6.1.6.3.3
	Event Type
	

	UpfEventTrigger
	6.1.6.3.4
	Describes how the UPF generates the report for the event
	

	MeasurementType
	6.1.6.3.5
	Type of Measurement
	

	GranularityOfMeasurement
	6.1.6.3.6
	Granularity Of Measurement
	

	DnProtocol
	6.1.6.3.7
	Domain Name Protocol
	



Table 6.1.6.1-2 specifies data types re-used by the Nupf_EventExposure service from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nupf_EventExposure service.
Table 6.1.6.1-2: Nupf_EventExposure re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	DateTime
	3GPP TS 29.571 [16]
	Date time
	

	Dnn
	3GPP TS 29.571 [16]
	DNN
	

	Gpsi
	3GPP TS 29.571 [16]
	GPSI
	

	Snssai
	3GPP TS 29.571 [16]
	S-NSSAI
	

	Uint32
	3GPP TS 29.571 [16]
	Uint32
	

	MacAddr48
	3GPP TS 29.571 [16]
	MAC Address
	

	Ipv4Addr
	3GPP TS 29.571 [16]
	IPv4 address
	

	Ipv6Prefix
	3GPP TS 29.571 [16]
	IPv6 address prefix
	

	Uint64
	3GPP TS 29.571 [16]
	Unsigned 64-bit integer
	

	BitRate
	3GPP TS 29.571 [16]
	Bit rate
	

	PacketRate
	3GPP TS 29.571 [16]
	Packet rate
	

	TrafficVolume
	3GPP TS 29.571 [16]
	Traffic Volume 
	

	ApplicationId
	3GPP TS 29.571 [16]
	The application identifier.
	

	DurationSec
	3GPP TS 29.571 [16]
	
	

	NotificationFlag
	3GPP TS 29.571 [16]
	Notification flag.
	

	PartitioningCriteria
	3GPP TS 29.571 [16]
	Used to partition UEs before applying sampling.
	

	ProblemDetails
	3GPP TS 29.571 [16]
	
	

	SamplingRatio
	3GPP TS 29.571 [16]
	Sampling Ratio.
	

	Uri
	3GPP TS 29.571 [16]
	
	

	IpAddr
	3GPP TS 29.571 [16]
	
	

	SupportedFeatures
	3GPP TS 29.571 [16]
	
	

	Supi
	3GPP TS 29.571 [16]
	
	

	Pei
	3GPP TS 29.571 [16]
	
	

	Uinteger
	3GPP TS 29.571 [16]
	Unsigned Integer
	

	PortManagementContainer
	3GPP TS 29.512 [19]
	PMIC
	

	BridgeManagementContainer
	3GPP TS 29.512 [19]
	UMIC
	

	FlowInformation
	3GPP TS 29.512 [19]
	IP or Ethernet Flow Information
	

	PatchItem
	3GPP TS 29.571 [16]
	Patch item of JSON PATCH
	

	PatchResult
	3GPP TS 29.571 [16]
	Patch result of JSON PATCH
	

	MutingExceptionInstructions
	3GPP TS 29.571 [16]
	Muting exception instructions.
	

	MutingNotificationsSettings
	3GPP TS 29.571 [16]
	Muting notifications settings.
	



* * * Next Change * * * *
[bookmark: _Toc146123755]6.1.6.2.12	Type: UpfEventMode
Table 6.1.6.2.12-1: Definition of type UpfEventMode
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	trigger
	UpfEventTrigger
	M
	1
	Describes how the reports are triggered.
	

	maxReports
	integer
	C
	0..1
	This IE may be present if the trigger is set to "PERIODIC". When present, this IE shall indicate the maximum number of reports that can be generated by each subscribed event in the subscription.

If the UPF event subscription is for a list of events, this parameter shall be applied to each individual event in the list.
	

	expiry
	DateTime
	C
	0..1
	This IE shall be included in an event subscription response, if, based on operator policy and taking into account the expiry time included in the request, the UPF needs to include an expiry time.

This IE may be included in an event subscription request.

When present, this IE shall represent the time after which the subscribed event(s) shall stop generating report and the subscription becomes invalid. If the trigger value included in an event subscription response is "ONE_TIME" and if an event report is included in the subscription response then the value of the expiry included in the response shall be an immediate timestamp.
	

	repPeriod
	DurationSec
	C
	0..1
	This IE shall be present if the trigger is set to "PERIODIC". When present, this IE shall indicate the period time for the event reports. 

When the Event Subscription is for "ANY UE", the NF Consumer should set the "repPeriod" to a value which does not lead to a potential overload in the UPF and use sampRatio.
	

	sampRatio
	SamplingRatio
	O
	0..1
	This IE may be included in an event subscription request for any UE to indicate the ratio of the random subset of target PDU sessions. Event reports only relate to the subset.

If the UPF event subscription is for a list of UPF event, this parameter shall be applied to each individual event.
	

	partitioningCriteria
	array(PartitioningCriteria)
	O
	1..N
	This IE may be included in an event subscription request for any UE if the sampRatio IE is provided.

When present, this IE shall define the criteria for determining the PDU sessions for which the sampling ratio shall apply. 
(NOTE)
	

	notifFlag
	NotificationFlag
	O
	0..1
	Indicates the notification flag , which is used to mute/unmute notifications and to retrieve events stored during a period of muted notifications.
	

	mutingExcInstructions
	MutingExceptionInstructions
	O
	0..1
	This IE may be included by NWDAF or DCCF in the event subscription request, if the notifFlag IE is present and set to "DEACTIVATE".
When present, it shall indicate the instructions for the subscription and stored events when an exception (e.g. the buffer of stored event reports is full, or the number of stored event reports exceeds a certain number) occurs at UPF while the events are muted.
See 3GPP TS 23.288 [17], clause 6.2.7.2.
Write-Only: true
	ENAPH3

	mutingNotSettings
	MutingNotificationsSettings
	O
	0..1
	This IE may be included in the event subscription response if the event notifications muting is activated.
This IE Indicates the UPF muting notification settings.
See 3GPP TS 23.288 [17], clause 6.2.7.2.
Read-Only: true
	ENAPH3

	NOTE:	In this release of specification, the partitioningCriteria values defined in 3GPP TS 29.571 [16] that apply to UPF Event Exposure are SNSSAI and DNN.



* * * Next Change * * * *

[bookmark: _Toc35971446][bookmark: _Toc82676404][bookmark: _Toc146123772]6.1.7.3	Application Errors
The common application errors defined in the Table 5.2.7.2-1 in 3GPP TS 29.500 [4] may also be used for the Nupf_EventExposure service, and the following application errors listed in Table 6.1.7.3-1 are specific for the Nupf_EventExposure service.
Table 6.2.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	PDU_SESSION_NOT_SERVED_BY_UPF
	403 Forbidden
	Indicates the creation of a subscription towards a PDU session has failed due to an application error when the PDU session is not served by the UPF.

	MUTING_EXC_INSTR_NOT_ACCEPTED
	403 Forbidden
	Indicates the UPF does not accept the received muting exception instructions.

	SUBSCRIPTION_NOT_FOUND
	404 Not Found
	Indicates the deletion of subscription has failed due to an application error when the subscription is not found in the UPF.



* * * Next Change * * * *
[bookmark: _Toc146123773]6.1.8	Feature negotiation
The optional features listed in table 6.2.8-1 are defined for the Nupf_EventExposure API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 6.1.8-1: Supported Features
	Feature number
	Feature Name
	M/O
	Description

	X
	ENAPH3
	O
	 Enablers for Network Automation for 5G, Phase 3

An UPF supporting this feature shall support the handling of event muting exception instructions as specified in clause 6.2.7.2 of 3GPP TS 23.288 [17].



* * * Next Change * * * *
[bookmark: _Toc82676410][bookmark: _Toc146123810]A.2	Nupf_EventExposure API
openapi: 3.0.0

info:
  title: 'UPF Event Exposure Service'
  version: 1.1.0-alpha.3
  description: |
    UPF Event Exposure Service.  
    © 2023, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.
[…]
    UpfEventMode:
      description: UPF Event Mode
      type: object
      properties:
        trigger:
          $ref: '#/components/schemas/UpfEventTrigger'
        maxReports:
          type: integer
        expiry:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        repPeriod:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'
        sampRatio:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SamplingRatio'
        partitioningCriteria:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PartitioningCriteria'
          minItems: 1
        notifFlag:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NotificationFlag'
        mutingExcInstructions:
          writeOnly: true
          allOf:
            - $ref: 'TS29571_CommonData.yaml#/components/schemas/MutingExceptionInstructions'
        mutingNotSettings:
          readOnly: true
          allOf:
            - $ref: 'TS29571_CommonData.yaml#/components/schemas/MutingNotificationsSettings'
      required:
        - trigger
[…]
* * * End of Changes * * * *
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