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* * * First Change * * * *
[bookmark: _Toc145951453][bookmark: _Toc510696608][bookmark: _Toc35971399][bookmark: _Toc70325116][bookmark: _Toc81226676][bookmark: _Toc93868967][bookmark: _Toc145951480][bookmark: _Toc93868941][bookmark: _Toc136273773]5.2.2.5.2	Update of local maximum number of UEs or PDU sessions
The LocalNumberUpdate service operation shall be used by the NF service consumer to update the local maximum number of registered UEs and/or PDU sessions of the network slice at the NSACF by using the HTTP POST method as shown in Figure 5.2.2.5.2-1.




Figure 5.2.2.5.2-1: NSAC procedure for updating the numbers of UEs and/or PDU sessions
1.	The NF Service Consumer (i.e., Primary NSACF) shall send a POST request to the resource representing the network slice admission control configurations (i.e., …/slices/local-configs/update) in the NSACF.
	The payload body of the POST request shall contain the input data structure (i.e., ACUpdateData), which shall contain the following information:
-	the S-NSSAIs subject to NSAC for which an updated number of maximum number of UEs or PDU sessions needs to be provided;
-	the updated local maximum number of registered UEs, if this information is changed; and
-	the updated local maximum number of PDU sessions if this information is changed.
2a.	On success, "204 No Content" shall be returned and the payload body of the POST response shall be empty.
2b.	On failure, one of the HTTP status codes listed in Table 6.1.3.4.3.1-3 shall be returned.
* * * Next Change * * * *
6.1.3.1	Overview
This clause describes the structure for the Resource URIs and the resources and methods used for the service.
The figure 6.1.3.1-1 describes the resource URI structure of the Nnsacf-NSAC API.




Figure 6.1.3.1-1: Resource URI structure of the Nnsacf_NSAC API
Table 6.1.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.1.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Slice Collection Subject to NSAC for UEs
(Collection)
	/slices/ues
	POST
	Request the NSACF to perform network slice admission control related to the number of UEs registered to a network slice, or a group of network slices.

	Slice Collection Subject to NSAC for PDU sessions
(Collection)
	/slices/pdus
	POST
	Request the NSACF to perform network slice admission control related to the number of PDU sessions established to a network slice, or a group of network slices.

	Slice configuration Collection Configurations
	/slices/local-configs/update
	update
(POST)
	Request the NSACF to update the Nnetwork slice local configurations for NSAC procedure, i.e., to update the local maximum number of registered UEs and/or the local maximum number of PDU sessions established per Nnetwork slice.

	Slice Collection Roaming Quotas
	/slices/roaming-quotas/query
	query
(POST)
	Request the NSACF at HPLMN to update the maximum number of registered UEs and/or number of PDU sessions of the network slice at the NSACF of VPLMN for inbound roamers for VPLMN NSAC admission mode.




* * * Next Change * * * *
[bookmark: _Toc145951491]6.1.3.4	Resource: Slice Collection cConfigurations
[bookmark: _Toc145951492]6.1.3.4.1	Description
This resource represents the Slice Collection configurations, i.e. local configurations of the maximum number of registered UEs and/or maximum number of PDU sessions established at a network slice.
* * * Next Change * * * *
[bookmark: _Toc145951494][bookmark: _Toc145951495]6.1.3.4.3	Resource Standard Methods
6.1.3.4.3.1	POST
This method shall support the URI query parameters specified in table 6.1.3.w.3.1-1.
Table 6.1.3.4.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.w.3.1-2 and the response data structures and response codes specified in table 6.1.3.w.3.1-3.
Table 6.1.3.4.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	ACUpdateData
	M
	1
	Provide the configuration data for NSAC procedure related to update the local maximum number of registered UEs and/or PDU sessions of the network slice at NSACF.



Table 6.1.3.4.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Indicates successful processing of the request to update local configuration for NSAC procedure, i.e., the local maximum number of registered UEs and/or the local maximum number of PDU sessions per network slice.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection,
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.4.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.4.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected


None.
* * * Next Change * * * *
6.1.3.4.4	Resource Custom Operations
In this release of this specification, no custom operations associated to this resource is defined.
6.1.3.4.4.1	Overview
Table 6.1.3.4.4.1-1: Custom operations
	Operation Name
	Custom operation URI
	Mapped HTTP method
	Description

	update
	/slices/local-configs/update
	POST
	Request the NSACF to update the network slice local configurations for NSAC procedure, i.e., to update the local maximum number of registered UEs and/or the local maximum number of PDU sessions established per Network slice.



[bookmark: _Toc25073879][bookmark: _Toc34063055][bookmark: _Toc43120029][bookmark: _Toc49768084][bookmark: _Toc56434257][bookmark: _Toc138323166][bookmark: _Toc145951500]6.1.3.4.4.2	Operation: update(POST)
[bookmark: _Toc25073880][bookmark: _Toc34063056][bookmark: _Toc43120030][bookmark: _Toc49768085][bookmark: _Toc56434258][bookmark: _Toc138323167][bookmark: _Toc145951501]6.1.3.4.4.2.1	Description
This custom operation is used to update the Slice Collection configurations, i.e. local configurations of the maximum number of registered UEs and/or maximum number of PDU sessions established at a network slice.
[bookmark: _Toc25073881][bookmark: _Toc34063057][bookmark: _Toc43120031][bookmark: _Toc49768086][bookmark: _Toc56434259][bookmark: _Toc138323168][bookmark: _Toc145951502]6.1.3.4.4.2.2	Operation Definition
This operation shall support the request data structures specified in table 6.1.3.4.4.2.2-1 and the response data structure and response codes specified in table 6.1.3.4.4.2.2-2.
Table 6.1.3.4.4.2.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	ACUpdateData
	M
	1
	Provide the local configuration data for NSAC procedure related to update the local maximum number of registered UEs and/or the local maximum number of PDU sessions of the network slice at a NSACF.



Table 6.1.3.4.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Indicates successful processing of the request to update the local configuration for NSAC procedure, i.e., the local maximum number of registered UEs and/or the local maximum number of PDU sessions per network slice.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection,
(NOTE 2)

	ProblemDetails
	O
	0..1
	404 Not Found
	Indicates the network slice with which the updated local maximum number of registered UEs and/or PDU sessions relates is not found.
The "cause" attribute may be used to indicate one of the following application errors:
-	LOCAL_CONFIG_NOT_FOUND

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.4.4.2.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	URI pointing to the resource of another NF service producer to which the request should be sent.
For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.4.4.2.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	URI pointing to the resource of another NF service producer to which the request should be sent.
For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * Next Change * * * *
[bookmark: _Toc35971446][bookmark: _Toc70325147][bookmark: _Toc81226719][bookmark: _Toc93869012][bookmark: _Toc145951541]6.1.7.3	Application Errors
The application errors defined for the Nnsacf_NSAC service are listed in Table 6.1.7.3-1.
Table 6.1.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	SLICE_NOT_FOUND
	403 Forbidden
	All S-NSSAIs provided in the request are not found by the NSACF from the list of S-NSSAIs which are subjected to NSAC procedure.

	ALL_SLICE_FAILED
	403 Forbidden
	All S-NSSAIs are failed in the NSAC procedure, e.g. due to exceed the configured maximum number of UEs.

	NSAC_SERVICE_AREA_NOT_SUPPORT
	403 Forbidden
	The NSAC Service Area included in the request is not supported by the NSACF.

	NSAC_SERVICE_AREA_REQUIRED
	403 Forbidden
	Tthe NSACF has been configured with multiple NSAC Service Areas to perform NSAC admission on a per NSAC Service Area, and there is no NSAC Service Area received in the request.

	LOCAL_CONFIG_NOT_FOUND
	404 Not Found
	All S-NSSAIs provided in the request are not found by the receiving NSACF during the network slice local configuration update procedure (i.e. to update the local maximum number of UEs and/or PDU session).



[bookmark: _Toc532994477][bookmark: _Toc35971448][bookmark: _Toc70325149][bookmark: _Toc81226721][bookmark: _Toc93869014][bookmark: _Toc145951543]* * * Next Change * * * *
6.1.9	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the Nnsacf_NSAC API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the Nnsacf_NSAC API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the Nnsacf_NSAC service.
The Nnsacf_NSAC API defines the following scopes for Oauth2 authorization:
Table 6.1.9-X: OAuth2 scopes defined in Nnsacf_NSAC API
	Scope
	Description

	"nnsacf-nsac"
	Access to the Nnsacf_NSAC API.

	"nnsacf-nsac:slice-ues"
	Access to service operations applying to the collection of slice subject to NSAC for UEs.

	"nnsacf-nsac:slice-pdus"
	Access to service operations applying to the collection of slice subject to NSAC for PDU sessions.

	"nnsacf-nsac:local-configs-updateac-info-update"
	[bookmark: _GoBack]Access (from a primary NSACF) to update the network slice local NSACF configuration (i.e., the maximum number of registered UEs and/or the maximum number of PDU sessions of a network slice) at an distributed NSACF, in hierarchical NSAC architecture.


	"nnsacf-nsac:roaming-quotas-query"
	Access (from a primary or central VPLMN NSACF) to request the primary or central HPLMN NSACF the maximum number of registered UEs and/or the maximum number of PDU sessions of a network slice for inbound roamers for VPLMN NSAC admission mode.



* * * Next Change * * * *
[bookmark: _Toc70325153][bookmark: _Toc81226759][bookmark: _Toc93869052][bookmark: _Toc145951597][bookmark: _Toc136273774]A.2	Nnsacf_NSAC API

********TEXT SKIPPED********
  /slices/local-configs/update:
    post:
      summary: >
        Network Slice Admission Control update of the local maximum number of registered UEs and/or 
        PDU sessions of the network slice at NSACF.
      operationId: LocalNumberUpdate
      tags:
        - slice collection
      security:
        - {}
        - oAuth2ClientCredentials:
          - nnsacf-nsac
        - oAuth2ClientCredentials:
          - nnsacf-nsac
          - nnsacf-nsac:local-configs-updateac-info-update
      requestBody:
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/ACUpdateData'
        required: true
      responses:
        '204':
          description: Successful ACU operation
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '502':
          $ref: 'TS29571_CommonData.yaml#/components/responses/502'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        '504':
          $ref: 'TS29571_CommonData.yaml#/components/responses/504'

********TEXT SKIPPED********


********TEXT SKIPPED********
components:

  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{nrfApiRoot}/oauth2/token'
          scopes:
            nnsacf-nsac: Access to the Nnsacf_NSAC API
            nnsacf-nsac:slice-ues: >
              Access to service operations applying to the collection of slice subject to NSAC for
              UEs
            nnsacf-nsac:slice-pdus: >
              Access to service operations applying to the collection of slice subject to NSAC for
              PDU sessions
            nnsacf-nsac:local-configs-updateac-info-update: >
              Access to the NSAC update of the local maximum number of registered UEs and/or 
              PDU sessions of the network slice at NSACF
********TEXT SKIPPED********


* * * End of Changes * * * *
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