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1. Introduction
The new study on IMS Disaster Prevention and Restoration Enhancement has been approved. This paper proposes to add a new solution to address Key Issue #X: Continue service for registered users in case of HSS/UDM failure or overload.
2. Reason for Change
3GPP TS 23.380 has already specified a couple of IMS restoration procedures for P-CSCF/S-CSCF failure scenario. However, the HSS/UDM failure or overload scenario has not been considered. In addition, P-CSCF/S-CSCF restoration procedures via HSS/UDM increases the HSS/UDM load which may further cause HSS/UDM overload.
In the case of HSS/UDM failure, most IMS procedures (e.g. IMS (re-)registration, IMS deregistration, mobile terminating session, AS originating session, supplementary services such as IP SMS, etc.) are impacted which results the service failure. 
Even in HSS/UDM failure or overload, operators have strong requirement to continue IMS service for those users already registered to IMS, so that to minimize the service interruption due to HSS/UDM failure or overload should be considered. 
To support such operator requirement, this contribution proposes to introduce proper solution to bypass the HSS/UDM in procedures in case of HSS/UDM failure or overload.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.866.

* * * First Change * * * *
6.X	Solution for optimizing Re-registration process in case of HSS/UDM failure or overload
6.X.1	Description
6.X.1.1	General
The solution is to address the Key Issue #X: Continue service for registered users in case of HSS/UDM failure or overload.
3GPP TS 23.380 [2] has already specified a couple of IMS restoration procedures for P-CSCF/S-CSCF failure scenario. However, the HSS/UDM failure or overload scenario has not been considered. In addition, the existing P-CSCF/S-CSCF restoration procedures via HSS/UDM increases the HSS/UDM load which may further cause HSS/UDM overload. 
In the case of HSS/UDM failure, most IMS procedures (e.g. IMS (re-)registration, IMS deregistration, mobile terminating session, AS originating session, supplementary services such as IP SMS, etc.) are impacted which results in the service failure. 
This solution considers to continue IMS service for registered UE, in the following procedures:
-	(re)-registration procedure for routing without I-CSCF;
-	(re)-registration procedure for routing with I-CSCF;
Selection of routing without I-CSCF or routing with I-CSCF in the scenario of HSS/UDM failure or overload is based on operation policy.
6.X.1.2	(Re)-registration procedure for routing without I-CSCF
The below Figure 6.x.1.2-1 illustrates the Re-registration procedure for routing without I-CSCF when HSS/UDM failure or overload is detected.


Figure 6.X.1.2-1: Re-registration procedure for routing without I-CSCF
1.	Prior to the expiration of a user's registration, the user sends a re-registration message.
2.	The P-CSCF assesses the user's registration status. If the user is already registered, it forwards the re-registration message directly to the S-CSCF.
3-4. Authentication and registration timer update process are consistent with procedures outlined in Annex A of 3GPP TS 29.228 [5] and more details are described in 3GPP TS 24.229 [6] and 3GPP TS 23.228 [3]. 
5-6. According to the strategy in 3GPP TS 23.228 [3], step 5-6 are optional as an optimization. If the S-CSCF chooses to interact with HSS/UDM, when the HSS/UDM has no response or returns an appropriate error code, the S-CSCF shall skip the interactions with HSS/UDM and return 200 OK to the UE. 
7-8. The S-CSCF returns 200 OK to the UE.
6.X.1.3	(Re)-registration procedure for routing with I-CSCF
The below Figure 6.x.1.3-1 illustrates the Re-registration procedure for routing with I-CSCF when HSS/UDM failure or overload is detected.


Figure 6.X.1.3-1: Re-registration procedure for routing with I-CSCF
1.	Prior to the expiration of a user's registration, the user sends a re-registration message.
2.	The P-CSCF assesses the user's registration status. If the user is already registered, the P-CSCF adds the address of S-CSCF to a new header field and forwards the re-registration message to the I-CSCF. 
3.	The I-CSCF identifies the new header field within the message. If it presents, I-CSCF forwards the re-registration message to the S-CSCF address obtained from the new header field. 
4-5.	Authentication and registration timer update process are consistent with procedures outlined in Annex A of 3GPP TS 29.228 [5] and more details are described in 3GPP TS 24.229 [6] and 3GPP TS 23.228 [3]. 
6-7. According to the strategy in 3GPP TS 23.228 [3], step 6-7 are optional as an optimization. If the S-CSCF chooses to interact with HSS/UDM, when the HSS/UDM has no response or returns an appropriate error code, the S-CSCF shall skip the interactions with HSS and return 200 OK to the UE. 
8-10. The S-CSCF returns 200 OK to the UE.
6.X.2	Impacts on services, entities and interfaces
If HSS/UDM failure or overload is detected, some enhancements are needed for the optimization.
6.X.2.1	Routing without I-CSCF
The requirements for the modification of P-CSCF:
-	Add functionality for directly routing re-registration messages to S-CSCF.
The requirements for the modification of S-CSCF:
· Bypass the HSS/UDM interaction during the re-registration procedure.
6.X.2.2	Routing with I-CSCF
The requirements for the modification of P-CSCF:
-	Including the address of S-CSCF into a new header field.
The requirements for the modification of I-CSCF:
-	Identifying the new header field, if included, forwarding the re-registration message to the S-CSCF address obtained from the new header field; 
The requirements for the modification of S-CSCF:
· Bypass the HSS/UDM interaction during the re-registration procedure.
6.X.3	Pros
This solution provides different efficient ways to bypass the HSS/UDM if HSS/UDM failure or overload is detected.
[bookmark: _Toc144711264]6.X.4	Cons
-	Enhancements to P-CSCF, I-CSCF and S-CSCF are required.
-	The method of routing without I-CSCF deviates from the signaling flows specified in 3GPP TS 23.228 [3], so this approach needs to be discussed in Stage2.
* * * End of Changes * * * *
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