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* * * First Change * * * *
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The Subscribe service operation is invoked by a NF Service Consumer, e.g. NEF, towards the AMF, when it needs to create a subscription to monitor at least one event relevant to the AMF. The NF Service Consumer may subscribe to multiple events in a subscription. A subscription may be associated with one UE, a group of UEs or any UE.
The NF Service Consumer shall request to create a new subscription by using HTTP method POST with URI of the subscriptions collection, see clause 6.2.3.2.
The NF Service Consumer shall include the following information in the HTTP message body:
-	NF ID, indicates the identity of the network function instance initiating the subscription;
-	Subscription Target, indicates the target(s) to be monitored, as one of the following types:
-	A specific UE, identified with a SUPI, a PEI or a GPSI;
-	A group of UEs, identified with a group identity;
-	Any UE, identified by the "anyUE" flag.
-	Notification URI, indicates the address to deliver the event notifications generated by the subscription;
-	Notification Correlation ID, indicates the correlation identity to be carried in the event notifications generated by the subscription;
-	List of events to be subscribed;
-	Event Types per event, as specified in clause 5.3.1.
The NF Service Consumer may include the following information in the HTTP message body:
-	Immediate Report Flag per event, indicates an immediate report to be generated with current event status;
-	Event Trigger, indicates how the events shall be reported (One-time Reporting or Continuously Reporting).
-	Maximum Number of Reports, defines the maximum number of reports after which the event subscription ceases to exist;
-	Expiry, defines maximum duration after which the event subscription ceases to exist;
-	Sampling ratio, defines the random subset of UEs among target UEs, and AMF only report the event(s) related to the selected subset of UEs;
-	partitioning criteria, that defines Criteria for partitioning UEs before applying sampling ratio;
-	Periodic Report Flag per event, indicates the report to be generated periodically;
-	Repetition Period, defines the period for periodic reporting;
-	Variable reporting periodicity information, defines the list of conditions related to Reporting periodicity and the period per condition.
-	Event Filter per applicable event, defines further options on how the event shall be reported;
-	Reference Id per event, indicates the value of the Reference Id associated with the event to be monitored. If provided, the Reference Id shall be included in the reports triggered by the event;
-	a notification flag as "notifFlag" attribute if the EneNA feature is supported; and/or
-	Muting Exception Instructions, which specify instructions to apply to the subscription and the stored events when an exception occurs at the AMF while the event is muted (e.g., the buffer of stored event reports is full, or the number of stored event reports exceeds a certain number), if the ENAPH3 feature is supported (see clause 6.2.8).


Figure 5.3.2.2.2-1 Subscribe for Creation
1.	The NF Service Consumer shall send a POST request to create a subscription resource in the AMF. The payload body of the POST request shall contain a representation of the individual subscription resource to be created. The request may contain an expiry time, suggested by the NF Service Consumer as a hint, representing the time upto which the subscription is desired to be kept active and the time after which the subscribed event(s) shall stop generating report.
2a.	On success, the request is accepted, the AMF shall include a HTTP Location header to provide the location of a newly created resource (subscription) together with the status code 201 indicating the requested resource is created in the response message. If the NF Service Consumer has included more than one events in the event subscription and some of the events are failed to be subscribed, the AMF shall accept the message and provide the successfully subscribed event(s) in AmfEventSubscription. If the NF Service Consumer has included the immediateFlag with value as "true" in the event subscription, the AMF shall include the current status of the events subscribed, if available (e.g. last known location information is included if the subscribed event is LOCATION_REPORT). If the events with immediateFlag set to "true" are subscribed by an NF service consumer on behalf of a third NF and the NF service consumer has not indicated supporting of IERSR feature (see 6.2.8), the notification will be sent to the third NF directly, i.e. subsChangeNotifyUri is included in the event subscription, the current status of the events subscribed shall not be included in response. The AMF shall subsequently send a notification to the third NF including the current status of the events subscribed.
	If the NF Service Consumer has set the event reporting option as ONE_TIME and if the AMF has included the current status of the events subscribed in the response, then the AMF shall not do any subsequent event notification for the events given in the AmfCreateEventSubscription parameter. If the NF Service Consumer has set the event reporting option as ONE_TIME, the subscribed event as LOCATION_REPORT and the immediateFlag is set to false or absent, the AMF shall send an event notification to notify the current location of the UE after the subscription; if the UE is in RM-REGISTERED and CM-IDLE state over 3GPP access and the UE does not respond to the paging, or if the UE is in RM-REGISTERED over non-3GPP access, the event notification shall include the last known location and the ageOfLocationInformation IE set to a  value other than "0", which indicates to the NF service consumer that the AMF returned the last known location.
	If the NF Service Consumer has set the CONTINUOUS or PERIODIC event reporting option, the subscribed event as LOCATION_REPORT and the immediateFlag is set to false or absent, the AMF shall send a first event notification to notify the current location of the UE after the subscription is created and then subsequent event notifications when the user location changes or according to the requested period respectively; if at the time of the subscription creation the UE is in RM-REGISTERED and CM-IDLE state over 3GPP access and the UE does not respond to the paging, or if the UE is in RM-REGISTERED over non-3GPP access, the AMF shall send the first event notification including the last known location and the ageOfLocationInformation IE set to a value other than "0", which indicates to the NF service consumer that the AMF returned the last known location.
[bookmark: _PERM_MCCTEMPBM_CRPT03410041___3]The response, based on operator policy and taking into account the expiry time included in the request, may contain the expiry time, as determined by the AMF, after which the subscription becomes invalid. Once the subscription expires, if the NF Service Consumer wants to keep receiving notifications, it shall create a new subscription in the AMF. The AMF shall not provide the same expiry time for many subscriptions in order to avoid all of them expiring and recreating the subscription at the same time. If the expiry time is not included in the response, the NF Service Consumer shall consider the subscription to be valid without an expiry time.
If the sampling ratio ("sampRatio") attribute is included in the subscription without a partitioningCriteria, the AMF shall select a random subset of UEs among target UEs according to the sampling ratio and only report the event(s) related to the selected subset of UEs. If the partitioningCriteria attribute is also included along with sampling ratio, the AMF shall apply the sampling ratio on the group of UEs determined according to the partitioning criteria.
If the AMF supports the EneNA feature and the "notifFlag" attribute is included and set to "DEACTIVATE" in the request, the AMF shall mute the event notification and store the available events. Additionally, if the AMF also supports the ENAPH3 feature (see clause 6.2.8) and the NF service consumer also included event muting instructions in the request, the AMF should evaluate the received event muting instructions against to local actions (if configured) and, if the subscription creation request is accepted, the AMF may indicate the following information to the NF service consumer in the response:
-	the maximum number of notifications that the AMF expects to be able to store for the subscription;
-	an estimate of the duration for which notifications can be buffered.
If the NF service consumer is a UDM, the AMF and the UDM both support the "ESSYNC" feature and the subscription is targeting a specific UE with Reference Id(s) included in the subscription, the AMF shall locally store the information that the event subscription is subject to the Event Subscription Synchronization with UDM during EPS to 5GS mobility as specified in clause 5.3.2.4.2. During inter-AMF mobility procedures, the source AMF shall include the "eventSyncInd" IE (in AmfEventSubscriptionAddInfo data type) with the value "true" in the UE Context for the event subscriptions that are subject to Event Subscription Synchronization with UDM.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.2.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.2.3.2.3.1-3.
	If the AMF supports the EneNA and ENAPH3 features (see clause 6.2.8), the NF service consumer sets the "notifFlag" attribute to "DEACTIVATE" and event muting instructions in the request, but the AMF cannot accept the received instructions, the AMF may reject the request with a 403 Forbidden response and the application error "MUTING_EXC_INSTR_NOT_ACCEPTED".

* * * Next Change * * * *
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This clause specifies the application data model supported by the API.
Table 6.2.6.1-1 specifies the data types defined for the Namf_EventExposure service based interface protocol.
Table 6.2.6.1-1: Namf_EventExposure specific Data Types
	Data type
	Clause defined
	Description

	AmfEventSubscription
	6.2.6.2.2
	Represents an individual event subscription resource on AMF

	AmfEvent
	6.2.6.2.3
	Describes an event to be subscribed

	AmfEventNotification
	6.2.6.2.4
	Data within an AMF Event Notification request. 

	AmfEventReport
	6.2.6.2.5
	Represents a report triggered by a subscribed event type

	AmfEventMode
	6.2.6.2.6
	Describes how the reports shall be generated by a subscribed event

	AmfEventState
	6.2.6.2.7
	Represents the state of a subscribed event

	RmInfo
	6.2.6.2.8
	Represents the registration state of a UE for an access type

	CmInfo
	6.2.6.2.9
	Represents the connection management state of a UE for an access type

	CommunicationFailure
	6.2.6.2.11
	Describes a communication failure detected by AMF

	AmfCreateEventSubscription
	6.2.6.2.12
	Data within a create AMF event subscription request

	AmfCreatedEventSubscription
	6.2.6.2.13
	Data within a create AMF event subscription response

	AmfUpdateEventSubscriptionItem
	6.2.6.2.14
	Document describing the modification(s) to an AMF Event Subscription

	AmfUpdatedEventSubscription
	6.2.6.2.15
	Represents a successful update on an AMF Event Subscription

	AmfEventArea
	6.2.6.2.16
	Represents an area to be monitored by an AMF event.

	LadnInfo
	6.2.6.2.17
	LADN Information

	AmfUpdateEventOptionItem
	6.2.6.2.18
	Document describing the modifications to AMF event subscription options.

	5GsUserStateInfo
	6.2.6.2.19
	Represents the 5GS User state of the UE for an access type

	TrafficDescriptor
	6.2.6.2.20
	Represents the Traffic Descriptor

	UEIdExt
	6.2.6.2.21
	UE Identity

	AmfEventSubsSyncInfo
	6.2.6.2.22
	AMF Event Subscriptions Information for synchronization

	AmfEventSubscriptionInfo
	6.2.6.2.23
	Individual AMF Event Subscription Information

	TargetArea
	6.2.6.2.24
	TA list or TAI range list or any TA

	SnssaiTaiMapping
	6.2.6.2.25
	List of restricted or unrestricted S-NSSAIs per TAI(s)

	SupportedSnssai
	6.2.6.2.26
	Supported S-NSSAIs

	UeInAreaFilter
	6.2.6.2.27
	Describe the filter related to UEs In Area Report event.

	IdleStatusIndication
	6.2.6.2.28
	Represents the idle status indication.

	UeAccessBehaviorReportItem
	6.2.6.2.29
	Report Item for UE Access Behavior Trends event.

	UeLocationTrendsReportItem
	6.2.6.2.30
	Report Item for UE Location Trends event.

	DispersionArea
	6.2.6.2.31
	Dispersion Area

	MmTransactionLocationReportItem
	6.2.6.2.32
	UE MM Transaction Report Item per Location

	MmTransactionSliceReportItem
	6.2.6.2.33
	UE MM Transaction Report Item per Slice

	AmfEventType
	6.2.6.3.3
	Describes the supported event types of Namf_EventExposure Service

	AmfEventTrigger
	6.2.6.3.4
	Describes how AMF should generate the report for the event

	LocationFilter
	6.2.6.3.5
	Describes the supported filters of LOCATION_REPORT event type

	UeReachability
	6.2.6.3.7
	Describes the reachability of the UE

	RmState
	6.2.6.3.9
	Describes the registration management state of a UE

	CmState
	6.2.6.3.10
	Describes the connection management state of a UE

	5GsUserState
	6.2.6.3.11
	Describes the 5GS User State of a UE

	LossOfConnectivityReason
	6.2.6.3.12
	Describes the reason for loss of connectivity

	ReachabilityFilter
	6.2.6.3.13
	Event filter for REACHABILITY_REPORT event type.

	UeType
	6.2.6.3.14
	Describe UE type

	AccessStateTransitionType
	6.2.6.3.15
	Access State Transition Type

	SubTerminationReason
	6.2.6.3.16
	Subscription Termination Reason



Table 6.2.6.1-2 specifies data types re-used by the Namf_EventExposure service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Namf_EventExposure service based interface.
Table 6.2.6.1-2: Namf_EventExposure re-used Data Types
	Data type
	Reference
	Comments

	Supi
	3GPP TS 29.571 [6]
	

	GroupId
	3GPP TS 29.571 [6]
	

	DurationSec
	3GPP TS 29.571 [6]
	

	Gpsi
	3GPP TS 29.571 [6]
	

	Uri
	3GPP TS 29.571 [6]
	

	Pei
	3GPP TS 29.571 [6]
	

	UserLocation
	3GPP TS 29.571 [6]
	

	TaI
	3GPP TS 29.571 [6]
	

	TimeZone
	3GPP TS 29.571 [6]
	

	AccessType
	3GPP TS 29.571 [6]
	

	Ecgi
	3GPP TS 29.571 [6]
	EUTRA Cell Identifier

	Ncgi
	3GPP TS 29.571 [6]
	NR Cell Identifier

	NfInstanceId
	3GPP TS 29.571 [6]
	

	ProblemDetails
	3GPP TS 29.571 [6]
	Problem Details

	SupportedFeatures
	3GPP TS 29.571 [6]
	Supported Features

	DateTime
	3GPP TS 29.571 [6]
	

	NgApCause
	3GPP TS 29.571 [6]
	

	PresenceInfo
	3GPP TS 29.571 [6]
	Presence Reporting Area Information

	PresenceState
	3GPP TS 29.571 [6]
	Describes the presence state of the UE to a specified area of interest

	Dnn
	3GPP TS 29.571 [6]
	

	Snssai
	3GPP TS 29.571 [6]
	

	DddTrafficDescriptor
	3GPP TS 29.571 [6]
	Downlink Data Delivery Traffic Descriptor

	SamplingRatio
	3GPP TS 29.571 [6]
	Sampling Ratio.

	RedirectResponse
	3GPP TS 29.571 [6]
	Response body of the redirect response message.

	NotificationFlag
	3GPP TS 29.571 [6]
	Notification flag

	ExtSnssai
	3GPP TS 29.571 [6]
	

	N3gaLocation
	3GPP TS 29.571 [6]
	Non-3GPP Location

	ReferenceId
	3GPP TS 29.503 [35]
	

	NsiId
	3GPP TS 29.531 [18]
	NSI ID

	NFType
	3GPP TS 29.510 [29]
	NF type

	TaiRange
	3GPP TS 29.510 [29]
	

	MutingExceptionInstructions
	3GPP TS 29.571 [6]
	Muting exception instructions.

	MutingNotificationsSettings
	3GPP TS 29.571 [6]
	Muting notifications settings.

	VarRepPeriod
	3GPP TS 29.571 [6]
	Variable Reporting Periodicity



* * * Next Change * * * *
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Table 6.2.6.2.6-1: Definition of type AmfEventMode
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	trigger
	AmfEventTrigger
	M
	1
	Describes how the reports are triggered.
	

	maxReports
	integer
	C
	0..1
	This IE shall be present if the trigger is set to "CONTINUOUS" while "expiry" attribute is not present. This IE may be present if the trigger is set to "PERIODIC". When present, this IE describes the maximum number of reports that can be generated by each subscribed event in the subscription.

If the AMF event subscription is for a list of events, this parameter shall be applied to each individual event in the list.

If the AMF event subscription is for a group of UEs, this parameter shall be applied to each individual member UE of the group.

If the event subscription is transferred from source AMF to target AMF, this IE shall contain:
[bookmark: _PERM_MCCTEMPBM_CRPT03410219___2]-	the remaining number of reports for the event subscription, in the case of individual UE event subscription;
-	the maximum number of reports for each event of the AMF event subscription for each individual member of the group, in the case of a group event subscription.
(NOTE 1)
(NOTE 2)
	

	expiry
	DateTime
	C
	0..1
	This IE shall be included in an event subscription response, if, based on operator policy and taking into account the expiry time included in the request, the AMF needs to include an expiry time.

This IE may be included in an event subscription request.

When present, this IE shall represent the time after which the subscribed event(s) shall stop generating report and the subscription becomes invalid. If the trigger value included in an event subscription response is "ONE_TIME" and if an event report is included in the subscription response then the value of the expiry included in the response shall be an immediate timestamp.
(NOTE 1)
	

	repPeriod
	DurationSec
	C
	0..1
	This IE shall be present if the trigger is set to "PERIODIC". When present, this IE describes the period time for the event reports. If the AMF event subscription is for a group of UEs, this parameter shall be applied to each individual member UE of the group.
(NOTE 3)
	

	sampRatio
	SamplingRatio
	O
	0..1
	This IE may be included in an event subscription request for a group of UEs or any UE to indicate the ratio of the random subset to target UEs. Event reports only relate to the subset.

If the AMF event subscription is for a list of AMF event, this parameter shall be applied to each individual event.
	

	partitioningCriteria
	array(PartitioningCriteria)
	O
	1..N
	This IE may be included in an event subscription request for a group of UEs or any UE when sampRatio is provided.

When present, this IE shall define the criteria for determining the UEs for which the sampling ratio shall apply.

	

	notifFlag
	NotificationFlag
	O
	0..1
	Indicates the notification flag, which is used to mute/unmute notifications and to retrieve events stored during a period of muted notifications.
	EneNA

	mutingExcInstructions
	MutingExceptionInstructions
	O
	0..1
	This IE may be included in the event subscription request if the notifFlag IE is present and set to "DEACTIVATE".
When present, it shall indicate the instructions for the subscription and stored events when an exception (e.g. the buffer of stored event reports is full, or the number of stored event reports exceeds a certain number) occurs at AMF while the events are muted.
See 3GPP TS 23.288 [38], clause 6.2.7.2.
Write-Only: true
	ENAPH3

	mutingNotSettings
	MutingNotificationsSettings
	O
	0..1
	This IE may be included if the event notifications muting is activated.
This IE Indicates the AMF muting notification settings.
See 3GPP TS 23.288 [38], clause 6.2.7.2.
Read-Only: true
	ENAPH3

	varRepPeriodInfo
	array(VarRepPeriod)
	O
	1..N
	This IE may be present if the trigger is set to "PERIODIC".
This IE Indicates the variable reporting periodicity information.
See 3GPP TS 23.502 [3], clause 4.15.1.
(NOTE 3)
	ENAPH3

	NOTE 1:	If the AmfEventTrigger is set to "CONTINOUS", at least one of the "maxReports" and "expiry" attributes shall be included.
NOTE 2:	See NOTE 2 of Table 6.2.6.2.3-1 regarding the precedence between maxReports in AmfEvent and maxReports in this attribute.
NOTE 3:	If both repPeriod and varRepPeriodInfo attributes are present, the repPeriod shall be applied if non of the conditions trigger the variable reporting is met.



* * * Next Change * * * *
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openapi: 3.0.0
[bookmark: _GoBack]
info:
  version: 1.3.0-alpha.2
  title: Namf_EventExposure
  description: |
    AMF Event Exposure Service.  
    © 2023, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.
[…]
    AmfEventMode:
      description: Describes how the reports shall be generated by a subscribed event
      type: object
      properties:
        trigger:
          $ref: '#/components/schemas/AmfEventTrigger'
        maxReports:
          type: integer
        expiry:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        repPeriod:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'
        sampRatio:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SamplingRatio'
        partitioningCriteria:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PartitioningCriteria'
          minItems: 1
        notifFlag:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NotificationFlag'
        mutingExcInstructions:
          writeOnly: true
          allOf:
            - $ref: 'TS29571_CommonData.yaml#/components/schemas/MutingExceptionInstructions'
        mutingNotSettings:
          readOnly: true
          allOf:
            - $ref: 'TS29571_CommonData.yaml#/components/schemas/MutingNotificationsSettings'
        varRepPeriodInfo:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/VarRepPeriod'
          minItems: 1
      required:
        - trigger
[…]
* * * End of Changes * * * *

image1.emf
NF Service 

Consumer

AMF

1. POST .../subscriptions (AmfCreateEventSubscription)

2a. 201 Created (AmfCreatedEventSubscription (with optional event report))

2b. 4xx/5xx (ProblemDetails) or 3xx


Microsoft_Visio_2003-2010_Drawing.vsd
NF Service Consumer


AMF


1. POST .../subscriptions (AmfCreateEventSubscription)


2a. 201 Created (AmfCreatedEventSubscription (with optional event report))


2b. 4xx/5xx (ProblemDetails) or 3xx



