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Such search result may lead to following issues:
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2/ The NF consumer may always carefully inspect the search results, i.e. the NF consumer needs to iterate the candidates even though in worst case there is no usable candidate in the search result at all. Such a logic wastes the NF consumer computing power and prolong the service flow.

As an improvement, the NRF should tell the NF consumer explicitly which query parameters are ignored for the search result, to help NF consumer efficiently identify the usability of the search result.
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3/ Update OpenAPI accordingly.


	
	

	Consequences if not approved:
	When NRF return discovery by ignoring unsupported query parameters, NF consumer cannot aware the ignored parameters which may be essential for the service logic. The NF consumer may select NF candidate not usable for the service and fail the service flow, or the NF consumer will always inspect each candidate NF which waste the NF consumer computing power and prolong the service flow.

	
	

	Clauses affected:
	5.3.2.2.2, 5.3.2.2.3, 6.2.6.2.2, A.3

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	This CR introduces backward compatible new feature to Nnrf_NFDiscovery API

	
	

	This CR's revision history:
	Rev1:

Add description of the indication of ignored unsupported query parameters for inter-PLMN discovery scenario.



Page 1


[bookmark: _Hlk133596230][bookmark: _Toc24937655][bookmark: _Toc33962470][bookmark: _Toc42883232][bookmark: _Toc49733100][bookmark: _Toc56690725][bookmark: _Toc130820758]*** First Change ***
[bookmark: _Toc130820691][bookmark: _Toc24937764][bookmark: _Toc33962584][bookmark: _Toc42883353][bookmark: _Toc49733221][bookmark: _Toc56690866][bookmark: _Toc130820939]5.3.2.2.2	Service Discovery in the same PLMN
This service operation is executed by querying the "nf-instances" resource. The request is sent to an NRF in the same PLMN of the NF Service Consumer.


Figure 5.3.2.2.2-1: Service Discovery Request in the same PLMN
1.	The NF Service Consumer shall send an HTTP GET request to the resource URI "nf-instances" collection resource. The input filter criteria for the discovery request shall be included in query parameters.

An SCP may request to discover the complete profile of NF instances (including, e.g. the authorization attributes) matching the query parameters. Upon receiving such a request, the NRF shall verify that the requesting entity is authorized to discover the complete profile of NF instances, based on local policies or the receipt of an access token granting such permission. If the requesting entity is not authorized to do so, the NRF shall reject the request or handle it as a service discovery request without access to the complete profile.
2a.	On success, "200 OK" shall be returned. The response body shall contain a validity period, during which the search result can be cached by the NF Service Consumer, and an array of NF Profile objects, and/or a map of NFInstanceInfo objects of NF instances (if the NF service consumer indicated support of the Enh-NF-Discovery feature in the request) that satisfy the search filter criteria (e.g., all NF Instances offering a certain NF Service name in REGISTERED status, or empty array in case search filter criteria do not match a NF Instance in REGISTERED status). In the latter case, the response may include the noProfileMatchInfo attribute to provide the specific reason for not finding any NF instance that can match the search filter criteria.
	If the NRF has ignored certain unsupported query parameter(s) when processing the discovery request, the NRF may additionally include the indication of ignored unsupported query parameters in the search result. The NF consumer may use the indication to identify whether the NF candidates in the search result are all usable for the service logic, i.e. all query parameter related to the key service logic are not ignored.
2b.	On failure or redirection:
-	If the NF Service Consumer is not allowed to discover the NF services for the requested NF type provided in the query parameters, the NRF shall return "403 Forbidden" response.
-	If the discovery request fails at the NRF due to errors in the input data in the URI query parameters, the NRF shall return "400 Bad Request" status code with the ProblemDetails IE providing details of the error.
-	If the discovery request fails at the NRF due to NRF internal errors, the NRF shall return "500 Internal Server Error" status code with the ProblemDetails IE providing details of the error.
-	In the case of redirection, the NRF shall return 3xx status code, which shall contain a Location header with an URI pointing to the endpoint of another NRF service instance.
The NF Profile objects returned in a successful result shall contain generic data of each NF Instance, applicable to any NF type, and it may also contain NF-specific data, for those NF Instances belonging to a specific type (e.g., the attribute "udrInfo" is typically present in the NF Profile when the type of the NF Instance takes the value "UDR"). In addition, the attribute "customInfo", may be present in the NF Profile for those NF Instances with custom NF types.
For those NF Instances, the "customInfo" attribute shall be returned by NRF, if available, as part of the NF Profiles returned in the discovery response.
The NRF shall also include, in the returned NF Profile objects, the Vendor-Specific attributes (see 3GPP TS 29.500 [4], clause 6.6.3) that may have been provided by the registered NF Instances.
If the response includes a map of NFInstanceInfo objects of NF instances, the NF Service Consumer may retrieve the NF profiles by issuing service discovery requests with the target-nf-instance-id parameter identifying the target NF Instance ID, or with the target-nf-instance-id-list parameter identifying a list of target NF Instance IDs held by the same NRF; the service discovery request shall also include the nrf-disc-uri parameter set to the API URI of the Nnrf_NFDiscovery service of the NRF holding the NF profile(s), if the nrfDiscApiUri attribute was received in the NFInstanceInfo object and if the service discovery request is addressed to a different NRF than the NRF holding the NF profile(s).

*** Next Change ***
[bookmark: _Toc24937587][bookmark: _Toc33962402][bookmark: _Toc42883164][bookmark: _Toc49733032][bookmark: _Toc56690653][bookmark: _Toc130820692]5.3.2.2.3	Service Discovery in a different PLMN
The service discovery in a different PLMN is done by querying the "nf-instances" resource in the NRF of the Home PLMN.
For that, step 1 in clause 5.3.2.2.2 is executed (send a GET request to the NRF in the Serving PLMN); this request shall include the identity of the PLMN of the home NRF in a query parameter of the URI.
If the NRF in Serving PLMN knows that Oauth2-based authorization is required for accessing the NF Discovery service of the NRF in Home PLMN, e.g. by learning this during an earlier Bootstrapping procedure or local configuration, and if the request received at the NRF in Serving PLMN does not include an access token, the NRF in Serving PLMN may reject the request with a 401 Unauthorized as specified in clause 6.7.3 of 3GPP TS 29.500 [4].
Then, steps 1-2 in Figure 5.3.2.2.3-1 are executed, between the NRF in the Serving PLMN and the NRF in the Home PLMN. In this step, the presence of the PLMN ID of the Home NRF in the query parameter of the URI is not required. The NRF in the Home PLMN returns a status code with the result of the operation. The NRF in the Serving PLMN shall be configured with:
-	a telescopic FQDN (see 3GPP TS 23.003 [12] and 3GPP TS 29.500 [4]) of the NRF in the Home PLMN, if TLS protection between the NRF and the SEPP in the serving PLMN relies on using telescopic FQDN; or
NOTE:	This is required for the NRF in the serving PLMN to route the NF discovery request to the NRF in the HPLMN through a SEPP in the serving PLMN and the SEPP to terminate the TLS connection with a wildcard certificate.
-	with the SEPP FQDN (or the FQDN of the SCP if the communication between the NRF and the SEPP goes through an SCP), if TLS protection between the NRF and the SEPP in the serving PLMN relies on using the 3gpp-Sbi-Target-apiRoot header.
See clause 6.1.4.3 of 3GPP TS 29.500 [4].
Finally, step 2 in clause 5.3.2.2.2 is executed; a status code is returned to the NF Service Consumer in Serving PLMN in accordance to the result received from NRF in Home PLMN.


Figure 5.3.2.2.3-1: Service Discovery in a different PLMN
Steps 1 and 2 are similar to steps 1 and 2 in Figure 5.3.2.2.2-1, where the originator of the service invocation is the NRF in Serving PLMN, and the recipient of the service invocation is the NRF in the Home PLMN.
If the NRF in the home PLMN has ignored certain unsupported query parameter(s) when processing the discovery request, the NRF may additionally include the indication of ignored unsupported query parameters in the search result. If the indication of ignored unsupported query parameters is supported by the NRF in the serving PLMN, it should forward the received indication of ignored unsupported query parameters to the NF service consumer.

*** Next Change ***
6.2.6.2.2	Type: SearchResult
Table 6.2.6.2.2-1: Definition of type SearchResult
	Attribute name
	Data type
	P
	Cardinality
	Description

	validityPeriod
	integer
	M
	1
	It shall contain the time in seconds during which the discovery result is considered valid and can be cached by the NF Service Consumer. This value shall be the same as the value contained in the "max-age" parameter of the "Cache-Control" header field sent in the HTTP response.

	nfInstances
	array(NFProfile)
	M
	0..N
	It shall contain an array of NF Instance profiles, matching the search criteria indicated by the query parameters of the discovery request. If the nfInstancesList IE is absent, an empty array means there is no NF instance that can match the search criteria.
NF instance profiles included in this IE shall not contain authorization attributes (such as the "allowedXXX" attributes of the NFProfile or NFService data types).

	completeNfInstances
	array(NFProfile)
	C
	1..N
	When present, it shall contain an array of complete NF Instance profiles (including authorization attributes such as the "allowedXXX" attributes of the NFProfile or NFService data types), matching the search criteria indicated by the query parameters of the discovery request.

This IE shall only be present if the NRF supports the "Complete-Profile-Discovery" feature, the "complete-profile" query parameter is present and set to true in the request (see clause 6.2.3.2.3.1) and if the requesting entity is authorized to discover the complete profile of NF instances.

	searchId
	string
	O
	0..1
	This IE may be present if the NRF stores the result of the current service discovery response in a given URL (server-side caching), to make it available in the future to NF Service Consumers without having to compute the whole search process again.

	numNfInstComplete
	Uint32
	O
	0..1
	This IE may be present when the total number of NF Instances found by NRF, as the result of the service discovery process, is higher than the actual number of NF Instances included in the attribute nfInstances of the SearchResult object. This may happen due to the NF Service Consumer including in the discovery request parameters such as "limit" or "max-payload-size".

	preferredSearch
	PreferredSearch
	C
	0..1
	This IE shall be present to indicate whether all the returned NFProfiles match the preferred query parameters, if the discovery request contains any of the query parameter defined in the PreferredSearch data type.

	nrfSupportedFeatures
	SupportedFeatures
	C
	0..1
	Features supported by the NRF for the NFDiscovery service (see clause 6.2.9).
This IE should be present if the NRF supports at least one feature.

	nfInstanceList
	map(NfInstanceInfo)
	O
	1..N
	This IE may be present if the NF Discovery request indicated support of the Enh-NF-Discovery feature.
When present, this IE shall contain a map of NfInstanceInfo of NF instance profiles matching the search criteria indicated by the query parameters of the discovery request. The key of the map shall be the NF instance ID.
(NOTE 2)

	alteredPriorityInd
	boolean
	O
	0..1
	This IE shall indicate whether the NRF altered the priority values returned in the search result or not. (NOTE 1, NOTE 3)

When present, this IE shall be set as following:
- true: NF instances with NRF altered priority are returned in the search result.
- false: the NRF has not altered priority values in any NF instance returned in the search result 

	noProfileMatchInfo
	NoProfileMatchInfo
	O
	0..1
	This IE may be present if an empty array of nfInstances is conveyed and the nfInstancesList IE is absent; otherwise it shall be absent.
If present, it shall indicate the specific reason for not finding any NF instance that can match the search criteria.

	ignoredQueryParams
	array(string)
	O
	1..N
	This IE may be present when the NRF has ignored unsupported query parameters when processing the discovery request.

When present, this IE shall list the ignored unsupported query parameters for this discovery. Each array item shall uniquely indicate one ignored query parameter, with the query parameter name as specified in Table 6.2.3.2.3.1-1.


	NOTE 1:	If NRF altered priority values are returned in the search result, when the NF consumer receives a different priority value in a subsequent NF Profile change notification for NF instance(s) returned in the search result, the NF consumer should not overwrite the NRF altered priority in the cached search result.
NOTE 2:	If the alteredPriorityInd IE is present and set to true and the nrfAlteredPriorities IE is not included for a certain NF instance of the nfInstanceList, the NF consumer shall apply the priorities retrieved in the corresponding NF profile for this NF instance when selecting a NF service producer for the corresponding NF Discovery request.
NOTE 3:	This IE shall be set if the NRF altered the priority values of one or more NF instances returned in the search result, regardless of whether the NF instances are returned in the nfInstances IE and/or nfInstanceList IE.



*** Next Change ***
[bookmark: _Toc24937837][bookmark: _Toc33962657][bookmark: _Toc42883426][bookmark: _Toc49733294][bookmark: _Toc56690944][bookmark: _Toc130821028]A.3	Nnrf_NFDiscovery API
***************** Text Skipped for clarity ******************
    SearchResult:
      description: Contains the list of NF Profiles returned in a Discovery response
      type: object
      required:
        - nfInstances
      properties:
        validityPeriod:
          type: integer
        nfInstances:
          type: array
          items:
            $ref: '#/components/schemas/NFProfile'
        completeNfInstances:
          type: array
          items:
            $ref: '#/components/schemas/NFProfile'
          minItems: 1
        searchId:
          type: string
        numNfInstComplete:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uint32'
        preferredSearch:
          $ref: '#/components/schemas/PreferredSearch'
        nrfSupportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        nfInstanceList:
          description: List of matching NF instances. The key of the map is the NF instance ID.
          type: object
          additionalProperties:
            $ref: '#/components/schemas/NfInstanceInfo'
          minProperties: 1
        alteredPriorityInd:
          type: boolean
        noProfileMatchInfo:
          $ref: '#/components/schemas/NoProfileMatchInfo'
        ignoredQueryParams:
          type: array
          items:
            type: string
          minItems: 1

***************** Text Skipped for clarity ******************

*** End of Changes ***
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