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[bookmark: _Toc510696594][bookmark: _Toc35971386]The NF Service Consumer (e.g. AMF, combined SMF+PGW-C) shall invoke the NumOfUEsUpdate service operation to request the NSACF to perform network slice admission control procedure related to the number of UEs, by using the HTTP POST method as shown in Figure 5.2.2.2.2-1.


Figure 5.2.2.2.2-1: NSAC procedure for controlling the number of UEs
1.	The NF Service Consumer (e.g. AMF, combined SMF+PGW-C) shall send a POST request to the resource representing the network slice admission control related to the number of UEs (i.e. …/slices/ues) in the NSACF.
	The payload body of the POST request shall contain the input data structure (i.e. UeACRequestData) for network slice admission control, which shall contain the following information:
-	the SUPI(s) of the UE(s);
-	the access type, over which the UE registers to the network or deregisters from the network;
-	a list of S-NSSAIs which are subject to NSAC, and for each S-NSSAI an update flag indicates the operation to that S-NSSAI;
-	the NF Instance ID, identifying the requester NF.
	In addition, the POST request may also contain:
-	the EAC notification callback URI. The AMF may provide the EAC notification callback URI at the first interaction with the NSACF, or may provide an updated one in later interactions when it changes. If the EAC notification callback URI is set to null value by the AMF in later interactions, it means the AMF unsubscribes the EAC notification from the NSACF;
-	the additional access type, if the UE deregisters from the network over both 3GPP access and Non-3GPP access; and/or
-	the UE already registered indication, if the UE has already been registered in another NSACF service area.
	The update flag shall be set to "INCREASE" for a UE to be registered to a specific slice, and shall be set to "DECREASE" for a UE to be deregistered from a specific slice.
	For NSAC of roaming UEs, the NF Service Consumer (e.g. AMF) shall provide the S-NSSAI in serving PLMN, and the corresponding mapped S-NSSAI in home PLMN to the NSACF in serving PLMN.
NOTE 1:	When multiple S-NSSAIs are supported by a NSACF and multiple S-NSSAIs are required for NSAC for a given UE where EAC mode is active for at least one S-NSSAI, how the AMF triggers NSAC procedure to this NSACF is implementation specific, e.g. the AMF triggers NSAC procedure for all these supported S-NSSAIs before the Registration Accept message or the UE Configuration Update message.
2a.	For each S-NSSAI included in UeACRequestData, the NSACF shall perform the following actions:
-	if the update flag is set to "INCREASE", the NSACF shall check whether the UE is already in the UE registration list stored in the NSACF and whether the total number of UEs to this slice will exceed the maximum number of UEs allowed to be registered to this slice:
-	if the UE ID is already recorded in the UE registration list but the requester NF is not recorded in the UE registration list, the NSACF shall create a new entry for the UE registration associated with the requester NF and shall also maintain the existing UE registration entries. The total number of UEs registered to this slice is not updated;
-	if the UE ID is not recorded in the UE registration list and the total number of UEs (including the UEs indicated in the request and the UEs already stored in the NSACF) does not exceed the maximum number of UEs allowed to be registered to this slice, the NSACF records the indicated UEs to the UE registration list stored in the NSACF, and updates the total number of UEs registered to this slice accordingly;
-	if the UE ID is not recorded in the UE registration list and if the total number of UEs will exceed the maximum number of UEs allowed to be registered to this slice, the NSACF shall not record the UE into the UE registration list stored in the NSACF, and shall not update the total number of UEs. Instead, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with an appropriate value of AcuFailureReason (e.g. "EXCEED_MAX_UE_NUM" as specified in clause 6.1.6.3.5);
-	if the update flag is set to "DECREASE" and if the UE is recorded in the UE registration list, the NSACF shall remove the indicated UEs from the UE registration list stored in the NSACF. If there are two or more UE registration entries associated with the UE ID, the NSACF shall only remove the entry associated with the requester NF. After removal, if a UE is no longer recorded in the UE registration list, the NSACF shall decrease the total number of UEs registered to this slice.
-	If the update flag is set to "DECREASE" and if the UE is not recorded in the UE registration list, the NSACF shall not decrease the total number of UEs registered to this slice and shall return successful handling for this UE registration.
	The NSACF may be configured to perform per access type network slice admission control. In this case, the NSACF shall check whether the access type provided by the NF Service Consumer is configured for NSAC for the indicated S-NSSAI to control the number of UEs. If the access type is not configured for NSAC for the indicated S-NSSAI, the NSACF shall skip the above handling for increasing/decreasing the number of UEs and return successful for this S-NSSAI. If the access type is configured for NSAC for the indicated S-NSSAI, the NSACF shall perform the above handling taking the access type into account and record/remove the UE registration associated with the access type. If the total number of UEs will exceed the maximum number of UEs allowed to be registered to this slice, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with an appropriate value of AcuFailureReason (e.g. "EXCEED_MAX_UE_NUM" as specified in clause 6.1.6.3.5).
	If the NSACF is not configured to perform per access type network slice admission control, the NSACF may perform network slice admission control without taking access type into account. For example, the NSACF is configured with a total quota for the PLMN, but the network slice admission control is not specific to one access type. The NSACF shall record the access type(s) associated with the UE registration. The NSACF shall remove the corresponding UE registration entry when the UE deregisters from all access types.
NOTE 2:	For each S-NSSAI that is applicable for NSAC, the NSACF is configured with a total quota for the PLMN. However, the network slice admission control may be configured to apply for one specific access type or both access types.
	The NSACF shall return "200 OK" Iif 
-	in abovethe NSACF cannot successfully handlinge not all S-NSSAIs but was able to handle at least one S-NSSAI successfully, in which case the NSACF shall indicateing the failed S-NSSAI(s) and the failure reason, e.g., "EXCEED_MAX_UE_NUM"; or.
-	the primary NSACF needs to update the NSACF service area configuration (i.e., the local maximum number of registered UEs, or the UE admission threshold). 
	If in above NSACF handling all S-NSSAIs are successful, "204 No Content" shall be returned which could represent the maximum number of UEs for the S-NSSAI not reached.
NOTE 3:	If the PLMN has multiple service areas and there are multiple NSACFs deployed for the network slice, each NSACF may be configured with the maximum number of UEs of the network slice within its service area, e.g. as per operator policy. How to split or synchronize the threshold in multiple NSACFs is left to implementation. Whether and how to guarantee session continuity when a UE moves to new service area with a different NSACF are left to implementation.
NOTE 4:	If the NF Service Consumer is AMF, the NSACF may subscribe to AMF Status Change Notifications (e.g. AMF unavailability) via the NRF and update the NF ID accordingly, as described in clause 4.2.11.2 of 3GPP TS 23.502 [3].
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the payload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.3.2.3.1-1.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the payload body of POST response.
	When the procedure is used to perform admission control for a number of UEs, when e.g. NSAC is enabled or disabled for an already live slice, then based on operator policy AMF may allow or disallow sessions for which NSACF returned a reject.
* * * Next Change * * * *
[bookmark: _Toc93868956][bookmark: _Toc130831248]5.2.2.4.2	Network slice admission control for controlling the number of PDU sessions
The NF Service Consumer (e.g. SMF, combined SMF+PGW-C) shall invoke the NumOfPDUsUpdate service operation to request the NSACF to perform network slice admission control procedure related to the number of PDU sessions, by using the HTTP POST method as shown in Figure 5.2.2.4.2-1.


Figure 5.2.2.4.2-1: NSAC procedure for controlling the number of PDU sessions
1.	The NF Service Consumer (e.g. SMF) shall send a POST request to the resource representing the network slice admission control related to the number of PDU sessions (i.e. …/slices/pdus) in the NSACF.
	The payload body of the POST request shall contain the input data structure (i.e. PduACRequestData) for network slice admission control, which shall contain the following information:
-	the SUPI of the UE;
-	the access type, over which the PDU session is to be established or released;
-	the PDU session ID(s);
-	a list of S-NSSAIs which are subject to NSAC, and for each S-NSSAI an update flag indicates the operation to that S-NSSAI.
	In addition, the POST request may also contain:
-	the NF Instance ID of the requester NF (i.e. SMF);
-	the PGW-C FQDN, if the request is sent by a combined SMF+PGW-C in EPS interworking case.
-	the additional access type, for an Multi-Access PDU session, if the PDU session is to be established over both 3GPP access and Non-3GPP access, or if the PDU session is to be released from both 3GPP access and Non-3GPP access.
	The update flag within the PduACRequestData shall be set to the value as following:
-	"INCREASE" for a Single-Access PDU session which is to be established, or for an Multi-Access PDU session when new access leg(s) is to be established;
-	"DECREASE" for a Single-Access PDU session which is to be released, or for an Multi-Access PDU session when existing access leg(s) is to be removed;
-	"UPDATE" for a Single-Access PDU session when the access type is to be replaced with a new access type during inter access mobility.
	For LBO cases, the NF Service Consumer in serving PLMN (e.g. vSMF) shall provide the S-NSSAI in serving PLMN, and the corresponding mapped S-NSSAI in home PLMN to the NSACF in serving PLMN. For PDU sessions in the home-routed roaming case, the NF Service Consumer in home PLMN (e.g. hSMF) shall provide S-NSSAI(s) in home PLMN to the NSACF in the home PLMN.
2a.	For each S-NSSAI included in PduACRequestData, the NSACF shall perform the following actions:
-	if the update flag is set to "INCREASE", the NSACF shall check whether the PDU session is already recorded in the PDU registration list in the NSACF and whether the total number of PDU sessions to this slice will exceed the maximum number of PDU sessions allowed to be registered to this slice:
-	if the PDU session (identified by the UE ID and the PDU session ID) is already recorded in the PDU registration list, the NSACF shall skip recording this PDU session and shall not increase the total number of PDU sessions established to this network slice;
-	if the PDU session is not recorded in the PDU registration list and the total number of PDU sessions (including the PDU session indicated in the request and the PDU sessions already stored in the NSACF) does not exceed the maximum number of PDU sessions allowed to be registered to this slice, the NSACF records the PDU session to the PDU registration list stored in the NSACF, and updates the total number of PDU sessions registered to this slice accordingly;
-	if the PDU session is not recorded in the PDU registration list and if the total number of PDU sessions will exceed the maximum number of PDU sessions allowed to be registered to this slice, the NSACF shall not record the PDU session into the PDU registration list stored in the NSACF, and shall not update the total number of PDU sessions. Instead, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with an appropriate value of AcuFailureReason (e.g. "EXCEED_MAX_PDU_NUM" as specified in clause 6.1.6.3.5);
-	if the update flag is set to "DECREASE" and if the PDU session is recorded in the PDU registration list, the NSACF decreases the total number of PDU sessions registered to this slice, and removes the indicated PDU session from the PDU registration list stored in the NSACF.
-	If the update flag is set to "DECREASE" and if the PDU session is not recorded in the PDU registration list, the NSACF shall not decrease the total number of PDU sessions registered to this slice and shall return successful handling for this PDU registration.
-	If the update flag is set to "UPDATE", the NSACF shall locate the existing entry in the PDU registration list and update the access type associated to the PDU session to which indicated in the request message.
	The NSACF may be configured to perform per access type network slice admission control. In this case, the NSACF shall check whether the access type provided by the NF Service Consumer is configured for NSAC for the indicated S-NSSAI to control the number of PDU sessions. If the access type is not configured for NSAC for the indicated S-NSSAI, the NSACF shall skip the above handling for increasing/decreasing the number of PDU sessions and shall return successful for this S-NSSAI. If the access type is configured for NSAC for the indicated S-NSSAI, the NSACF shall perform the above handling taking the access type into account. If the update flag is set to "UPDATE", the NSACF shall first increase the number of PDU sessions for the new access type, and if successful then decrease the number of PDU sessions for the old access type. If the total number of PDU sessions will exceed the maximum number of PDU sessions allowed to be registered to this slice, the AcuFailureReason shall indicate the applied access type (e.g. "EXCEED_MAX_PDU_NUM_3GPP" or "EXCEED_MAX_PDU_NUM_N3GPP" as specified in clause 6.1.6.3.5).
	If the NSACF is not configured to perform per access type network slice admission control, the NSACF may perform network slice admission control without taking access type into account. For example, the NSACF is configured with a total quota for the PLMN, but the network slice admission control is not specific to one access type. The NSACF shall record the access type(s) associated with the PDU registration. The NSACF shall remove the PDU registration entry when the PDU session is released from all access types.
NOTE 1:	For each S-NSSAI that is applicable for NSAC, the NSACF is configured with a total quota for the PLMN. However, the network slice admission control may be configured to apply for one specific access type or both access types.
	If in above NSACF handling not all S-NSSAIs are successful, "200 OK" shall be returned, with necessary response data, e.g. indicating the failed S-NSSAI(s).	The NSACF shall return "200 OK" if 
-	the NSACF cannot successfully handle all S-NSSAIs but was able to handle at least one S-NSSAI successfully, the NSACF shall indicate the failed S-NSSAI(s) and the failure reason, e.g., "EXCEED_MAX_PDU_NUM"; or
-	the primary NSACF needs to update the NSACF service area configuration (i.e., the local maximum number of PDU sessions).
	If in above NSACF handling all S-NSSAIS are successful, "204 No Content" shall be returned.
NOTE 2:	If the PLMN has multiple service areas and there are multiple NSACFs deployed for the network slice, each NSACF may be configured with the maximum number of PDU Sessions of the network slice within its service area, e.g. as per operator policy. How to split or synchronize the threshold in multiple NSACFs is left to implementation. Whether and how to guarantee session continuity when a UE moves to new service area with a different NSACF are left to implementation.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the payload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.3.3.3.1-3.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse shall be included in the payload body of POST response.
	When the procedure is used to perform admission control for a number of UEs, when e.g. NSAC is enabled or disabled for an already live slice, then based on operator policy, SMF may allow or disallow sessions for which NSACF returned a reject.

* * * Next Change * * * *
6.1.3.1	Overview
The figure 6.1.3.1-1 describes the resource URI structure of the Nnsacf-NSAC API.




Figure 6.1.3.1-1: Resource URI structure of the Nnsacf_NSAC API
Table 6.1.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.1.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Slice Collection Subject to NSAC for UEs
(Collection)
	/slices/ues
	POST
	Request the NSACF to perform network slice admission control related to the number of UEs registered to a network slice, or a group of network slices.

	Slice Collection Subject to NSAC for PDU sessions
(Collection)
	/slices/pdus
	POST
	Request the NSACF to perform network slice admission control related to the number of PDU sessions established to a network slice, or a group of network slices.

	Slice Collection configuration
	/slices/configs
	POST
	Request the NSACF to update the Network slice local configuration i.e., maximum number of registered UEs and/or PDU sessions established per Network slice.



* * * Next Change * * * *
[bookmark: _Toc510696613][bookmark: _Toc35971404][bookmark: _Toc70325121][bookmark: _Toc81226681][bookmark: _Toc93868972]6.1.3.2.3.1	POST
This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.
Table 6.1.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and response codes specified in table 6.1.3.2.3.1-3.
Table 6.1.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	UeACRequestData
	M
	1
	Request data for NSAC procedure related to the number of UEs per slice.



Table 6.1.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	UeACResponseData
	M
	1
	200 OK
	Response data for NSAC procedure related to the number of UEs per slice, in the case of not all S-NSSAIs are successful in the NSAC procedure or if the primary NSACF needs to update the Network slice configuration at the NSACF i.e., the maximum number of registered UEs or the UE admission threshold level.

	n/a
	
	
	204 No Content
	Upon success. Indicates all S-NSSAIs are successful in the NSAC procedure.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection, during a NSAC procedure. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	When used to represent the failure of NSAC procedure, the "cause" attribute of the "ProblemDetails" shall be set to one of the following application error codes:
-	SLICE_NOT_FOUND, if all S-NSSAIs provided in the request are not found from the NSSAI which are subject to NSAC procedure;
-	ALL_SLICE_FAILED, if the list of S-NSSAIs is fully failed in the NSAC procedure.


	NOTE 1:	The manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.2.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.2.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected




* * * Next Change * * * *
6.1.3.3.3.1	POST
This method shall support the URI query parameters specified in table 6.1.3.3.3.1-1.
Table 6.1.3.3.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.3.3.1-2 and the response data structures and response codes specified in table 6.1.3.3.3.1-3.
Table 6.1.3.3.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	PduACRequestData
	M
	1
	Request data for NSAC procedure related to the number of PDU sessions per slice.



Table 6.1.3.3.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	PduACResponseData
	M
	1
	200 OK
	Response data for NSAC procedure related to the number of PDU sessions per slice, in the case of not all S-NSSAIs are successful in the NSAC procedure or if the primary NSACF needs to update the Network slice configuration at the NSACF i.e., the maximum number of PDUs.

	n/a
	
	
	204 No Content
	Upon success. Indicates all S-NSSAIs are successful in the NSAC procedure.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set. (NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set. (NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	When used to represent the failure of NSAC procedure, the "cause" attribute of the "ProblemDetails" shall be set to one of the following application error codes:
-	SLICE_NOT_FOUND, if all S-NSSAIs provided in the request are not found from the NSSAI which are subject to NSAC procedure;
-	ALL_SLICE_FAILED, if the list of S-NSSAIs is fully failed in the NSAC procedure.

	NOTE 1:	The manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponses may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.3.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.3.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected




* * * Next Change * * * *

6.1.3.w	Resource: Slice Collection configuration
[bookmark: _Toc73369696][bookmark: _Toc81226684][bookmark: _Toc93868975][bookmark: _Toc130831279]6.1.3.w.1	Description
This resource represents the Slice Collection configuration, i.e. configuration of the maximum number of registered UEs and/or maximum number of PDU sessions established at a network slice.
[bookmark: _Toc73369697][bookmark: _Toc81226685][bookmark: _Toc93868976][bookmark: _Toc130831280]6.1.3.w.2	Resource Definition
Resource URI: {apiRoot}/<apiName>/<apiVersion>/slices/configs
This resource shall support the resource URI variables defined in table 6.1.3.w.2-1.
Table 6.1.3.w.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.1.1



[bookmark: _Toc73369698][bookmark: _Toc81226686][bookmark: _Toc93868977][bookmark: _Toc130831281]6.1.3.w.3	Resource Standard Methods
[bookmark: _Toc73369699][bookmark: _Toc81226687][bookmark: _Toc93868978]6.1.3.w.3.1	POST
This method shall support the URI query parameters specified in table 6.1.3.w.3.1-1.
Table 6.1.3.w.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.w.3.1-2 and the response data structures and response codes specified in table 6.1.3.w.3.1-3.
Table 6.1.3.w.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	ACUpdateData
	M
	1
	Provide data for NSAC procedure related to update the local maximum number of registered UEs and/or number of PDU sessions of the network slice at NSACF.



Table 6.1.3.w.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Indicates successful processing of the request to update locally the received admission control information, i.e., the maximum number of registered UEs and the maximum number of PDU sessions per network slice.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection, 
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.w.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.w.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



[bookmark: _Toc73369700][bookmark: _Toc81226688][bookmark: _Toc93868979][bookmark: _Toc130831282]6.1.3.w.4	Resource Custom Operations
In this release of this specification, no custom operations associated to this resource is defined.
* * * Next Change * * * *

6.1.6.1	General
This clause specifies the application data model supported by the API.
Table 6.1.6.1-1 specifies the data types defined for the Nnsacf_NSAC service based interface protocol.
Table 6.1.6.1-1: Nnsacf_NSAC specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	UeACRequestData
	6.1.6.2.2
	Input data for NSAC procedure related to the number of UEs per slice.
	

	UeACResponseData
	6.1.6.2.3
	Response data of NSAC procedure for controlling the number of UEs.
	

	EACNotification
	6.1.6.2.4
	EAC mode notification
	

	AcuOperationItem
	6.1.6.2.5
	An operation item for NSAC procedure, indicating an S-NSSAI subject to NSAC and the associated operation.
	

	AcuFailureItem
	6.1.6.2.6
	A failure item which indicates the failed S-NSSAI and the failure reason.
	

	PduACRequestData
	6.1.6.2.7
	Input data for NSAC procedure related to the number of PDUs per slice.
	

	PduACResponseData
	6.1.6.2.8
	Response data of NSAC procedure for controlling the number of PDU sessions.
	

	EACMode
	6.1.6.3.3
	EAC mode
	

	AcuFlag
	6.1.6.3.4
	Update Flag for NSAC procedure
	

	AcuFailureReason
	6.1.6.3.5
	Indicates the failure reason for an S-NSSAI in the NSAC procedure
	

	UeACRequestInfo
	6.1.6.2.9
	One item of a UE and associated NSAC action.
	

	PduACRequestInfo
	6.1.6.2.10
	One item of a PDU session and associated NSAC action.
	

	ACUpdateData
	6.1.6.2.x
	Input data for NSAC procedure to update the maximum number of registered UEs and maximum number of PDU sessions. 
	HNSAC

	UeACUpdateInfo
	6.1.6.2.y
	Response data of NSAC procedure for updating the maximum number of registered UEs and the UE admission threshold.
	HNSAC

	PduACUpdateInfo
	6.1.6.2.z
	Response data of NSAC procedure for updating the maximum number of PDU sessions.
	HNSAC



Table 6.1.6.1-2 specifies data types re-used by the Nnsacf_NSAC service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnsacf_NSAC service based interface.
Table 6.1.6.1-2: Nnsacf_NSAC re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	ProblemDetails
	3GPP TS 29.571 [16]
	Problem Details
	

	RedirectResponse
	3GPP TS 29.571 [16]
	Redirect Response
	

	Supi
	3GPP TS 29.571 [16]
	Subscription Permanent Identifier
	

	Snssai
	3GPP TS 29.571 [16]
	Single NSSAI
	

	NfInstanceId
	3GPP TS 29.571 [16]
	NF Instance ID
	

	Uri
	3GPP TS 29.571 [16]
	Resource or callback URI
	

	AccessType
	3GPP TS 29.571 [16]
	Access Type
	

	NFType
	3GPP TS 29.510 [17]
	NF Type
	

	Fqdn
	3GPP TS 29.571 [16]
	FQDN
	

	PduSessionId
	3GPP TS 29.571 [16]
	PDU Session Identifier
	

	PlmnId
	3GPP TS 29.571 [16]
	PLMN ID
	

	SupportedFeatures
	3GPP TS 29.571 [16]
	Supported Features
	



* * * Next Change * * * *

[bookmark: _Toc510696636][bookmark: _Toc35971431][bookmark: _Toc70325135][bookmark: _Toc81226701][bookmark: _Toc93868992][bookmark: _Toc130831294]6.1.6.2.2	Type: UeACRequestData
Table 6.1.6.2.2-1: Definition of type UeACRequestData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ueACRequestInfo
	array(UeACRequestInfo)
	M
	1..N
	List of UEs and their associated NSAC action details
	

	[bookmark: _PERM_MCCTEMPBM_CRPT75500034___1][bookmark: _PERM_MCCTEMPBM_CRPT92130005___1]nfId
	NfInstanceId
	M
	1
	Indicates the NF Instance ID.
When present, it shall carry one of the following values:
- the AMF Instance ID, if the request is from an AMF;
- the SMF Instance ID, if the request is from a combined SMF+PGW-C in EPS interworking case.
	

	[bookmark: _PERM_MCCTEMPBM_CRPT75500035___1][bookmark: _PERM_MCCTEMPBM_CRPT92130006___1]nfType
	NFType
	O
	0..1
	Indicates the NF type of the requester NF.
When present, it shall carry one of the following values:
- NFType=AMF, if the request is from an AMF;
- NFType=SMF, if the request is from a combined SMF+PGW-C in EPS interworking case.
	

	eacNotificationUri
	Uri
	O
	0..1
	Indicates the EAC notification callback URI.
If the EAC notification callback URI is present, the AMF Instance ID shall also be present.
	

	[bookmark: _Hlk134713842]supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.1.8 is supported.
	

	NOTE:	If the NF consumer is combined SMF+PGW-C, the combined SMF+PGW-C determines the Access Type based on the RAT type parameter in the PMIP or GTP message received from the ePDG; or alternatively it can internally determine the Access Type based on the source node (e.g. SGW) sending the request for the PDN Connection establishment.



* * * Next Change * * * *
#6.1.6.2.3	Type: UeACResponseData
Table 6.1.6.2.3-1: Definition of type UeACResponseData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	acuFailureList
	map(array(AcuFailureItem))
	C
	1..N(1..M)
	Indicates a list of S-NSSAI which is failed in the NSAC procedure, and the reasons for each S-NSSAI. Key of the map is the SUPI of the UE.
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.1.8 is supported.
	

	ueACUpdateInfo
	UeACUpdateInfo
	O
	0..1
	The primary NSACF may indicate to the NSACF the updated local maximum number of registered UEs, or updated UE admission threshold.
	HNSAC



[bookmark: _Hlk134713593]* * * Next Change * * * *
[bookmark: _Toc73369707][bookmark: _Toc81226706][bookmark: _Toc93868997][bookmark: _Toc130831299]6.1.6.2.7	Type: PduACRequestData
Table 6.1.6.2.7-1: Definition of type PduACRequestData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	pduACRequestInfo
	array(PduACRequestInfo)
	M
	1..N
	List of UEs and their associated NSAC action details
	

	nfId
	NfInstanceId
	O
	0..1
	Indicates the SMF Instance ID.
	

	pgwFqdn
	Fqdn
	O
	0..1
	Indicates the PGW-C FQDN, if the request is from a combined SMF+PGW-C, in EPS interworking case.
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.1.8 is supported.

	



* * * Next Change * * * *

[bookmark: _Toc73369708][bookmark: _Toc81226707][bookmark: _Toc93868998][bookmark: _Toc130831300]6.1.6.2.8	Type: PduACResponseData
Table 6.1.6.2.8-1: Definition of type PduACResponseData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	acuFailureList
	map(array(AcuFailureItem))
	C
	1..2
	Indicates a list of S-NSSAIs which are failed in the NSAC procedure, and the reasons for each S-NSSAI. Key of the map is the SUPI of the UE.
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.1.8 is supported.
	

	pduACUpdateInfo
	PduACUpdateInfo
	O
	0..1
	The primary NSACF may indicate to the NSACF the updated local maximum number of PDU sessions.
	HNSAC



* * * Next Change * * * *

6.1.6.2.9	Type: UeACRequestInfo
Table 6.1.6.2.x-1: Definition of type UeACRequestInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	Supi
	Supi
	M
	1
	Supi
	

	anType
	AccessType
	M
	1
	Indicates the access type over which the UE registers to the network or deregisters from the network. (NOTE)
	

	acuOperationList
	array(AcuOperationItem)
	M
	1..N
	A list of S-NSSAI to which the UE is to be registered or from which the UE is to be de-registered.
	

	additionalAnType
	AccessType
	O
	0..1
	Indicates the additional access type, when the UE deregisters from the network, if the UE previously registered to the network over 3GPP access and Non-3GPP access
	

	ueAlreadyRegisteredInd
	boolean
	O
	0..1
	The NF Service Consumer (e.g., AMF) may Indicate if UE has already been registered in another NSACF service area. 

true: indicates the UE has already been registered in another NSACF service area.

Presence of this IE with false value shall be prohibited.
See clause 4.2.11.2a of 23.502 [3].
	HNSAC




* * * Next Change * * * *


6.1.6.2.x	Type: ACUpdateData
Table 6.1.6.2.5-1: Definition of type ACUpdateData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	snssai
	Snssai
	M
	1
	Indicates the Network slice for which the NSACF shall update the maximum number of registered UEs number and/or the maximum number of PDU sessions.
It shall indicate S-NSSAI in serving PLMN or the mapped S-NSSAI in home PLMN.
	

	[bookmark: _Hlk134086863]maxUesNumber
	integer
	O
	0..1
	Indicates the updated maximum number of registered UEs of the S-NSSAI, that the NSACF can use.
	

	[bookmark: _Hlk134086880]maxPdusNumber
	integer
	O
	0..1
	Indicates the updated maximum number of PDU Sessions of the S-NSSAI, that the NSACF can use.
	



* * * Next Change * * * *

[bookmark: _Hlk134032997]6.1.6.2.y	Type: UeACUpdateInfo
Table 6.1.6.2.5-1: Definition of type UeACUpdateInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	snssai
	Snssai
	M
	1
	Indicates the Network slice for which the NSACF shall update the maximum number of registered UEs number and/or the UE admission threshold level.
	

	maxUesNumber
	integer
	O
	0..1
	The primary NSACF may indicate an updated maximum number of registered UEs of the S-NSSAI, that the NSACF can use.
	

	[bookmark: _Hlk134087132]ueAdmissionThreshold
	integer
	O
	0..1
	The primary NSACF may indicate an updated UE admission threshold for NSACF which supports UE admission threshold-based control.
When present it shall indicate the threshold expressed in a number of UEs 
See 3GPP TS 23.502 [3] clause 4.2.11.2a.
	



* * * Next Change * * * *

6.1.6.2.z	Type: PduACUpdateInfo
Table 6.1.6.2.5-1: Definition of type PduACUpdateInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	snssai
	Snssai
	M
	1
	Indicates the Network slice for which the NSACF shall update the maximum number of PDU sessions.
	

	maxPdusNumber
	integer
	O
	1
	The primary NSACF may indicate the maximum number of PDU sessions of the S-NSSAI, that the NSACF can use.
	



* * * Next Change * * * *

[bookmark: _Toc70325148][bookmark: _Toc81226720][bookmark: _Toc93869013][bookmark: _Toc130831315]6.1.8	Feature negotiation
[bookmark: _Hlk134714122]The optional features in table 6.1.8-1 are defined for the Nnsacf_NSAC API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
The syntax of the supportedFeatures attribute is defined in clause 5.2.2 of 3GPP TS 29.571 [16].
The following features are defined for the Nnsacf_NSAC service.

Table 6.1.8-1: Supported Features
	Feature number
	Feature Name
	M/O
	Description

	X
	HNSAC
	O
	Hierarchical Network Slice Admission Control

An NF Service Consumer and the NSACF support this feature shall support handling of Hierarchical NSACF procedures as specified in clause 4.2.11.2a and clause 4.2.11.4a of 3GPP TS 23.502 [3].

	Feature number: The order number of the feature within the supportedFeatures attribute (starting with 1).
Feature: A short name that can be used to refer to the bit and to the feature.
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O").
Description: A clear textual description of the feature.



* * * Next Change * * * *
[bookmark: _Hlk134716373][bookmark: _Toc532994477][bookmark: _Toc35971448][bookmark: _Toc70325149][bookmark: _Toc81226721][bookmark: _Toc93869014][bookmark: _Toc130831316]6.1.9	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the Nnsacf_NSAC API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the Nnsacf_NSAC API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the Nnsacf_NSAC service.
The Nnsacf_NSAC API defines the following scopes for OAuth2 authorization as specified in 3GPP TS 33.501 [8]. a single scope nnsacf-nsac" for the entire service, and it does not define any additional scopes at resource or operation level.

Table 6.1.9-1: OAuth2 scopes defined in Nnsacf_NSAC API
	Scope
	Description

	"nnsacf-nsac"
	Access to the Nnsacf_NSAC API.

	"nnsacf-nsac:ac-infoupdate"
	Access (from a primary NSACF) to update the local NSACF configuration i.e., the maximum number of registered UEs and/or the maximum number of PDU sessions of a network slice at an NSACF.





* * * Next Change * * * *

[bookmark: _Toc70325153][bookmark: _Toc81226759][bookmark: _Toc93869052][bookmark: _Toc130831368]A.2	Nnsacf_NSAC API
openapi: 3.0.0

info:
  title: Nnsacf_NSAC
  version: 1.1.0-alpha.1
  description: |
    Nnsacf_NSAC Service.  
    © 2022, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.536 V18.0.0; 5G System; Network Slice Admission Control Services; Stage 3.
  url: https://www.3gpp.org/ftp/Specs/archive/29_series/29.536/

servers:
  - url: '{apiRoot}/nnsacf-nsac/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501

security:
  - {}
  - oAuth2ClientCredentials:
    - nnsacf-nsac

paths:
  /slices/ues:
    post:
      summary: Network Slice Admission Control on the Number of UEs
      operationId: NumOfUEsUpdate
      tags:
        - slice collection
      requestBody:
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/UeACRequestData'
        required: true
      responses:
        '200':
          description: Partial successful ACU operation
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/UeACResponseData'
        '204':
          description: Successful ACU operation
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          description: Unsucessful ACU operation - Bad Request
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          description: Unsuccessful ACU operation – Slice Not Subject to NSAC
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '404':
          description: Unsuccessful ACU operation – Slice Not Found
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '502':
          $ref: 'TS29571_CommonData.yaml#/components/responses/502'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        '504':
          $ref: 'TS29571_CommonData.yaml#/components/responses/504'
      callbacks:
        eacNotification:
          '{request.body#/eacNotificationUri}':
            post:
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/EacNotification'
              responses:
                '204':
                  description: slice re-authentication notification response
                '307':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'
                '404':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'
                '500':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/503'
                default:
                  description: Unexpected error

  /slices/pdus:
    post:
      summary: Network Slice Admission Control on the number of PDU Sessions
      operationId: NumOfPDUsUpdate
      tags:
        - slice collection
      requestBody:
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/PduACRequestData'
        required: true
      responses:
        '200':
          description: Partial successful ACU operation
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/PduACResponseData'
        '204':
          description: Successful ACU operation
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          description: Unsucessful ACU operation - Bad Request
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          description: Unsuccessful ACU operation – Slice Not Subject to NSAC
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '404':
          description: Unsuccessful ACU operation – Slice Not Found
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '502':
          $ref: 'TS29571_CommonData.yaml#/components/responses/502'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        '504':
          $ref: 'TS29571_CommonData.yaml#/components/responses/504'


  /slices/configs:
    post:
      summary: >
        Network Slice Admission Control update of the local maximum number of registered UEs and/or 
        number of PDU sessions of the network slice at NSACF.
      operationId: LocalNumberUpdate
      tags:
        - slice collection
      security:
        - {}
        - oAuth2ClientCredentials:
          - nnsacf-nsac
        - oAuth2ClientCredentials:
          - nnsacf-nsac
          - nnsacf-nsac:ac-infoupdate
      requestBody:
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/ACUpdateData'
        required: true
      responses:
        '204':
          description: Successful ACU operation
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '502':
          $ref: 'TS29571_CommonData.yaml#/components/responses/502'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        '504':
          $ref: 'TS29571_CommonData.yaml#/components/responses/504'

components:

  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{nrfApiRoot}/oauth2/token'
          scopes:
            nnsacf-nsac: Access to the Nnsacf_NSAC API
            nnsacf-nsac:ac-infoupdate: >
              Access to the NSAC update of the local maximum number of registered UEs and/or number
              of PDU sessions of the network slice at NSACF

  schemas:

    #
    # STRUCTURED DATA TYPES:
    #

    UeACRequestData:
      type: object
      properties:
        ueACRequestInfo:
          type: array
          items:
            $ref: '#/components/schemas/UeACRequestInfo'
          minItems: 1
        nfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        nfType:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/NFType'
        eacNotificationUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - ueACRequestInfo
        - nfId

    UeACRequestInfo:
      type: object
      properties:
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        anType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        acuOperationList:
          type: array
          items:
            $ref: '#/components/schemas/AcuOperationItem'
          minItems: 1
        additionalAnType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        ueAlreadyRegisteredInd:
          type: boolean
          enum:
            - true

      required:
        - supi
        - anType
        - acuOperationList

    UeACResponseData:
      type: object
      properties:
        acuFailureList:
          description: A map (list of key-value pairs) where the key of the map shall be UE's supi
          type: object
          additionalProperties:
            type: array
            items:
              $ref: '#/components/schemas/AcuFailureItem'
            minItems: 1
          minProperties: 1
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        ueACUpdateInfo:
            $ref: '#/components/schemas/UeACUpdateInfo'


    AcuOperationItem:
      type: object
      properties:
        updateFlag:
          $ref: '#/components/schemas/AcuFlag'
        snssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        plmnId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
      required:
        - updateFlag
        - snssai

    AcuFailureItem:
      type: object
      properties:
        snssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        reason:
          $ref: '#/components/schemas/AcuFailureReason'
        plmnId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
        pduSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'
      required:
        - snssai

    EacNotification:
      description: A map (list of key-value pairs) where Snssai converted to a string serves as key
      type: object
      additionalProperties:
        $ref: '#/components/schemas/EACMode'
      minProperties: 1

    PduACRequestData:
      type: object
      properties:
        pduACRequestInfo:
          type: array
          items:
            $ref: '#/components/schemas/PduACRequestInfo'
          minItems: 1
        nfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        pgwFqdn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Fqdn'
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - pduACRequestInfo

    PduACRequestInfo:
      type: object
      properties:
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        anType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        pduSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'
        acuOperationList:
          type: array
          items:
            $ref: '#/components/schemas/AcuOperationItem'
          minItems: 1
          maxItems: 2
        additionalAnType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
      required:
        - supi
        - anType
        - pduSessionId
        - acuOperationList

    PduACResponseData:
      type: object
      properties:
        acuFailureList:
          description: A map (list of key-value pairs) where the key of the map shall be UE's supi
          type: object
          additionalProperties:
            type: array
            items:
              $ref: '#/components/schemas/AcuFailureItem'
            minItems: 1
            maxItems: 2
          minProperties: 1
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        pduACUpdateInfo:
            $ref: '#/components/schemas/PduACUpdateInfo'

    ACUpdateData:
      type: object
      properties:
        snssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        maxUesNumber:
          type: integer
        maxPdusNumber:
          type: integer
      required:
        - snssai

    UeACUpdateData:
      type: object
      properties:
        snssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        maxUesNumber:
          type: integer
        ueAdmissionThreshold:
          type: integer
      required:
        - snssai

    PduACUpdateData:
      type: object
      properties:
        snssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        maxPdusNumber:
          type: integer
      required:
        - snssai
        - maxPdusNumber

[…]
* * * End of Changes * * * *
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