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	Reason for change:
	- Header "3gpp-Sbi-Correlation-Info" contains a definition of an ABNF rule ("cvalue") that contains one or more "tchar" components. The "tchar" rule does not allow the "@" character.

However, this "cvalue" needs to be used to compose, among others, the "ctype" with value "extid" (external identifier), so the "@" character needs to be allowed.

- Header "3gpp-Sbi-Consumer-Info" is defined as a list of comma-separated values. This is normally an alternative syntax to having multiple occurrences of the same header in a single HTTP message, and here, this was clearly the intention, based on the description of clause 6.2.2, which indicates that multiple instances of this HTTP header may occur.

However, the ABNF definition of this header contains parameters added "at the end of the list", which is incompatible with the concept of a comma-separated list that is equivalent to multiple occurrences of the same HTTP header.

- Header "3gpp-Sbi-Response-Info" is defined as a list of comma-separated values. However, each item in the list is simply a list of semicolon-separated values. Therefore, this header can be implemented as a list of semicolon-separated values, with no need for the higher-level comma-separated list.

In addition, the ABNF requires a whitespace (RWS) after the "=" character inside each "name=value" parameter; this is clearly not intended, based on the examples of this header in clause 5.2.3.3.8

- Header "3gpp-Sbi-Request-Info" is defined as a list of comma-separated values. Same considerations apply as in "3gpp-Sbi-Response-Info", where the syntax can be implemented simply as a list of semicolon-separated list. Also, the RWS in "parameter" rule is incorrect.


	
	

	Summary of change:
	- Correct the syntax of "3gpp-Sbi-Correlation-Info", so the component "cvalue" accepts the "@" character, and correct additional syntax errors

- Redefine the syntax of "3gpp-Sbi-Consumer-Info" to include the (intra/inter)PlmnCallbackRoot parameters inside each item of the comma-separated list

- Redefine the syntax of "3gpp-Sbi-Response-Info" as a semicolon-separated list. Change the RWS to OWS in "parameter" rule

- Redefine the syntax of "3gpp-Sbi-Consumer-Info" as a semicolon-separated list. Change the RWS to OWS in "parameter" rule


	
	

	Consequences if not approved:
	A wrong syntax definition leads to wrong implementation of the header content by 5GC NFs, which difficults interoperability.
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[bookmark: _Toc20120585]*** First Change ***
[bookmark: _Toc57022566][bookmark: _Toc130936310][bookmark: _Hlk134092026]5.2.3.3.4	3gpp-Sbi-Correlation-Info
The header contains correlation information e.g. UE identifier related to the HTTP request or response.
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
3gpp-Sbi-Correlation-Info="3gpp-Sbi-Correlation-Info" ":" OWS correlationinfo *(";" OWS correlationinfo)
correlationinfo = ctype "-" cvalue
ctype = "imsi" / "impi" / "suci" / "nai" / "gci" / "gli" / "impu" / "msisdn" / "extid" / "imei" / "imeisv" / "mac" / "eui" / token
NOTE 1:	Only one of each ctype can be included in the 3gpp-Sbi-Correlation-Info header; the possibility to include more than one of the same ctype is kept for future extensibility.
NOTE 2:	token is defined for future extensibility. See clause 3.2.6 of IETF RFC 7230 [12] for the "token" type definition.
The token of ctype shall not use the dash ("-") character.
[bookmark: _Hlk131675974]cvalue = 1*( tchar / "@" )
The format of cvalue shall comply with the data type description provided in Table 5.2.3.3.4‑1.
Table 5.2.3.3.4-1: cvalue format
	ctype
	Description

	imsi
	VarUeId format defined in Table 5.2.2‑1 of TS 29.571 [13] for IMSI and starting after the string "imsi-"

	impi
	imsUeId format defined in Table 6.1.3.2.2‑1 of TS 29.562 [45] for IMPI and starting after the string "impi-"

	suci
	SupiOrSuci format defined in Table 5.3.2‑1 of TS 29.571 [13] for SUCI and starting after the string "suci-"

	nai
	VarUeId format defined in Table 5.2.2‑1 of TS 29.571 [13] for NAI and starting after the string "nai-"

	gci
	VarUeId format defined in Table 5.2.2‑1 of TS 29.571 [13] for GCI and starting after the string "gci-"

	gli
	VarUeId format defined in Table 5.2.2‑1 of TS 29.571 [13] for GLI and starting after the string "gli-"

	impu
	imsUeId format defined in Table 6.1.3.2.2‑1 of TS 29.562 [45] for IMPU and starting after the string "impu-". Depending on whether the IMPU contains a SIP URI or a TEL URI, the corresponding pattern from the definition of imsUeId in Table 6.1.3.2.2‑1 of TS 29.562 [45] shall be used.

	msisdn
	VarUeId format defined in Table 5.2.2‑1 of TS 29.571 [13] for MSISDN and starting after the string "msisdn-"

	extid
	VarUeId format defined in Table 5.2.2‑1 of TS 29.571 [13] for External Identifier and starting after the string "extid-"

	imei
	Pei format defined in Table 5.3.2‑1 of TS 29.571 [13] for IMEI and starting after the string "imei-"

	imeisv
	Pei format defined in Table 5.3.2‑1 of TS 29.571 [13] for IMEISV and starting after the string "imeisv-"

	mac
	Pei format defined in Table 5.3.2‑1 of TS 29.571 [13] for MAC address and starting after the string "mac-"

	eui
	Pei format defined in Table 5.3.2‑1 of TS 29.571 [13] for IEEE Extended Unique Identifier (EUI-64) and starting after the string "eui-"



EXAMPLE 1:	When UE identifier used is SUPI and SUPI type is an IMSI:
[bookmark: _PERM_MCCTEMPBM_CRPT57490048___3]3gpp-Sbi-Correlation-Info: imsi-345012123123123
EXAMPLE 2:	When UE identifier used is PEI and PEI type is an IMEISV:
[bookmark: _PERM_MCCTEMPBM_CRPT57490049___3]3gpp-Sbi-Correlation-Info: imeisv-3550121231231230
EXAMPLE 3:	When UE identifier used is PEI and PEI type is a MAC address:
[bookmark: _PERM_MCCTEMPBM_CRPT57490050___3]3gpp-Sbi-Correlation-Info: mac-00-00-5E-00-53-00
EXAMPLE 4:	When UE identifier used is GPSI and GPSI type is an MSISDN:
[bookmark: _PERM_MCCTEMPBM_CRPT57490051___3]3gpp-Sbi-Correlation-Info: msisdn-1234567890
EXAMPLE 5:	When UE identifier used is GPSI and GPSI type is an External Identifier:
[bookmark: _PERM_MCCTEMPBM_CRPT57490052___3]3gpp-Sbi-Correlation-Info: extid-123456789@domain.com
EXAMPLE 6:	When UE identifiers used are SUPI and GPSI where SUPI type is an IMSI and GPSI type is an MSISDN:
[bookmark: _PERM_MCCTEMPBM_CRPT57490053___3]3gpp-Sbi-Correlation-Info: imsi-345012123123123; msisdn-1234567890
[bookmark: _Toc57017484][bookmark: _Toc57024234][bookmark: _Toc130936311]
[bookmark: _Toc130936313]*** Next Change ***
[bookmark: _Hlk134091992]5.2.3.3.7	3gpp-Sbi-Consumer-Info
[bookmark: _Toc67557536]This header contains a comma-delimited list of NF service consumer information from an HTTP client (as NF service consumer).
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
3gpp-Sbi-Consumer-Info = "3gpp-Sbi-Consumer-Info" ":" 1#(OWS supportedService ";" OWS supportedVersions [";" OWS supportedFeatures] [";" OWS acceptEncoding] [";" OWS callback-uri-prefix]) [";" OWS intraPlmnCallbackRoot ";" OWS interPlmnCallbackRoot])
supportedService = "service=" servicename
servicename = 1*("-" / %x61–-7A)
Mandatory parameter. Supported Service parameter indicates the name of a service, as defined in 3GPP TS 29.510 [8], which is supported by the sender as NF service consumer.
supportedVersions = "apiversion=" "(" OWS [ majorversion *(RWS majorversion) OWS] ")"
majorversion = %x31–-39 [*DIGIT]
Mandatory parameter. Supported Versions parameter indicates the major version(s) of the service API that are supported by the sender as NF service consumer.
supportedFeatures = "supportfeatures=" features
features = *HEXDIG
Optional parameter. Supported Features parameter carries a string containing a bitmask in hexadecimal representation, as specified for SupportedFeatures data type in 3GPP TS 29.571 [13], to indicate the feature(s) of the service API that are supported by the sender as NF service consumer.
acceptEncoding = "acceptencoding=" %x22 acceptencoding %x22
acceptencoding = #( codings [ weight ] )
token "codings" and "weight" are defined in IETF RFC 7231 [40] clause 5.3.4
Optional parameter. Accept Encoding carries a string indicating the accepted content encodings supported by the sender as NF service consumer, when receiving notifications defined by the service.
intraPlmnCallbackRoot = "intraPlmnCallbackRoot=" OWS scheme "://" authority [ prefix ]
interPlmnCallbackRoot = "interPlmnCallbackRoot=" OWS scheme "://" authority [ prefix ]
scheme = "http" / "https"
authority = host [ ":" port ]
port = *DIGIT
prefix = path-absolute	; path-absolute production rule from IETF RFC 3986 [14], clause 3.3
Optional parameter. intra plmn callback root and inter plmn callback root supported by the sender as NF service consumer, for the indicated service.
callback-uri-prefix= " callback-uri-prefix=" OWS path-absolute    ; path-absolute production rule from IETF RFC 3986 [14], clause 3.3.
Optional parameter. The NF service consumer may include this parameter when providing a Callback URI when the authority part of the Callback URI is shared by several NF service consumer instances. When present, the "callback-uri-prefix" shall be a path-absolute as specified IETF RFC 3986 [14] (i.e. the first path segment(s) after the authority) which is part of the Callback URI provided by a NF service consumer in the corresponding service request message sent to a NF service producer. The authority and "callback-uri-prefix" in the Callback URI shall uniquely identify a consumer service instance. See clause 6.12.1 for the usage of this parameter.
EXAMPLE 1:	The NF consumer supports Namf_EventExposure OpenAPI "v1" without any optional feature:
	3gpp-Sbi-Consumer-Info: service=namf-evts; apiversion=(1)
EXAMPLE 2:	The NF consumer supports Nsmf_EventExposure OpenAPI "v1" and "v2" with optional feature number 1 and accepted encoding "gzip":
	3gpp-Sbi-Consumer-Info: service=nsmf-event-exposure; apiversion=(1 2); supportedfeatures=01; acceptencoding="gzip; q=1.0, *;q=0.5"
EXAMPLE 3:	The NF consumer supports both Namf_EventExposure OpenAPI "v1" and Nsmf_EventExposure OpenAPI "v2":
	3gpp-Sbi-Consumer-Info: service=namf-evts; apiversion=(1), service=nsmf-event-exposure; apiversion=(2)
[bookmark: _PERM_MCCTEMPBM_CRPT57490061___5]EXAMPLE 4:	An AMF service instance supports Nsmf_PDUSession OpenAPI "v1", provides the callback URI https://amf45.operator.com/servinst123/pdusession, whereby the authority is shared by more than one AMF service instance, while the prefix "/servinst123" uniquely identifies a specific AMF service instance:

3gpp-Sbi-Consumer-Info: service=nsmf-pdusession; apiversion=(1); callback-uri-prefix=%2Fservinst123
[bookmark: _PERM_MCCTEMPBM_CRPT57490062___5]EXAMPLE 5:	The NF consumer supports Namf_EventExposure OpenAPI "v1" and sends intra PLMN callback root "https://operator.com" and inter PLMN callback root "https://5gc.mnc012.mcc345.3gppnetwork.org" in the header:
	3gpp-Sbi-Consumer-Info: service=namf-evts; apiversion=(1); intraPlmnCallbackRoot= https%3A%2F%2Foperator.com; interPlmnCallbackRoot= https%3A%2F%2F5gc.mnc012.mcc345.3gppnetwork.org
[bookmark: _Toc130936314]
*** Next Change ***
5.2.3.3.8	3gpp-Sbi-Response-Info
The header contains a comma-delimited list of additional information related to an HTTP response. It may be included e.g. in a 4xx or 5xx response sent:
-	by an SCP to indicate whether it attempted to retransmit the request to alternative HTTP server instances; or
-	by an alternative HTTP server instance to indicate whether the corresponding resource or context has been transferred to the alternative HTTP server instance, or by an HTTP server instance to indicate that the failed request shall not be retried.
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
3gpp-Sbi-Response-Info = "3gpp-Sbi-Response-Info" ":" 1#(OWS parameter [*(";" OWS parameter)])
[bookmark: _PERM_MCCTEMPBM_CRPT57490063___2]parameter = parametername "=" ROWS parametervalue
parametername = "request-retransmitted" / "nfinst" / "nfset" / "nfservinst" / "nfserviceset" / "context-transferred" / "no-retry" / token
parametervalue = token
The following parameters are defined:
-	request-retransmitted: this parameter indicates, in an error response, whether the SCP attempted to (re)transmit the request to alternative HTTP server instances. When present, it shall be set to "true" if so, and to "false" otherwise. See clause 6.10.8.1.
-	nfinst, nfset, nfservinst, nfserviceset: one or more of these parameters may be present in an error response, when the request-retransmitted is set to "true". When present, it shall indicate the NF Instances, NF Sets, NF Service Instances or NF Service Sets that were attempted to serve the request. See clause 6.10.8.1. The value of the nfinst, nfset, nfservinst and nfserviceset parameters shall be encoded as defined for the corresponding parameters in clause 5.2.3.2.5.
-	context-transferred: this parameter indicates, in an error response, whether the corresponding resource or context has been transferred to the HTTP server instance sending the response. When present, it shall be set to "true" if the request has been transferred, i.e. the subsequent requests towards the resource or context shall be sent to the HTTP server instance sending the response, and to "false" otherwise.
-	no-retry: this parameter indicates, in an error response, whether the failed request can be retried at other alternative HTTP server instance or not. When present, it shall be set to "true" if the failed request shall not be retried at other alternative NF instances, and to "false" otherwise.
NOTE:	Additional parameters can be defined in future versions of the specification.
EXAMPLE 1:	3gpp-Sbi-Response-Info: request-retransmitted=true
EXAMPLE 2:	3gpp-Sbi-Response-Info: request-retransmitted=true; nfinst=54804518-4191-46b3-955c-ac631f953ed8; nfinst=54804518-4191-46b3-955c-ac631f953456; nfinst=54804518-4191-46b3-955c-ac631f953780
EXAMPLE 3:	3gpp-Sbi-Response-Info: context-transferred=false; no-retry=true
[bookmark: _Toc130936316]
[bookmark: _Toc130936318]*** Next Change ***
5.2.3.3.12	3gpp-Sbi-Request-Info
The header contains a comma-delimited list of additional information related to a HTTP request which may be included by a NF or a SCP, to indicate e.g.:
-	whether the HTTP request message is involving a reselection of an alternative NF;
-	whether the HTTP request message is a retransmission of the message, i.e. the request message has been sent but being rejected with a temporary failure or timeout;
When the header is included by a NF acting as a HTTP client, an idempotency-key may be included for a non-idempotent request to enable the receiver to detect possible duplicated request messages as specified in clause 5.2.8.
The receiving NF may use the header, e.g. to determine whether to accept the request.
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
3gpp-Sbi-Request-Info = "3gpp-Sbi-Request-Info" ":" 1#(OWS parameter [*(";" OWS additionalparameter)])
parameter = parametername "=" ROWS parametervalue
parametername = "retrans" / "redirect" / "reason" / "idempotency-key" / "receivedrejectioncause" / token
additionalparameter =  "receivedrejectioncause" / token
parametervalue = token
The following parameters are defined:
-	reason: indicates the reason for which the NF resends or redirects the HTTP request message. This may take one of the following values:
-	"unreachable": indicates that the HTTP request is redirected to an alternative NF due to the request URI (e.g. the resource URI or Notification/callback URI) is not reachable;
-	"overloaded": indicates that the HTTP request is redirected to an alternative NF as result of overload control enforcement, by doing redirection towards an alternative NF (see clause 6.4.3.5.1);
-	"3xx-redirect": indicates that the HTTP request is redirected to an alternative NF as result of receiving a 3xx status code.
-	"temporary-rejection-cause": indicates the HTTP request is retransmitted towards the same or alternative NF due to a temporary rejection.
-	receivedrejectioncause: indicates a temporary rejection application cause received from the NF or SCP (for last attempt) as defined in clause 5.2.7.2, when the "retrans" parameter is set to "true" and the reason is set to "temporary-rejection-cause". The cause data type is specified in clause 5.2.4.1 of 3GPP TS 29.571 [13].
-	retrans: it is a boolean and shall be set to "true" to indicate that the request message has been retransmitted e.g. when the request didn't get any response or get a temporary failure cause, otherwise the "retrans" shall not be present.
-	redirect: it is a boolean and shall be set to "true" to indicate that the request message has been redirected to an alternative NF.
-	idempotency-key: it is a string and may be encoded using Universally Unique Identifier (UUID), as described in IETF RFC 4122 [47], to uniquely identify a request message (to be received) in the target NF. See clause 5.2.8.
EXAMPLE 1:	For a request retransmitted to an alternative NF due to the rejection by the original target NF with a temporary rejection cause:

3gpp-Sbi-Request-Info: retrans=true; redirect=true; reason=temporary-rejection-cause; receivedrejectioncause=INSUFFICIENT_RESOURCES
EXAMPLE 2:	For a request sent towards an alternative NF due to the original target NF not reachable:

3gpp-Sbi-Request-Info: redirect=true; reason=unreachable
EXAMPLE 3:	For a non-idempotent request:
	3gpp-Sbi-Request-Info: idempotency-key=54804518-4191-46b3-955c-ac631f953ed8
[bookmark: _Toc130936319]
[bookmark: _Toc130935737]*** Next Change ***
6.2.2	Subscription on behalf of NF Service Consumer
When an NF service consumer subscribes to an intermediate NF for events which may be detected and reported directly by target NF (e.g. an NEF subscribes to Location Reporting event at AMF via UDM and AMF directly reports to the NEF), the NF service consumer may include the "3gpp-Sbi-Consumer-Info" header in the subscription creation request to indicate the supported API versions, features and accepted encodings of the service on the target NF.
When subscribing to the target NF and requiring the target NF to directly report to NF service consumer, the intermediate NF shall invoke the highest API version at the target NF which is supported by the NF service consumer (if indicated) and the intermediate NF. The intermediate NF shall include all received "3gpp-Sbi-Consumer-Info" header(s) in the subscription creation request sent to the target NF.
If the target NF received this header in event subscription creation, the target NF shall generate the request body according to the supported feature(s) and accepted encodings of the NF service consumer for notifications directly sent to the NF service consumer.
Based on operator policy, the NF service consumer may provide a default inter-PLMN or intra-PLMN callback URI in a subscription request to the intermediate NF.
The NF Service Consumer may also include, for each provided service, the following information in the "3gpp-Sbi-Consumer-Info" header(s):
-	the intraPlmnCallbackRoot parameter containing the callback root for receiving intra-PLMN notifications, and
-	the interPlmnCallbackRoot parameter containing the callback root for receiving inter-PLMN notifications.
Upon receiving a subscription request including the above information in the "3gpp-Sbi-Consumer-Info" header, the intermediate NF should check if the target NF is in VPLMN or HPLMN and adapt the callback Root of the callback URI according to the information received from the NF service consumer. For instance, if the NF service consumer included an inter-PLMN callback URI in the subscription request:
-	if the target NF is in HPLMN, then the intermediate NF should replace the callback Root of the callback URI in the subscription request with the provided intraPlmnCallbackRoot while sending the subscription creation request to the target NF; and
-	if the target NF is in VPLMN, then the intermediate NF shall not change the notification/callback URI.
In either case, the Intermediate NF should then forward the "3gpp-Sbi-Consumer-Info" header in the subscription creation request sent to the target NF.
When the target NF is an AMF, the source AMF should forward the information in the received "3gpp-Sbi-Consumer-Info" header to the target AMF during inter-AMF mobility. If the target AMF received intraPlmnCallbackRoot and interPlmnCallbackRoot parameters in the "3gpp-Sbi-Consumer-Info" header information from the source AMF, the target AMF should determine the PLMN of the NF Service Consumer and adapt the callback root of the callback URI correspondingly.

*** End of Changes ***
