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	Reason for change:
	When NumOfPDUsUpdate is invoked by a combined SMF+PGW-C, the NSACF may be automatically triggered to counting the number of UEs with at least one PDU session/PDU connection for  to the NSACF, together with existing counting the number of PDU sessions.
To support this functionality, the releated data types need update, e.g. allow indicating EPS Counting Required and store such indication in the NSACF so that to perform special counting.

	
	

	Summary of change:
	Following changes are made:
- clause 6.1.6.2.10, clarify how to set the PDU Session ID in different cases;
- clause 6.1.6.3.5, add new enumeration value – EXCEED_MAX_UE_NUM_EPS_COUNTING to indicate the number of UEs with at least one PDU session/PDN connection has exceed the configured maximum number;
- clause A.2, update the OpenAPI accordingly.

	
	

	Consequences if not approved:
	No support for counting the number of UEs with at least one PDU session/PDN connection.
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	Other comments:
	This CR introduces backward compatible new features to the OpenAPI file: Nnsacf_NSAC.yaml.

	
	

	This CR's revision history:
	Rev#1:
- Revert change to clause 6.1.6.2.5, i.e. no “EPS Counting Required Indication” provided by the SMF+PGW-C to the NSACF, and also revert the corresponding changes in OpenAPI;
- Add dependency to stage 2 CR in the coversheet.
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* * * First Change * * * *
[bookmark: _Toc93869000][bookmark: _Toc130831302]6.1.6.2.10	Type: PduACRequestInfo
Table 6.1.6.2.7-1: Definition of type PduACRequestData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	M
	1
	Supi
	

	anType
	AccessType
	M
	1
	Indicates the access type over which the PDU session is to be established or released.
	

	pduSessionId
	PduSessionId
	M
	1
	Indicates Tthe PDU session Identifier.
During PDU session establishment or release in 5GC, this IE shall indicate the PDU session ID of the PDU session to be established or to be released;
During PDN connection establishment or release in EPC, if EPS counting is required and EPS interworking is supported, this IE shall indicate the EPS pre-allocated PDU session ID for the corresponding PDU session in 5GC.
	

	acuOperationList
	array(AcuOperationItem)
	M
	1..2
	A list of S-NSSAI to which the PDU session is to be established or from which the PDU session is to be released. 
	

	additionalAnType
	AccessType
	O
	0..1
	Indicates the additional access type, for a Multiple-Access PDU session, if the PDU session is to be established over both 3GPP access and Non-3GPP access, or if the PDU session is to be released from both 3GPP access and Non-3GPP access.
	



[bookmark: _Toc81226713][bookmark: _Toc93869006][bookmark: _Toc130831308]* * * Next Change * * * *
6.1.6.3.5	Enumeration: AcuFailureReason
The enumerationAcuFailureReason indicates the operation result of the NSAC procedure for an individual S-NSSAI. It shall comply with the provisions defined in table 6.1.6.3.5-1.
Table 6.1.6.3.5-1: Enumeration AcuFailureReason
	Enumeration value
	Description
	Applicability

	"SLICE_NOT_FOUND"
	Indicates that an S-NSSAI is not found by the NSACF from the list of S-NSSAIs which are subject to NSAC procedure.
	

	"EXCEED_MAX_UE_NUM"
	Indicates for an S-NSSAI the number of UEs has exceeded the configured maximum number of UEs, if network slice admission control is not specific to one access type.
	

	"EXCEED_MAX_UE_NUM_3GPP"
	Indicates for an S-NSSAI the number of UEs has exceeded the configured maximum number of UEs, if network slice admission control is required for 3GPP access.
(NOTE)
	

	"EXCEED_MAX_UE_NUM_N3GPP"
	Indicates for an S-NSSAI the number of UEs has exceeded the configured maximum number of UEs, if network slice admission control is required for Non-3GPP access.
(NOTE)
	

	"EXCEED_MAX_UE_NUM_EPS_COUNTING"
	Indicates for an S-NSSAI the number of UEs with at least one PDU session/PDN connection has exceeded the configured maximum number of UEs with at least one PDU session/PDN connection.
	

	"EXCEED_MAX_PDU_NUM"
	Indicates for an S-NSSAI the number of PDU sessions has exceeded the configured maximum number of PDU sessions if network slice admission control is not specific to one access type. 
	

	"EXCEED_MAX_PDU_NUM_3GPP"
	Indicates for an S-NSSAI the number of PDU sessions has exceeded the configured maximum number of PDU sessions, if network slice admission control is required for 3GPP access.
	

	"EXCEED_MAX_PDU_NUM_N3GPP"
	Indicates for an S-NSSAI the number of PDU sessions has exceeded the configured maximum number of PDU sessions, if network slice admission control is required for Non-3GPP access.
	

	NOTE:	If this value is returned in the NSAC response message, how the NF service consumer (e.g. AMF) utilizes the access information carried in the AcuFailureReason value is implementation specific.



* * * Next Change * * * *
[bookmark: _Toc70325153][bookmark: _Toc81226759][bookmark: _Toc93869052][bookmark: _Toc130831368]A.2	Nnsacf_NSAC API

********TEST SKIPPED********
    AcuFailureReason:
      anyOf:
      - type: string
        enum:
          - SLICE_NOT_FOUND
          - EXCEED_MAX_UE_NUM
          - EXCEED_MAX_UE_NUM_3GPP
          - EXCEED_MAX_UE_NUM_N3GPP
          - EXCEED_MAX_UE_NUM_EPS_COUNTING
          - EXCEED_MAX_PDU_NUM
          - EXCEED_MAX_PDU_NUM_3GPP
          - EXCEED_MAX_PDU_NUM_N3GPP
      - type: string
        description: >
          This string provides forward-compatibility with future
          extensions to the enumeration but is not used to encode
          content defined in the present version of this API.
      description: >
        Failure Reason of ACU operation to an S-NSSAI. Possible values are
        - SLICE_NOT_FOUND
        - EXCEED_MAX_UE_NUM
        - EXCEED_MAX_UE_NUM_3GPP
        - EXCEED_MAX_UE_NUM_N3GPP
        - EXCEED_MAX_UE_NUM_EPS_COUNTING
        - EXCEED_MAX_PDU_NUM
        - EXCEED_MAX_PDU_NUM_3GPP
        - EXCEED_MAX_PDU_NUM_N3GPP
********TEST SKIPPED********


* * * End of Changes * * * *
