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* * * * First change * * * *
[bookmark: _Toc19717094][bookmark: _Toc27490557][bookmark: _Toc27556850][bookmark: _Toc27723767][bookmark: _Toc36030832][bookmark: _Toc36042752][bookmark: _Toc36814076][bookmark: _Toc44688921][bookmark: _Toc44923675][bookmark: _Toc51860643][bookmark: _Toc57930410][bookmark: _Toc57931040][bookmark: _Toc130904300]5.4.8	Traffic Steering
Traffic Steering refers to the process of applying a specific (S)Gi-LAN traffic steering policy in the PCEF or TDF (or TSSF), or a specific N6-LAN traffic steering policy in the UPF (PDU Session Anchor), for the purpose of steering the subscriber's traffic to appropriate operator or 3rd party service functions (e.g. NAT, antimalware, parental control, DDoS protection) in the (S)Gi-LAN or N6-LAN, per service data flows level or applications level.
Application Function influencing traffic routing (see clause 5.6.7 of 3GPP TS 23.501 [28]) also uses traffic steering for the purpose of steering the subscriber's traffic over N6, e.g. to a local access to a Data Network.
Application Function influence on Service Function Chaining (see clause 5.6.x.2 of 3GPP TS 23.501 [28]) enables an AF to request the steering of user plane traffic to a pre-configured chain of service functions on N6-LAN.
The UP function shall set the TRST feature flag in the UP Function Features IE if it supports Traffic Steering (see clause 8.2.25). The UP function shall additionally set the AFSFC feature flag in the UP Function Features IE if it supports Traffic Steering and support using Metadata (see clause 8.2.25).
Traffic Steering is supported over the Sxb, Sxc and N4 reference points by instructing the UP function to apply a specific Forwarding Policy, that is locally configured in the UP function and that can be used for the uplink, the downlink or for both directions. A Forwarding Policy is identified by a Forwarding Policy Identifier. Traffic steering is alternatively supported over the N4 reference point by instructing the UP function to route packets according to N6 routing information in the FAR (e.g. providing an IP address in the Outer Header Creation).
When so instructed, the UP function shall perform the necessary actions to enforce the forwarding policy referenced by the CP function, e.g. performing packet marking and routing the traffic towards the service functions within the (S)Gi-LAN or N6-LAN.
See 3GPP TS 23.203 [7], 3GPP TS 29.212 [8] and 3GPP TS 23.501 [28].
The CP function shall control Traffic Steering towards SGi-LAN, N6-LAN and/or N6 in the UP function by:
-	creating the necessary PDRs to represent the service data flows or applications to be steered;
-	creating a FAR with the Forwarding Policy IE including the Forwarding Policy Identifier set to the Traffic Steering Policy Identifier, or creating a FAR with a Outer Header Creation with the destination IP address; and
-	associating the FAR to the above PDRs of the PFCP session.
The CP function shall control the processing of the traffic received from the (S)Gi-LAN or N6-LAN in the UP function as specified in the rest of this specification for traffic received from any other interface, but with PDR(s) including a PDI with the Source Interface indicating "SGi-LAN/N6-LAN". The UP function shall distinguish packets coming from (S)Gi-LAN/N6-LAN based on local configuration.
Steering the same traffic in uplink towards service functions within the N6-LAN and towards a local access to a Data Network, may be applied simultaneously.  In this case, The CP function shall generate two PDR and FAR pairs. The first PDR and FAR pair is associated the N6-LAN traffic steering policy handing. The second PDR and FAR is associated with the traffic routing to local network policy handling for the traffic after N6-LAN traffic steering handling.
NOTE:	The UP function enforce the first PDR and FAR pair to steer the uplink traffic to the N6-LAN and then enforce the second PDR and FAR pair to steering the uplink traffic, which has been processed by the SF(s) and routed back to the UPF, to the local network.

* * * * End of changes * * * *

