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	Reason for change:
	1) Table 6.1.6.2.9-1 defines a forwardingParameters IE. The same IE is named fwdParas in A.2. 

2) Table 6.1.6.2.10-1 defines an eventReportList IE. The same IE is named eventreportList in A.2. 

3) Table 6.1.6.2.13-1 defines a mandatory timestamp IE. The same IE is not defined as required in A.2.

4) Table 6.1.6.2.16-1 specifies that "Either the ecsOption IE or the baseDnsAitId IE shall be present". This was incorrectly specified as follows in A.2 (the definition below allowing both IEs to be present).
      anyOf:
        - required: [ ecsOption ]
        - required: [ baseDnsAitId ]

5) Table 6.1.6.2.17-1 specifies that " Either the dnsServerAddressList IE or the baseDnsAitId IE shall be present". This was incorrectly specified as follows in A.2 (the definition below allowing both IEs to be present):
      anyOf:
        - required: [ dnsServerAddressList ]
        - required: [ baseDnsAitId ]

6) Table 6.2.6.2.4-1 specifies that " Either the dnsQueryMdtList IE or the dnsRspMdtList IE shall be present". This was incorrectly specified as follows in A.3 (the definition below does not require the presence of one of these IEs):

      not:
        required: [ dnsQueryMdtList, dnsRspMdtList ]


	
	

	Summary of change:
	1) In Table 6.1.6.2.9-1, the forwardingParameters IE is renamed fwdParas. 

2) In Table 6.1.6.2.10-1, the eventReportList IE is renamed eventreportList.

3) The timestamp IE is defined as required in A.2.

4) The definition in A.2 is corrected to
      oneOf:
        - required: [ ecsOption ]
        - required: [ baseDnsAitId ]

5) The definition in A.2 is corrected to
      oneOf:
        - required: [ dnsServerAddressList ]
        - required: [ baseDnsAitId ]

6) The definition in A.3 is corrected to
      oneOf:
        - required: [dnsQueryMdtList]
        - required: [dnsRspMdtList]
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* * * First Change * * * *
[bookmark: _Hlk124948127][bookmark: _Toc123903476][bookmark: _Toc85462078][bookmark: _Toc88667339][bookmark: _Toc122090562]6.1.6.2.9	Type: Action
Table 6.1.6.2.9-1: Definition of type Action
	Attribute name
	Data type
	P
	Cardinality
	Description

	applyAction
	ApplyAction
	M
	1
	Action to apply to the DNS message

	forwardingParametersfwdParas
	ForwardingParameters
	O
	0..1
	This IE may be present if applyAction IE is set to " FORWARD".
When present, it shall contain forward instructions to apply to the DNS message before forwarding it.

	[bookmark: _PERM_MCCTEMPBM_CRPT96340008___7][bookmark: _PERM_MCCTEMPBM_CRPT70890002___7]reportingOnceInd
	boolean
	O
	0..1
	Reporting-once Indication
This IE may be present if the applyAction is set to "REPORT".
When present, it shall be set as follows:
- true: only one report shall be sent to the SMF, i.e. one report shall only be sent when a first DNS message matches any Message Detection Template of the DNS rule.
- false (default): a report shall be sent to the SMF for any DNS message matching any Message Detection Template of the DNS rule.

	[bookmark: _PERM_MCCTEMPBM_CRPT96340009___7][bookmark: _PERM_MCCTEMPBM_CRPT70890003___7]resetReportingOnceInd
	boolean
	O
	0..1
	Reset the Reporting-once Indication
This IE may be present in a request modifying a DNS rule, if the applyAction is set to "REPORT" and the reportingOnceInd is set to "true".

When present, it shall be set as follows:
- true: reset the Reporting-once Indication, i.e. send (only) one more report to the SMF when a next first DNS message matches any Message Detection Template of the DNS rule.
- false (default): do not reset the Reporting-once Indication



* * * Next Change * * * *
[bookmark: _Hlk124948134][bookmark: _Toc85462138][bookmark: _Toc88667399][bookmark: _Toc123903477]6.1.6.2.10	Type: DnsContextNotification
Table 6.1.6.2.10-1: Definition of type DnsContextNotification
	Attribute name
	Data type
	P
	Cardinality
	Description

	eventReportListeventreportList
	array(DnsContextEventReport)
	O
	1..N
	List of event reports



* * * Next Change * * * *

[bookmark: _Toc120036346]6.1.6.2.15	Type: DnsRspReport
Table 6.1.6.2.15-1: Definition of type DnsRspReport
	Attribute name
	Data type
	P
	Cardinality
	Description

	fqdn
	Fqdn
	O
	0..1
	FQDN received in the DNS Response

	easIpv4Addresses
	array(IpPv4Addr)
	O
	1..N
	EAS IPv4 address(es) received in the DNS Response

	easIpv6Addresses
	array(IpPv6Addr)
	O
	1..N
	EAS IPv6 address(es) received in the DNS Response

	ecsOption
	EcsOption
	O
	0..1
	EDNS Client Subnet (ECS) option received in the DNS Response (as defined in IETF RFC 7871 [18])



* * * Next Change * * * *
[bookmark: _Toc123903535]A.2	Neasdf_DNSContext API

[…]
    DnsContextEventReport:
      description: DNS context event report
      type: object
      properties:
        timestamp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        dnsRuleId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uint32'
        dnsQueryReport:
          $ref: '#/components/schemas/DnsQueryReport'
        dnsRspReport:
          $ref: '#/components/schemas/DnsRspReport'
        dnsMsgId:
          type: string
      required:
        - timestamp

[…]

    EcsOptionInfo:
      description: ECS Option Information
      type: object
      properties:
        ecsOption:
          $ref: '#/components/schemas/EcsOption'
        baseDnsAitId:
          $ref: '#/components/schemas/BaselineDnsAitId'
      anyOfoneOf:
        - required: [ ecsOption ]
        - required: [ baseDnsAitId ]

[…]

    DnsServerAddressInfo:
      description: DNS Server Address Information
      type: object
      properties:
        dnsServerAddressList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/IpAddr'
          minItems: 1
        baseDnsAitId:
          $ref: '#/components/schemas/BaselineDnsAitId'
      anyOfoneOf:
        - required: [ dnsServerAddressList ]
        - required: [ baseDnsAitId ]

[…]

* * * Next Change * * * *
[bookmark: _Toc85462137][bookmark: _Toc88667398][bookmark: _Toc122090616]

[bookmark: _Toc85462206][bookmark: _Toc88667467][bookmark: _Toc123903536]A.3	Neasdf_BaselineDNSPattern API

[…]


    BaselineDnsMdt:
      description: Baseline DNS message detection template
      type: object
      properties:
        mdtId:
          type: string
        label:
          type: string
        dnsQueryMdtList:
          description: map of DNS query message detection templates where a valid JSON string serves as key
          type: object
          additionalProperties:
            $ref: 'TS29556_Neasdf_DNSContext.yaml#/components/schemas/DnsQueryMdt'
          minProperties: 1
        dnsRspMdtList:
          description: map of DNS response message detection templates where a valid JSON string serves as key
          type: object
          additionalProperties:
            $ref: 'TS29556_Neasdf_DNSContext.yaml#/components/schemas/DnsRspMdt'
          minProperties: 1
      required:
        - mdtId
[bookmark: _Hlk124946956]      not:
        required: [ dnsQueryMdtList, dnsRspMdtList ]
      oneOf:
        - required: [ dnsQueryMdtList ]
        - required: [ dnsRspMdtList ]

[…]

* * * End of Changes * * * *

* * * For Information * * * *
[bookmark: _Toc85462141][bookmark: _Toc88667402][bookmark: _Toc123903480]6.1.6.2.13	Type: DnsContextEventReport
Table 6.1.6.2.13-1: Definition of type DnsContextEventReport
	Attribute name
	Data type
	P
	Cardinality
	Description

	timestamp
	DateTime
	M
	1
	Time of detection of the event

	dnsRuleId
	Uint32
	C
	0..1
	Identifies the DNS rule that triggered the report. This IE shall be present if the report is triggered by an event matching a DNS rule.

	dnsQueryReport
	DnsQueryReport
	O
	0..1
	DNS Query Report

	dnsRspReport
	DnsRspReport
	O
	0..1
	DNS Response Report

	dnsMsgId
	string
	O
	0..1
	DNS message identifier
When present, this IE shall be set to a unique identifier of the DNS message for which the event is reported (see clause 5.2.3.2.4)



[bookmark: _Toc88667405][bookmark: _Toc123903483]6.1.6.2.16	Type: EcsOptionInfo
Table 6.1.6.2.16-1: Definition of type EcsOptionInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	ecsOption
	EcsOption
	C
	0..1
	Information to build optional EDNS Client Subnet (ECS) option to be included in the DNS Query as defined in IETF RFC 7871 [18], or to be used for replacing the ECS option received in the DNS Query message from the UE. (NOTE 1)

	baseDnsAitId
	BaselineDnsAitId
	C
	0..1
	Identifier of the Baseline DNS Action Information Template that contains information to build optional EDNS Client Subnet (ECS) option to be included in the DNS Query as defined in IETF RFC 7871 [18], or to be used for replacing the ECS option received in the DNS Query message from the UE.
(NOTE 1, NOTE 2)

	NOTE 1:	Either the ecsOption IE or the baseDnsAitId IE shall be present.
NOTE 2:	The referenced baseline DNS Action Information Template may contain other information beyond the information to build the ECS option, in which case the EADSF shall only apply the information to build the ECS option. 



[bookmark: _Toc88667406][bookmark: _Toc123903484]6.1.6.2.17	Type: DnsServerAddressInfo
Table 6.1.6.2.17-1: Definition of type DnsServerAddressInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	dnsServerAddressList
	array(IpAddr)
	C
	1..N
	DNS Server Address to be used as destination address of the outgoing DNS Query. More than one IP address may be provided for resiliency. (NOTE 1)

	baseDnsAitId
	BaselineDnsAitId
	C
	0..1
	Identifier of the Baseline DNS Action Information Template that contains DNS Server Address to be used as destination address of the outgoing DNS Query. (NOTE 1, NOTE 2)

	NOTE 1:	Either the dnsServerAddressList IE or the baseDnsAitId IE shall be present.
NOTE 2:	The referenced baseline DNS Action Information Template may contain other information beyond the DNS Server Address information, in which case the EADSF shall only apply the DNS Server Address information.



[bookmark: _Toc85462196][bookmark: _Toc88667455][bookmark: _Toc123903524]6.2.6.2.4	Type: BaselineDnsMdt
Table 6.2.6.2.4-1: Definition of type BaselineDnsMdt
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	mdtId
	string
	M
	1
	Identifier of the DNS message detection template within the baseline DNS pattern, with a maximum of 32 characters.
	

	label
	string
	O
	0..1
	Baseline DNS MDT's label
(NOTE 2)
	

	dnsQueryMdtList
	map(DnsQueryMdt)
	C
	1..N
	Map of DNS Query message detection templates.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [12], carrying the identifier of the DNS Query message detection template, with a maximum of 32 characters.
If present, only fqdnList attribute shall be included in the DNS Query message detection template.
(NOTE 1)
	

	dnsRspMdtList
	map(DnsRspMdt)
	C
	1..N
	Map of DNS Response message detection templates.
The key of the map shall be a (unique) valid JSON string per clause 7 of IETF RFC 8259 [12], carrying the identifier of the DNS Response message detection template, with a maximum of 32 characters.
(NOTE 1)
	

	NOTE 1:	Either the dnsQueryMdtList IE or the dnsRspMdtList IE shall be present.
NOTE 2:	This attribute may contain free information describing the scope of the baseline DNS MDT. It may be used e.g. for trouble-shooting.




A.2	Neasdf_DNSContext API
[…]

    Action:
      description: Action to apply to DNS messages matching a message detection template
      type: object
      properties:
        applyAction:
          $ref: '#/components/schemas/ApplyAction'
        fwdParas:
          $ref: '#/components/schemas/ForwardingParameters'
        reportingOnceInd:
          type: boolean
          default: false
        resetReportingOnceInd:
          type: boolean
          default: false
      required:
        - applyAction

[…]

    DnsContextNotification:
      description: Data within DNS Context Notify
      type: object
      properties:
        eventreportList:
          type: array
          items:
            $ref: '#/components/schemas/DnsContextEventReport'
          minItems: 1

[…]

