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* * * First Change * * * *
[bookmark: _Toc20142312][bookmark: _Toc34217258][bookmark: _Toc34217410][bookmark: _Toc39051773][bookmark: _Toc43210345][bookmark: _Toc49853251][bookmark: _Toc56530040]6.1.3.2.3.1	GET
This method retrieves the information related to the selected slice based on the input query parameters provided by the NF service consumer specified in table 6.1.3.2.3.1-1.
This method shall support input query parameters specified in table 6.1.3.2.3.1-1 and the response data structure and response codes specified in table 6.1.3.2.3.1-3.
Table 6.1.3.2.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	nf-type
	NFType
	M
	1
	This IE shall contain the NF type of the NF service consumer.

	nf-id
	NfInstanceId
	M
	1
	This IE shall contain the NF identifier of the NF service consumer.

	slice-info-request-for-registration
	SliceInfoForRegistration
	C
	0..1
	This IE shall be present when the network slice information is requested during the Registration procedure or during EPS to 5GS handover procedure using N26 interface towards an NSSF in the serving PLMN. 

	slice-info-request-for-pdu-session
	SliceInfoForPDUSession
	C
	0..1
	This IE shall be present when the network slice information is requested during the PDU session establishment procedure.

	slice-info-request-for-ue-cu
	SliceInfoForUEConfigurationUpdate
	C
	0..1
	This IE shall be present when the network slice information is requested during UE configuration update procedure.

	home-plmn-id
	PlmnId
	C
	0..1
	This IE shall be present in the request towards an NSSF in the serving PLMN if the subscriber is a roamer to the serving PLMN. When present, this IE shall contain the home PLMN Id of the UE.

	tai
	Tai
	C
	0..1
	This IE shall be present in the request towards an NSSF in the serving PLMN. When present, this IE shall contain the TAI the UE is currently located.

	supported-features
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.1.8 is supported.



Table 6.1.3.2.3.1-2: Data structures supported by the GET Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.1.3.2.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	AuthorizedNetworkSliceInfo
	M
	1
	200 OK
	This case represents a successful return of the authorized network slice information selected for the corresponding request.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	This represents the case, where the NF service consumer is not authorized to retrieve the slice selection information or the all of the SNSSAIs included in the requested slice selection information is not supported in the PLMN.
The application specific error information shall be provided in the "cause" attribute. The "cause" attribute shall be set to:
-	SNSSAI_NOT_SUPPORTED, if the SNSSAI included in the requested slice selection information is not allowed and there is no default NSSAI value provided in the request.
-	NOT_AUTHORIZED, if the NF service consumer identified by the NF Id is not authorized to retrieve the slice selection information.
See table 6.1.7.3-1 for the description of this error.

	NOTE 1:	The mandatory HTTP error status codes for the GET method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2:	RedirectResponse may be inserted by an SCP/SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.2.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.2.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 2nd Change * * * *
[bookmark: _Toc56530071][bookmark: _Toc122088956]6.1.10	HTTP redirection
An HTTP request may be redirected to a different NSSF service instance, within the same NSSF or a different NSSF of an NSSF set, e.g. when an NSSF service instance is part of an NSSF (service) set or when using indirect communications (see 3GPP TS 29.500 [4]). See the ES3XX feature in clause 6.1.8.
An SCP that reselects a different NSSF producer instance will return the NF Instance ID of the new NSSF producer instance in the 3gpp-Sbi-Producer-Id header, as specified in clause 6.10.3.4 of 3GPP TS 29.500 [4].
If an NSSF within an NSSF set redirects a service request to a different NSSF of the set using a 307 Temporary Redirect or 308 Permanent Redirect status code, the identity of the new NSSF towards which the service request is redirected shall be indicated in the 3gpp-Sbi-Target-Nf-Id header of the 307 Temporary Redirect or 308 Permanent Redirect response as specified in clause 6.10.9.1 of 3GPP TS 29.500 [4].
The Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 6.10.9.1 in 3GPP TS 29.500 [4] and clause 5.2.x in 3GPP TS 29.571 [7]).

* * * 3rd Change * * * *
[bookmark: _Toc20142359][bookmark: _Toc34217305][bookmark: _Toc34217457][bookmark: _Toc39051820][bookmark: _Toc43210392][bookmark: _Toc49853298][bookmark: _Toc56530088]6.2.3.2.3.1	PUT
This method shall support the request data structures specified in table 6.2.3.2.3.1-1 and the response data structures and response codes specified in table 6.2.3.2.3.1-2.
Table 6.2.3.2.3.1-1: Data structures supported by the PUT Request Body on this resource
	Data type
	P
	Cardinality
	Description

	NssaiAvailabilityInfo
	M
	1
	This IE contains the information regarding the NssaiAvailabilityData for the NF Service Consumer (e.g AMF).



Table 6.2.3.2.3.1-2: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	AuthorizedNssaiAvailabilityInfo
	M
	1
	200 OK
	This case represents a successful update of the NSSF with the S-NSSAIs the AMF supports per TA.
The authorized NSSAI availability (i.e. S-NSSAIs available per TA (unrestricted) and any S-NSSAIs restricted per PLMN in that TA in the serving PLMN of the UE) information shall be returned in the response payload body.

	N/A
	
	
	204 No Content
	This case represents a successful update of the NSSF with the S-NSSAIs the AMF supports per TA, and the authorized NSSAI availability is empty after the update.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	When the NF service consumer is not authorized to update the NSSAI availability information or the TAI/S-NSSAI information provided is not supported in the PLMN, the "cause" attribute shall be set to:
-	SNSSAI_NOT_SUPPORTED, if the S-NSSAI provided is not supported in the PLMN.
-	NOT_AUTHORIZED, if the NF service consumer identified by the NF Id is not authorized to update the NSSAI availability information.
See table 6.2.7.3-1 for the description of this error.

	NOTE 1:	The mandatory HTTP error status codes for the PUT method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2:	RedirectResponse may be inserted by an SCP/SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.2.3.1-3: Headers supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Content-Encoding
	string
	O
	0..1
	Content-Encoding, described in IETF RFC 7231 [18]



Table 6.2.3.2.3.1-4: Headers supported by the 200 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Accept-Encoding
	string
	O
	0..1
	Accept-Encoding, described in IETF RFC 7694 [19]



Table 6.2.3.2.3.1-5: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.2.3.2.3.1-6: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 4th Change * * * *
.2.3.2.3.2	PATCH
This method shall support the request data structures specified in table 6.2.3.2.3.2-1 and the response data structures and response codes specified in table 6.2.3.2.3.2-2.
Table 6.2.3.2.3.2-1: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	PatchDocument
	M
	1
	This IE contains the information regarding the JSON patch instructions for updating the supportedSnssai(s) in NssaiAvailabilityInfo.



Table 6.2.3.2.3.2-2: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	AuthorizedNssaiAvailabilityInfo
	M
	1
	200 OK
	This case represents a successful update of the NSSF with the S-NSSAIs the AMF supports per TA.
If the authorized NSSAI availability (i.e. S-NSSAIs available per TA (unrestricted) and any S-NSSAIs restricted per PLMN in that TA in the serving PLMN of the UE) is changed, the NSSF shall return a data structure of type "AuthorizedNssaiAvailabilityInfo" in the response payload body.

	N/A
	
	
	204
	This case represents a successful update of the NSSF with the S-NSSAIs the AMF supports per TA, and the authorized NSSAI availability is empty after the update.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, tThe URI shall be an alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	When the NF service consumer is not authorized to update the NSSAI availability information or the S-NSSAI information provided is not supported in the PLMN, the "cause" attribute shall be set to:
-	SNSSAI_NOT_SUPPORTED, if the S-NSSAI provided is not supported in the PLMN.
-	NOT_AUTHORIZED, if the NF service consumer identified by the NF Id is not authorized to update the NSSAI availability information.
See table 6.2.7.3-1 for the description of this error.

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application error:
-	RESOURCE_NOT_FOUND
[bookmark: _MCCTEMPBM_CRPT30470044___4]See table 6.2.7.3-1 for the description of this error.

	NOTE 1:	The mandatory HTTP error status codes for the PATCH method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2:	RedirectResponse may be inserted by an SCP/SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.2.3.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.2.3.2.3.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 5th Change * * * *
[bookmark: _Toc20142361][bookmark: _Toc34217307][bookmark: _Toc34217459][bookmark: _Toc39051822][bookmark: _Toc43210394][bookmark: _Toc49853300][bookmark: _Toc56530090]6.2.3.2.3.3	DELETE
This method shall support the request data structures specified in table 6.2.3.2.3.3-1 and the response data structures and response codes specified in table 6.2.3.2.3.3-2.
Table 6.2.3.2.3.3-1: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	[bookmark: _PERM_MCCTEMPBM_CRPT30470045___4]



Table 6.2.3.2.3.3-2: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	[bookmark: _PERM_MCCTEMPBM_CRPT30470046___4]

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, tThe URI shall be an alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, tThe URI shall be an alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application error:
-	RESOURCE_NOT_FOUND
See table 6.2.7.3-1 for the description of this error.

	NOTE 1:	The mandatory HTTP error status codes for the DELETE method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2:	RedirectResponse may be inserted by an SCP/SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.2.3.3-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	CM
	0..1
	An alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.2.3.2.3.3-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 6th Change * * * *
[bookmark: _Toc20142366][bookmark: _Toc34217312][bookmark: _Toc34217464][bookmark: _Toc39051827][bookmark: _Toc43210399][bookmark: _Toc49853305][bookmark: _Toc56530095]6.2.3.3.3.1	POST
This method shall support the request data structures specified in table 6.2.3.3.3.1-1 and the response data structures and response codes specified in table 6.2.3.3.3.1-2.
Table 6.2.3.3.3.1-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	NssfEventSubscriptionCreateData
	M
	1
	This IE contains the information regarding the SubscriptionData for the AMF to notify any changes to the NSSAI availability information.



Table 6.2.3.3.3.1-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	NssfEventSubscriptionCreatedData

	M
	1
	201 Created
	This case represents a successful creation of subscription to the change of NSSAI availability information.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	The "cause" attribute may be used to indicate one of the following application error:
[bookmark: _PERM_MCCTEMPBM_CRPT30470051___5]-	NOT_AUTHORIZED
See table 6.2.7.3-1 for the description of these errors.

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2:	RedirectResponse may be inserted by an SCP/SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.3.3.1-3: Headers supported by the 201 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/nnssf-nssaiavailability/v1/nssai-availability/subscriptions/{subscriptionId}



Table 6.2.3.3.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.2.3.3.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 7th Change * * * *
[bookmark: _Toc20142371][bookmark: _Toc34217317][bookmark: _Toc34217469][bookmark: _Toc39051832][bookmark: _Toc43210404][bookmark: _Toc49853310][bookmark: _Toc56530100]6.2.3.4.3.1	DELETE
This method shall support the request data structures specified in table 6.2.3.4.3.1-1 and the response data structures and response codes specified in table 6.2.3.4.3.1-2.
Table 6.2.3.4.3.1-1: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	N/A
	
	
	



Table 6.2.3.4.3.1-2: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	N/A
	
	
	204 NO Content
	This case represents a successful deletion of the subscription.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	404 Not Found
	This represents the case when the subscription resource is unavailable.

	NOTE 1:	The mandatory HTTP error status codes for the DELETE method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2:	RedirectResponse may be inserted by an SCP/SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.4.3.1-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.2.3.3.3.1-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 8th Change * * * *
[bookmark: _Toc49853311][bookmark: _Toc56530101]6.2.3.4.3.2	PATCH
This method shall support the request data structures specified in table 6.2.3.4.3.2-1 and the response data structures and response codes specified in table 6.2.3.4.3.2-2.
Table 6.2.3.4.3.2-1: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	PatchDocument
	M
	1
	This IE contains the information regarding the JSON patch instructions for updating the NssfEventSubscriptionCreateData.



Table 6.2.3.4.3.2-2: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	NssfEventSubscriptionCreatedData

	M
	1
	200 OK
	This case represents a successful update of the subscription.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	404 Not Found
	Indicates the modification of subscription has failed due to application error.

The "cause" attribute may be used to indicate one of the following application errors:
[bookmark: _PERM_MCCTEMPBM_CRPT30470062___4]-	SUBSCRIPTION_NOT_FOUND.

	NOTE 1:	The mandatory HTTP error status codes for the PATCH method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2:	RedirectResponse may be inserted by an SCP/SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.4.3.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.2.3.4.3.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 9th Change * * * *
[bookmark: _Toc20142376][bookmark: _Toc34217322][bookmark: _Toc34217474][bookmark: _Toc39051837][bookmark: _Toc43210409][bookmark: _Toc49853316][bookmark: _Toc56530106]6.2.3.5.3.1	OPTIONS
This method queries the communication options supported by the NSSF (see clause 6.9 of 3GPP TS 29.500 [4]). This method shall support the URI query parameters specified in table 6.1.3.5.3.1-1.
Table 6.2.3.5.3.1-1: URI query parameters supported by the OPTIONS method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.5.3.1-2 and the response data structures and response codes specified in table 6.2.3.5.3.2-3.
Table 6.2.3.5.3.1-2: Data structures supported by the OPTIONS Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.2.3.5.3.1-3: Data structures supported by the OPTIONS Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	200 OK
	

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	405 Method Not Allowed
	

	ProblemDetails
	O
	0..1
	501 Not Implemented
	

	NOTE 1:	The mandatory HTTP error status codes for the OPTIONS method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2:	RedirectResponse may be inserted by an SCP/SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.5.3.1-4: Headers supported by the 200 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Accept-Encoding
	string
	O
	0..1
	Accept-Encoding, described in IETF RFC 7694 [19]



Table 6.2.3.5.3.1-5: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.2.3.5.3.1-6: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same NSSF or NSSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 10th Change * * * *
[bookmark: _Toc20142384][bookmark: _Toc34217330][bookmark: _Toc34217482][bookmark: _Toc39051845][bookmark: _Toc43210417][bookmark: _Toc49853324][bookmark: _Toc56530114]6.2.5.2.3.1	POST
This method shall support the request data structures specified in table 6.2.5.2.3.1-1 and the response data structures and response codes specified in table 6.2.5.2.3.1-2.
Table 6.2.5.2.3.1-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	NssfEventNotification
	M
	1
	Representation of the data to be sent to the NF service consumer (e.g. AMF) to update NSSAI availability information, authorized by the NSSF in the serving PLMN.



Table 6.2.5.2.3.1-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	This case represents a successful update of the NF service consumer (e.g. AMF)with NSSAI availability information. 

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an URI pointing to the endpoint of another NF service consumer to which the notification should be sent.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an URI pointing to the endpoint of another NF service consumer to which the notification should be sent.
(NOTE 2)

	ProblemDetails
	O
	0..1
	400 Bad Request
	The "cause" attribute may be used to indicate one of the following application errors:
- RESOURCE_CONTEXT_NOT_FOUND

See table 6.2.7.3-1 for the description of this error.

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- RESOURCE_URI_STRUCTURE_NOT_FOUND

See table 6.2.7.3-1 for the description of this error.

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2:	RedirectResponse may be inserted by an SCP/SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.5.2.3.1-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	A URI pointing to the endpoint of another NF service consumer to which the notification should be sent.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.2.5.2.3.1-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	A URI pointing to the endpoint of another NF service consumer to which the notification should be sent.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 11th Change * * * *
[bookmark: _Toc56530139][bookmark: _Toc122089016]6.2.10	HTTP redirection
An HTTP request may be redirected to a different NSSF service instance, within the same NSSF or a different NSSF of an NSSF set, e.g. when an NSSF service instance is part of an NSSF (service) set or when using indirect communications (see 3GPP TS 29.500 [4]). See the ES3XX feature in clause 6.2.8.
An SCP that reselects a different NSSF producer instance will return the NF Instance ID of the new NSSF producer instance in the 3gpp-Sbi-Producer-Id header, as specified in clause 6.10.3.4 of 3GPP TS 29.500 [4].
If an NSSF within an NSSF set redirects a service request to a different NSSF of the set using a 307 Temporary Redirect or 308 Permanent Redirect status code, the identity of the new NSSF towards which the service request is redirected shall be indicated in the 3gpp-Sbi-Target-Nf-Id header of the 307 Temporary Redirect or 308 Permanent Redirect response as specified in clause 6.10.9.1 of 3GPP TS 29.500 [4].
The Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 6.10.9.1 in 3GPP TS 29.500 [4] and clause 5.2.x in 3GPP TS 29.571 [7]).

* * * End of Changes * * * *


