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* * * First Change * * * *
[bookmark: _Toc122086604][bookmark: _Toc67681681][bookmark: _Toc45028922][bookmark: _Toc45028087][bookmark: _Toc36457193][bookmark: _Toc27585227][bookmark: _Toc11338575][bookmark: _Toc120269597]6.1.5.2	Data Change Notification
The POST method shall be used for Data Change Notifications and the URI shall be as provided during the subscription procedure.
Resource URI: {callbackReference}
Support of URI query parameters is specified in table 6.1.5.2-1.
Table 6.1.5.2-1: URI query parameters supported by the POST method
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Support of request data structures is specified in table 6.1.5.2-2 and of response data structures and response codes is specified in table 6.1.5.2-3.
Table 6.1.5.2-2: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	ModificationNotification
	M
	1
	



Table 6.1.5.2-3: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative service instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative service instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- CONTEXT_NOT_FOUND

See table 6.1.7.3-1 for the description of this error.


	NOTE:	In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.



Table 6.1.5.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	CM
	0..1
	Contains the Callback URI of the target NF Service Consumer (e.g. AMF) to which the request is redirected. The Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.5.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	CM
	0..1
	Contains the Callback URI of the target NF Service Consumer (e.g. AMF) to which the request is redirected. The Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected




* * * Next Change * * * *
[bookmark: _Toc122086786][bookmark: _Toc67681864][bookmark: _Toc45029102][bookmark: _Toc45028267][bookmark: _Toc36457355][bookmark: _Toc27585359][bookmark: _Toc11338679]6.2.5.2	Deregistration Notification
The POST method shall be used for Deregistration Notifications and the URI shall be as provided during the registration procedure.
Resource URI: {deregCallbackUri}
Support of URI query parameters is specified in table 6.2.5.2-1.
Table 6.2.5.2-1: URI query parameters supported by the POST method
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Support of request data structures is specified in table 6.2.5.2-2 and of response data structures and response codes is specified in table 6.2.5.2-3.
Table 6.2.5.2-2: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	DeregistrationData
	M
	1
	Includes Deregistration Reason



Table 6.2.5.2-3: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative service instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative service instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- CONTEXT_NOT_FOUND

	NOTE:	In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.



Table 6.2.5.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	CM
	0..1
	Contains the Callback URI of the target NF Service Consumer (e.g. AMF) to which the request is redirected. The Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.2.5.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	CM
	0..1
	Contains the Callback URI of the target NF Service Consumer (e.g. AMF) to which the request is redirected. The Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



[bookmark: _Toc122086787][bookmark: _Toc67681865][bookmark: _Toc45029103][bookmark: _Toc45028268][bookmark: _Toc36457356][bookmark: _Toc27585360][bookmark: _Toc11338680]6.2.5.3	P-CSCF Restoration Notification
The POST method shall be used for P-CSCF Restoration Notifications and the URI shall be as provided during the registration procedure.
Resource URI: {pcscfRestorationCallbackUri}
Support of URI query parameters is specified in table 6.2.5.3-1.
Table 6.2.5.3-1: URI query parameters supported by the POST method
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Support of request data structures is specified in table 6.2.5.3-2 and of response data structures and response codes is specified in table 6.2.5.3-3.
Table 6.2.5.3-2: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	PcscfRestorationNotification
	M
	1
	Contains the SUPI and optionally the address of the failed P-CSCF.



Table 6.2.5.3-3: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative service instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative service instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- CONTEXT_NOT_FOUND

	ProblemDetails
	O
	0..1
	409 Conflict
	The "cause" attribute may be used to indicate one of the following application errors:
- TEMPORARY_REJECT_REGISTRATION_ONGOING
- TEMPORARY_REJECT_HANDOVER_ONGOING

	NOTE:	In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.



Table 6.2.5.3-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	CM
	0..1
	Contains the Callback URI of the target NF Service Consumer (e.g. AMF) to which the request is redirected. The Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.2.5.3-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	CM
	0..1
	Contains the Callback URI of the target NF Service Consumer (e.g. AMF) to which the request is redirected. The Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



[bookmark: _Toc122086788]6.2.5.4	Data Restoration Notification
The POST method shall be used to inform the NF Service Consumer about a potential data-loss event occurred at the UDR, and the callback URI may be provided during the registration procedure, or dynamically discovered by UDM by querying NRF for a default notification URI.
Resource URI: {dataRestorationCallbackUri}
Support of URI query parameters is specified in table 6.2.5.4-1.
Table 6.2.5.4-1: URI query parameters supported by the POST method
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Support of request data structures is specified in table 6.2.5.4-2 and of response data structures and response codes is specified in table 6.2.5.4-3.
Table 6.2.5.4-2: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	DataRestorationNotification
	M
	1
	Contains identifiers representing those UEs potentially affected by a data-loss event at the UDR.



Table 6.2.5.4-3: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative service instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative service instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- CONTEXT_NOT_FOUND

	NOTE:	In addition, common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.



Table 6.2.5.4-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	CM
	0..1
	Contains the Callback URI of the target NF Service Consumer to which the request is redirected. The Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.2.5.4-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	CM
	0..1
	Contains the Callback URI of the target NF Service Consumer to which the request is redirected. The Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected




* * * Next Change * * * *
[bookmark: _Toc122086947]6.4.5.4	Data Restoration Notification
The POST method shall be used to inform the NF Service Consumer about a potential data-loss event occurred at the UDR, and the callback URI may be provided during the subscription procedure, or dynamically discovered by UDM by querying NRF for a default notification URI.
Resource URI: {dataRestorationCallbackUri}
Support of URI query parameters is specified in table 6.4.5.4-1.
Table 6.4.5.4-1: URI query parameters supported by the POST method
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Support of request data structures is specified in table 6.4.5.4-2 and of response data structures and response codes is specified in table 6.4.5.4-3.
Table 6.4.5.4-2: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	DataRestorationNotification
	M
	1
	Contains identifiers representing those UEs potentially affected by a data-loss event at the UDR.



Table 6.4.5.4-3: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative service instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative service instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- CONTEXT_NOT_FOUND

	NOTE:	In addition, common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.



Table 6.4.5.4-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	CM
	0..1
	Contains the Callback URI of the target NF Service Consumer to which the request is redirected. The Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.4.5.4-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	CM
	0..1
	Contains the Callback URI of the target NF Service Consumer to which the request is redirected. The Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [7] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected






* * * End of Changes * * * *

