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* * * First Change * * * *
[bookmark: _Toc25270674][bookmark: _Toc34310329][bookmark: _Toc36464851][bookmark: _Toc51944583]6.1.3.2.3.1	POST
This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.
Table 6.1.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and response codes specified in table 6.1.3.2.3.1-3.
Table 6.1.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	AuthenticationInfo
	M
	1
	Contains the UE id (i.e. SUCI or SUPI as specified in 3GPP TS 33.501 [8]) and the serving network name.
It may also contain Trace Data as specified in 3GPP TS 23.501 [2].



Table 6.1.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
Codes
	Description

	UEAuthenticationCtx
	M
	1
	201 Created
	Upon success, if 5G AKA is selected, the response body will contain one AV and "link" for the AMF to PUT the confirmation.
If an EAP-based method is selected, the response body will contain the EAP method selected, the corresponding EAP packet request and a "link" for the AMF to POST the EAP response.

The HTTP response shall include a "Location" header that contains the resource URI of the created resource.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	400 Bad Request
	This case represents the failure to start authentication service because of input parameter error.


	ProblemDetails
	O
	0..1
	403 Forbidden
	This case represents when the UE is not allowed to be authenticated.
The "cause" attribute may be used to indicate one of the following application errors:
- AUTHENTICATION_REJECTED
- SERVING_NETWORK_NOT_AUTHORIZED
- INVALID_HN_PUBLIC_KEY_IDENTIFIER
- INVALID_SCHEME_OUTPUT

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- USER_NOT_FOUND

	ProblemDetails
	O
	0..1
	500 Internal Server Error
	This case represents the failure in starting the authentication service because of a server internal error.
If the error is due to a problem with UDM not able to generate the requested AV, the AUSF shall indicate the following application error: "AV_GENERATION_PROBLEM"

	ProblemDetails
	O
	0..1
	501 Not Implemented
	The "cause" attribute may be used to indicate one of the following application errors:
- UNSUPPORTED_PROTECTION_SCHEME

This response shall not be cached.

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4].
NOTE 2:	RedirectResponse may be inserted by an SCP/SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.2.3.1-4: Headers supported by the 201 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource according to the structure: {apiRoot}/nausf-auth/v1/ue-authentications/{authCtxId}



Table 6.1.3.2.3.1-5: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.2.3.1-6: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 2nd Change * * * *
[bookmark: _Toc36461241]6.1.3.2.4.2.2	Operation Definition
This operation shall support the request data structures specified in table 6.1.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.1.3.2.4.2.2-2.
Table 6.1.3.2.4.2.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	DeregistrationInfo
	M
	1
	See 6.1.6.2.11.



Table 6.1.3.2.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	This case represents the handover is cancelled successfully. 

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	ProblemDetails
	O
	1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- CONTEXT_NOT_FOUND

See table 6.1.7.3-1 for the description of this error.

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2:	RedirectResponse may be inserted by an SCP/SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.2.4.4.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.2.4.4.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 3rd Change * * * *
[bookmark: _Toc25270681][bookmark: _Toc34310336][bookmark: _Toc36464858][bookmark: _Toc51944590]6.1.3.3.3.1	PUT
This method shall support the URI query parameters specified in table 6.1.3.3.3.1-1.
Table 6.1.3.3.3.1-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.3.3.1-2 and the response data structures and response codes specified in table 6.1.3.3.3.1-3.
Table 6.1.3.3.3.1-2: Data structures supported by the PUT Request Body on this resource
	Data type
	P
	Cardinality
	Description

	ConfirmationData
	M
	1
	Contains the "RES*" generated by the UE and provided to the AMF.



Table 6.1.3.3.3.1-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
Codes
	Description

	ConfirmationDataResponse
	M
	1
	200 OK
	This case indicates that the AUSF has performed the verification of the 5G AKA confirmation. The response body shall contain the result of the authentication and the Kseaf if the authentication is successful.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	400 Bad Request
	This case represents a 5G AKA confirmation failure because of input parameter error. This indicates that the AUSF was not able to confirm the authentication.

	ProblemDetails
	O
	0..1
	500 Internal Server Error
	This case represents a 5G AKA confirmation failure because of a server internal error.

	NOTE 1:	The mandatory HTTP error status codes for the PUT method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4].
NOTE 2:	RedirectResponse may be inserted by an SCP/SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.3.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.3.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 4th Change * * * *
[bookmark: _Toc34310337][bookmark: _Toc36464859][bookmark: _Toc51944591]6.1.3.3.3.2	DELETE
This method shall support the URI query parameters specified in table 6.1.3.3.3.2-1.
Table 6.1.3.3.3.2-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.3.3.2-2 and the response data structures and response codes specified in table 6.1.3.3.3.2-3.
Table 6.1.3.3.3.2-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.1.3.3.3.2-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
Codes
	Description

	n/a
	
	
	204 No Content
	

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the DELETE method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4].
NOTE 2:	RedirectResponse may be inserted by an SCP/SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.3.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.3.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 5th Change * * * *
[bookmark: _Toc25270686][bookmark: _Toc34310342][bookmark: _Toc36464864][bookmark: _Toc51944596]6.1.3.4.3.1	POST
This method shall support the URI query parameters specified in table 6.1.3.4.3.1-1.
Table 6.1.3.4.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.4.3.1-2 and the response data structures and response codes specified in table 6.1.3.4.3.1-3.
Table 6.1.3.4.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	EapSession
	M
	1
	Contains the EAP packet response (see IETF RFC 3748 [18]) from the UE and transferred by the AMF



Table 6.1.3.4.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
Codes
	Description

	EapSession

	M
	1
	200 OK
	During an EAP session, the body response shall contain the EAP packet Response and a hypermedia link.
At the end of the EAP session, the body response shall contain the EAP packet Success or Failure (see IETF RFC 3748 [18]) and the Kseaf if the authentication is successful

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	400 Bad Request
	This case represents an EAP session failure because of input parameter error.  This indicates that the AUSF was not able to continue the EAP session.

	ProblemDetails
	O
	0..1
	500 Internal Server Error
	This case represents an EAP session failure because of a server internal error.

	NOTE:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4].
NOTE 2:	RedirectResponse may be inserted by an SCP/SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4]




Table 6.1.3.4.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.4.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 6th Change * * * *
[bookmark: _Toc34310343][bookmark: _Toc36464865][bookmark: _Toc51944597]6.1.3.4.3.2	DELETE
This method shall support the URI query parameters specified in table 6.1.3.4.3.2-1.
Table 6.1.3.4.3.2-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.4.3.2-2 and the response data structures and response codes specified in table 6.1.3.4.3.2-3.
Table 6.1.3.4.3.2-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.1.3.4.3.2-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
Codes
	Description

	n/a
	
	
	204 No Content
	

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the DELETE method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4].
NOTE 2:	RedirectResponse may be inserted by an SCP/SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].




Table 6.1.3.4.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	CM
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.4.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 7th Change * * * *
[bookmark: _Toc25270691][bookmark: _Toc34310348][bookmark: _Toc36464870][bookmark: _Toc51944602]6.1.3.5.3.1	POST
This method shall support the URI query parameters specified in table 6.1.3.5.3.1-1.
Table 6.1.3.5.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.5.3.1-2 and the response data structures and response codes specified in table 6.1.3.5.3.1-3.
Table 6.1.3.5.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	RgAuthenticationInfo
	M
	1
	Contains the UE id (i.e. SUCI as specified in 3GPP TS 23.316 [23] or 3GPP TS 33.501 [8]) and the authenticated indication.



Table 6.1.3.5.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	RgAuthCtx
	M
	1
	201 Created
	Upon success, the response body will contain the SUPI of the UE and the authentication indication.

The HTTP response shall include a "Location" header that contains the resource URI of the created resource.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	400 Bad Request
	This case represents the failure to start authentication service because of input parameter error.


	ProblemDetails
	O
	0..1
	403 Forbidden
	This case represents when the UE is not allowed to be authenticated.
The "cause" attribute may be used to indicate one of the following application errors:
- AUTHENTICATION_REJECTED
- INVALID_SCHEME_OUTPUT

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate the following application error:
- USER_NOT_FOUND

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4].
NOTE 2:	RedirectResponse may be inserted by an SCP/SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].




Table 6.1.3.5.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	CM
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.5.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 8th Change * * * *
6.1.3.6.3.1	POST
This method shall support the URI query parameters specified in table 6.1.3.6.3.1-1.
Table 6.1.3.6.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.6.3.1-2 and the response data structures and response codes specified in table 6.1.3.6x.3.1-3.
Table 6.1.3.6.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	ProSeAuthenticationInfo
	M
	1
	Contains the UE Id (i.e. SUCI as specified in 3GPP TS 33.503 [26]) or the CP-PRUK ID, the Relay Service Code and Nonce_1.



Table 6.1.3.6.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
Codes
	Description

	ProSeAuthenticationCtx
	M
	1
	201 Created
	Upon success, when UE Id (i.e. SUCI) was received in the request,the response body will contain the EAP method selected, the corresponding EAP packet request and a "link" for the AMF to POST the EAP response.

The HTTP response shall include a "Location" header that contains the resource URI of the created resource.

	ProSeAuthenticationResult
	M
	1
	200 OK
	Upon success, when CP-PRUK ID was received in the request, the response body will contain the KNR_ProSe and Nonce_2.


	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	400 Bad Request
	This case represents the failure to start authentication service because of input parameter error.


	ProblemDetails
	O
	0..1
	403 Forbidden
	This case represents when the 5G ProSe Remote UE is not allowed to be authenticated.
The "cause" attribute may be used to indicate one of the following application errors:
- AUTHENTICATION_REJECTED
- INVALID_HN_PUBLIC_KEY_IDENTIFIER
- INVALID_SCHEME_OUTPUT

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- USER_NOT_FOUND

	ProblemDetails
	O
	0..1
	500 Internal Server Error
	This case represents the failure in starting the authentication service because of a server internal error.
If the error is due to a problem with UDM not able to generate the requested AV, the AUSF shall indicate the following application error: "AV_GENERATION_PROBLEM"

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4].
NOTE 2:	RedirectResponse may be inserted by an SCP/SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.6.3.1-4: Headers supported by the 201 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource according to the structure: {apiRoot}/nausf-auth/v1/prose-authentications/{authCtxId}



Table 6.1.3.6.3.1-5: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	CM
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.6.3.1-6: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	CM
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 9th Change * * * *
6.1.3.7.3.1	POST
This method shall support the URI query parameters specified in table 6.1.3.7.3.1-1.
Table 6.1.3.7.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.7.3.1-2 and the response data structures and response codes specified in table 6.1.3.7.3.1-3.
Table 6.1.3.7.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	ProSeEapSession
	M
	1
	Contains the EAP packet response (see IETF RFC 3748 [18]) from the 5G ProSe Remote UE and transferred by the AMF



Table 6.1.3.7.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
Codes
	Description

	ProSeEapSession

	M
	1
	200 OK
	During an EAP session, the body response shall contain the EAP packet Response and an hypermedia link.
At the end of the EAP session, the body response shall contain the EAP packet Success or Failure (see IETF RFC 3748 [18]) and the KNR_ProSe if the authentication is successful

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	400 Bad Request
	This case represents an EAP session failure because of input parameter error.  This indicates that the AUSF was not able to continue the EAP session.

	ProblemDetails
	O
	0..1
	500 Internal Server Error
	This case represents an EAP session failure because of a server internal error.

	NOTE:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4].
NOTE 2:	RedirectResponse may be inserted by an SCP/SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4]




Table 6.1.3.7.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	String
	CM
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	String
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.7.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	CM
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 10th Change * * * *
6.1.3.7.3.2	DELETE
This method shall support the URI query parameters specified in table 6.1.3.7y.3.2-1.
Table 6.1.3.7.3.2-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.7.3.2-2 and the response data structures and response codes specified in table 6.1.3.7.3.2-3.
Table 6.1.3.7.3.2-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.1.3.7.3.2-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
Codes
	Description

	n/a
	
	
	204 No Content
	

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the DELETE method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4].
NOTE 2:	RedirectResponse may be inserted by an SCP/SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].




Table 6.1.3.7.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.7.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 11th Change * * * *
[bookmark: _Toc25074008][bookmark: _Toc34063200][bookmark: _Toc43120185][bookmark: _Toc49768242][bookmark: _Toc51867092][bookmark: _Toc122088135][bookmark: _Toc25270744][bookmark: _Toc34310401][bookmark: _Toc36464923][bookmark: _Toc51944655]6.1.10	HTTP redirection
An HTTP request may be redirected to a different AUSF service instance, within the same AUSF or a different AUSF of an AUSF set, e.g. when an AUSF service instance is part of an AUSF (service) set or when using indirect communications (see 3GPP TS 29.500 [4]). See also the ES3XX feature in clause 6.1.10.
An SCP that reselects a different AUSF producer instance will return the NF Instance ID of the new AUSF producer instance in the 3gpp-Sbi-Producer-Id header, as specified in clause 6.10.3.4 of 3GPP TS 29.500 [4].
If an AUSF within an AUSF set redirects a service request to a different AUSF of the set using an 307 Temporary Redirect or 308 Permanent Redirect status code, the identity of the new AUSF towards which the service request is redirected shall be indicated in the 3gpp-Sbi-Target-Nf-Id header of the 307 Temporary Redirect or 308 Permanent Redirect response as specified in clause 6.10.9.1 of 3GPP TS 29.500 [4].
The Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 6.10.9.1 in 3GPP TS 29.500 [4] and clause 5.2.x in 3GPP TS 29.571 [10]).

* * * 12th Change * * * *
6.2.3.2.4.2.2	Operation Definition
This method shall support the request data structures specified in table 6.2.3.2.4.2.2-1 and the response data structures and response codes specified in table 6.2.3.2.4.2.2-2.
Table 6.2.3.2.4.2.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	SorInfo
	M
	1
	Contains the Steering Information List and shall contain the indication of whether an acknowledgement is requested from the UE or not (as specified in 3GPP TS 33.501 [8]).



Table 6.2.3.2.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	SorSecurityInfo
	M
	1
	200 OK
	Upon success, the response body will contain SoR-MAC-IAUSF and CounterSoR and may contain the SoR-XMAC-IUE.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set. 
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	503 Service Unavailable
	The "cause" attribute may be used to indicate one of the following application errors:
- COUNTER_WRAP
See table 6.2.7.3-1 for the description of these errors.

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4].
NOTE 2:	RedirectResponse may be inserted by an SCP/SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.2.4.2.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	CM
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.2.3.2.4.2.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	CM
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 13th Change * * * *
[bookmark: _Toc122088174]6.2.10	HTTP redirection
An HTTP request may be redirected to a different AUSF service instance, within the same AUSF or a different AUSF of an AUSF set, e.g. when an AUSF service instance is part of an AUSF (service) set or when using indirect communications (see 3GPP TS 29.500 [4]). See also the ES3XX feature in clause 6.2.9.
An SCP that reselects a different AUSF producer instance will return the NF Instance ID of the new AUSF producer instance in the 3gpp-Sbi-Producer-Id header, as specified in clause 6.10.3.4 of 3GPP TS 29.500 [4].
If an AUSF within an AUSF set redirects a service request to a different AUSF of the set using an 307 Temporary Redirect or 308 Permanent Redirect status code, the identity of the new AUSF towards which the service request is redirected shall be indicated in the 3gpp-Sbi-Target-Nf-Id header of the 307 Temporary Redirect or 308 Permanent Redirect response as specified in clause 6.10.9.1 of 3GPP TS 29.500 [4].
The Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 6.10.9.1 in 3GPP TS 29.500 [4] and clause 5.2.x in 3GPP TS 29.571 [10]).


* * * 14th Change * * * *
[bookmark: _Toc25270785][bookmark: _Toc34310442][bookmark: _Toc36464964][bookmark: _Toc51944696]6.3.3.2.4.2.2	Operation Definition
This method shall support the request data structures specified in table 6.3.3.2.4.2.2-1 and the response data structures and response codes specified in table 6.3.3.2.4.2.2-2.
Table 6.3.3.2.4.2.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	UpuInfo
	M
	1
	Contains the UE Parameters Update Data and shall contain the indication of whether an acknowledgement is requested from the UE or not (as specified in 3GPP TS 33.501 [8]).



Table 6.3.3.2.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	UpuSecurityInfo
	M
	1
	200 OK
	Upon success, the response body will contain UPU-MAC-IAUSF and CounterUPU and may contain the UPU-XMAC-IUE.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	503 Service Unavailable
	The "cause" attribute may be used to indicate one of the following application errors:
- COUNTER_WRAP
See table 6.3.7.3-1 for the description of these errors.

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2:	RedirectResponse may be inserted by an SCP/SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.3.3.2.4.2.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	MC
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.3.3.2.4.2.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	CM
	0..1
	An alternative URI of the resource located on an alternative service instance within the same AUSF or AUSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP/SEPP. In the latter case, the Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 5.2.x in 3GPP TS 29.571 [10] and clause 6.10.9.1 in 3GPP TS 29.500 [4]).

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 15th Change * * * *
[bookmark: _Toc122088212]6.3.10	HTTP redirection
An HTTP request may be redirected to a different AUSF service instance, within the same AUSF or a different AUSF of an AUSF set, e.g. when an AUSF service instance is part of an AUSF (service) set or when using indirect communications (see 3GPP TS 29.500 [4]). See also the ES3XX feature in clause 6.3.9.
An SCP that reselects a different AUSF producer instance will return the NF Instance ID of the new AUSF producer instance in the 3gpp-Sbi-Producer-Id header, as specified in clause 6.10.3.4 of 3GPP TS 29.500 [4].
If an AUSF within an AUSF set redirects a service request to a different AUSF of the set using an 307 Temporary Redirect or 308 Permanent Redirect status code, the identity of the new AUSF towards which the service request is redirected shall be indicated in the 3gpp-Sbi-Target-Nf-Id header of the 307 Temporary Redirect or 308 Permanent Redirect response as specified in clause 6.10.9.1 of 3GPP TS 29.500 [4].
The Location header shall not be sent if the SCP/SEPP has received "3gpp-Sbi-Location-Header" and has decided to redirect the request to another SCP/SEPP (see clause 6.10.9.1 in 3GPP TS 29.500 [4] and clause 5.2.x in 3GPP TS 29.571 [10]).

* * * End of Changes * * * *


