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* * * * First change * * * *
[bookmark: _Toc510696633][bookmark: _Toc35971428][bookmark: _Toc82676385][bookmark: _Toc114777964][bookmark: _Hlk102052065]6.1.6.1	General
This clause specifies the application data model supported by the API.
Table 6.1.6.1-1 specifies the data types defined for the Nupf_EventExposure service.

Table 6.1.6.1-1: Nupf_EventExposure specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	NotificationData
	6.1.6.2.2
	The list of NotificationItems
	

	NotificationItem
	6.1.6.2.3
	Represents a report on one subscribed event
	

	QosMonitoringMeasurement
	6.1.6.2.4
	QoS Monitoring Measurement information
	

	EventType
	6.1.6.3.3
	Event Type
	

	UpfEventSubscription
	6.1.6.2.X
	Represents an individual event subscription resource on UPF
	

	UpfEventMode
	6.1.6.2.Y
	Describes how the reports shall be generated by a subscribed event
	

	UpffEvent
	6.1.6.2.Z
	Describes an event to be subscribed
	

	UpfCreateEventSubscription
	6.1.6.2.V
	Data within a create UPF event subscription request
	

	UpfCreatedEventSubscription
	6.1.6.2.P
	Data within a create UPF event subscription response
	

	ReportingSuggestionInformation
	6.1.6.2.Q
	Reporting Suggestion Information
	

	VolumeMeasurement
	6.1.6.2.R
	Volume Measurement information
	

	ThroughputMeasurement
	6.1.6.2.S
	Throughput Measurement information
	

	ApplicationRelatedInformation
	6.1.6.2.T
	Application Related Information
	

	ThroughputStatisticMeasurement
	6.1.6.2.U
	Throughput Statistic Measurement Information
	

	UpffEventTrigger
	6.1.6.3.X
	Describes how UPF should generate the report for the event
	

	MeasurementType
	6.1.6.3.Y
	Type of Measurement
	

	GranularityOfMeasurement
	6.1.6.3.Z
	Granularity Of Measurement
	

	DomainInformation
	6.1.6.3.W
	Domain Name and Domain Name Protocol
	



Table 6.1.6.1-2 specifies data types re-used by the Nupf_EventExposure service from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nupf_EventExposure service.
Table 6.1.6.1-2: Nupf_EventExposure re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	DateTime
	3GPP TS 29.571 [16]
	Date time
	

	Dnn
	3GPP TS 29.571 [16]
	DNN
	

	Gpsi
	3GPP TS 29.571 [16]
	GPSI
	

	Snssai
	3GPP TS 29.571 [16]
	S-NSSAI
	

	Uint32
	3GPP TS 29.571 [16]
	Uint32
	

	MacAddr48
	3GPP TS 29.571 [16]
	MAC Address
	

	Ipv4Addr
	3GPP TS 29.571 [16]
	IPv4 address
	

	Ipv6Prefix
	3GPP TS 29.571 [16]
	IPv6 address prefix
	

	FlowInfo
	3GPP TS 29.122 [X]
	Contains the IP data flow information.
	

	ApplicationId
	3GPP TS 29.571 [16]
	The application identifier.
	

	DurationSec
	3GPP TS 29.571 [16]
	
	

	PduSessionId
	3GPP TS 29.571 [16]
	
	

	NotificationFlag
	3GPP TS 29.571 [16]
	Notification flag.
	

	PartitioningCriteria
	3GPP TS 29.571 [16]
	Used to partition UEs before applying sampling.
	

	ProblemDetails
	3GPP TS 29.571 [16]
	
	

	SamplingRatio
	3GPP TS 29.571 [16]
	Sampling Ratio.
	

	Uri
	3GPP TS 29.571 [16]
	
	

	Uint64
	3GPP TS 29.571 [16]
	Unsigned 64-bit integers
	

	Float
	3GPP TS 29.571 [16]
	Number with format "float" 
	

	IpAddress
	3GPP TS 29.503 [R]
	
	



* * * * Next change * * * *
[bookmark: _Toc510696637][bookmark: _Toc35971432][bookmark: _Toc82676389][bookmark: _Toc114777968]6.1.6.2.3	Type: NotificationItem
Table 6.1.6.2.3-1: Definition of type NotificationItem
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventType
	EventType
	M
	1
	The event type of the event for which the notification is generated.
	

	ueIpv4Addr
	Ipv4Addr
	C
	0..1
	IPv4 address of the UE (NOTE 1)
	

	ueIpv6Prefix
	Ipv6Prefix
	C
	0..1
	IPv6 address prefix of the UE (NOTE 1)
	

	ueMacAddr
	MacAddr48
	O
	0..1
	MAC address of the UE.
	

	dnn
	Dnn
	O
	0..1
	When present, this attribute indicates the DNN of the PDU session for which the notification is generated.
	

	snssai
	Snssai
	O
	0..1
	When present, this attribute indicates the S-NSSAI of the PDU session for which the notification is generated.
	

	gpsi
	Gpsi
	O
	0..1
	When present, this attribute indicates the GPSI of the UE for which the notification is generated.
	

	timeStamp
	DateTime
	M
	1
	The value represents the UTC time when the information in this report was generated.
	

	startTime
	DateTime
	O
	0..1
	When present, this attribute shall provide the timestamp when the information in this report was started
	

	qosMonitoringMeasurement
	QosMonitoringMeasurement
	C
	0..1
	This attribute shall be present if eventType is set to "QOS_MONITORING"
	

	supi
	Supi
	O
	0..1
	Subscription Permanent Identifier
	

	volumeMeasurement
	array(VolumeMeasurement)
	C
	1..N
	This attribute shall be present if eventType is set to "USER_DATA_USAGE_MEASURES" and measurementType is set to “VOLUME_MEASUREMENT”
	

	throughputMeasurement
	array(ThroughputMeasurement)
	C
	1..N
	This attribute shall be present if eventType is set to "USER_DATA_USAGE_MEASURES" and measurementType is set to “THROUGHPUT_MEASUREMENT”
	

	applicationRelatedInformation
	array(ApplicationRelatedInform)ation
	C
	1..N
	This attribute shall be present if eventType is set to "USER_DATA_USAGE_MEASURES" and measurementType is set to “APPLICATION_RELATED_INFORMATION”
	

	throughputStatisticMeasurement
	array(ThroughputStatisticMeasurement)
	C
	1..N
	This attribute shall be present if eventType is set to "USER_DATA_USAGE_TRENDS"
	

	NOTE 1:	At least one of ueIpv4Addr and ueIpv6Prefix shall be present if IP PDU session is monitored..




* * * * Next change * * * *
6.1.6.2.X	Type: UpfEventSubscription
Table 6.1.6.2.X-1: Definition of type UpfEventSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventList
	array(UpfEvent)
	M
	1..N
	Describes the events to be subscribed in subscription request or the events successfully subscribed for this subscription in subscription response.
	

	eventNotifyUri
	Uri
	M
	1
	Identifies the recipient of notifications sent by UPF for this subscription
	

	notifyCorrelationId
	string
	M
	1
	Identifies the notification correlation ID. The UPF shall include this ID in the notifications. The value of this IE shall be unique per subscription for a given NF service consumer.
	

	nfId
	NfInstanceId
	M
	1
	Indicates the instance identity of the network function creating the subscription.
	

	ueIpAddress
	IpAddress
	C
	0..1
	The IE shall be present if the event subscription is applicable to one UE. The IE indicates the PDU Session IP.
(NOTE)

	

	supi
	Supi
	O
	0..1
	Subscription Permanent Identifier
	

	anyUe
	boolean
	C
	0..1
	This IE shall be present if the event subscription is applicable to any UE.  Default value "FALSE" is used, if not present. 
(NOTE)

	

	dnn
	Dnn
	O
	0..1
	Data Network Name.
	

	snssai
	Snssai
	O
	0..1
	A single Network Slice Selection Assistance Information.
	

	options
	UpfEventMode
	O
	0..1
	This IE may be included if the NF service consumer wants to describe how the reports of the event have to be generated. The absence of this IE, when creating an UPF event subscription shall be interpreted as a "ONE_TIME" UPF event trigger.
	

	
	
	
	
	
	

	NOTE:	Either information about a single UE (i.e. IpAddress), or anyUe set to "TRUE" shall be included.
	



[bookmark: _Toc25156487][bookmark: _Toc34124791][bookmark: _Toc43207917][bookmark: _Toc49857390][bookmark: _Toc56677231][bookmark: _Toc56691754][bookmark: _Toc56699018][bookmark: _Toc89035268][bookmark: _Toc89065066][bookmark: _Toc89180365][bookmark: _Toc97072044][bookmark: _Toc120051449][bookmark: _Toc122025812]* * * * Next change * * * *
6.1.6.2.Y	Type: UpfEventMode
Table 6.1.6.2.Y-1: Definition of type UpfEventMode
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	trigger
	UpfEventTrigger
	M
	1
	Describes how the reports are triggered.
	

	maxReports
	integer
	C
	0..1
	This IE shall be present if the trigger is set to "CONTINUOUS" while "expiry" attribute is not present. This IE may be present if the trigger is set to "PERIODIC". When present, this IE describes the maximum number of reports that can be generated by each subscribed event in the subscription.

If the UPF event subscription is for a list of events, this parameter shall be applied to each individual event in the list.

(NOTE)
	

	expiry
	DateTime
	C
	0..1
	This IE shall be included in an event subscription response, if, based on operator policy and taking into account the expiry time included in the request, the UPF needs to include an expiry time.

This IE may be included in an event subscription request.

When present, this IE shall represent the time after which the subscribed event(s) shall stop generating report and the subscription becomes invalid. If the trigger value included in an event subscription response is "ONE_TIME" and if an event report is included in the subscription response then the value of the expiry included in the response shall be an immediate timestamp.
(NOTE)
	

	repPeriod
	DurationSec
	C
	0..1
	This IE shall be present if the trigger is set to "PERIODIC". When present, this IE describes the period time for the event reports. 

When the Event Subscription is for "ANY UE", the NF Consumer should set the "repPeriod" to a value which does not lead to a potential overload in the UPF and use sampRatio.
	

	sampRatio
	SamplingRatio
	O
	0..1
	This IE may be included in an event subscription request for any UE to indicate the ratio of the random subset to target UEs. Event reports only relate to the subset.

If the UPF event subscription is for a list of UPF event, this parameter shall be applied to each individual event.
	

	partitioningCriteria
	array(PartitioningCriteria)
	O
	1..N
	This IE may be included in an event subscription request for any UE when sampRatio is provided.

When present, this IE shall define the criteria for determining the UEs for which the sampling ratio shall apply.

	

	notifFlag
	NotificationFlag
	O
	0..1
	Indicates the notification flag, which is used to mute/unmute notifications and to retrieve events stored during a period of muted notifications.
	

	NOTE:	If the UpfEventTrigger is set to "CONTINOUS", at least one of the "maxReports" and "expiry" attributes shall be included.
	


[bookmark: _Toc25156484][bookmark: _Toc34124788][bookmark: _Toc43207914][bookmark: _Toc49857387][bookmark: _Toc56677228][bookmark: _Toc56691751][bookmark: _Toc56699015][bookmark: _Toc89035265][bookmark: _Toc89065063][bookmark: _Toc89180362][bookmark: _Toc97072041][bookmark: _Toc120051446][bookmark: _Toc122025809]Editor’s Note: Whether the UpfEventTrigger should have the value "CONTINOUS" is FFS.
* * * * Next change * * * *
6.1.6.2.Z	Type: UpfEvent
Table 6.2.6.2.Z-1: Definition of type UpfEvent
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	type
	EventType
	M
	1
	Describes the UPF event type to be reported
	

	immediateFlag
	boolean
	O
	0..1
	Indicates if an immediate event report containing the currently available value / status of the event is requested. The report contains the value / status of the event currently available at the UPF at the time of the subscription. 

The default value is false.

	

	measurementType
	MeasurementType
	O
	0..1
	The IE indicates the type of measurement.

	

	appIds
	array(ApplicationId)
	O
	1..N
	Contains the application identifier.
(NOTE 1, NOTE 2)
	

	granularityOfMeasurement
	GranularityOfMeasurement
	O
	0..1
	Indicates granularity of measurement.
(NOTE 2)
	

	reportingSuggestionInformation
	ReportingSuggestionInformation
	O
	0..1
	The IE shall be present If the event notification can be delayed, i.e. delay tolerant.
	

	trafficFilters
	array(FlowInfo)
	O
	1..N
	Identifies IP packet filters.
(NOTE 1, NOTE 2)
	

	NOTE 1:	appIds and trafficFilters are exclusive.
NOTE 2: 	When the appIds or trafficFilters is provided, the granularityOfMeasurement shall not be set to "PER_SESSION". When neither appIds nor trafficFilters is provided, the granularityOfMeasurement may be set to "PER_SESSION", "PER_APPLICATION" or "PER_FLOW" to request that the UPF to provide the corresponding measurements.
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* * * * Next change * * * *
6.1.6.2.V	Type: UpfCreateEventSubscription
Table 6.2.6.2.V-1: Definition of type UpfCreateEventSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description

	subscription
	UpfEventSubscription
	M
	1
	Represents the UPF Event Subscription resource to be created.

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.1.8 is supported. 
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* * * * Next change * * * *
6.1.6.2.P	Type: UpfCreatedEventSubscription
Table 6.1.6.2.P-1: Definition of type UpfCreatedEventSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description

	subscription
	UpfEventSubscription
	M
	1
	Represents the newly created UPF Event Subscription resource.

	subscriptionId
	Uri
	M
	1
	Represents the URI of the newly created UPF Event Subscription resource. This shall contain an absolute URI set to the Resource URI specified in clause 6.1.3.3.2. (NOTE 1)

	reportList
	array(NotificationItem)
	O
	1..N
	Represents the immediate event reports (i.e. the current value / status of the events subscribed), if available.

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.1.8 is supported. 

	NOTE 1:	3GPP TS 23.502 [3] specifies this attribute as "Subscription Correlation ID".



* * * * Next change * * * *
6.1.6.2.Q	Type: ReportingSuggestionInformation
Table 6.1.6.2.Q-1: Definition of type ReportingSuggestionInformation
	Attribute name
	Data type
	P
	Cardinality
	Description

	reportingUrgency
	boolean
	M
	1
	Indicates whether this event report can be delay tolerant, i.e. the event report can be delayed.

When present, it should be set as following:
- true: this event report can be delay tolerant.
- false (default): this event report cannot be delay tolerant.

	reportingTimeInformation
	DurationSec
	C
	0..1
	This IE shall be present if the Reporting urgency information indicates it is delay tolerant. When present, this IE shall define the last valid reporting time, and UPF shall report the detected event before the last valid time. 



* * * * Next change * * * *
6.1.6.2.R	Type: VolumeMeasurement
Table 6.1.6.2.R-1: Definition of type VolumeMeasurement
	Attribute name
	Data type
	P
	Cardinality
	Description

	appId
	ApplicationId
	C
	0..1
	Contains the application identifier. This IE shall be included when the measurement of granularity is set to "PER_APPLICATION". 
This IE may be present when the measurement of granularity is set "PER FLOW".

(NOTE)

	flowInfo
	FlowInfo
	C
	0..1
	Contains the IP data flow information. Shall be included when the measurement of granularity is set "PER FLOW".

(NOTE)

	totalVolume
	Uint64
	O
	0..1
	This IE indicates the amount of used volume (bytes) in both uplink and downlink directions.

	uplinkVolume
	Uint64
	O
	0..1
	This IE indicates the amount of used volume (bytes) in uplink direction.

	downlinkVolume
	Uint64
	O
	0..1
	This IE indicates the amount of used volume (bytes) in downlink direction.

	totalNumberOfPackets
	Uint64
	O
	0..1
	This IE indicates the number of packets transferred in both uplink and downlink directions.

	uplinkNumberOfPackets
	Uint64
	O
	0..1
	This IE indicates the number of packets transferred in uplink direction.

	downlinkNumberOfPackets
	Uint64
	O
	0..1
	This IE indicates the number of packets transferred in downlink direction.

	NOTE:	When neither appId nor flowInfo is present, the VolumeMeasurement shall be corresponding to the PDU session. When appId is present and flowInfo is not present, the VolumeMeasurement shall be corresponding to the application as identified by the appId. When flowInfo is present, the VolumeMeasurement shall be corresponding to this data flow.



* * * * Next change * * * *

6.1.6.2.S	Type: ThroughputMeasurement
Table 6.1.6.2.S-1: Definition of type ThroughputMeasurement
	Attribute name
	Data type
	P
	Cardinality
	Description

	appId
	ApplicationId
	C
	0..1
	Contains the application identifier. This IE shall be included when the measurement of granularity is set to "PER_APPLICATION". 
This IE may be present when the measurement of granularity is set "PER FLOW".

(NOTE)

	flowInfo
	FlowInfo
	C
	0..1
	Contains the IP data flow information. Shall be included when the measurement of granularity is set "PER FLOW".

(NOTE)

	uplinkThroughput
	Float
	O
	0..1
	This IE indicates the measures of data throughput in bits per second (bps) in uplink direction.

	downlinkThroughput
	Float
	O
	0..1
	This IE indicates the measures of data throughput in bits per second (bps) in downlink direction.

	uplinkPacketThroughput
	Float
	O
	0..1
	This IE indicates the measures of packet throughput in pps in uplink direction.

	downlinkPacketThroughput
	Float
	O
	0..1
	This IE indicates the measures of packet throughput in pps in downlink direction.

	NOTE:	When neither appId nor flowInfo is present, the ThroughputMeasurement shall be corresponding to the PDU session. When the appId is present and flowInfo is not present, the ThroughputMeasurement shall be corresponding to the application as identified by the appId. When flowInfo is present, the ThroughputMeasurement shall be corresponding to this data flow.



* * * * Next change * * * *
6.1.6.2.T	Type: ApplicationRelatedInformation
Table 6.1.6.2.T-1: Definition of type ApplicationRelatedInformation
	Attribute name
	Data type
	P
	Cardinality
	Description

	appId
	ApplicationId
	C
	0..1
	Contains the application identifier. This IE shall be included when the measurement of granularity is set to "PER_APPLICATION". 
This IE may be present when the measurement of granularity is set "PER FLOW".

(NOTE)

	flowInfo
	FlowInfo
	C
	0..1
	Contains the IP data flow information. Shall be included when the measurement of granularity is set "PER FLOW".

(NOTE)

	urls
	array(string)
	O
	1..N
	This IE may be present if available. When present, it shall contain a list of URLs detected in the traffic identified by the information included in the subscription request, e.g. an application id. 
When present, shall be encoded as an OctetString as specified in clause 6.4.3.8 of 3GPP TS 29.251 [Y].

	domainInformation
	array(DomainInformation)
	O
	1..N
	This IE may be present if available. When present, it shall contain a list of Domain information detected in the traffic identified by the information included in the subscription request, e.g. an application id.

	NOTE:	When the appId is present and flowInfo is not present, the ApplicationRelatedInformation shall be corresponding to the application as identified by the appId. When flowInfo is present, the ApplicationRelatedInformation shall be corresponding to this data flow.



* * * * Next change * * * *
6.1.6.2.U	Type: ThroughputStatisticMeasurement
Table 6.1.6.2.U-1: Definition of type ThroughputStatisticMeasurement
	Attribute name
	Data type
	P
	Cardinality
	Description

	appId
	ApplicationId
	C
	0..1
	Contains the application identifier. This IE shall be included when the measurement of granularity is set to "PER_APPLICATION". 
This IE may be present when the measurement of granularity is set "PER FLOW".

(NOTE)

	flowInfo
	FlowInfo
	C
	0..1
	Contains the IP data flow information. Shall be included when the measurement of granularity is set "PER FLOW".

(NOTE)

	uplinkAverageThroughput
	Float
	O
	0..1
	This IE indicates the average throughput in bits per second (bps) in uplink direction over the measurement period.

	downlinkAverageThroughput
	Float
	O
	0..1
	This IE indicates the average throughput in bits per second (bps) in downlink direction over the measurement period.

	uplinkPeakThroughput
	Float
	O
	0..1
	This IE indicates the peak throughput in bits per second (bps) in uplink direction over the measurement period.

	downlinkPeakThroughput
	Float
	O
	0..1
	This IE indicates the peak throughput in bits per second (bps) in downlink direction over the measurement period.

	uplinkAveragePacketThroughput
	Float
	O
	0..1
	This IE indicates the average packet throughput in pps in uplink direction.

	downlinkAveragePacketThroughput
	Float
	O
	0..1
	This IE indicates the average packet throughput in pps in downlink direction.

	uplinkPeakPacketThroughput
	Float
	O
	0..1
	This IE indicates the Peak packet throughput in pps in uplink direction.

	downlinkPeakPacketThroughput
	Float
	O
	0..1
	This IE indicates the Peak packet throughput in pps in downlink direction.

	NOTE:	When neither appId nor flowInfo is present, the ThroughputStatisticMeasurement shall be corresponding to the PDU session. When the appId is present and flowInfo is not present, the ThroughputStatisticMeasurement shall be corresponding to the application as identified by the appId. When flowInfo is present, the ThroughputStatisticMeasurement shall be corresponding to this data flow.



* * * * Next change * * * *
6.1.6.2.W	Type: DomainInformation
Table 6.1.6.2.W-1: Definition of type: DomainInformation
	Attribute name
	Data type
	P
	Cardinality
	Description

	domainName
	string
	M
	1
	This IE may be present if available. When present, shall be encoded as an OctetString as specified in clause 6.4.3.9 of 3GPP TS 29.251 [Y].


	domainNameProtocol
	string
	O
	0..1
	The Domain Name Protocol field, when present, Domain Name shall also be present, shall be encoded as an OctetString as specified in clause 6.4.3.9 of 3GPP TS 29.251 [21].



* * * * Next change * * * *
[bookmark: _Toc510696641][bookmark: _Toc35971436][bookmark: _Toc82676393][bookmark: _Toc114777973]6.1.6.3.3	Enumeration: EventType
The enumeration EventType represents the type of event to which the service consumer may subscribe to and for which the notification is generated. It shall comply with the provisions defined in table 6.1.5.3.3-1.
Table 6.1.6.3.3-1: Enumeration EventType
	Enumeration value
	Description
	Applicability

	"QOS_MONITORING"
	QoS Monitoring Measurement
	

	“USER_DATA_USAGE_MEASURES”
	This event provides information of user data usage of the User PDU Session. It can be used for UPF Data Collection by NWDAF for analytics.
	

	“USER_DATA_USAGE_TRENDS”
	This event provides statistical measurements. It can be used for UPF Data Collection by NWDAF for analytics.
	

	“TSC_MANAGEMENT_INFORMATION”
	TSC management information.
	



[bookmark: _Toc25156505][bookmark: _Toc34124810][bookmark: _Toc43207937][bookmark: _Toc49857410][bookmark: _Toc56677253][bookmark: _Toc56691776][bookmark: _Toc56699040][bookmark: _Toc89035295][bookmark: _Toc89065093][bookmark: _Toc89180392][bookmark: _Toc97072076][bookmark: _Toc120051481][bookmark: _Toc122025844]* * * * Next change * * * *
6.1.6.3.X	Enumeration: UpfEventTrigger
Table 6.1.6.3.X-1: Enumeration UpfEventTrigger
	Enumeration value
	Description

	"ONE_TIME"
	Defines that UPF should generate report for the event only once. After reporting, the subscription to this event will be terminated.

	"CONTINUOUS"
	Defines that UPF should continuously generate reports for the event, until the subscription to this event ends, due to end of report duration or up to the maximum number of reports or the event being unsubscribed explicitly

	"PERIODIC"
	Defines that UPF should periodically generate reports for the event, until the subscription to this event ends, due to end of report duration or up to the maximum number of reports or the event being unsubscribed explicitly.


[bookmark: _Toc43207946][bookmark: _Toc49857419][bookmark: _Toc56677262][bookmark: _Toc56691785][bookmark: _Toc56699049][bookmark: _Toc89035304][bookmark: _Toc89065102][bookmark: _Toc89180401][bookmark: _Toc97072085][bookmark: _Toc120051490][bookmark: _Toc122025853]
* * * * Next change * * * *
6.1.6.3.Y	Enumeration: MeasurementType
Table 6.1.6.3.Y-1: Enumeration MeasurementType
	Enumeration value
	Description

	"VOLUME_MEASUREMENT"
	Measures of data volume exchanged (UL, DL and/or overall) and/or number of packets exchanged (UL, DL and/or overall). 

	"THROUGHPUT_MEASUREMENT"
	Measures of data throughput (UL and DL).

	“APPLICATION_RELATED_INFORMATION”
	URL/s and/or Domain name/s detected in the traffic identified by the information included in the subscription request, e.g. an application id.



* * * * Next change * * * *

6.1.6.3.Z	Enumeration: GranularityOfMeasurement
Table 6.1.6.3.Z-1: Enumeration GranularityOfMeasurement
	Enumeration value
	Description

	"PER_APPLICATION"
	Indicates that the subscription event is for a specific application.

	"PER_SESSION"
	Indicates that the subscription event is for the PDU Session.

	"PER_FLOW"
	Indicates that the subscription event is for a data flow.



* * * * Next change * * * *
[bookmark: _Toc82676410][bookmark: _Toc114777982]A.2	Nupf_EventExposure API
[bookmark: _Toc510696653]openapi: 3.0.0
info:
  title: 'UPF Event Exposure Service'
  version: 1.0.1
  description: |
    UPF Event Exposure Service.  
    © 2022, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.564 V17.2.0; 5G System; User Plane Function Services; Stage 3.
  url: https://www.3gpp.org/ftp/Specs/archive/29_series/29.564/
servers:
  - url: '{apiRoot}/nupf-ee/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501

security:
  - {}
  - oAuth2ClientCredentials:
      - nupf-ee 

paths:
  /ee-subscriptions:
    post:
      summary: Nupf_EventExposure Subscribe service Operation
      operationId: CreateSubscription
    # This is a pseudo operation, clients shall NOT invoke this method!
      summary: subscribe to notifications
      operationId: CreateIndividualSubcription
      tags:
        - Subscriptions (Collection)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/UpfCreateEventSubscription' {}
      responses:
        '201':
          description: Represents successful creation of an UPF Event Subscription
          headers:
            Location:
              description: 'Contains the URI of the newly created resource, according to the structure: {apiRoot}/nupf-ee/<apiVersion>/ee-subscriptions/{subscriptionId}'
              required: true
              schema:
                type: string
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/UpfCreatedEventSubscription'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
      callbacks:
        eeNotification:
          '{eventNotificationUri}':
          # The URI in {eventNotificationUri} is provided via N4 interface during provisioning of Session Reporting Rule or provided by NF service consumer via Nupf interface.
            post:
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/NotificationData'
              responses:
                '204':
                  description: No Content, Notification was succesfull
                '307':
                  description: Temporary Redirect
                  content:
                    application/json:
                      schema:
                        $ref: 'TS29571_CommonData.yaml#/components/schemas/RedirectResponse'
                  headers:
                    Location:
                      description: 'The URI pointing to the resource located on the redirect target NF service consumer'
                      required: true
                      schema:
                        type: string
                '308':
                  description: Permanent Redirect
                  content:
                    application/json:
                      schema:
                        $ref: 'TS29571_CommonData.yaml#/components/schemas/RedirectResponse'
                  headers:
                    Location:
                      description: 'The URI pointing to the resource located on the redirect target NF service consumer'
                      required: true
                      schema:
                        type: string
                '404':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'
                default:
                  $ref: 'TS29571_CommonData.yaml#/components/responses/default'
  /ee-subscriptions/{subscriptionId}:
    delete:
      summary: The NF Service Consumer shall send a DELETE request to delete an existing subscription resource in the UP
      operationId: DeleteSubscription
      parameters:
        - name: subscriptionId
          in: path
          required: true
          description: Unique ID of the subscription to be deleted
          schema:
            type: string
      responses:
        '204':
          description: Subsription deleted successfully
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'

components:
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{nrfApiRoot}/oauth2/token'
          scopes:
            nupf-ee: Access to the Nupf_EventExposure API
  schemas:
    # API specific definitions
# STRUCTURED DATA TYPES

    NotificationData:
      description: the list of NotificationItems
      type: object
      required:
        - notificationItems
      properties:
        notificationItems:
          type: array
          items:
            $ref: '#/components/schemas/NotificationItem'
          minItems: 1
        correlationId:
          type: string

    NotificationItem:
      description: represents a report on one subscribed event
      type: object
      required:
        - eventType
        - timeStamp
      anyOf:
        - required: [ ueIpv4Addr ]
        - required: [ ueIpv6Prefix ]
      properties:
        eventType:
          $ref: '#/components/schemas/EventType'
        ueIpv4Addr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'
        ueIpv6Prefix:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Prefix'
        ueMacAddr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MacAddr48'
        dnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        snssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        gpsi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        timeStamp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        startTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        qosMonitoringMeasurement:
          $ref: '#/components/schemas/QosMonitoringMeasurement'
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        volumeMeasurement:
          type: array
          items:
            $ref: '#/components/schemas/VolumeMeasurement'
          minItems: 1
        throughputMeasurement:
          type: array
          items:
            $ref: '#/components/schemas/ThroughputMeasurement'
          minItems: 1
        applicationRelatedInformation:
          type: array
          items:
            $ref: '#/components/schemas/ApplicationRelatedInformation'
          minItems: 1
        throughputStatisticMeasurement:
          type: array
          items:
            $ref: '#/components/schemas/ThroughputStatisticsMeasurement'
          minItems: 1

    UpfEventSubscription:
      description: Upf Event Subscription
      type: object
      properties:
        eventList:
          type: array
          items:
            $ref: '#/components/schemas/UpfEvent'
          minItems: 1
        eventNotifyUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        notifyCorrelationId:
          type: string
        nfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        ueIpAddress:
          $ref: 'TS29503_Nudm_SDM.yaml#/components/schemas/IpAddress'
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        anyUe:
          type: boolean
        dnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        snssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        options:
          $ref: '#/components/schemas/UpfEventMode'
      required:
        - eventList
        - eventNotifyUri
        - notifyCorrelationId
        - nfId

    UpfEventMode:
      description: Upf Event Mode
      type: object
      properties:
        trigger:
          $ref: '#/components/schemas/UpfEventTrigger'
        maxReports:
          type: integer
        expiry:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        repPeriod:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'
        sampRatio:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SamplingRatio'
        partitioningCriteria:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PartitioningCriteria'
          minItems: 1
        notifFlag:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NotificationFlag'
      required:
        - trigger

    UpfEvent:
      description: Upf Event
      type: object
      properties:
        type:
          $ref: '#/components/schemas/EventType'
        immediateFlag:
          type: boolean
        measurementType:
          $ref: '#/components/schemas/MeasurementType'
        appIds:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/ApplicationId'
          minItems: 1
        granularityOfMeasurement:
          $ref: '#/components/schemas/GranularityOfMeasurement'
        reportingSuggestionInformation:
          $ref: '#/components/schemas/ReportingSuggestionInformation'
        trafficFilters:
          type: array
          items:
            $ref: 'TS29122_CommonData.yaml#/components/schemas/FlowInfo'
          minItems: 1
      required:
        - type

    UpfCreateEventSubscription:
      description: Upf Create Event Subscription
      type: object
      properties:
        subscription:
          $ref: '#/components/schemas/UpfEventSubscription'
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - subscription

    UpfCreatedEventSubscription:
      description: Upf Created Event Subscription
      type: object
      properties:
        subscription:
          $ref: '#/components/schemas/UpfEventSubscription'
        subscriptionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        reportList:
          type: array
          items:
            $ref: '#/components/schemas/NotificationItem'
          minItems: 1
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - subscription
        - subscriptionId

    ReportingSuggestionInformation:
      description: Reporting Suggestion Information
      type: object
      properties:
        reportingUrgency:
          type: boolean
        reportingTimeInformation:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'
      required:
        - reportingUrgency

    QosMonitoringMeasurement:
      description: QoS Monitoring Measurement information
      type: object
      properties:
        dlPacketDelay:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uint32'
        ulPacketDelay:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uint32'
        rtrPacketDelay:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uint32'
        measureFailure:
          type: boolean
          enum:
           - true

    VolumeMeasurement:
      description: A NF subscribes to this event to receive information of user data usage of the User PDU Session
      type: object
      properties:
        appId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ApplicationId'
        flowInfo:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/FlowInfo'
        totalVolume:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uint64'
        uplinkVolume:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uint64'
        downlinkVolume:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uint64'
        totalNumberOfPackets:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uint64'
        uplinkNumberOfPackets:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uint64'
        downlinkNumberOfPackets:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uint64'

    ThroughputMeasurement:
      description: A NF subscribes to this event to receive statistical measurements
      type: object
      properties:
        appId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ApplicationId'
        flowInfo:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/FlowInfo'
        uplinkThroughput:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Float'
        downlinkThroughput:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Float'
        uplinkPacketThroughput:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Float'
        downlinkPacketThroughput:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Float'

    DomainInformation:
      description: Domain Information
      type: object
      properties:
        domainName:
          type: string
        domainNameProcotol:
          type: string
      required:
        - domainName

    ApplicationRelatedInformation:
      description: Application Related Information
      type: object
      properties:
        appId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ApplicationId'
        flowInfo:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/FlowInfo'
        urls:
          type: array
          items:
            type: string
          minItems: 1
        domainInformation:
          type: array
          items:
            $ref: '#/components/schemas/DomainInformation'
          minItems: 1

    ThroughputStatisticsMeasurement:
      description: Throughput Statistics Measurement
      type: object
      properties:
        appId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ApplicationId'
        flowInfo:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/FlowInfo'
        uplinkAverageThroughput:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Float'
        downlinkAverageThroughput:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Float'
        uplinkPeakThroughput:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Float'
        downlinkPeakThroughPut:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Float'
        uplinkAveragePacketThroughput:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Float'
        downlinkAveragePacketThroughput:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Float'
        uplinkPeakPacketThroughput:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Float'
        downlinkPeakPacketThroughput:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Float'

# ENUMS

    EventType:
      description: Event Type
      anyOf:
        - type: string
          enum:
          - QOS_MONITORING
          - USER_DATA_USAGE_MEASURES
          - USER_DATA_USAGE_TRENDS
          - TSC_MANAGEMENT_INFORMATION
        - type: string

    UpfEventTrigger:
      description: Upf Event Trigger
      anyOf:
        - type: string
          enum:
          - ONE_TIME
          - CONTINUOUS
          - PERIODIC
        - type: string

    MeasurementType:
      description: Measurement Type
      anyOf:
        - type: string
          enum:
          - VOLUME_MEASUREMENT
          - THROUGHPUT_MEASUREMENT
          - APPLICATION_RELATED_INFORMATION
        - type: string

    GranularityOfMeasurement:
      description: Granularity Of Measurement
      anyOf:
        - type: string
          enum:
          - PER_APPLICATION
          - PER_SESSION
          - PER_FLOW
        - type: string

# SIMPLE TYPES


* * * * End of changes * * * *
