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[bookmark: _Toc28011588][bookmark: _Toc34210704][bookmark: _Toc36037729][bookmark: _Toc39063163][bookmark: _Toc43298221][bookmark: _Toc45132998][bookmark: _Toc49935465][bookmark: _Toc50023811][bookmark: _Toc51761301][bookmark: _Toc56672231][bookmark: _Toc66277789][bookmark: _Toc120124911]
[bookmark: _Hlk121146801][bookmark: _Toc114212469][bookmark: _Toc120267300]* * * * First change * * * *
[bookmark: _Toc85462082][bookmark: _Toc88667343][bookmark: _Toc122090566][bookmark: _Toc114212456][bookmark: _Toc120267287][bookmark: _Toc114212466][bookmark: _Toc120267297]5.2.3.5.1	General
The SMF may create, modify or delete baseline DNS patterns in the EASDF using the Neasdf_BaselineDnsPattern service (see clause 5.3).
A baseline DNS pattern contains baseline DNS information that may apply to multiple PDU sessions, e.g. to all PDU sessions with a certain DNN and S-NSSAI.
A baseline DNS pattern may contain:
-	one or several BD MDTs; and/or
-	one or several BD AITs.
A baseline DNS MDT (baselineDnsMdt)pattern may contain BD MDTs for DNS Query messages and BD MDTs for DNS Response messages. One BD MDT shall be either a DNS Query MDT or a DNS Response MDT (see clause 5.2.3.3). 
A BD AIT may include:
-	one or more local DNS Server IP address(es); and/or
-	ECS option information.
NOTE 1: Multiple DNS Server IP addresses can be provided for resiliency.
A BD MDT and a BD AIT shall be uniquely identified in the EASDF by the combination of the following information:
-	the URI of the baseline DNS pattern in which the BD MDT or BD AIT is defined; the URI shall be chosen by the SMF when creating the baseline DNS pattern (see clause 6.2.3); and  
-	an MDT or AIT identifier (string) uniquely identifying the MDT or AIT within the baseline DNS pattern; this identifier shall be chosen by the SMF when creating the BD MDT or BD AIT. 
The URI of a baseline DNS pattern shall be unique per SMF set, if an SMF set controls the EASDF, or unique per SMF otherwise. 
NOTE 2:	The URI of a baseline DNS pattern includes an identifier of the SMF or SMF set (see clause 6.2.3.1) and SMF implementation specific information. This ensures the uniqueness of the URI in the EASDF when several SMFs or SMF sets control the same EASDF. As an example, an SMF can encode the URI of the baseline DNS pattern and the MDT or AIT identifier to include the DNAI or a sequence number. The EASDF is not meant to understand the structure of this information.
When a BD MDT or BD AIT of a baseline DNS pattern is modified by the SMF, the modified BD MDT or BD AIT shall apply to all DNS rules of all DNS contexts referring to that BD MDT or BD AIT.
* * * * Second change * * * *
[bookmark: _Toc88667456][bookmark: _Toc122090665]6.2.6.2.5	Type: BaselineDnsAit
Table 6.2.6.2.5-1: Definition of type BaselineDnsAit
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	aitId
	string
	M
	1
	Identifier of the DNS message handling action within the baseline DNS pattern
	

	label
	string
	O
	0..1
	Baseline DNS AIT's label
(NOTE)
	

	ecsOption
	EcsOption
	OC
	0..1
	Information to build optional EDNS Client Subnet (ECS) option to be included in the DNS Query as defined in IETF RFC 7871 [18], or to be used for replacing the ECS option received in the DNS Query message from the UE.
	

	dnsServerAddressList
	array(IpAddr)
	OC
	1..N
	DNS Server Address to be used as destination address of the outgoing DNS Query More than one IP address may be provided for resiliency.
	

	NOTE:	This attribute may contain free information describing the scope of the baseline DNS AIT. It may be used e.g. for trouble-shooting.



* * * * Third change * * * *
[bookmark: _Toc85462205][bookmark: _Toc88667466][bookmark: _Toc122090675][bookmark: _Toc85462206][bookmark: _Toc88667467][bookmark: _Toc122090676]A.2	Neasdf_DNSContext API

------------skip for clarity-------------
    Action:
      description: Action to apply to DNS messages matching a message detection template
      type: object
      properties:
        applyAction:
          $ref: '#/components/schemas/ApplyAction'
        forwardingParametersfwdParas:
          $ref: '#/components/schemas/ForwardingParameters'
        reportingOnceInd:
          type: boolean
          default: false
        resetReportingOnceInd:
          type: boolean
          default: false
      required:
        - applyAction

------------skip for clarity-------------

* * * * Fourth change * * * *

A.3	Neasdf_BaselineDNSPattern API
------------skip for clarity-------------
    BaselineDnsMdt:
      description: Baseline DNS message detection template
      type: object
      properties:
        mdtId:
          type: string
        label:
          type: string
        dnsQueryMdtList:
          description: map of DNS query message detection templates where a valid JSON string serves as key
          type: object
          additionalProperties:
            $ref: 'TS29556_Neasdf_DNSContext.yaml#/components/schemas/DnsQueryMdt'
          minProperties: 1
        dnsRspMdtList:
          description: map of DNS response message detection templates where a valid JSON string serves as key
          type: object
          additionalProperties:
            $ref: 'TS29556_Neasdf_DNSContext.yaml#/components/schemas/DnsRspMdt'
          minProperties: 1
      required:
        - mdtId
      not:
        required: [ dnsQueryMdtList, dnsRspMdtList ]
      anyOf:
        - required: [ dnsQueryMdtList]
        - required: [ dnsRspMdtList]
------------skip for clarity-------------
* * * * End of change * * * *

* * * * For Information * * * *
[bookmark: _Toc85462137][bookmark: _Toc88667398][bookmark: _Toc122090616]6.1.6.2.9	Type: Action
Table 6.1.6.2.9-1: Definition of type Action
	Attribute name
	Data type
	P
	Cardinality
	Description

	applyAction
	ApplyAction
	M
	1
	Action to apply to the DNS message

	forwardingParameters
	ForwardingParameters
	O
	0..1
	This IE may be present if applyAction IE is set to " FORWARD".
When present, it shall contain forward instructions to apply to the DNS message before forwarding it.

	[bookmark: _PERM_MCCTEMPBM_CRPT96340008___7][bookmark: _PERM_MCCTEMPBM_CRPT70890002___7]reportingOnceInd
	boolean
	O
	0..1
	Reporting-once Indication
This IE may be present if the applyAction is set to "REPORT".
When present, it shall be set as follows:
- true: only one report shall be sent to the SMF, i.e. one report shall only be sent when a first DNS message matches any Message Detection Template of the DNS rule.
- false (default): a report shall be sent to the SMF for any DNS message matching any Message Detection Template of the DNS rule.

	[bookmark: _PERM_MCCTEMPBM_CRPT96340009___7][bookmark: _PERM_MCCTEMPBM_CRPT70890003___7]resetReportingOnceInd
	boolean
	O
	0..1
	Reset the Reporting-once Indication
This IE may be present in a request modifying a DNS rule, if the applyAction is set to "REPORT" and the reportingOnceInd is set to "true".

When present, it shall be set as follows:
- true: reset the Reporting-once Indication, i.e. send (only) one more report to the SMF when a next first DNS message matches any Message Detection Template of the DNS rule.
- false (default): do not reset the Reporting-once Indication



