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##### 6.1.6.3.4 Enumeration: NotificationType

Table 6.1.6.3.4-1: Enumeration NotificationType

|  |  |
| --- | --- |
| Enumeration value | Description |
| "N1\_MESSAGES" | Notification of N1 messages.This notification type may be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2) or as part of a specific service instance.If the AMF registers a default notification subscription with this notification type in an NF Service Instance, it may be associated with the service "namf-comm" or with a custom service.If the LMF registers a default notification subscription with this notification type in an NF Service Instance, it may be associated with the service "nlmf-loc" or with a custom service. |
| "N2\_INFORMATION" | Notification of N2 information.This notification type may be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2) or as part of a specific service instance.If the AMF registers a default notification subscription with this notification type in an NF Service Instance, it may be associated with the service "namf-comm" or with a custom service.If the LMF registers a default notification subscription with this notification type in an NF Service Instance, it may be associated with the service "nlmf-loc" or with a custom service. |
| "LOCATION\_NOTIFICATION" | Notification of Location Information by AMF/LMF towards NF Service Consumers (e.g GMLC).This notification type should be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2); otherwise, it may be registered in a custom service instance. |
| "DATA\_REMOVAL\_NOTIFICATION" | Notification of Data Removal by UDR (e.g., removal of UE registration data upon subscription withdrawal).This notification type shall be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2). |
| "DATA\_CHANGE\_NOTIFICATION" | Notification of Data Changes by UDR.This notification type shall be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2). |
| "LOCATION\_UPDATE\_NOTIFICATION" | Notification of UE Location Information Update by GMLC towards NF Service Consumers (e.g. NEF), during MO\_LR procedure.This notification type should be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2); otherwise, it may be registered in a custom service instance. |
| "NSSAA\_REAUTH\_NOTIFICATION" | Re-authentication notification for slice-specific authentication and authorization by AAA-P/S towards NF Service Consumers (e.g. AMF).This notification type should be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2); otherwise, it may be registered in a custom service instance. |
| "NSSAA\_REVOC\_NOTIFICATION" | Revocation notification for slice-specific authentication and authorization by AAA-P/S towards NF Service Consumers (e.g. AMF).This notification type should be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2); otherwise, it may be registered in a custom service instance. |
| "MATCH\_INFO\_NOTIFICATION" | Notification of a matching result, and the information that can be used for charging purpose by 5G DDNMF towards NF Service Consumers (e.g. 5G DDNMF), during Discovery Reporting procedures.This notification type should be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2); otherwise, it may be registered in a custom service instance. |
| "DATA\_RESTORATION\_NOTIFICATION" | Notification by UDR to its NF Service Consumers (e.g. UDM, PCF, NEF…) or by UDM to its NF Service Consumers (e.g. AMF, SMF, SMSF…) of a potential data-loss event originated at UDR. The content of the notification shall be as described in 3GPP TS 29.503 [36], clause 5.3.2.12.2 and 6.2.5.4.This notification type should be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2); otherwise, it may be registered in a custom service instance. |
| "TSCTS\_NOTIFICATION" | Notification sent by PCF to TSCTSF of TSC user-plane node information. The content of the notification is described in 3GPP TS 29.514 [x1], clause 4.2.5.16.This notification type should be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2); otherwise, it may be registered in a custom service instance. |
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## A.2 Nnrf\_NFManagement API

*(... text not shown for clarity ...)*

 NotificationType:

 description: Types of notifications used in Default Notification URIs in the NF Profile of an NF Instance

 anyOf:

 - type: string

 enum:

 - N1\_MESSAGES

 - N2\_INFORMATION

 - LOCATION\_NOTIFICATION

 - DATA\_REMOVAL\_NOTIFICATION

 - DATA\_CHANGE\_NOTIFICATION

 - LOCATION\_UPDATE\_NOTIFICATION

 - NSSAA\_REAUTH\_NOTIFICATION

 - NSSAA\_REVOC\_NOTIFICATION

 - MATCH\_INFO\_NOTIFICATION

 - DATA\_RESTORATION\_NOTIFICATION

 - TSCTS\_NOTIFICATION

 - type: string

*(... text not shown for clarity ...)*

\* \* \* End of Changes \* \* \* \*