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*******
*** First Change ***
[bookmark: _Toc9597136][bookmark: _Toc90135397]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[2]	3GPP TS 23.002: "Network architecture".
[3]	ITU-T Recommendation H.248.1 (05/2002), Gateway control protocol: Version 2 + Corrigendum 1 (03/2004) and ITU-T Recommendation H.248.1 (09/2005), Gateway control protocol: Version 3 for Floor Control requirements.
[4]	3GPP TS 24.147: "Conferencing using the IP Multimedia (IM) Core Network (CN) subsystem; Stage 3".
[5]	3GPP TS 26.244: "Transparent end-to-end packet switched streaming service (PSS); 3GPP file format (3GP)".
[6]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: ref23205][7]	3GPP TS 23.205: "Bearer independent circuit-switched core network; Stage 2".
[8]	Void.
[9]	3GPP TS 29.163: "Interworking between the IP Multimedia (IM) Core Network (CN) subsystem and Circuit Switched (CS) networks".
[10]	IETF RFC 2833: "RTP Payload for DTMF Digits, Telephony Tones and Telephony Signals".
[11]	W3C Recommendation (September 2004): "Speech Synthesis Markup Language (SSML) Version 1.0".
[12]	W3C Recommendation (September 2004): "Speech Recognition Grammar Specification (SRGS) Version 1.0".
[13]	W3C Recommendation (September 2005): "Extensible MultiModal Annotation markup language (EMMA) (draft work in progress)".
[14]	3GPP TS 32.260: "Telecommunication management; Charging management; IP Multimedia Subsystem (IMS) charging".
[15]	W3C Recommendation (November 2000): "Natural Language Semantics Markup Language (NLSML) for the Speech Interface Framework".
[16]	3GPP TS 29.333: "Multimedia Resource Function Controller (MRFC) – Multimedia Resource Function Processor (MRFP) Mp Interface - Stage 3".
[17]	3GPP TS 24.247: "Messaging service using the IP Multimedia (IM) Core Network (CN) subsystem - Stage 3".
[18]	IETF RFC 4975: "The Message Session Relay Protocol (MSRP)".
[19]	IETF RFC 4376: "Requirements for Floor Control Protocols".
[20]	IETF RFC 4582: "The Binary Floor Control Protocol (BFCP)".
[21]	IETF RFC 4583: "Session Description Protocol (SDP) Format for Binary Floor Control Protocol (BFCP) Streams".
[22]	3GPP TS 26.140: "Multimedia Messaging Service; Media formats and codecs".
[23]	3GPP TS 26.114: "IP Multimedia Subsystem (IMS); Multimedia Telephony; Media handling and interaction".
[24]	IETF RFC 3168: "The Addition of Explicit Congestion Notification (ECN) to IP".
[25]	IETF RFC 6679: "Explicit Congestion Notification (ECN) for RTP over UDP".
[26]	3GPP TS 22.153: "Multimedia Priority Service".
[27]	IETF RFC 5285: "A General Mechanism for RTP Header Extensions".
[28]	IETF RFC 6236: "Negotiation of Generic Image Attributes in the Session Description Protocol (SDP)".
[29]	Void.IETF RFC 5245: "Interactive Connectivity Establishment (ICE): A Protocol for Network Address Translator (NAT) Traversal for Offer/Answer Protocols".
[30]	3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP".
[31]	3GPP TS 33.328: "IMS Media Plane Security".
[32]	Void.
[33]	IETF RFC 6043: "MIKEY-TICKET: Ticket-Based Modes of Key Distribution in Multimedia Internet KEYing (MIKEY)".
[34]	IETF RFC 4279: "Pre-Shared Key Ciphersuites for Transport Layer Security (TLS)".
[35]	IETF RFC 4567: "Key Management Extensions for Session Description Protocol (SDP) and Real Time Streaming Protocol (RTSP)".
[36]	IETF RFC 4145: "TCP-Based Media Transport in the Session Description Protocol (SDP)".
[37]	IETF RFC 3830: "MIKEY: Multimedia Internet KEYing".
[38]	IETF RFC 793: "Transmission Control Protocol – DARPA Internet Program – Protocol Specification".
[39]	IETF RFC 8122: "Connection-Oriented Media Transport over the Transport Layer Security (TLS) Protocol in the Session Description Protocol (SDP)".
[40]	IETF RFC 6714: "Connection Establishment for Media Anchoring (CEMA) for the Message Session Relay Protocol (MSRP)".
[41]	3GPP TS 23.334: "IMS Application Level Gateway (IMS-ALG) – IMS Access Gateway (IMS-AGW) interface: Procedures Descriptions".
[42]	3GPP TS 26.441: "Codec for Enhanced Voice Services (EVS); General Overview".
[43]	3GPP TS 26.445: "Codec for Enhanced Voice Services (EVS); Detailed Algorithmic Description".
[44]	IETF RFC 4566: "SDP: Session Description Protocol".
[45]	IETF RFC 4867: "RTP Payload Format and File Storage Format for the Adaptive Multi-Rate (AMR) and Adaptive Multi-Rate Wideband (AMR-WB) Audio Codecs".
[46]	IETF RFC 5746: "Transport Layer Security (TLS) Renegotiation Indication Extension".
[47]	3GPP TS 33.310: "Network Domain Security (NDS); Authentication Framework (AF)".
[48]	IETF RFC 8841: "Session Description Protocol (SDP) Offer/Answer Procedures for Stream Control Transmission Protocol (SCTP) over Datagram Transport Layer Security (DTLS) Transport".
[49]	IETF RFC 8850: "Controlling Multiple Streams for Telepresence (CLUE) Protocol Data Channel".
[50]	IETF RFC 8864: "Negotiation Data Channels Using the Session Description Protocol (SDP)".
[51]	IETF RFC 6525: "Stream Control Transmission Protocol (SCTP) Stream Reconfiguration".
[52]	3GPP TS 24.103: "Telepresence using the IP Multimedia (IM) Core Network (CN) Subsystem (IMS); Stage 3".
[53]	IETF RFC 5939: "Session Description Protocol (SDP) Capability Negotiation".
[54]	IETF RFC 4573: "MIME Type Registration for RTP Payload Format for H.224".
[55]	ITU-T Recommendation H.224 (01/2005): "A real time control protocol for simplex applications using the H.221 LSD/HSD/MLP channels".
[56]	ITU-T Recommendation H.281 (11/1994): "A far end camera control protocol for videoconferences using H.224".
[57]	IETF RFC 8853: "Using Simulcast in Session Description Protocol (SDP) and RTP Session".
[58]	IETF RFC 8851: "RTP Payload Format Restrictions".
[59]	IETF RFC 4796: "The Session Description Protocol (SDP) Content Attribute".
[60]	IETF RFC 4585: "Extended RTP Profile for Real-time Transport Control Protocol (RTCP)-Based Feedback (RTP/AVPF)".
[61]	IETF RFC 5104: "Codec Control Messages in the RTP Audio-Visual Profile with Feedback (AVPF)".
[62]	IETF RFC 7728: "RTP Stream Pause and Resume".
[63]	IETF RFC 3840: "Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)".
[64]	IETF RFC 4574: "The Session Description Protocol (SDP) Label Attribute".
[65]	IETF RFC 8842: "Session Description Protocol (SDP) Offer/Answer Considerations for Datagram Transport Layer Security (DTLS) and Transport Layer Security (TLS)".
[bookmark: _Hlk94817023][nb1]	IETF RFC 8445: "Interactive Connectivity Establishment (ICE): A Protocol for Network Address Translator (NAT) Traversal".
[nb2]	IETF RFC 8839: "Session Description Protocol (SDP) Offer/Answer Procedures for Interactive Connectivity Establishment (ICE)".

*** Next Change ***
[bookmark: _Toc9597138][bookmark: _Toc90135399]3.1	Definitions
For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [6] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [6].
CLUE:	The acronym for "ControLling mUltiple streams for tElepresence", which is the name of the IETF working group in which the requirements and protocol for telepresence are developed. CLUE-something refers to something that has been designed by the IETF CLUE working group, e.g, CLUE protocol and CLUE data channel.
End-to-end security:	media protection between the IMS UE and the MRFP without being terminated by any intermediary node.
[bookmark: _Hlk94819755]Full ICE:	The full implementation of the Interactive Connectivity Establishment (ICE) specified in IETF RFC 8445 [nb1]IETF RFC 5245 [29].
ICE lite:	The lite implementation of the Interactive Connectivity Establishment (ICE) specified in IETF RFC 8445 [nb1]IETF RFC 5245 [29].
Media Gateway:	See Recommendation H.248.1 [3].
Media Gateway Controller:	See Recommendation H.248.1 [3].
Multimedia Resource Function Controller:	See 3GPP TS 23.228 [1].
Multimedia Resource Function Processor:	See 3GPP TS 23.228 [1].

For the purposes of the present document, the following terms and definitions given in IETF RFC 3830 [37] apply:
Crypto Session (CS)
Initiator
Responder

For the purposes of the present document, the following terms and definitions given in IETF RFC 6043 [33] apply:
Traffic-Encrypting Key (TEK)
TEK Generation Key (TGK)
Ticket

For the purposes of the present document, the following terms and definitions given in 3GPP TS 26.114 [23] apply:
Simulcast
Simulcast stream
Simulcast format


*** Next Change ***
[bookmark: _Toc9597186][bookmark: _Toc90135447]5.19.1	General
[bookmark: _Hlk94798235]The MRFC and the MRFP may support Interactive Connectivity Establishment defined in IETF RFC 8445 [nb1] and IETF RFC 8839 [nb2],IETF RFC 5245 [29] and 3GPP TS 24.229 [30] for NAT traversal as required by 3GPP TS 23.228 [1]. The present clause describes the requirements for MRFC and MRFP when the ICE procedures are supported.
Support of full ICE functionality is optional, but if ICE is supported, the MRFC and MRFP shall at least support ICE lite as specified in IETF RFC 8445 [nb1]IETF RFC 5245 [29].
The MRFC and MRFP shall only use host candidates as local ICE candidates.
NOTE:	MRFC and MRFP are not located behind a NAT from perspective of the ICE deployment model according to Ffigure 1 in IETF RFC 8445 [nb1]IETF RFC 5245 [29].
If ICE is supported, the MRFC shall perform separate ICE negotiation and procedures independentantly on each call leg (e.g. with each conference participant). Furthermore, the MRFC may be configured to apply ICE procedures only towards the access network side.
When the MRFC detects no ICE parameters in the received SDP, it shall not configure the MRFP to apply any ICE and STUN related procedures toward the call leg from where the SDP has been received.
Any MRFC supporting ICE shall advertise its support of incoming STUN continuity check procedures. An MRFC supporting full ICE procedures shall in addition advertise its support for originating STUN connectivity check procedures.
If the MRFP does not indicate the support of STUN procedures, or if the MRFC is configured not to apply ICE toward a call leg, the MRFC shall not configure the MRFP to apply STUN procedures.

*** Next Change ***
[bookmark: _Toc9597187][bookmark: _Toc90135448]5.19.2	ICE lite
If the MRFC is configured to use ICE lite, or supports only ICE lite, or controls an MRFP that only support ICE lite, the procedures in the present clause apply.
If the MRFC receives an initial SDP offer with ICE candidate information but no "a=ice-lite" attribute, the MRFC:
-	shall request the MRFP for each media line where it decides to use ICE to reserve an ICE host candidate and provide its address information and a related ICE user name fragment and password;
[bookmark: _MCCTEMPBM_CRPT25350022___5]NOTE  1:	Requesting only one host candidate per m-line prevents that the MRFC will receive "a=remote-candidates" SDP attributes in a subsequent SDP. Requesting separate ufrag and password for each media line simplifies H.248 encoding.
-	shall configure the MRFP to act as STUN server at the host candidate address, i.e. to answer STUN connectivity checks;
-	may provide received remote ICE candidates and the received related ICE user name fragment and password to the MRFP;
-	if an "a=ice-options" attribute with the value "ice2" was present in the received SDP offer, shall include the "a=ice-options" attribute with the value "ice2" in the SDP answer;
-	shall include the host candidate and related ICE user name fragment and password received from the MRFP in the SDP answer and;
-	shall include the "a=ice-lite" attribute in the SDP answer.
If the MRFC receives SDP offer with ICE candidate information and an "a=ice-lite" attribute, the MRFC shall not apply ICE towards that call leg and not include any ICE related SDP attributes in the SDP answer.
NOTE  2:	 This avoids that the ICE lite peer needs to send extra SDP offers to complete ICE procedures.
If the MRFC sends an SDP offer towards a call leg where ICE is to be applied, the MRFC:
-	shall request the MRFP to reserve a host candidate for each media line where it decides to use ICE and provide its address information, user name fragment and password;
-	shall configure the MRFP to act as STUN server at the host candidate address, i.e. to answer STUN connectivity checks;
-	shall include the "a=ice-options" attribute with the value "ice2" in the SDP offer;
-	shall include the host candidate provided by the MRFP and related ICE user name fragment and password in the SDP offer; and
-	shall include the "a=ice-lite" attribute in the SDP offer.
[bookmark: _MCCTEMPBM_CRPT25350023___5]If the MRFC then receives an SDP answer with candidate information from the call leg where ICE is to be applied, the MRFC may provide received remote ICE candidates and the received related ICE user name fragment and password to the MRFP.
After the initial SDP offer-answer exchange, the MRFC can receive a new offer from the peer that includes updated address and port information in the SDP "c=" line, "m=" line, or "a=rtcp" line SDP attributes. If the ICE user name fragment and password in the SDP offer differ from the ones received in the previous SDP (i.e. the peer restarts ICE), the MRFC shall apply the same procedures as for the initial SDP offer.
When receiving a request for a host candidate for a media line, the MRFP shall allocate one host candidate for that media line and send it to the MRFC within the reply. The IP address and port shall be the same as indicated separately as Local IP Resources. The MRFP shall also indicate that it supports ICE lite in the reply.
When receiving a request for an ICE user name fragment and password, the MRFP shall generate an ICE user name fragment and password and send it to the MRFC within the reply. The MRFP shall store the password and user name fragment to be able to authenticate incoming STUN binding request according to clause 7.32 of IETF RFC 8445 [nb1]IETF RFC 5245 [29].
When receiving a request to act as STUN server, the MRFP shall be prepared to answer STUN binding request according to clause 7.32 of IETF RFC 8445 [nb1]IETF RFC 5245 [29]. Once a STUN binding request with the "USE-CANDIDATE" flag has been received, the MRFP may send media towards the source of the binding request.

*** Next Change ***
[bookmark: _Toc9597188][bookmark: _Toc90135449]5.19.3	Full ICE
If the MRFC supports and is configured to use full ICE, and controls an MRFP that supports full ICE, the procedures in the present clause apply.
If the MRFC receives an initial SDP offer with ICE candidate information, the MRFC:
-	shall request the MRFP for each media line where it decides to use ICE to reserve an ICE host candidate and provide its address information and a related ICE user name fragment and password;
[bookmark: _MCCTEMPBM_CRPT25350024___5]NOTE:	Requesting only one host candidate per m-line prevents that the MRFC will receive "a=remote-candidates" SDP attributes in a subsequent SDP. Requesting separate ufrag and password for each media line simplifies H.248 encoding.
-	shall request the MRFP to provide the desired pacing value for connectivity checks (Ta timer value);
-	shall configure the MRFP to act as STUN server at the host candidate address, i.e. to answer STUN connectivity checks;
-	shall provide received remote ICE candidates and the received related ICE user name fragment and password to the MRFP;
-	shall provide the remote pacing value to the MRFP as follows:
a)	if the "a=ice-pacing" attribute was present in the received SDP answer, the received pacing value; or
b)	otherwise the default pacing value of 50 ms;
-	if an "a=ice-options" attribute with the value "ice2" was present in the received SDP offer, shall include the "a=ice-options" attribute with the value "ice2" in the SDP answer;
-	shall include the "a=ice-pacing" attribute with the pacing value provided by the MRFP in the SDP answer;
-	shall include the host candidate and related ICE user name fragment and password received from the MRFP in the SDP answer;
-	shall determine the role of the MRFC in ICE (controlling or controlled) according to clause 6.1.15.2 of IETF RFC 8445 [nb1]IETF RFC 5245 [29];
-	shall configure the MRFP to perform connectivity checks in accordance with the determined ICE role;
-	shall configure the MRFP to report connectivity check results; and
-	shall configure the MRFP to report a new peer reflexive candidate if discovered during the connectivity check.
If the MRFC sends an SDP offer towards a call leg where ICE is to be applied, the MRFC:
-	shall request the MRFP to reserve a host candidate for each media line were it decides to use ICE and provide its address information, ICE user name fragment and password;
-	shall request the MRFP to provide the pacing value for connectivity checks;
-	shall configure the MRFP to act as STUN server at the host candidate address, i.e. to answer STUN connectivity checks; and
-	shall include the "a=ice-options" attribute with the value "ice2" in the SDP offer;
-	shall include the "a=ice-pacing" attribute with the pacing value provided by the MRFP in the SDP offer; and
-	shall include the host candidate provided by the MRFP and related ICE user name fragment and password in the SDP offer.
If the MRFC then receives an SDP answer with candidate information from the call leg where ICE is to be applied, the MRFC:
-	shall provide received remote ICE candidates and the received related ICE user name fragment and password to the MRFP;
-	shall provide the remote pacing value to the MRFP as follows:
a)	if the "a=ice-pacing" attribute was present in the received SDP answer, the received pacing value; or
b)	otherwise the default pacing value of 50 ms;
-	shall determine the role of the MRFC in ICE (controlling or controlled) according to clause 6.1.15.2 of IETF RFC 8445 [nb1]RFC 5245 [29];
-	shall configure the MRFP to perform connectivity checks in accordance with the determined ICE role;
-	shall configure the MRFP to report connectivity check results; and
-	shall configure the MRFP to report a new peer reflexive candidate if discovered during the connectivity check.
When the MRFC is informed by the MRFP about new peer reflexive candidate(s) discovered by the connectivity checks, it shall configure the MRFP to perform additional connectivity checks for those candidates,
When the MRFC is informed by the MRFP about successful candidate pairs determined by the connectivity checks, the MRFC shall send a new SDP offer to its peer with contents according to clause 4.4.19.2.2.2 of IETF RFC 8839 [nb2]IETF RFC 5245 [29] if it has the controlling role and the highest-priority candidate pair differs from the default candidates in previous SDP.
[bookmark: _MCCTEMPBM_CRPT25350025___5]After the initial SDP offer-answer exchange, the MRFC can receive a new offer from the peer that includes updated address and port information in the SDP "c=" line, "m=" line, or "a=rtcp" line SDP attributes. If the ICE user name fragment and password in the SDP offer differ from the ones received in the previous SDP (i.e. the peer restarts ICE), the MRFC shall apply the same procedures as for the initial SDP offer.
When receiving a request for a host candidate for a media line, the MRFP shall allocate one host candidate for that media line and send it to the MRFC within the reply. The IP address and port shall be the same as indicated separately as Local IP Resources.
When receiving a request to provide a desired pacing value for connectivity checks (Ta timer value), the MRFP shall calculate Ta timer value based on the characteristics of the associated data or shall use the default value of 50 ms and provide it as desired Ta timer value. The MRFP shall compare the own desired Ta timer value with the Ta timer value provided by the MRFC and shall use the higher value for connectivity checks (as specified in IETF RFC 8445 [nb1]).
When receiving a request for an ICE user name fragment and password, the MRFP shall generate an ICE user name fragment and password and send it to the MRFC within the reply. The MRFP shall store the password and user name fragment to be able to authenticate incoming STUN binding request according to clause 7.32 of IETF RFC 8445 [nb1]IETF RFC 5245 [29].
When receiving a request to act as STUN server, the MRFP shall be prepared to answer STUN binding request according to clause 7.32 of IETF RFC 8445 [nb1]IETF RFC 5245 [29]. Once a STUN binding request with the "USE-CANDIDATE" flag has been received, the MRFP may send media towards the source of the binding request.
When receiving a request to perform connectivity checks and to report connectivity check results, the IMS AGW:
-	shall compute ICE candidate pairs according to clause 6.1.25.7 of IETF RFC 8445 [nb1]IETF RFC 5245 [29];
-	shall schedule checks for the ICE candidate pairs according to clause 6.1.45.8 of IETF RFC 8445 [nb1]IETF RFC 5245 [29];
-	shall send STUN connectivity checks for the scheduled checks according to clause 7.21 of IETF RFC 8445 [nb1]IETF RFC 5245 [29];
-	shall inform the MRFC about successful candidate pairs determined by the connectivity checks;
-	shall inform the MRFC about new peer reflexive candidate(s) discovered by the connectivity checks; and
-	should send media using the highest priority candidate pair for which connectivity checks have been completed.
The MRFC and the MRFP shall check the conformance of the selected candidate pair with the media address information in SDP.

*** Next Change ***
[bookmark: _Toc9597334][bookmark: _Toc90135595]6.2.18.1	ICE lite
Figure 6.2.18.1.1 shows a message sequence chart example for performing the ICE lite procedure towards the offerer.



Figure 6.2.18.1.1: Procedure for interactive connectivity establishment using ICE lite towards the offerer

*** Next Change ***
[bookmark: _Toc9597335][bookmark: _Toc90135596]6.2.18.2	Full ICE
Figure 6.2.18.2.1 shows a message sequence chart example for performing the full ICE procedure towards the offerer.



Figure 6.2.18.2.1: Procedure for interactive connectivity establishment using full ICE towards the offerer

*** Next Change ***
[bookmark: _Toc9597378][bookmark: _Toc90135639]8.20	Reserve and Configure IMS Resources
This procedure is used to reserve multimedia-processing resources for an Mp interface connection; it is based on the procedure of the same name defined in 3GPP TS 29.163 [9].
Table 8.20.1: Procedures between MRFC and MRFP: Reserve and Configure IMS Resources
	[bookmark: _MCCTEMPBM_CRPT25350356___4]Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	[bookmark: _MCCTEMPBM_CRPT25350357___4]Reserve and Configure IMS Resources
	MRFC
	Context/Context Request
	M
	[bookmark: _MCCTEMPBM_CRPT25350358___7]This information element indicates the existing context or requests a new context for the bearer termination.

	[bookmark: _MCCTEMPBM_CRPT25350359___4]
	
	Priority information
	[bookmark: _MCCTEMPBM_CRPT25350360___4]O
	[bookmark: _MCCTEMPBM_CRPT25350361___7]This information element requests the MRFP to apply priority treatment for the terminations and bearer connections in the specified context.

	[bookmark: _MCCTEMPBM_CRPT25350362___4]
	
	IMSTermination Request
	M
	[bookmark: _MCCTEMPBM_CRPT25350363___7]This information element indicates the existing bearer termination or requests a new IMS termination for the bearer to be established.

	[bookmark: _MCCTEMPBM_CRPT25350364___4][bookmark: _MCCTEMPBM_CRPT25350365___7]
	
	Local IMS Resources
	M
	This information element indicates the resource(s) (i.e. codecs) for which the MRFP shall be prepared to receive user data.
For terminations supporting any combination of  video, audio and messaging this IE shall contain separate resources per stream.

	[bookmark: _MCCTEMPBM_CRPT25350366___4]
	
	ReserveValue
	O
	[bookmark: _MCCTEMPBM_CRPT25350367___7]This information element indicates if multiple local IMS resources are to be reserved

	[bookmark: _MCCTEMPBM_CRPT25350368___4][bookmark: _MCCTEMPBM_CRPT25350369___7]
	
	Remote IMS Resources
	M
	This information element indicates the resource(s) (i.e. codecs) for which the MRFP shall send data.
For terminations supporting any combination of  video, audio and messaging this IE shall contain separate resources per stream.

	[bookmark: _MCCTEMPBM_CRPT25350370___4][bookmark: _MCCTEMPBM_CRPT25350371___7]
	
	Local Connection Address Request
	M
	This information element requests an IP address and port number(s) on the MRFP that the remote end can send user plane data to.
For terminations supporting any combination of  video, audio and messaging this may contain multiple addresses.

	[bookmark: _MCCTEMPBM_CRPT25350372___4][bookmark: _MCCTEMPBM_CRPT25350373___7]
	
	Remote Connection Address
	M
	This information element indicates the remote IP address and port number(s) that the MRFP can send user plane data to.
For terminations supporting any combination of  video, audio and messaging this may contain multiple addresses.

	[bookmark: _MCCTEMPBM_CRPT25350374___4]
	
	Notify Released Bearer
	O
	[bookmark: _MCCTEMPBM_CRPT25350375___7]This information element requests a notification of a released bearer.

	[bookmark: _MCCTEMPBM_CRPT25350376___4]
	
	Notify termination heartbeat
	C
	[bookmark: _MCCTEMPBM_CRPT25350377___7]This information element requests termination heartbeat indications. This information element shall be included when requesting a new bearer termination. Otherwise the information element is optional.

	[bookmark: _MCCTEMPBM_CRPT25350378___4]
	
	ECN Enable
	O
	[bookmark: _MCCTEMPBM_CRPT25350379___7]This information element requests the MRFP to apply ECN.

	[bookmark: _MCCTEMPBM_CRPT25350380___4]
	
	ECN Initiation Method
	C
	[bookmark: _MCCTEMPBM_CRPT25350381___7]This information element specifies the ECN Initiation method and requests the MRFP to perform IP header settings as an ECN endpoint. It may be included only if ECN is enabled.

	[bookmark: _MCCTEMPBM_CRPT25350382___4]
	
	Notify ECN Failure Event
	C
	[bookmark: _MCCTEMPBM_CRPT25350383___7]This information element requests a notification if an ECN related error occurs It may be included only if ECN is enabled..

	[bookmark: _MCCTEMPBM_CRPT25350384___4]
	
	Diffserv Code Point
	O
	[bookmark: _MCCTEMPBM_CRPT25350385___7]This information element requests the MRFP to apply a specific Diffserv Code Point to the IP headers.

	[bookmark: _MCCTEMPBM_CRPT25350386___4]
	
	Extended RTP Header for CVO
	O
	[bookmark: _MCCTEMPBM_CRPT25350387___7]This information element requests the MRFP to pass on the CVO extended RTP header as defined by IETF RFC 5285 [27].

	[bookmark: _MCCTEMPBM_CRPT25350388___4]
	
	Generic Image Attributes
	O
	[bookmark: _MCCTEMPBM_CRPT25350389___7]This information element indicates image attributes (e.g. image size) as defined by IETF RFC 6236 [28].

	[bookmark: _MCCTEMPBM_CRPT25350390___4]
	
	STUN server request
	O
	[bookmark: _MCCTEMPBM_CRPT25350391___7]This information element is present if MRFC requests the MRFP to answer STUN connectivity checks for ICE.

	[bookmark: _MCCTEMPBM_CRPT25350392___4]
	
	ICE Connectivity Check
	C
	[bookmark: _MCCTEMPBM_CRPT25350393___7]This information element requests the MRFP to perform ICE connectivity check as defined by IETF RFC 8445 [nb1]IETF RFC 5245 [29]. It is only applicable for full ICE.

	[bookmark: _MCCTEMPBM_CRPT25350394___4]
	
	Notify ICE Connectivity Check Result
	C
	[bookmark: _MCCTEMPBM_CRPT25350395___7]This information element requests a notification of ICE connectivity check result. It is only applicable for full ICE.

	[bookmark: _MCCTEMPBM_CRPT25350396___4]
	
	ICE password request
	O
	[bookmark: _MCCTEMPBM_CRPT25350397___7]This information element is present if MRFC requests an ICE password.

	[bookmark: _MCCTEMPBM_CRPT25350398___4]
	
	ICE Ufrag request
	O
	[bookmark: _MCCTEMPBM_CRPT25350399___7]This information element is present if MRFC requests an ICE ufrag.

	[bookmark: _MCCTEMPBM_CRPT25350400___4]
	
	ICE host candidate request
	O
	[bookmark: _MCCTEMPBM_CRPT25350401___7]This information element is present if MRFC requests an ICE host candidate.

	
	
	ICE pacing request
	O
	This information element is present if MRFC requests a pacing value for connectivity checks (Ta timer value). It is only applicable for full ICE.

	[bookmark: _MCCTEMPBM_CRPT25350402___4]
	
	ICE received candidate
	O
	[bookmark: _MCCTEMPBM_CRPT25350403___7]This information element is present if MRFC indicates a received candidate for ICE.

	[bookmark: _MCCTEMPBM_CRPT25350404___4]
	
	ICE received password
	O
	[bookmark: _MCCTEMPBM_CRPT25350405___7]This information element is present if MRFC indicates a received password for ICE.

	[bookmark: _MCCTEMPBM_CRPT25350406___4]
	
	ICE received Ufrag
	O
	[bookmark: _MCCTEMPBM_CRPT25350407___7]This information element is present if MRFC indicates a received Ufrag for ICE.

	
	
	ICE received pacing
	O
	This information element is present if MRFC indicates a received pacing value for connectivity checks (Ta timer value). It is only applicable for full ICE.

	[bookmark: _MCCTEMPBM_CRPT25350408___4]
	
	MSRP URI Path request
	O
	[bookmark: _MCCTEMPBM_CRPT25350409___7]This information element requests the MSRP URI path information that the MRFP will insert in the MSRP message "From‑Path" header field.

	[bookmark: _MCCTEMPBM_CRPT25350410___4]
	
	MSRP URI Path
	O
	[bookmark: _MCCTEMPBM_CRPT25350411___7]This information element provides the MSRP URI path information that the MRFP will insert in the MSRP message "To‑Path" header field.

	[bookmark: _MCCTEMPBM_CRPT25350412___4]
	
	Establish TCP connection
	O
	[bookmark: _MCCTEMPBM_CRPT25350413___7]This information element requests the MRFP to take a TCP client role and to initiate a TCP connection establishment.

	[bookmark: _MCCTEMPBM_CRPT25350414___4]
	
	Notify TCP connection establishment Failure Event
	O
	[bookmark: _MCCTEMPBM_CRPT25350415___7]This information element requests a notification if a TCP connection establishment failure occurs.

	[bookmark: _MCCTEMPBM_CRPT25350416___4]
	
	Establish (D)TLS session
	O
	[bookmark: _MCCTEMPBM_CRPT25350417___7]This information element requests the MRFP to take a (D)TLS client role and to initiate a (D)TLS session establishment.

	[bookmark: _MCCTEMPBM_CRPT25350418___4]
	
	Notify (D)TLS session establishment Failure Event
	O
	[bookmark: _MCCTEMPBM_CRPT25350419___7]This information element requests a notification if a (D)TLS session establishment failure occurs.

	[bookmark: _MCCTEMPBM_CRPT25350420___4]
	
	Pre-Shared Key

[bookmark: _MCCTEMPBM_CRPT25350421___4]
	O
	[bookmark: _MCCTEMPBM_CRPT25350422___7]This information element is present if the MRFC wants that the media is protected using TLS tunnel established with MIKEY-TICKET procedures. It indicates the Traffic-Encrypting key associated with the Crypto Session that shall be used in TLS handshake.

	[bookmark: _MCCTEMPBM_CRPT25350423___4]
	
	Allowed RTCP APP message types
	O
	[bookmark: _MCCTEMPBM_CRPT25350424___7]This information element is present if the MRFC allows the MRFP to send RTCP APP packets of the indicated types. The MRFP shall not send other RTCP APP packets. If the parameter is not supplied, the MRFP shall not send any RTCP APP packets.

	[bookmark: _MCCTEMPBM_CRPT25350425___4]
	
	Local certificate fingerprint Request
	O
	[bookmark: _MCCTEMPBM_CRPT25350426___7]This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It requests the MRFP to provide a local certificate fingerprint.

	[bookmark: _MCCTEMPBM_CRPT25350427___4]
	
	Remote certificate fingerprint
	O
	[bookmark: _MCCTEMPBM_CRPT25350428___7]This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It indicates the remote certificate fingerprint.

	[bookmark: _MCCTEMPBM_CRPT25350429___4]
	
	Local SCTP Port Request
	O
	[bookmark: _MCCTEMPBM_CRPT25350430___7]This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It requests the MRFP to provide a local SCTP Port.

	[bookmark: _MCCTEMPBM_CRPT25350431___4]
	
	Remote SCTP Port
	O
	[bookmark: _MCCTEMPBM_CRPT25350432___7]This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It indicates the remote SCTP port.

	[bookmark: _MCCTEMPBM_CRPT25350433___4]
	
	SCTP Stream ID
	O
	[bookmark: _MCCTEMPBM_CRPT25350434___7]This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It indicates the the actual SCTP stream identifier to realize the CLUE data channel.

	[bookmark: _MCCTEMPBM_CRPT25350435___4]
	
	Subprotocol ID
	O
	[bookmark: _MCCTEMPBM_CRPT25350436___7]This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It indicates the protocol "CLUE" to exchange via the data channel.

	[bookmark: _MCCTEMPBM_CRPT25350437___4]
	
	Local max message size Request
	O
	[bookmark: _MCCTEMPBM_CRPT25350438___7]This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It requests the MRFP to provide a local max message size.

	[bookmark: _MCCTEMPBM_CRPT25350439___4]
	
	Remote max message size
	O
	[bookmark: _MCCTEMPBM_CRPT25350440___7]This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It indicates the remote max message size.

	[bookmark: _MCCTEMPBM_CRPT25350441___4]
	
	Extended RTP Header for Sent ROI
	O
	[bookmark: _MCCTEMPBM_CRPT25350442___7]This information element requests the MRFP to pass on the ROI extended RTP header for carriage of predefined and/or arbitrary ROI information as defined by IETF RFC 5285 [27] and 3GPP TS 26.114 [23].

	[bookmark: _MCCTEMPBM_CRPT25350443___4]
	
	Predefined ROI Sent
	O
	[bookmark: _MCCTEMPBM_CRPT25350444___7]This information element requests the MRFP to support the RTCP feedback message capability for "Predefined ROI" type toward the ROI-sending client, expressed by the parameter "3gpp-roi-predefined", as described in 3GPP TS 26.114 [23]. 

	[bookmark: _MCCTEMPBM_CRPT25350445___4]
	
	Predefined ROI Received
	O
	[bookmark: _MCCTEMPBM_CRPT25350446___7]This information element requests the MRFP to support the RTCP feedback message capability for "Predefined ROI" type toward the ROI-receiving clients, expressed by the parameter "3gpp-roi-predefined", as described in 3GPP TS 26.114 [23]. 

	[bookmark: _MCCTEMPBM_CRPT25350447___4]
	
	Arbitrary ROI Sent
	
	[bookmark: _MCCTEMPBM_CRPT25350448___7]This information element requests the MRFP to support the RTCP feedback message capability for "Arbitrary ROI" type toward the ROI-sending client, expressed by the parameter "3gpp-roi-arbitrary", as described in 3GPP TS 26.114 [23]. 

	[bookmark: _MCCTEMPBM_CRPT25350449___4]
	
	Arbitrary ROI Received
	
	[bookmark: _MCCTEMPBM_CRPT25350450___7]This information element requests the MRFP to support the RTCP feedback message capability for "Arbitrary ROI" type toward the ROI-receiving clients, expressed by the parameter "3gpp-roi-arbitrary", as described in 3GPP TS 26.114 [23]. 

	[bookmark: _MCCTEMPBM_CRPT25350451___4]
	
	Notify CLUE Message Received Event
	O
	[bookmark: _MCCTEMPBM_CRPT25350452___7]This information element requests a reporting of the received CLUE message.

	[bookmark: _MCCTEMPBM_CRPT25350453___4]
	
	SDPCapNeg configuration
	O
	[bookmark: _MCCTEMPBM_CRPT25350454___7]This information element provides SDPCapNeg configuration(s) using as "a=acap", "a=tcap", "a=pcfg" and "a=acfg" SDP attributes.

	[bookmark: _MCCTEMPBM_CRPT25350455___4]
	
	Additional Bandwidth Properties
	O
	This information element indicates additional bandwidth properties using "a=bw-info" SDP attribute(s) as defined by 3GPP TS 26.114 [23].

	[bookmark: _MCCTEMPBM_CRPT25350456___4]
	
	CCM BASE
	O
	This information element indicates that the MRFP shall be prepared to receive and is allowed to send, respectively, the RTCP feedback "CCM FIR" and/or "CCM TMMBR" messages (defined in IETF RFC 5104 [61]) to the end user.

	[bookmark: _MCCTEMPBM_CRPT25350457___4]
	
	MMCMH policy
	O
	This information element indicates that interconnection of video media streams with different stream identities (StreamIDs) is allowed in the context and that the MRFP shall handle incoming RTP media streams autonomously according to MMCMH policies defined in clause 5.11.3.5.

	[bookmark: _MCCTEMPBM_CRPT25350458___4]
	
	Stream content
	O
	This information element indicates the content of the media stream as defined in IETF RFC 4796 [59].

	[bookmark: _MCCTEMPBM_CRPT25350459___4]
	
	Simulcast desc
	O
	This information element requests the MRFP to configure a termination with a simulcast capability. For the indicated media stream, it contains the list of simulcast RTP streams using the "a=simulcast" attribute defined IETF RFC 8853 [57]. 

	[bookmark: _MCCTEMPBM_CRPT25350460___4]
	
	Simulcast format
	O
	This information element indicates the identity and the format of the simulcast RTP stream using the "a=rid" attribute defined in IETF RFC 8851 [58].

	[bookmark: _MCCTEMPBM_CRPT25350461___4]
	
	CCM pause-resume
	O
	This information element requests the MRFP to apply "RTP-level pause and resume" procedures as defined in IETF RFC 7728 [62] and indicates to the MRFP which RTCP feedback "CCM PAUSE-RESUME" messages the MRFP may send to the end user.

	[bookmark: _MCCTEMPBM_CRPT25350462___4]
	
	Autonomous request
	O
	This information element indicates whether the MRFP is allowed to autonomously send RTCP feedback CCM PAUSE and RESUME messages.

	[bookmark: _MCCTEMPBM_CRPT25350463___4]
	
	Autonomous response
	O
	This information element indicates whether the MRFP is allowed to autonomously send response to a CCM PAUSE and RESUME requests i.e. RTCP feedback CCM PAUSED and REFUSED messages.

	[bookmark: _MCCTEMPBM_CRPT25350464___4]
	
	Concurrent Codec Capabilities
	O
	This information element indicates the concurrent codec capabilities of an MMCMH conference participant in a compact representation using the "a=ccc_list" SDP attribute defined in 3GPP TS 26.114 [23].

	[bookmark: _MCCTEMPBM_CRPT25350465___4]
	
	DBI
	O
	This information element indicates that the MRFP shall be prepared to receive and is allowed to send, respectively, the RTCP feedback messages for "DBI" signalling (as defined in 3GPP TS 26.114 [23] clause 7.3.8).

	[bookmark: _MCCTEMPBM_CRPT25350466___4]Reserve and Configure IMS Resources Ack
	MRFP
	Context
	M
	[bookmark: _MCCTEMPBM_CRPT25350467___7]This information element indicates the context where the command was executed.

	[bookmark: _MCCTEMPBM_CRPT25350468___4]
	
	IMSTermination
	M
	[bookmark: _MCCTEMPBM_CRPT25350469___7]This information element indicates the Bearer Termination where the command was executed.

	[bookmark: _MCCTEMPBM_CRPT25350470___4][bookmark: _MCCTEMPBM_CRPT25350471___7]
	
	Local IMS Resources
	M
	This information element indicates the resource(s) (i.e. codecs) for which the MRFP shall be prepared to receive user data.
For terminations supporting any combination of  video, audio and messaging this IE shall contain separate resources per stream.

	[bookmark: _MCCTEMPBM_CRPT25350472___4][bookmark: _MCCTEMPBM_CRPT25350473___7]
	
	Remote IMS Resources
	M
	This information element indicates the resource(s) (i.e. codecs) for which the MRFP shall send data.
For terminations supporting any combination of  video, audio and messaging this IE shall contain separate resources per stream.

	[bookmark: _MCCTEMPBM_CRPT25350474___4][bookmark: _MCCTEMPBM_CRPT25350475___7]
	
	Local Connection Address
	M
	This information element indicates the IP address and port number(s) the MRFP shall receive user plane data from IMS.
For terminations supporting any combination of  video, audio and messaging this may contain multiple addresses.

	[bookmark: _MCCTEMPBM_CRPT25350476___4][bookmark: _MCCTEMPBM_CRPT25350477___7]
	
	Remote Connection Address
	M
	This information element indicates the remote IP address and port number(s) that the MRFP can send user plane data to.
For terminations supporting any combination of  video, audio and messaging this may contain multiple addresses.

	[bookmark: _MCCTEMPBM_CRPT25350478___4]
	
	ICE password 
	C
	[bookmark: _MCCTEMPBM_CRPT25350479___7]This information element shall be present only if it was contained in the request. It indicates the ICE password assigned by the MRFP.

	[bookmark: _MCCTEMPBM_CRPT25350480___4]
	
	ICE Ufrag 
	C
	[bookmark: _MCCTEMPBM_CRPT25350481___7]This information element shall be present only if it was contained in the request. It indicates the ICE Ufrag assigned by the MRFP.

	[bookmark: _MCCTEMPBM_CRPT25350482___4]
	
	ICE host candidate 
	C
	[bookmark: _MCCTEMPBM_CRPT25350483___7]This information element shall be present only if it was contained in the request. It indicates the ICE host candidate assigned by the MRFP.

	
	
	ICE pacing
	C
	This information element shall be present only if it was contained in the request. It indicates a desired pacing value for connectivity checks (Ta timer value).

	[bookmark: _MCCTEMPBM_CRPT25350484___4]
	
	ICE lite indication
	C
	[bookmark: _MCCTEMPBM_CRPT25350485___7]This information element shall be present only if an ICE host candidate request was contained in the request, and the MRFP supports ICE lite, but not full ICE. It indicates that the MRFP only supports ICE lite.

	[bookmark: _MCCTEMPBM_CRPT25350486___4]
	
	MSRP URI Path
	C
	[bookmark: _MCCTEMPBM_CRPT25350487___7]This information element may be present only if the MSRP URI Path request was contained in the request. This information element provides the MSRP URI path information that the MRFP will insert in the MSRP message "From‑Path" header field.

	[bookmark: _MCCTEMPBM_CRPT25350488___4]
	
	Local certificate fingerprint
	C
	[bookmark: _MCCTEMPBM_CRPT25350489___7]This information element may be present only if the Local certificate fingerprint Request was contained in the request. It indicates the local certificate fingerprint.

	[bookmark: _MCCTEMPBM_CRPT25350490___4]
	
	Local SCTP Port
	C
	[bookmark: _MCCTEMPBM_CRPT25350491___7]This information element may be present only if the Local SCTP Port Request was contained in the request. It indicates the local SCTP Port.

	[bookmark: _MCCTEMPBM_CRPT25350492___4]
	
	SCTP Stream ID
	C
	[bookmark: _MCCTEMPBM_CRPT25350493___7]This information element shall be present if it was contained in the request. It indicates the SCTP stream identifier that the MRFP used to realize the CLUE data channel.

	[bookmark: _MCCTEMPBM_CRPT25350494___4]
	
	Subprotocol ID
	C
	[bookmark: _MCCTEMPBM_CRPT25350495___7]This information element shall be present if it was contained in the request. It indicates the the protocol "CLUE" to exchange via the data channel.

	[bookmark: _MCCTEMPBM_CRPT25350496___4]
	
	Local max message size
	C
	[bookmark: _MCCTEMPBM_CRPT25350497___7]This information element may be present only if the Local max message size Request was contained in the request. It indicates the local max message size.

	[bookmark: _MCCTEMPBM_CRPT25350498___4]
	
	SDPCapNeg configuration
	C
	[bookmark: _MCCTEMPBM_CRPT25350499___7]This information element shall be present only if it was contained in the request. It provides SDPCapNeg configuration(s) using as "a=acap", "a=tcap", "a=pcfg" and "a=acfg" SDP attributes.




*** Next Change ***
[bookmark: _Toc9597379][bookmark: _Toc90135640]8.21	Reserve IMS Resources Procedure
This procedure is used to reserve local connection addresses and local resources in MRFP; it is based on the procedure of the same name defined in 3GPP TS 29.163 [9].
Table 8.21.1: Procedures between MRFC and MRFP: Reserve IMS Resources
	[bookmark: _MCCTEMPBM_CRPT25350500___4]Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	[bookmark: _MCCTEMPBM_CRPT25350501___4]Reserve IMS Resources
	MRFC
	Context /Context Request
	M
	[bookmark: _MCCTEMPBM_CRPT25350502___7]This information element indicates the existing context or requests a new context for the bearer termination.

	[bookmark: _MCCTEMPBM_CRPT25350503___4]
	
	Priority information
	O
	[bookmark: _MCCTEMPBM_CRPT25350504___7]This information element requests the MRFP to apply priority treatment for the terminations and bearer connections in the specified context.

	[bookmark: _MCCTEMPBM_CRPT25350505___4]
	
	IMS Termination Request
	M
	[bookmark: _MCCTEMPBM_CRPT25350506___7]This information element requests a new bearer termination

	[bookmark: _MCCTEMPBM_CRPT25350507___4][bookmark: _MCCTEMPBM_CRPT25350508___7]
	
	Local IMS Resources
	M
	This information element indicates the resource(s) (i.e. codecs) for which the MRFP shall be prepared to receive user data.
For terminations supporting any combination of  video, audio and messaging this IE shall contain separate resources per stream.

	[bookmark: _MCCTEMPBM_CRPT25350509___4]
	
	ReserveValue
	O
	[bookmark: _MCCTEMPBM_CRPT25350510___7]This information element indicates if multiple local IMS resources are to be reserved.

	[bookmark: _MCCTEMPBM_CRPT25350511___4][bookmark: _MCCTEMPBM_CRPT25350512___7]
	
	Local Connection Address Request
	M
	This information element requests an IP address and port number(s) on the MRFP that the remote end can send user plane data to.
For terminations supporting any combination of  video, audio and messaging this may contain multiple addresses.

	[bookmark: _MCCTEMPBM_CRPT25350513___4]
	
	Notify Released Bearer
	O
	[bookmark: _MCCTEMPBM_CRPT25350514___7]This information element requests a notification of a released bearer.

	[bookmark: _MCCTEMPBM_CRPT25350515___4]
	
	Notify termination heartbeat
	M
	[bookmark: _MCCTEMPBM_CRPT25350516___7]This information element requests termination heartbeat indications.

	[bookmark: _MCCTEMPBM_CRPT25350517___4]
	
	ECN Enable
	O
	[bookmark: _MCCTEMPBM_CRPT25350518___7]This information element requests the MRFP to apply ECN.

	[bookmark: _MCCTEMPBM_CRPT25350519___4]
	
	ECN Initiation Method
	C
	[bookmark: _MCCTEMPBM_CRPT25350520___7]This information element specifies the ECN Initiation method and requests the MRFP to perform IP header settings as an ECN endpoint. It may be included only if ECN is enabled.

	[bookmark: _MCCTEMPBM_CRPT25350521___4]
	
	Notify ECN Failure Event
	C
	[bookmark: _MCCTEMPBM_CRPT25350522___7]This information element requests a notification if an ECN related error occurs. It may be included only if ECN is enabled.

	[bookmark: _MCCTEMPBM_CRPT25350523___4]
	
	Diffserv Code Point
	O
	[bookmark: _MCCTEMPBM_CRPT25350524___7]This information element requests the MRFP to apply a specific Diffserv Code Point to the IP headers.

	[bookmark: _MCCTEMPBM_CRPT25350525___4]
	
	Extended RTP Header for CVO
	O
	[bookmark: _MCCTEMPBM_CRPT25350526___7]This information element requests the MRFP to pass on the CVO extended RTP header as defined by IETF RFC 5285 [27].

	[bookmark: _MCCTEMPBM_CRPT25350527___4]
	
	Generic Image Attributes
	O
	[bookmark: _MCCTEMPBM_CRPT25350528___7]This information element indicates image attributes (e.g. image size) as defined by IETF RFC 6236 [28].

	[bookmark: _MCCTEMPBM_CRPT25350529___4]
	
	ICE password request
	O
	[bookmark: _MCCTEMPBM_CRPT25350530___7]This information element is present if MRFC requests an ICE password.

	[bookmark: _MCCTEMPBM_CRPT25350531___4]
	
	ICE Ufrag request
	O
	[bookmark: _MCCTEMPBM_CRPT25350532___7]This information element is present if MRFC requests an ICE ufrag.

	[bookmark: _MCCTEMPBM_CRPT25350533___4]
	
	ICE host candidate request
	O
	[bookmark: _MCCTEMPBM_CRPT25350534___7]This information element is present if MRFC requests an ICE host candidate.

	
	
	ICE pacing request
	O
	This information element is present if MRFC requests a pacing value for connectivity checks (Ta timer value). It is only applicable for full ICE.

	[bookmark: _MCCTEMPBM_CRPT25350535___4]
	
	STUN server request
	O
	[bookmark: _MCCTEMPBM_CRPT25350536___7]This information element is present if MRFC requests the MRFP to answer STUN connectivity checks for ICE.

	[bookmark: _MCCTEMPBM_CRPT25350537___4]
	
	MSRP URI Path request
	O
	[bookmark: _MCCTEMPBM_CRPT25350538___7]This information element requests the MSRP URI path information that the MRFP will insert in the MSRP message "From‑Path" header field.

	[bookmark: _MCCTEMPBM_CRPT25350539___4]
	
	Notify TCP connection establishment Failure Event
	O
	[bookmark: _MCCTEMPBM_CRPT25350540___7]This information element requests a notification if a TCP connection establishment failure occurs.

	[bookmark: _MCCTEMPBM_CRPT25350541___4]
	
	Local certificate fingerprint Request
	O
	[bookmark: _MCCTEMPBM_CRPT25350542___7]This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It requests the MRFP to provide a local certificate fingerprint.

	[bookmark: _MCCTEMPBM_CRPT25350543___4]
	
	Local SCTP Port Request
	O
	[bookmark: _MCCTEMPBM_CRPT25350544___7]This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It requests the MRFP to provide a local SCTP Port.

	[bookmark: _MCCTEMPBM_CRPT25350545___4]
	
	SCTP Stream ID
	O
	[bookmark: _MCCTEMPBM_CRPT25350546___7]This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It indicates the the actual SCTP stream identifier to realize the CLUE data channel.

	[bookmark: _MCCTEMPBM_CRPT25350547___4]
	
	Subprotocol ID
	O
	[bookmark: _MCCTEMPBM_CRPT25350548___7]This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It indicates the the protocol "CLUE" to exchange via the data channel.

	[bookmark: _MCCTEMPBM_CRPT25350549___4]
	
	Local max message size Request
	O
	[bookmark: _MCCTEMPBM_CRPT25350550___7]This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It requests the MRFP to provide a local max message size.

	[bookmark: _MCCTEMPBM_CRPT25350551___4]
	
	Extended RTP Header for Sent ROI
	O
	[bookmark: _MCCTEMPBM_CRPT25350552___7]This information element requests the MRFP to pass on the ROI extended RTP header for carriage of predefined and/or arbitrary ROI information as defined by IETF RFC 5285 [27] and 3GPP TS 26.114 [23].

	[bookmark: _MCCTEMPBM_CRPT25350553___4]
	
	Predefined ROI Sent
	O
	[bookmark: _MCCTEMPBM_CRPT25350554___7]This information element requests the MRFP to support the RTCP feedback message capability for "Predefined ROI" type toward the ROI-sending client, expressed by the parameter "3gpp-roi-predefined", as described in 3GPP TS 26.114 [23]. 

	[bookmark: _MCCTEMPBM_CRPT25350555___4]
	
	Predefined ROI Received
	O
	[bookmark: _MCCTEMPBM_CRPT25350556___7]This information element requests the MRFP to support the RTCP feedback message capability for "Predefined ROI" type toward the ROI-receiving clients, expressed by the parameter "3gpp-roi-predefined", as described in 3GPP TS 26.114 [23]. 

	[bookmark: _MCCTEMPBM_CRPT25350557___4]
	
	Arbitrary ROI Sent
	O
	[bookmark: _MCCTEMPBM_CRPT25350558___7]This information element requests the MRFP to support the RTCP feedback message capability for "Arbitrary ROI" type toward the ROI-sending client, expressed by the parameter "3gpp-roi-arbitrary", as described in 3GPP TS 26.114 [23]. 

	[bookmark: _MCCTEMPBM_CRPT25350559___4]
	
	Arbitrary ROI Received
	O
	[bookmark: _MCCTEMPBM_CRPT25350560___7]This information element requests the MRFP to support the RTCP feedback message capability for "Arbitrary ROI" type toward the ROI-receiving clients, expressed by the parameter "3gpp-roi-arbitrary", as described in 3GPP TS 26.114 [23]. 

	[bookmark: _MCCTEMPBM_CRPT25350561___4]
	
	[bookmark: _MCCTEMPBM_CRPT25350562___7]Notify CLUE Message Received Event
	[bookmark: _MCCTEMPBM_CRPT25350563___4]O
	[bookmark: _MCCTEMPBM_CRPT25350564___7]This information element requests a reporting of the received CLUE message.

	[bookmark: _MCCTEMPBM_CRPT25350565___4]
	
	SDPCapNeg configuration
	O
	[bookmark: _MCCTEMPBM_CRPT25350566___7]This information element provides SDPCapNeg configuration(s) using as "a=acap", "a=tcap", "a=pcfg" and "a=acfg" SDP attributes.

	[bookmark: _MCCTEMPBM_CRPT25350567___4]
	
	MMCMH policy
	O
	This information element indicates that interconnection of video media streams with different stream identities (StreamIDs) is allowed in the context and that the MRFP shall handle incoming RTP media streams autonomously according to MMCMH policies defined in clause 5.11.3.5.

	[bookmark: _MCCTEMPBM_CRPT25350568___4]
	
	Stream content
	O
	This information element indicates the content of the media stream as defined in IETF RFC 4796 [59].

	[bookmark: _MCCTEMPBM_CRPT25350569___4]
	
	Simulcast desc
	O
	This information element requests the MRFP to configure a termination with a simulcast capability. For the indicated media stream, it contains the list of simulcast RTP streams using the "a=simulcast" attribute defined IETF RFC 8853 [57]. 

	[bookmark: _MCCTEMPBM_CRPT25350570___4]
	
	Simulcast format
	O
	This information element indicates the identity and the format of the simulcast RTP stream using the "a=rid" attribute defined in IETF RFC 8851 [58].

	[bookmark: _MCCTEMPBM_CRPT25350571___4]
	
	CCM pause-resume
	O
	This information element requests the MRFP to apply "RTP-level pause and resume" procedures as defined in IETF RFC 7728 [62] and indicates to the MRFP which RTCP feedback "CCM PAUSE-RESUME" messages the MRFP may send to the end user.

	[bookmark: _MCCTEMPBM_CRPT25350572___4]
	
	Autonomous request
	O
	This information element indicates whether the MRFP is allowed to autonomously send RTCP feedback CCM PAUSE and RESUME messages.

	[bookmark: _MCCTEMPBM_CRPT25350573___4]
	
	Autonomous response
	O
	This information element indicates whether the MRFP is allowed to autonomously send response to a CCM PAUSE and RESUME requests i.e. RTCP feedback CCM PAUSED and REFUSED messages.

	[bookmark: _MCCTEMPBM_CRPT25350574___4]Reserve IMS Resources Ack
	MRFP
	Context
	M
	[bookmark: _MCCTEMPBM_CRPT25350575___7]This information element indicates the context where the command was executed.

	[bookmark: _MCCTEMPBM_CRPT25350576___4]
	
	Bearer Termination
	M
	[bookmark: _MCCTEMPBM_CRPT25350577___7]This information element indicates the Bearer Termination where the command was executed.

	[bookmark: _MCCTEMPBM_CRPT25350578___4][bookmark: _MCCTEMPBM_CRPT25350579___7]
	
	Local IMS Resources
	M
	This information element indicates the resource(s) (i.e. codecs) for which the MRFP shall be prepared to receive user data
For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	[bookmark: _MCCTEMPBM_CRPT25350580___4][bookmark: _MCCTEMPBM_CRPT25350581___7]
	
	Local Connection Address
	M
	This information element indicates the IP address and port number(s) the MRFP shall receive user plane data from IMS.
For terminations supporting any combination of  video, audio and messaging this may contain multiple addresses.

	[bookmark: _MCCTEMPBM_CRPT25350582___4]
	
	ICE password 
	C
	[bookmark: _MCCTEMPBM_CRPT25350583___7]This information element shall be present only if it was contained in the request. It indicates the ICE password assigned by the MRFP.

	[bookmark: _MCCTEMPBM_CRPT25350584___4]
	
	ICE Ufrag
	C
	[bookmark: _MCCTEMPBM_CRPT25350585___7]This information element shall be present only if it was contained in the request. It indicates the ICE Ufrag assigned by the MRFP.

	[bookmark: _MCCTEMPBM_CRPT25350586___4]
	
	ICE host candidate
	C
	[bookmark: _MCCTEMPBM_CRPT25350587___7]This information element shall be present only if it was contained in the request. It indicates the ICE host candidate assigned by the MRFP.

	
	
	ICE pacing
	C
	This information element shall be present only if it was contained in the request. It indicates a desired pacing value for connectivity checks (Ta timer value).

	[bookmark: _MCCTEMPBM_CRPT25350588___4]
	
	ICE lite indication
	C
	[bookmark: _MCCTEMPBM_CRPT25350589___7]This information element shall be present only if an ICE host candidate request was contained in the request, and the MRFP supports ICE lite, but not full ICE. It indicates that the MRFP only supports ICE lite.

	[bookmark: _MCCTEMPBM_CRPT25350590___4]
	
	MSRP URI Path
	C
	[bookmark: _MCCTEMPBM_CRPT25350591___7]This information element may be present only if the MSRP URI Path request was contained in the request. This information element provides the MSRP URI path information that the MRFP will insert in the MSRP message "From‑Path" header field.

	[bookmark: _MCCTEMPBM_CRPT25350592___4]
	
	Local certificate fingerprint
	C
	[bookmark: _MCCTEMPBM_CRPT25350593___7]This information element may be present only if the Local certificate fingerprint Request was contained in the request. It indicates the local certificate fingerprint.

	[bookmark: _MCCTEMPBM_CRPT25350594___4]
	
	Local SCTP Port
	C
	[bookmark: _MCCTEMPBM_CRPT25350595___7]This information element may be present only if the Local SCTP Port Request was contained in the request. It indicates the local SCTP Port.

	[bookmark: _MCCTEMPBM_CRPT25350596___4]
	
	SCTP Stream ID
	C
	[bookmark: _MCCTEMPBM_CRPT25350597___7]This information element shall be present if it was contained in the request. It indicates the SCTP stream identifier that the MRFP used to realize the CLUE data channel.

	[bookmark: _MCCTEMPBM_CRPT25350598___4]
	
	Subprotocol ID
	C
	[bookmark: _MCCTEMPBM_CRPT25350599___7]This information element shall be present if it was contained in the request. It indicates the the protocol "CLUE" to exchange via the data channel.

	[bookmark: _MCCTEMPBM_CRPT25350600___4]
	
	Local max message size
	C
	[bookmark: _MCCTEMPBM_CRPT25350601___7]This information element may be present only if the Local max message size Request was contained in the request. It indicates the local max message size.

	[bookmark: _MCCTEMPBM_CRPT25350602___4]
	
	SDPCapNeg configuration
	C
	[bookmark: _MCCTEMPBM_CRPT25350603___7]This information element shall be present only if it was contained in the request. It provides SDPCapNeg configuration(s) using as "a=acap", "a=tcap", "a=pcfg" and "a=acfg" SDP attributes.




*** Next Change ***
[bookmark: _Toc9597380][bookmark: _Toc90135641]8.22	Configure IMS Resources Procedure
This procedure is used to select multimedia-processing resources for an Mp interface connection; it is based on the procedure of the same name defined in 3GPP TS 29.163 [9].
Table 8.22.1: Procedures between MRFC and MRFP: Configure IMS Resources Procedure
	[bookmark: _MCCTEMPBM_CRPT25350604___4]Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	[bookmark: _MCCTEMPBM_CRPT25350605___4]Configure IMS Resources
	MRFC
	Context 
	M
	[bookmark: _MCCTEMPBM_CRPT25350606___7]This information element indicates the context for the bearer termination.

	[bookmark: _MCCTEMPBM_CRPT25350607___4]
	
	IMS Termination
	M
	[bookmark: _MCCTEMPBM_CRPT25350608___7]This information element indicates the existing bearer termination.

	[bookmark: _MCCTEMPBM_CRPT25350609___4][bookmark: _MCCTEMPBM_CRPT25350610___7]
	
	Local IMS Resources
	O
	This information element indicates the resource(s) (i.e. codecs) for which the MRFP shall be prepared to receive user data.
For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	[bookmark: _MCCTEMPBM_CRPT25350611___4][bookmark: _MCCTEMPBM_CRPT25350612___7]
	
	Remote IMS Resources
	M
	This information element indicates the resource(s) (i.e. codecs) for which the MRFP shall send data.
For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	[bookmark: _MCCTEMPBM_CRPT25350613___4][bookmark: _MCCTEMPBM_CRPT25350614___7]
	
	Local Connection Address
	O
	This information element indicates the IP address and port number(s) on the MRFP that the IMS user can send user plane data to.

For terminations supporting video any combination of video, audio and messaging may contain multiple addresses.

	[bookmark: _MCCTEMPBM_CRPT25350615___4][bookmark: _MCCTEMPBM_CRPT25350616___7]
	
	Remote Connection Address
	M
	This information element indicates the remote IP address and port number(s) that the MRFP can send user plane data to.
For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	[bookmark: _MCCTEMPBM_CRPT25350617___4]
	
	Notify termination heartbeat
	O
	[bookmark: _MCCTEMPBM_CRPT25350618___7]This information element requests termination heartbeat indications.

	[bookmark: _MCCTEMPBM_CRPT25350619___4]
	
	ECN Enable
	O
	[bookmark: _MCCTEMPBM_CRPT25350620___7]This information element requests the MRFP to apply ECN procedures.

	[bookmark: _MCCTEMPBM_CRPT25350621___4]
	
	ECN Initiation Method
	C
	[bookmark: _MCCTEMPBM_CRPT25350622___7]This information element specifies the ECN Initiation method and requests the MRFP to perform IP header settings as an ECN endpoint. It may be included if ECN is enabled.

	[bookmark: _MCCTEMPBM_CRPT25350623___4]
	
	Notify ECN Failure Event
	C
	[bookmark: _MCCTEMPBM_CRPT25350624___7]This information element requests a notification if an ECN related error occurs. It may be included if ECN is enabled.

	[bookmark: _MCCTEMPBM_CRPT25350625___4]
	
	Extended RTP Header for CVO
	O
	[bookmark: _MCCTEMPBM_CRPT25350626___7]This information element requests the MRFP to pass on the CVO extended RTP header as defined by IETF RFC 5285 [27]..

	[bookmark: _MCCTEMPBM_CRPT25350627___4]
	
	Generic Image Attributes
	O
	[bookmark: _MCCTEMPBM_CRPT25350628___7]This information element indicates image attributes (e.g. image size) as defined by IETF RFC 6236 [28].

	[bookmark: _MCCTEMPBM_CRPT25350629___4]
	
	ICE Connectivity Check
	C
	[bookmark: _MCCTEMPBM_CRPT25350630___7]This information element requests the MRFP to perform ICE connectivity check as defined by IETF RFC 8445 [nb1]IETF RFC 5245 [29]. It is only applicable for full ICE.

	[bookmark: _MCCTEMPBM_CRPT25350631___4]
	
	Notify ICE Connectivity Check Result
	C
	[bookmark: _MCCTEMPBM_CRPT25350632___7]This information element requests a notification of ICE connectivity check result. It is only applicable for full ICE.

	[bookmark: _MCCTEMPBM_CRPT25350633___4]
	
	Notify New Peer Reflexive Candidate
	C
	[bookmark: _MCCTEMPBM_CRPT25350634___7]This information element requests a notification of new peer reflexive candidate was discovered during a connectivity check. It is only applicable for full ICE.

	[bookmark: _MCCTEMPBM_CRPT25350635___4]
	
	Additional ICE Connectivity Check
	C
	[bookmark: _MCCTEMPBM_CRPT25350636___7]This information element requests the MRFP to perform additional ICE connectivity check as defined by IETF RFC 8445 [nb1]IETF RFC 5245 [29]. It is only applicable for full ICE.

	[bookmark: _MCCTEMPBM_CRPT25350637___4]
	
	ICE received candidate
	O
	[bookmark: _MCCTEMPBM_CRPT25350638___7]This information element is present if MRFC indicates a received candidate for ICE.

	[bookmark: _MCCTEMPBM_CRPT25350639___4]
	
	ICE received password
	O
	[bookmark: _MCCTEMPBM_CRPT25350640___7]This information element is present if MRFC indicates a received password for ICE.

	[bookmark: _MCCTEMPBM_CRPT25350641___4]
	
	ICE received Ufrag
	O
	[bookmark: _MCCTEMPBM_CRPT25350642___7]This information element is present if MRFC indicates a received Ufrag for ICE.

	
	
	ICE received pacing
	O
	This information element is present if MRFC indicates a received pacing value for connectivity checks (Ta timer value). It is only applicable for full ICE.

	[bookmark: _MCCTEMPBM_CRPT25350643___4]
	
	MSRP URI Path
	O
	[bookmark: _MCCTEMPBM_CRPT25350644___7]This information element provides the MSRP URI path information that the MRFP will insert in the MSRP message "To‑Path" header field.

	[bookmark: _MCCTEMPBM_CRPT25350645___4]
	
	Establish TCP connection
	O
	[bookmark: _MCCTEMPBM_CRPT25350646___7]This information element requests the MRFP to take a TCP client role and to initiate a TCP connection establishment.

	[bookmark: _MCCTEMPBM_CRPT25350647___4]
	
	Notify TCP connection establishment Failure Event
	O
	[bookmark: _MCCTEMPBM_CRPT25350648___7]This information element requests a notification if a TCP connection establishment failure occurs.

	[bookmark: _MCCTEMPBM_CRPT25350649___4]
	
	Establish (D)TLS session
	O
	[bookmark: _MCCTEMPBM_CRPT25350650___7]This information element requests the MRFP to take a (D)TLS client role and to initiate a (D)TLS session establishment.

	[bookmark: _MCCTEMPBM_CRPT25350651___4]
	
	Notify (D)TLS session establishment Failure Event
	O
	[bookmark: _MCCTEMPBM_CRPT25350652___7]This information element requests a notification if a (D)TLS session establishment failure occurs.

	[bookmark: _MCCTEMPBM_CRPT25350653___4]
	
	Pre-Shared Key
	O
	[bookmark: _MCCTEMPBM_CRPT25350654___7]This information element is present if the MRFC wants that the media is protected using TLS tunnel established with MIKEY-TICKET procedures. It indicates the Traffic-Encrypting key associated with the Crypto Session that shall be used in TLS handshake.

	[bookmark: _MCCTEMPBM_CRPT25350655___4]
	
	Allowed RTCP APP message types
	O
	[bookmark: _MCCTEMPBM_CRPT25350656___7]This information element is present if the MRFC allows the MRFP to send RTCP APP packets of the indicated types. The MRFP shall not send other RTCP APP packets. If the parameter is not supplied, the MRFP shall not send any RTCP APP packets.

	[bookmark: _MCCTEMPBM_CRPT25350657___4]
	
	Extended RTP Header for Sent ROI
	O
	[bookmark: _MCCTEMPBM_CRPT25350658___7]This information element requests the MRFP to pass on the ROI extended RTP header for carriage of predefined and/or arbitrary ROI information as defined by IETF RFC 5285 [27] and 3GPP TS 26.114 [23].

	[bookmark: _MCCTEMPBM_CRPT25350659___4]
	
	Predefined ROI Sent
	O
	[bookmark: _MCCTEMPBM_CRPT25350660___7]This information element requests the MRFP to support the RTCP feedback message capability for "Predefined ROI" type toward the ROI-sending client, expressed by the parameter "3gpp-roi-predefined", as described in 3GPP TS 26.114 [23]. 

	[bookmark: _MCCTEMPBM_CRPT25350661___4]
	
	Predefined ROI Received
	O
	[bookmark: _MCCTEMPBM_CRPT25350662___7]This information element requests the MRFP to support the RTCP feedback message capability for "Predefined ROI" type toward the ROI-receiving clients, expressed by the parameter "3gpp-roi-predefined", as described in 3GPP TS 26.114 [23]. 

	[bookmark: _MCCTEMPBM_CRPT25350663___4]
	
	Arbitrary ROI Sent
	O
	[bookmark: _MCCTEMPBM_CRPT25350664___7]This information element requests the MRFP to support the RTCP feedback message capability for "Arbitrary ROI" type toward the ROI-sending client, expressed by the parameter "3gpp-roi-arbitrary", as described in 3GPP TS 26.114 [23]. 

	[bookmark: _MCCTEMPBM_CRPT25350665___4]
	
	Arbitrary ROI Received
	O
	[bookmark: _MCCTEMPBM_CRPT25350666___7]This information element requests the MRFP to support the RTCP feedback message capability for "Arbitrary ROI" type toward the ROI-receiving clients, expressed by the parameter "3gpp-roi-arbitrary", as described in 3GPP TS 26.114 [23]. 

	[bookmark: _MCCTEMPBM_CRPT25350667___4]
	
	Remote certificate fingerprint
	O
	[bookmark: _MCCTEMPBM_CRPT25350668___7]This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It indicates the remote certificate fingerprint.

	[bookmark: _MCCTEMPBM_CRPT25350669___4]
	
	Remote sctp port
	O
	[bookmark: _MCCTEMPBM_CRPT25350670___7]This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It indicates the remote SCTP port.

	[bookmark: _MCCTEMPBM_CRPT25350671___4]
	
	Remote max message size
	O
	[bookmark: _MCCTEMPBM_CRPT25350672___7]This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It indicates the remote max message size.

	[bookmark: _MCCTEMPBM_CRPT25350673___4]
	
	SDPCapNeg configuration
	O
	[bookmark: _MCCTEMPBM_CRPT25350674___7]This information element provides SDPCapNeg configuration(s) using as "a=acap", "a=tcap", "a=pcfg" and "a=acfg" SDP attributes.

	[bookmark: _MCCTEMPBM_CRPT25350675___4]
	
	Additional Bandwidth Properties
	O
	This information element indicates additional bandwidth properties using "a=bw-info" SDP attribute(s) as defined by 3GPP TS 26.114 [23].

	[bookmark: _MCCTEMPBM_CRPT25350676___4]
	
	CCM BASE
	O
	This information element indicates that the MRFP shall be prepared to receive and is allowed to send, respectively, the RTCP feedback "CCM FIR" and/or "CCM TMMBR" messages (defined in IETF RFC 5104 [61]) to the end user.

	[bookmark: _MCCTEMPBM_CRPT25350677___4]
	
	Stream content
	O
	This information element indicates the content of the media stream as defined in IETF RFC 4796 [59].

	[bookmark: _MCCTEMPBM_CRPT25350678___4]
	
	Simulcast desc
	O
	This information element requests the MRFP to configure a termination with a simulcast capability. For the indicated media stream, it contains the list of simulcast RTP streams using the "a=simulcast" attribute defined IETF RFC 8853 [57]. 

	[bookmark: _MCCTEMPBM_CRPT25350679___4]
	
	Simulcast format
	O
	This information element indicates the identity and the format of the simulcast RTP stream using the "a=rid" attribute defined in IETF RFC 8851 [58].

	[bookmark: _MCCTEMPBM_CRPT25350680___4]
	
	CCM pause-resume
	O
	This information element requests the MRFP to apply "RTP-level pause and resume" procedures as defined in IETF RFC 7728 [62] and indicates to the MRFP which RTCP feedback "CCM PAUSE-RESUME" messages the MRFP may send to the end user.

	[bookmark: _MCCTEMPBM_CRPT25350681___4]
	
	Autonomous request
	O
	This information element indicates whether the MRFP is allowed to autonomously send RTCP feedback CCM PAUSE and RESUME messages.

	[bookmark: _MCCTEMPBM_CRPT25350682___4]
	
	Autonomous response
	O
	This information element indicates whether the MRFP is allowed to autonomously send response to a CCM PAUSE and RESUME requests i.e. RTCP feedback CCM PAUSED and REFUSED messages.

	[bookmark: _MCCTEMPBM_CRPT25350683___4]
	
	Concurrent Codec Capabilities
	O
	This information element indicates the concurrent codec capabilities of an MMCMH conference participant in a compact representation using the "a=ccc_list" SDP attribute defined in 3GPP TS 26.114 [23].

	[bookmark: _MCCTEMPBM_CRPT25350684___4]
	
	DBI
	O
	This information element indicates that the MRFP shall be prepared to receive and is allowed to send, respectively, the RTCP feedback messages for "DBI" signalling (as defined in 3GPP TS 26.114 [23] clause 7.3.8).

	[bookmark: _MCCTEMPBM_CRPT25350685___4]Configure IMS Resources Ack
	MRFP
	Context
	M
	[bookmark: _MCCTEMPBM_CRPT25350686___7]This information element indicates the context where the command was executed.

	[bookmark: _MCCTEMPBM_CRPT25350687___4]
	
	IMS Termination
	M
	[bookmark: _MCCTEMPBM_CRPT25350688___7]This information element indicates the Bearer Termination where the command was executed.

	[bookmark: _MCCTEMPBM_CRPT25350689___4][bookmark: _MCCTEMPBM_CRPT25350690___7]
	
	Local IMS Resources
	O
	This information element indicates the resource(s) (i.e. codecs) for which the MRFP shall be prepared to receive user data
For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	[bookmark: _MCCTEMPBM_CRPT25350691___4][bookmark: _MCCTEMPBM_CRPT25350692___7]
	
	Remote IMS Resources
	M
	This information element indicates the resource(s) (i.e. codecs) for which the MRFP shall send data.
For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	[bookmark: _MCCTEMPBM_CRPT25350693___4][bookmark: _MCCTEMPBM_CRPT25350694___7]
	
	Local Connection Address
	O
	This information element indicates the IP address and port number(s) on the MRFP that the IMS user can send user plane data to.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	[bookmark: _MCCTEMPBM_CRPT25350695___4][bookmark: _MCCTEMPBM_CRPT25350696___7]
	
	Remote Connection Address
	M
	This information element indicates the remote IP address and port number(s) that the MRFP can send user plane data to.
For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.




*** End of Changes ***
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