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1. Introduction
<Introduction part (optional)>
2. Reason for Change
This pCR proposes to finalize evaluation and conclusion of KI4 and KI6 for FS_ReP_UDR.
NOTE:	The solution proposed in C4-216042 (by Nokia) is referred to as Sol#XA in the below. The solution proposed in C4-216363 (by NTT DOCOMO) is referred to as Sol#XB in the below. The solution proposed in C4-216431 (by Huawei) is referred to as Sol#XC in the below.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.821 v1.0.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc81736719][bookmark: _Toc81736720]7.1.2	Preparation of profile in NF
Following is the evaluation for "a) Preparation of profile in NF":
-	Sol#1~4, 7, and 9 propose to use either registration time or last synchronization time to limit number of profiles that require synchronization, by using it together with (partial) recovery time and partialLastReplicationTime, which are explained in step c below. Description of Sol#7 and 9 suggests registration time can be used instead of last synchronization time, if only UDM is considered as a frontend and AMF/SMF/SMSF is a concerned NF. Registration time is already specified between UDM and UDR, although not to AMF/SMF/SMSF.
-	Sol#10 proposes to store timestamp of last radio contact or registration time for later use to avoid overwrite of synchronization message by an old NF (i.e. AMF, SMSF).
-	Sol#12 proposes to store timestamp of authentication for later use to avoid overwrite of synchronization message by an old NF (i.e. AUSF). Timestamp of authentication is already specified.
-	Sol#8 and 9 propose to use Reset ID to identify profiles that require synchronization. The concept of Reset ID is well known from legacy protocols. However the granularity of restoration is pre-set. Even if the impacted profiles turn out to be limited, synchronization signalling burden cannot be reduced beyond granularity of Reset-ID.
-	Sol#19 does not require the usage of the NF profile. The usage of the NF profile to include information about potential UDR data inconsistency, including information about impacted subscribers and inconsistency time period, does over complicate the NF profile definition and usage, including information of a different nature than the one included today. As well, the need to use NRF Discovery service to get this Restoration information is outside the purpose of this service.
-	Sol#XC proposes to use DNN/S-NSSAI as new granularity to identify profiles that requires synchronization, it can be utilized to limit the scope of the synchronization to limit combinations of DNN/S-NSSAI(s), and can be further utilized together with Reset ID proposed in Sol#9.
7.1.3	Notification path from UDR to NF (Evaluation of Solutions for Key Issue#6)
Following is the evaluation for "b) Notification path from UDR to NF":
-	Sol#1A and 8 propose a path from UDR via NRF to NF. This path does not satisfy a requirement "All communication between UDR and serving NFs, e.g. AMF, SMF and SMSF, are always via UDM." However some companies observe this option is to be allowed.
-	Sol#1B, 7, 9, and 13 propose a path from UDR direct to UDM, then via NRF to NF. Sol#13 enables the path from UDR direct to UDM using an implicit subscription.
-	Sol#6 proposes a path from UDR via NRF to UDM, then via NRF to NF.
-	A disadvantage of solution#15 is that it requires consumers of UDR consumers (e.g. AMF) to subscribe at the NRF on changes of an UDR specific resource. With this solution the AMF is not agnostic of UDR existence.
-	A disadvantage of solution #16 is that UDR consumers (e.g. UDM) are involved in the notification path. 
-	An advantage of solution #17 is that a single resource at the NRF is used to create restoration events from any UDR in the network. This single resource can be subscribed by consumers of UDR consumers (e.g. AMF) without the need to keep track of registrations/de-registrations of UDRs/UDMs in the network.
-	Solution #18 has the same advantages as solution #17. In addition it decouples the restoration from NRF functionality. The new DRNF can be co-located with the NRF or with any other NF.
-	Sol#19 decouples the new restoration functionality from the NRF functionality. This solution defines a direct path from the UDR to its consumers (UDM, PCF, NEF), and similarly from UDM to its consumers (AMF, SMF, SMSF, NEF). This direct communication is based on existing "default subscription to notification" mechanism that is defined in NF notification receiver profile. In addition, this mechanism is not affected by the UDR potential data loss, since the "default subscription to notification" endpoint is stored in the NF profile of the consumer, that is, it does not rely in e.g., subscriptions stored in the UDR.
Then, this solution minimizes the number of elements in the network that are required to be impacted, that is, only the NF consumers that need to receive the notification as well as the notification senders. The fact that the NF consumers receive directly the indication of "Potential UDR Data Inconsistency" has the advantage that these elements are the ones that has the knowledge to react upon, without the intervention of any other intermediate elements (e.g., NRF).
-	Sol#XA combines Sol#17, Sol#18, and Sol#19, and inherits advantages of those, by introducing RCF which allows UDR consumer or its end consumer to either explicitly or implicitly subscribe to notifications in case UDR fails.
-	Sol#XB is based on Sol#XA except with the difference that end consumer, i.e. consumer of UDR consumer such as AMF, is not entitled for explicit subscription to notifications. With this option there are less impacts to end consumers regarding discovery of RCF (whether the support exists or not, including roaming scenario), and on number of signaling from end consumer.
-	For both solutions #XA and #XB, following concerns were raised, and as a result it was seen that these solutions were not seen as optimal way forward:
-	Introducing a new NF only for a very rare UDR failure, which might even be rare with the cloud-based technology, was not seen as useful.
-	Use of new NF is complex, and solution with complex mechanism should be avoided.
-	Introducing new NF for the sake of providing stateless UDM was not seen effective, as it is only cascading the state to another entity. 
-	In order to avoid introducing new NF, possibility of new Service without binding to specific NF was discussed, however current stage2 specification does not allow such deployment and concluded such approach should not be taken to introduce the Service proposed in the two solutions.
-	Solution #XB could have several implementation options to realize RCF, but it was seen such optionality is not helpful for operators deciding how to deploy the feature. 
[bookmark: _Toc81736721]7.1.4	Notification content
Following is the evaluation for "c) Notification content":
-	Sol#1~7 and 9 propose (partial) recovery time to limit number of profiles that require synchronization, by using it with registration time. Recovery time is already specified in the definition of NF profile.
-	Sol#7 and 9 propose partialLastReplicationTime to further limit number of profiles that require synchronization, by using it with registration time and (partial) recovery time.
-	Sol#1B, 5, 6, and 9 propose to use SUPI range(/GPSI range) to identify profiles that require synchronization. The concept of using those to identify impacted profiles is well known from legacy protocols, where the IE was named as User Id List (e.g. 3GPP TS 29.272 [4]) instead of SUPI ranges(/GPSI ranges). However using only SUPI range(/GPSI range) to identify impacted profiles does not allow treating e.g. subscription to notifications from UDM to AMF/SMF/SMSF w.r.t. shared data change.
-	Sol#8 and 9 propose to use Reset ID to identify profiles that require synchronization.
-	Sol#7 proposes to use impacted resource names to identify profiles that require synchronization. It is dubious whether UDR can keep all the information to construct the impacted resource names when the UDR fails and restarts. In addition, mapping of resource names in UDR and resource names in e.g. UDM is not easy. The message content of restoration notification could become complicated.
-	Sol#19 is flexible with the inclusion of user identifiers, it allows to include SUPI/GPSI ranges, or Reset ID (like Sol8 and Sol9) or as well UDR Group ID (in case of a partitioned network where the UDR providing service to a partition, identified by UDR Group ID, is potentially suffering a data inconsistency).
-	Sol#XC proposes to use DNN/S-NSSAI to identify profiles that require synchronization.
[bookmark: _Toc81736726]* * * For reference * * * *
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Following is the evaluation for "f. Other":
-	Sol#19 provide following advantages:
-	This solution is valid for a deployment with a monolithic UDM.
-	This solution warranties that only direct consumers of UDR (i.e., UDM, PCF and NEF) are able to receive information about the "Potential UDR Data Inconsistency". In other solutions, this principle is not respected, so an e.g., AMF may receive information about UDR and is forced to interpret that, when the AMF should not know anything about UDR since it does not consume any UDR service.
-	A disadvantage of Sol#19 is that, to address roaming cases, this solution requires the UDM to setup and maintain in local non-volatile memory a dynamic list of "service consumers to be restored", e.g., AMFs/SMFs/SMSFs that have registered and NFs that have subscribed to data change notifications or event occurrence notifications. Sharing this list across UDM instances of a UDM set/group may require the use of a UDSF or other implementation-dependent replication technique.
* * * Next Change * * * *
8.1	Conclusion of Solutions for Key Issues#1, 2, 3, 4, 5, 6
Conclusion is considered per categorized procedure step as is also for evaluation.
It is recommended to adopt the following conclusion as the basis for the normative work:
a)	Preparation of profile in NF
-	AMF/SMF/SMSF stores registration time that UDM forwards from UDR. AUSF stores timestamp of authentication as is already specified.
-	UDM may send Reset-ID. AMF/SMF/SMSF/AUSF stores it.
b)	Notification path from UDR to NF
-	Based on Solution#19, i.e. notification directly from UDR consumer to end consumer.
NOTE:	Solution#19 can be improved to address the disadvantage as described in clause 7.1.7.
Editor's note:	This bullet is place holder for conclusion on notification path from UDR to NF.
c)	Notification content
-	Notification includes (partial) recovery time and optionally partialLastReplicationTime.
-	Notification includes SUPI range(/GPSI range) and/or Reset ID.
-	Notification includes DNN/S-NSSAI identifying the profiles that require synchronization.
d)	Synchronization trigger
-	Local policy.
e)	Synchronization procedure
-	AMF/SMSF includes registration time, if any. AUSF includes timestamp of authentication, if any, as is already specified.
-	AMF may defer Nudm_UECM.
f)	Other
-	N/A
* * * End of Changes * * * *

