

	
[bookmark: _GoBack]3GPP TSG-CT WG4 Meeting #107-e	C4-216312
E-Meeting, 15th – 23rd November 2021
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	29.500
	CR
	0293
	rev
	-
	Current version:
	17.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Handling of 3gpp-Sbi-Sender-Timestamp and 3gpp-Sbi-Max-Rsp-Time in SEPP

	
	

	Source to WG:
	Huawei

	Source to TSG:
	CT4

	
	

	Work item code:
	SBIProtoc16
	
	Date:
	2021-10-21

	
	
	
	
	

	Category:
	A
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	As the SEPP receives and forwards requests in the communication path between the HTTP client and the HTTP server, the 3gpp-Sbi-Sender-Timestamp and 3gpp-Sbi-Max-Rsp-Time headers handling shall also be supported in the SEPP.

	
	

	Summary of change:
	1. Update the description to support the handling of 3gpp-Sbi-Sender-Timestamp and 3gpp-Sbi-Max-Rsp-Time headers in SEPP.
2. Correct a typo.
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* * * First Change * * * *
[bookmark: _Toc19709031][bookmark: _Toc27745117][bookmark: _Toc29803265][bookmark: _Toc35970056][bookmark: _Toc36050850][bookmark: _Toc44847574][bookmark: _Toc51845229][bookmark: _Toc51845560][bookmark: _Toc51847080][bookmark: _Toc57022713][bookmark: _Toc82556890][bookmark: _Toc19709034][bookmark: _Toc27745120][bookmark: _Toc29803268][bookmark: _Toc35970059][bookmark: _Toc36050853][bookmark: _Toc44847577][bookmark: _Toc51845232][bookmark: _Toc51845563][bookmark: _Toc57017633][bookmark: _Toc82555515]6.11.1	General
The procedures specified in this clause aim at handling more efficiently requests which may arrive late at upstreams entities, e.g. in networks experiencing processing or transport delays.
These procedures are optional to support. When supported, the use of these procedures is dependent on operator policy.

* * * Second Change * * * *
[bookmark: _Toc51847083][bookmark: _Toc57022716][bookmark: _Toc82556893]6.11.2.2	Principles
An HTTP client originating a request may include in the request the 3gpp-Sbi-Sender-Timestamp and the 3gpp-Sbi-Max-Rsp-Time headers indicating respectively the absolute time at which the request is originated and the maximum time period to complete the processing of the request; both headers together indicate the absolute time at which the request times out at the HTTP client.
When forwarding a request that includes the 3gpp-Sbi-Sender-Timestamp and the 3gpp-Sbi-Max-Rsp-Time headers, the SCP or SEPP may forward these headers unmodified; if the SCP or SEPP modifies and sets the 3gpp-Sbi-Sender-Timestamp to the time when it forwards the request, it shall adjust the 3gpp-Sbi-Max-Rsp-Time accordingly such as to properly reflect the time until which the HTTP client waits for a response.
Upon receipt of a request which contains the 3gpp-Sbi-Sender-Timestamp and the 3gpp-Sbi-Max-Rsp-Time headers, the HTTP server should check that the request has not already timed out at the originating HTTP client. The HTTP server may perform additional similar checks during the processing of the request, e.g. upon receipt of a response from the next upstream NF service.
Based on local configuration, the HTTP server may reject a request that is known to have timed out with the HTTP status code "504 Gateway Timeout" and the protocol error "TIMED_OUT_REQUEST"; it may alternatively drop the request. If so, the HTTP server should initiate the release of any resource it may have successfully created towards an upstream entity, to avoid hanging resources in the network.

* * * End of Changes * * * *


