

	
[bookmark: _GoBack]3GPP TSG-CT WG4 Meeting #107-bis-e	C4-220428
E-Meeting, 17th – 21st January 2022													Revision of C4-220085
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	29.244
	CR
	0596
	rev
	1
	Current version:
	17.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Correcting PFCP Associations setup description

	
	

	Source to WG:
	Huawei

	Source to TSG:
	CT4

	
	

	Work item code:
	TEI17
	
	Date:
	2022-01-05

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	The PFCP Associations setup description reads: "A CP function or a UP function shall be identified by a unique Node ID. A Node ID may be set to an FQDN or an IP address (see clause 8.2.38). When set to an IP address, it indicates that the CP/UP function only exposes one IP address for the PFCP Association signalling". These statements may be interpeted in a wrong way implying that dual stack node can use only one IP address in PFCP Association signalling.

	
	

	Summary of change:
	It is clarified that In PFCP signaling a node is identified by a single IP address, but this does not mean the node cannot use another IP address type in PFCP signaling. Few editorials are also fixed in clause 8.2.38.

	
	

	Consequences if not approved:
	Ambiguity stays in the spec.

	
	

	Clauses affected:
	5.8.1, 8.2.38.

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	Rev1: IPv4v6 case is removed from Table 8.2.38-2 and therefore category changed to F. Changes to clause 5.8.1 are adjusted. Cover sheet is updated.



Page 1


*******
* * * First Change * * * *
[bookmark: _Toc19717113][bookmark: _Toc27490580][bookmark: _Toc27556873][bookmark: _Toc27723790][bookmark: _Toc36030855][bookmark: _Toc36042775][bookmark: _Toc36814099][bookmark: _Toc44688948][bookmark: _Toc44923702][bookmark: _Toc51860670][bookmark: _Toc57930437][bookmark: _Toc57931067][bookmark: _Toc90386530]5.8	PFCP Association
[bookmark: _Toc19717114][bookmark: _Toc27490581][bookmark: _Toc27556874][bookmark: _Toc27723791][bookmark: _Toc36030856][bookmark: _Toc36042776][bookmark: _Toc36814100][bookmark: _Toc44688949][bookmark: _Toc44923703][bookmark: _Toc51860671][bookmark: _Toc57930438][bookmark: _Toc57931068][bookmark: _Toc90386531]5.8.1	General
A PFCP Association shall be set up between the CP function and the UP function prior to establishing PFCP sessions on that UP function. Only one PFCP association shall be setup between a given pair of CP and UP functions, even if the CP and/or UP function exposes multiple IP addresses. A single PFCP association may also be setup between a SMF set and a UPF (see clause 5.22.2).
The CP function and the UP function shall support the PFCP Association Setup procedure initiated by the CP function (see clause 6.2.6.2). The CP function and the UP function may additionally support the PFCP Association Setup procedure initiated by the UP function (see clause 6.2.6.3).
A CP function may have PFCP Associations set up with multiple UP functions. A UP function may have PFCP Associations set up with multiple CP functions.
In PFCP signaling, Aa CP function or a UP function shall be identified by a unique Node ID. A Node ID may be set to an FQDN or to an IP address (either IPv4 or IPv6, see clause 8.2.38). When set to an IP address, it indicates that the CP/UP function only exposes one IP address for the PFCP Association signalling.
The PFCP entities shall accept any new IP address allocated as part of F-SEID other than the one(s) communicated in the Node Id.
NOTE 1:	The source IP address to send PFCP Association Setup request can not be used as the destination IP address when the peer sends a PFCP Association Update Request message, e.g. for a scenario when a NAT is deployed in the network.
Prior to establishing a PFCP Association, the function responsible for establishing the PFCP Association (e.g. CP function) shall look up a peer function (e.g. UP function), e.g. using DNS procedures (see 3GPP TS 29.303 [25]), NRF procedures (see 3GPP TS 29.510 [43]) or local configuration. If the peer function is found to support multiple IP addresses (in the look up information), one of these addresses (any one) shall be used as destination IP address to send the PFCP Association Setup Request. Once the PFCP Association is established, any of the IP addresses of the peer function (found during the look-up) may then be used to send subsequent PFCP node related messages and PFCP session establishment requests for that PFCP Association.
NOTE 2:	The look up information (e.g. in DNS, NRF or local configuration of the function responsible for establishing the PFCP association) needs to be configured consistently with the addressing information of the peer function. If a FQDN is configured to identify a function in DNS or NRF, then the Node ID of that function included in PFCP messages need to be set to the same FQDN. For instance, if the CP function is responsible for establishing the PFCP association, a UP function that exposes multiple IP addresses (for PFCP node related messages and PFCP session establishment requests) needs to be configured in the look up information as one (single) UP function that is associated to multiple IP addresses. The Node ID needs to be set to an SMF set FQDN when a single association is setup between an SMF set and UPF (see clause 5.22.2).
NOTE 3:	PFCP session related messages for sessions that are already established are sent to the IP address received in the F-SEID allocated by the peer function or to the IP address of an alternative SMF in the SMF set (see clause 5.22). The former IP address needs not be configured in the look up information. See 4.3.2 and 4.3.3.

* * * 2nd Change * * * *
[bookmark: _Toc19717383][bookmark: _Toc27490884][bookmark: _Toc27557177][bookmark: _Toc27724094][bookmark: _Toc36031168][bookmark: _Toc36043088][bookmark: _Toc36814413][bookmark: _Toc44689271][bookmark: _Toc44924025][bookmark: _Toc51860995][bookmark: _Toc57930766][bookmark: _Toc57931396][bookmark: _Toc90386884]8.2.38	Node ID
The Node ID IE shall contain an FQDN or an IPv4/IPv6 address. It shall be encoded as shown in Figure 8.2.38-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 60 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Spare
	Node ID Type
	

	
	[bookmark: _MCCTEMPBM_CRPT05021161___2]6 to o
	Node ID value
	

	
	[bookmark: _MCCTEMPBM_CRPT05021162___2]m to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.38-1: Node ID
Node ID Type indicates the type of the Node ID value. It shall be encoded as a 4 bits binary integer as specified in Table8.2.38-2.
Table 8.2.38-2: Node ID Type
	Node ID Type Value (Decimal)
	Node ID Type 

	0
	IPv4 address

	1
	IPv6 address

	2
	FQDN

	3 to 15
	Spare, for future use.


[bookmark: _MCCTEMPBM_CRPT05021163___2]
If the Node ID Type is set to an IPv4 address, then the Node ID value length shall be 4 Octets.
If the Node ID Type is set to an IPv6 address, then the Node ID value length shall be 16 Octets.
If the Node ID Type is set to an FQDN, then the Node ID value encoding shall be identical to the encoding of a FQDN within a DNS message of clause 3.1 of IETF RFC 1035 [27] but excluding the trailing zero byte.
NOTE 1:	The FQDN field in the IE is not encoded as a dotted string as commonly used in DNS master zone files.

* * * End of Changes * * * *


