

	
3GPP TSG-CT WG4 Meeting #107-bis-e	C4-220203
E-Meeting, 17th – 21st January 2022
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	29.500
	CR
	0304
	rev
	-
	Current version:
	17.5.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	HTTP Client Behaviour

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	CT4

	
	

	Work item code:
	SBIProtoc17
	
	Date:
	2022-01-10

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	The specification describes the behaviour for NFs as HTTP servers regarding the handling of received request messages, in terms e.g. on how to react to unknown IEs or query parameters, or malformed request bodies.

However, similar considerations do not exist for HTTP clients, regarding the handling of received response messages.


	
	

	Summary of change:
	Describe how to handle response messages, for an HTTP client, regarding unknown IEs or malformed response messages.


	
	

	Consequences if not approved:
	Unclear specification.


	
	

	Clauses affected:
	5.2.7.3

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


* * * First Change * * * *
[bookmark: _Toc19708952][bookmark: _Toc27745027][bookmark: _Toc29803180][bookmark: _Toc35969931][bookmark: _Toc36050725][bookmark: _Toc44847438][bookmark: _Toc51845091][bookmark: _Toc51845422][bookmark: _Toc51846942][bookmark: _Toc57022573][bookmark: _Toc82556734]5.2.7.3	NF as HTTP Client
Besides the HTTP Status Codes defined in the API specification, a NF as HTTP client should support handling of 1xx, 3xx, 4xx and 5xx HTTP Status Codes specified in table 5.2.7.1-1, following the client behaviour in corresponding IETF RFC where the received HTTP Status Code is defined.
When receiving a not recommended or not recognized 1xx, 3xx, 4xx or 5xx HTTP Status Code, a NF as HTTP client should treat it as x00 status code of the class, as described in clause 6 of IETF RFC 7231 [11].
If 100, 200/204, 300, 400 or 500 response code is not defined by the API specification, the client may follow guidelines below:
a)	For 1xx (Informational):
1)	Discard the response and wait for final response.
b)	For 2xx (Successful):
1)	Consider the service operation is successful if no mandatory information is expected from the response payload in subsequent procedure.
2)	If mandatory information is expected from response payload in subsequent procedure, parse the payload following description in clause 6.2.1 of IETF RFC 7231 [11]. If parse is successful and mandatory information is extracted, continue with subsequent procedure.
3)	Otherwise, consider service operation has failure and start failure handling.
c)	For 3xx (Redirection):
1)	Retry the request towards the directed resource referred in the Location header, using same request method.
d)	For 4xx (Client Error):
1)	Validate the request message and make correction before resending. Otherwise, stop process and go to error handling procedure.
e)	For 5xx (Server Error):
1)	Stop process and go to error handling process.
The handling of unknown, unexpected or erroneous HTTP request message IEs shall provide for the forward compatibility of the HTTP APIs used for the service -based interfaces. Therefore, the sending HTTP entity shall be able to safely include in a message a new optional IE. Such an IE may also have a new type. A receiving HTTP entity shall behave as specified in clause 5.2.7.2.
If a received HTTP response message contains unknown IEs (Information Elements within the JSON body), the NF may discard those IEs and it shall process the rest of the response message, as long as it is compliant with the OpenAPI schema definition of such response message.
If a received HTTP response message contains IEs not compliant with the schema defined in the corresponding OpenAPI specification (e.g., because the schema of the response body prohibits the presence of additional IEs or constrains their types), the NF shall stop processing such response message and go to error handling process.
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