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1. Introduction
<Introduction part (optional)>
2. Reason for Change
The evaluation and conclusion part for key issue #4 is missing.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.820 v1.0.0.

* * * First Change * * * *
[bookmark: _Toc73781632][bookmark: _Toc70926445][bookmark: _Toc70926730]7.4	Evaluation and conclusions of solutions for key issue #4
[bookmark: _Toc73781633]7.4.1	Evaluation
Candidate solution #2, solution #11 and solution#12 have been proposed for Key Issue #4 – "Avoidance of conflict between UE IP address/prefix allocated by SMF(s)". The candidate solutions provide different mechanisms to avoid the UE IP address/prefix allocation by SMF in SMF set.
Within solution #2, two solutions are proposed in case SMF added/removed to/from SMF set.
Table 7.4.1-1: Evaluation for Key Issue #4
	Analysis
	Solution Overview
	

	
	Solution #2
	Solution #11
	Solution #12

	
	Local configuration
	directly controlled by external entity
	
	

	Enclosing scope
	SMFs in the same SMF set
	SMFs in the same SMF set or different SMF sets.
	SMFs in the same SMF set

	Impact(Inter SMFs)
	It requires a new interface between SMFs in SMF set. 
It requires lots of inter SMF signaling within SMF set.

	No requirement.
	No requirement.

	Impact(External Server)
	No requirement.
	It requires an OAM or external entity to re-assign the UE IP address/prefix in case SMF added/removed to/from SMF set.
	It requires the deployment of DHCP and AAA servers in the 5GC for UE IP address allocations and the signalling interactions between SMFs and the DHCP or AAA server during PDU session establishments and release, and possibly during UE IP address renewal, which introduce slight latency.
	

	Impact (IP partitioning)
	It requires an OAM or external entity (e.g. Operator's IP planner) to decide the IP addresses partitioning between the SMFs of an SMF set.
	No IP partitioning required within SMF set.
	Same as Solution#2

	UE IP address planning and usage ratio
	From the operator point of view, the available UE IP addresses/prefix for each SMF can be contiguous and well planned.

[bookmark: OLE_LINK3][bookmark: OLE_LINK4]During SMF failure or restart, some UE IP addresses might not be used by other SMFs since the UE IP addresses are statically allocated to each SMF within SMF set. This is caused by static allocation (Local configuration solution) or transient period during OAM re-assignment (Directly controlled by external entity solution).
	The UE IP addresses are configured centrally in DHCP or AAA server, and assigned consistently to all SMFs without collisions of UE IP address allocation;

Central configuration and allocation of UE IP addresses allow monitoring (e.g. KPIs) of the usage of IP addresses in the SMF set.
	Same as Solution#2

	Impact (SMF/SMF Set logical processing)
	It requires each SMF in SMF set records the whole UE IP address/prefix table and the IP usage indication for each address/prefix.

It requires high reliability for message exchange between SMFs since any failure (e.g. transient communication failure between 2 SMFs, SMF overload) can result in SMFs getting out of synchronization with regard to IP addresses usage.

It requires the IP addresses allocation/re-allocation when SMF is added or removed from the set and also, it requires advertisement of releasing IP addresses owned by a different SMF of the SMF set.
	It requires the SMF acts as a DHCP/RADIUS (or DIAMETER) client towards the DHCP/AAA server which is the same behaviour as already defined for SMF (from Rel-15 onwards). It reuses the same UE IP address allocation as already supported for UE IP address allocation by a DN-AAA.

It requires the target SMF to check the IP lease time in shared context data for the PDU session which is switched to this SMF. And it requires the SMF to initiate a AAA re-authorization to renew the IP address(keeping the IP address upchanged) when the lease time is approaching expiry.
	It requires each SMF in SMF set records the whole UE IP address/prefix table and the IP usage indication for each address/prefix.

[bookmark: OLE_LINK1][bookmark: OLE_LINK2]It requires SMF to check the shared context data in different cases. E.g. SMF restart, SMF added or removed from the set, IP re-assigned to the target SMF.

It requires the IP addresses allocation/re-allocation when SMF is added or removed from the set.




According to the evaluation table above, a brief evaluation for each solution is list as below:
The solution #2 covered SMFs in the same SMF set and it requires a new interface and lots of inter SMF signaling between SMFs in SMF set.
The solution #11 have covered SMFs in the same SMF set or different SMF sets and it re-use the same IP allocation as already supported by DN-AAA. To avoid the IP expiry, it requires the target SMF to check the IP lease time in shared context data for the PDU session which is switched to this SMF. This solution has re-used the current IP allocation mechanism with a few tweaks.
The solution #12 covered SMFs in the same SMF set and it re-use the information in shared context data. But it requires the IP re-allocation when SMF is added or removed and it may cause the SMF periodically checked the shared context data for synchronization.
[bookmark: _Toc70926447][bookmark: _Toc73781634]7.4.2	Conclusions
Solution#11 is adopted for KI#4. The following work is needed during the normative phase:
-	The normative requirements related to this capability in CP function will be specified in 3GPP TS 29.244 [3] based the clauses 5.21.1.
-	The major part of the IP allocation mechanism in solution #11 is already supported. But with the special session handling in SMF set, e.g. PDU session can be taken over by a different SMF during the lifetime of the PDU session, there are some different requirements compared to the existing DHCP/AAA procesures. Therefore, such information should be standardized in 3GPP TS 29.244 [3] clauses 5.21.2 based on the solution#11 as described in clause 6.11.1.
* * * End of Changes * * * *

