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Foreword
[bookmark: spectype3]This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall	indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should	indicates a recommendation to do something
should not	indicates a recommendation not to do something
may	indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can	indicates that something is possible
cannot	indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will	indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not	indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: introduction][bookmark: _Toc35971369][bookmark: _Toc67903493][bookmark: _Toc81558518][bookmark: _Toc85562409]Introduction
This clause is optional. If it exists, it is always the second unnumbered clause.
[bookmark: _Toc510696578][bookmark: _Toc35971370][bookmark: _Toc67903494][bookmark: _Toc75174135][bookmark: _Toc81558519][bookmark: _Toc85562410][bookmark: _Toc510696579][bookmark: _Toc35971371][bookmark: _Toc67903495]
1	Scope
This clause will describe the scope of the corresponding service specification.
The present document specifies the stage 3 protocol and data model for the Nmbsmf Service Based Interface. It provides stage 3 protocol definitions and message flows, and specifies the API for each service offered by the MB-SMF with the exception of the MB-SMF Event Exposure service.
The 5G System stage 2 architecture and procedures are specified in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3]. The 5G Multicast-Broadcast Session Management Services for 5G System is specified in 3GPP TS 23.247 [14].
The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition are specified in 3GPP TS 29.500 [4] and 3GPP TS 29.501 [5].
[bookmark: _Toc81558520][bookmark: _Toc85562411][bookmark: _Toc510696580][bookmark: _Toc35971372][bookmark: _Toc67903496][bookmark: _Toc81558521]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
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[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 7807: "Problem Details for HTTP APIs".
[14]	3GPP TS 23.247: "Architectural enhancements for 5G multicast-broadcast services; Stage 2".
[16]	IETF RFC 6902: "JavaScript Object Notation (JSON) Patch".
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[bookmark: _Toc85562412]3	Definitions, symbols and abbreviations
[bookmark: _Toc510696581][bookmark: _Toc35971373][bookmark: _Toc67903497][bookmark: _Toc81558522][bookmark: _Toc85562413]3.1	Definitions
[bookmark: OLE_LINK6][bookmark: OLE_LINK7][bookmark: OLE_LINK8]For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Definition format (Normal)
<defined term>: <definition>.
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc510696582][bookmark: _Toc35971374][bookmark: _Toc67903498][bookmark: _Toc81558523][bookmark: _Toc85562414]3.2	Symbols
For the purposes of the present document, the following symbols apply:
Symbol format (EW)
<symbol>	<Explanation>

[bookmark: _Toc81558524][bookmark: _Toc85562415]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
Abbreviation format (EW)
5MBS	5G Multicast-Broadcast Services
C-TEID	Common Tunnel Endpoint IDentifier
F-TEID	Fully Qualified TEID (i.e. IP address and TEID)
GTP-U	GTP User
TEID	Tunnel Endpoint IDentifier<ACRONYM>	<Explanation>

[bookmark: _Toc510696584][bookmark: _Toc35971376][bookmark: _Toc67903500][bookmark: _Toc75192259][bookmark: _Toc81558525][bookmark: _Toc85562416]4	Overview
This clause will introduce the Service Based Interface specified in this document.
It will include the relevant architecture aspects of the service based interface. Both representation models (SBI and reference point) shall be shown.
[bookmark: _Toc25073751][bookmark: _Toc34062916][bookmark: _Toc43119884][bookmark: _Toc49767936][bookmark: _Toc56434109][bookmark: _Toc67687683][bookmark: _Toc81558526][bookmark: _Toc85562417]4.1	Introduction
Within the 5GC, the MB-SMF offers services to the SMF, AMF, AF/AS, MBSF and NEF via the Nmbsmf service based interface (see 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.247 [14]).
Figure 4.1-1 provides the reference model (in service based interface representation and in reference point representation), with focus on the MB-SMF and the scope of the present specification.


Figure 4.1-1: Reference model – MB-SMF
N11mb is the reference point between MB-SMF and AMF.
N16mb is the reference point between MB-SMF and SMF.
N29mb is the reference point between MB-SMF and NEF.
Nmb1 is the reference point between MB-SMF and MBSF.
Nmb13 is the reference point between MB-SMF and AF/AS.
The functionalities supported by the MB-SMF are listed in clause 5.3.2.2 of 3GPP TS 23.247 [14].
[bookmark: _Toc81558527][bookmark: _Toc85562418]5	Services offered by the MB-SMF
[bookmark: _Toc510696586][bookmark: _Toc35971378][bookmark: _Toc67903502][bookmark: _Toc75192261][bookmark: _Toc81558528][bookmark: _Toc85562419]5.1	Introduction
Table 5.1-1 summarizes the SBI services produced by an MB-SMF.
Table 5.1-1: NF Services provided by MB-SMF
	Service Name
	Description
	Example Consumers

	Nmbsmf_TMGI
	This service enables to request the allocation or release of TMGI(s). Applicable to both Broadcast and Multicast services. 
	NEF, MBSF, AF


	Nmbsmf_MBSSession
	This service enables: 
-	to create, update modify, activate, deactivate and release a multicast or broadcast MBS session.
-	create, modify and release a broadcast MBS session
-	request the start or termination of MBS data reception for a multicast MBS session
-	query information (e.g. QoS information) about a multicast MBS session and subscribe and unsubscribe to notifications of events about the multicast MBS session context and notify corresponding events to the subscribed NFs
-	subscribe and unsubscribe to notifications of events about status change of a broadcast or multicast MBS session and notify corresponding events to the subscribed NFs
	
NEF, MBSF, AF 


NEF, MBSF, AF

SMF, AMF


SMF





NEF, MBSF, AF

	Nmbsmf_Reception
	This service enables to request the start or termination of MBS data reception for a multicast session (not applicable to broadcast).
	SMF, AMF

	Nmbsmf_Information
	This service enables to request information on an MBS session, or to subscribe to notifications on MBS session events.
	SMF



Table 5.1-2 summarizes the corresponding MB-SMF APIs defined in this specification (see Annex A).
Table 5.1-2: MB-SMF API Descriptions
	Service Name
	Clause
	Description
	OpenAPI Specification File
	apiName
	Annex

	Nmbsmf_TMGI 
	5.2 
	MB-SMF TMGI Service
	TS29532_ Nmbsmf_TMGI.yaml
	nmbsmf_tmgi  
	A.2

	Nmbsmf_MBSSession 
	5.3
	MB-SMF MBSSession Service
	TS29532_ Nmbsmf_MBSSession.yaml 
	nmbsmf_mbssession 
	A.3

	Nmbsmf_Reception
	5.4
	MB-SMF Reception Service
	TS29532_ Nmbsmf_Reception.yaml
	nmbsmf_reception
	A.4

	Nmbsmf_Information
	5.5
	MB-SMF Information Service
	TS29532_ Nmbsmf_Information.yaml
	nmbsmf_information
	A.5



[bookmark: _Toc510696587][bookmark: _Toc35971379][bookmark: _Toc67903503][bookmark: _Toc75426338][bookmark: _Toc81558529][bookmark: _Toc85562420][bookmark: _Toc510696589][bookmark: _Toc35971381][bookmark: _Toc67903505][bookmark: _Toc510696592][bookmark: _Toc35971384][bookmark: _Toc67903508][bookmark: _Toc75426343][bookmark: _Toc81558534][bookmark: _Toc81558537]5.2	Nmbsmf_TMGI Service
[bookmark: _Toc510696588][bookmark: _Toc35971380][bookmark: _Toc67903504][bookmark: _Toc75426339][bookmark: _Toc81558530][bookmark: _Toc85562421]5.2.1	Service Description
The Nmbsmf_TMGI service operates on TMGI resources. It is applicable to both Broadcast and Multicast services. The service operations exposed by this service allow other NFs to request the allocation and release of TMGIs. The following are the key functionalities of this NF service:
-	Requesting the allocation of one or more TMGI values;
-	Requesting the release deallocation of one or more TMGI values.
Table 5.2.1-1 lists the service operations that are supported by the Nmbsmf_TMGI service.
Table 5.2.1-1: Service operations supported by the Nmbsmf_TMGI service
	Service Operations
	Description
	Operation
Semantics
	Example Consumers

	Allocate 
	Request the allocation of one or more TMGI values.
	Request / Response
	NEF, MBSF, AF

	ReleaseDeallocate
	To request the release deallocate of one or more TMGI values.
	Request / Response
	NEF, MBSF, AF



Editor's note: "Nmbsmf_TMGI_Allocate" corresponds to the stage 2 (TS 23.247) "Nmbsmf_TMGI_Request". The service operation name in stage 2 need to be fixed to avoid imposing on stage 3 the following confusing service operation message names: "Nmbsmf_TMGI_Request Request" and "Nmbsmf_TMGI_Request Response". This matter needs to be addressed at the next SA2. Stage 3 will be aligned with the stage 2 decision.
[bookmark: _Toc81558531][bookmark: _Toc85562422]5.2.2	Service Operations
[bookmark: _Toc510696590][bookmark: _Toc35971382][bookmark: _Toc67903506][bookmark: _Toc75426341][bookmark: _Toc81558532][bookmark: _Toc85562423]5.2.2.1	Introduction
See Table 5.2.1-1 for an overview of the service operations supported by the Nmbsmf_TMGI service.
[bookmark: _Toc510696591][bookmark: _Toc35971383][bookmark: _Toc67903507][bookmark: _Toc75426342][bookmark: _Toc81558533][bookmark: _Toc85562424]5.2.2.2	TMGI Allocate service operation
[bookmark: _Toc85562425]5.2.2.2.1	General
The TMGI Allocate service operation (Nmbsmf_TMGI_Allocate) shall be used by NF Service Consumers to request the allocation of TMGI(s). The TMGI Allocate service operation shall also be used to refresh the expiration time of the previously allocated TMGI(s).
It is used in the following procedures:
-	Initial MBS session configuration with and without PCC (see clauses 7.1.1.21 and 7.1.1.32 in 3GPP TS 23.247 [14]).;
The NF Service Consumer (e.g. NEF, MBSF and AF) shall trigger the allocation of one or more TMGIs by using the HTTP POST method on the TMGI collection resource (/Ttmgi), as shown in Figure 5.2.2.2.1-1.



Figure 5.2.2.2.1-1: TMGI allocation and TMGI refresh operations
1.	The NF Service Consumer shall send a POST request to the resource representing the TMGI collection resource (/tmgi) of the MB-SMF. The payload body (TmgiAllocate data structure) of the POST request shall contain:
-	the number of TMGIs to be allocated, if TMGI allocation is requested to be allocated;.
-	one or more TMGIs, if the expiration time of the previously allocated TMGI(s) needs to be refreshed.
2a.	On success, the MB-SMF shall return a 200 OK response with a payload body (TmgiAllocated data structure), which contains the allocated TMGI(s) and their expiration time, i.e. one expiration time for all TMGIs.indicated in the payload body
2b.	On failure, or redirection, one of the HTTP status codes listed in Table 6.xx-x shall be returned. For a 4xx/5xx response, the message body shall contain a TmgiAllocationError data structure, including:
-	a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.xx-x;
-	FFS.
[bookmark: _Toc510696595][bookmark: _Toc35971387][bookmark: _Toc67903511][bookmark: _Toc75426346][bookmark: _Toc81558535][bookmark: _Toc85562426]5.2.2.3	TMGI Release Deallocate service operation
[bookmark: _Toc81558536][bookmark: _Toc85562427]5.2.2.3.1	General
The TMGI Release Deallocate service operation (Nmbsmf_TMGI_DeallocateRelease) shall be used by NF Service Consumers to request the releasedeallocation of one or more TMGI(s).
It is used in the following procedures:
-	Removal of the MBS session configuration with and without PCC (see clauses 7.1.1.43 and 7.1.1.54 in 3GPP TS 23.247 [14]);
-	MBS Session Release for Broadcast (see clause 7.3.2 in 3GPP TS 23.247 [14]).
The NF Service Consumer (e.g. NEF, MBSF and AF) shall trigger the release deallocation of one or more TMGIs by using the HTTP DELETE method on the TMGI collection resource (/tmgi), as shown in Figure 5.2.2.3.1-1.



Figure 5.2.2.3.1-1: TMGI releasedeallocation
1.	The NF Service Consumer shall send a DELETE request to the resource representing the TMGIs collection. Query parameters shall be used to indicate the TMGI(s) to be releaseddeallocated. The NF Service Consumer may request to deallocate all previously allocated TMGIs, or one or more specific TMGIs previously allocated.
2.	On success, "204 No Content" shall be returned with empty message body.
[bookmark: _Toc85562428]5.3	Nmbsmf_MBSSession Service
[bookmark: _Toc81558538][bookmark: _Toc85562429]5.3.1	Service Description
The Nmbsmf_MBSSession service operates on MBS Sessions. It is applicable to both Broadcast and Multicast services. The service operations exposed by this service allow other NFs to create, update and release MBS sessions. The following are the key functionalities of this NF service:
-	Creation, modification and release of MBS contexts for MBS Sessions. 
Table 5.3.1-1 lists the service operations that are supported by Nmbsmf_MBSSession service.
Table 5.3.1-1: Service operations supported by the Nmbsmf_MBSSession service
	Service Operations
	Description
	Operation
Semantics
	Example Consumers

	Create
	Create a multicast or a broadcast MBS session.
	Request / Response
	NEF, MBSF, AF

	Update
	Update a multicast or a broadcast MBS session.
	Request / Response
	NEF, MBSF, AF

	ReleaseDelete
	Release Delete a multicast or a broadcast MBS session.
	Request / Response
	NEF, MBSF, AF

	ContextUpdate
	Request the start or termination of MBS data reception for a multicast MBS session
	Request / Response
	AMF, SMF

	ContextStatusSubscribe
	Request information (e.g. QoS information) about a multicast MBS session and subscribe to notification of events about the multicast MBS session context
	Subscribe/
Notify
	SMF

	ContextStatusUnsubscribe
	Unsubscribe to notification of events about the multicast MBS session context
	
	SMF

	ContextStatusNotify
	Notify events about the multicast MBS session context
	
	SMF

	StatusSubscribe
	Subscribe to notifications of status change of a broadcast or multicast MBS session
	Subscribe/
Notify
	NEF, MBSF, AF

	StatusUnsubscribe
	Unsubscribe to notifications of status change of a broadcast or multicast MBS session
	
	NEF, MBSF, AF

	StatusNotify
	Notify status changes of a multicast or broadcast or multicast MBS session
	
	NEF, MBSF, AF



[bookmark: _Toc81558539][bookmark: _Toc85562430][bookmark: _Toc76042707]5.3.2	Service Operations
[bookmark: _Toc81558540][bookmark: _Toc85562431]5.3.2.1	Introduction
See Table 5.3.1-1 for an overview of the service operations supported by the Nmbsmf_MBSSession service.
[bookmark: _Toc81558541][bookmark: _Toc85562432][bookmark: _Toc81558543]5.3.2.2	Create
[bookmark: _Toc81558542][bookmark: _Toc85562433]5.3.2.2.1	General
The Create service operation shall be used to create a multicast or a broadcast MBS session.
It is used in the following procedures:
-	Initial MBS session configuration with or without PCC (see clauses 7.1.1.1 2 and 7.1.1.32 of 3GPP TS 23.247 [14]); and
-	MBS Session Start for Broadcast (see clause 7.3.1 of 3GPP TS 23.247 [14]).

The NF Service Consumer (e.g. NEF, MBSF or AF) shall create an MBS session by using the HTTP POST method as shown in Figure 5.3.2.2.1-1.




Figure 5.3.2.2.1-1: MBS session creation
1.	The NF Service Consumer shall send a POST request to the resource representingtargeting the MBS Sessions collection resource of the MB-SMF. The payload body of the POST request shall contain the following information:
-	the MBS Session ID (source specific IP multicast address or TMGI) or a TMGI allocation request indication; and
-	service type (either multicast or broadcast service).
The payload body of the POST request may further contain the following parameters:
-	for a multicast or a broadcast MBS session: 
-	Iingress transport address request indication, if the allocation of an ingress transport address is requested; 
-	MBS Sservice Aarea; 
-	DNN; 
-	S-NSSAI; 
-	MBS activation time; 
-	MBS termination time; 
-	service description; 
-	QoS information; 
-	Event ID(s), Notify Correlation ID and Notification URI where to receive notifications, for subscribing to notifications of events about the MBS session;
-	indication that a policy authorization is provided for the MBS session to the PCF;
-	for a multicast MBS session: 
-	session activity status (active/inactive); 
-	indication that any UE may join the MBS session, for a multicast MBS session. 
Editor's note: parameters of the service operation are FFS.
2a.	On success, the MB-SMF shall reserve ingress resources for the MBS session and shall return a "201 Created" response. The "Location" header shall be present and shall contain the URI of the created resource. The payload body of the POST response may contain the following parameters:
-	the TMGI allocated to the MBS session, if the request includeds a TMGI allocation request; 
-	MB-UPF tunnel information, if unicast transport is used over N6mb/Nmb9; and 
-	Subscription Id, if the Create request includes the subscription to events about the MBS session.    
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.2.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.2.3.2.3.1-3.	
[bookmark: _Toc85562434][bookmark: _Toc81558545]5.3.2.3	Update
[bookmark: _Toc81558544][bookmark: _Toc85562435]5.3.2.3.1	General
The Update service operation shall be used to update a multicast or a broadcast MBS session.
It is used in the following procedures:
-	MBS Session Update with or without PCC (see clauses 7.1.1.3 6 and 7.1.1.4 7 of 3GPP TS 23.247 [14]); and
-	MBS Session Update for Broadcast (see clause 7.3.3 of 3GPP TS 23.247 [14]).;
The NF Service Consumer (e.g. NEF, MBSF or AF) shall update an MBS session by using the HTTP PATCH method with the URI of the individual MBS session as shown in Figure 5.3.2.3.1-1.


Figure 5.3.2.3.1-1: MBS session update
1.	The NF Service Consumer shall send a PATCH request to update the MBS session. The following parameters may be modified:
-	for a multicast or a broadcast MBS session: 
-	MBS Service Area; 
-	QoS information; 
-	for a multicast MBS session: 
-	session activity status (active/inactive) to activate or deactivate an MBS session. 
Editor's note: parameters of the service operation are FFS.
2a.	On success, the MB-SMF shall return a "204 No Content" response. 
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.2.3.3.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.2.3.3.3.1-3.
[bookmark: _Toc85562436][bookmark: _Toc81558547][bookmark: _Toc77761041][bookmark: _Toc81558554]5.3.2.4	Release
[bookmark: _Toc81558546][bookmark: _Toc85562437]5.3.2.4.1	General
The Release service operation shall be used to delete a multicast or a broadcast session.
It is used in the following procedures:
-	Removal of MBS session configuration with or without PCC (see clauses 7.1.1.3 4 and 7.1.1.4 of 3GPP TS 23.247 [14]); and
-	MBS Session Release for Broadcast (see clause 7.3.2 of 3GPP TS 23.247 [14]).;
The NF Service Consumer (e.g. NEF, MBSF or AF) shall release an MBS session by using the HTTP DELETE method with the URI of the individual MBS session as shown in Figure 5.3.2.4.1-1.


Figure 5.3.2.4.1-1: MBS session release
1.	The NF Service Consumer shall send a DELETE request to release the MBS session. 
2a.	On success, the MB-SMF shall release ingress resource for the MBS session and return a "204 No Content" response. 
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.2.3.3.3.2-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.2.3.3.3.2-3.
[bookmark: _Toc85562438]5.3.2.5	ContextUpdate
[bookmark: _Toc85562439]5.3.2.5.1	General
The ContextUpdate service operation shall be used to start or terminate MBS data reception for a multicast MBS session.
It is used in the following procedures: 
-	to start MBS data reception: 
-	Multicast session join and session establishment procedure (see clause 7.2.1.3 of 3GPP TS 23.247 [14])
-	Establishment of shared delivery toward RAN node (see clause 7.2.1.4 of 3GPP TS 23.247 [14])
-	Xn based handover from MBS supporting NG-RAN node (see clause 7.2.3.2 of 3GPP TS 23.247 [14])
-	N2 based handover from MBS supporting NG-RAN node (see clause 7.2.3.3 of 3GPP TS 23.247 [14])
-	MBS session activation procedure (see clause 7.2.5.2 of 3GPP TS 23.247 [14])
-	to terminate MBS data reception: 
-	MBS session Leave (see clause 7.2.2.2 of 3GPP TS 23.247 [14]);
-	SMF removing joined UEs from MBS session (see clause 7.2.2.3 of 3GPP TS 23.247 [14]);
-	Release of shared delivery toward RAN node (see clause 7.2.2.4 of 3GPP TS 23.247 [14]);
The NF Service Consumer (e.g. AMF or SMF) shall update the MBS session context to start or terminate the MBS data reception of an MBS session by using the HTTP POST method as shown in Figure 5.3.2.5.1-1.


Figure 5.3.2.5.1-1: Multicast MBS session Context Update
1.	The NF Service Consumer shall send a POST request targeting the /mbs-sessions/contexts/update resource. The payload body of the POST request shall contain:
-	if the NF Service Consumer is the SMF:
-	SMF NF Instance ID;
-	MBS Session ID (i.e. TMGI or source specific multicast address); 
-	requested action (i.e. Start or terminate MBS data reception);    
-	if the NF Service Consumer is the AMF: 
-	AMF NF Instance ID and RAN Node ID; 
-	N2 Container (Start or terminate MBS data reception, MBS session ID, optional Area session ID, optional GTP Tunnel info for unicast transport); 
The payload body of the POST request may further contain the following parameters:
-	if the NF Service Consumer is the SMF:
-	Area Session ID, for a location dependent multicast MBS session; 
-	the (UPF) DL GTP-U F-TEID, to be used for starting or terminating MBS data reception, if unicast transport is used over N19mb. 
2a.	On success, a "200 OK" response shall be returned, if additional information needs to be returned in the response. The payload body of the POST response may contain the following parameters:
-	if the NF Service Consumer is the SMF and it was requested to start MBS data reception:
-	the GTP-U Common TEID (C-TEID, see 3GPP TS 29.281 [17]) and the related IP multicast source address of the MB-UPF, for data reception over N19mb using multicast transport, if no DL GTP-U F-TEID was received in the request for unicast transport; 
-	if the NF Service Consumer is the AMF:
  -	N2 Container (including e.g. MBS Session ID, transport multicast address if multicast transport is used for data reception over N3mb).
NOTE:	The user plane from the MB-UPF to NG-RAN (for 5GC Shared MBS traffic delivery) and the user plane from MB-UPF to UPFs (5GC Individual MBS traffic delivery) may use multicast transport via a common GTP-U tunnel per MBS session, or use unicast transport via separate GTP-U tunnels at NG-RAN or at UPF per MBS session.
2b. Otherwise, the MB-SMF shall return a "204 No Content" response if no additional information needs to be returned in the response 
2c.	On failure or redirection, one of the HTTP status code listed in Table 6.x.y shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.2.3.2.3.1-3.
[bookmark: _Toc85562440]5.3.2.6	StatusSubscribe service operation
[bookmark: _Toc85562441]5.3.2.6.1	General
The StatusSubscribe service operation shall be used by an NF Service Consumer (e.g. NEF, MBSF or AF) to create or to update a subscription to the MB-SMF notifications related to the status of the MBS session.
[bookmark: _Toc85562442]5.3.2.6.2	Subscription creation
When the StatusSubscribe service operation is used for creating a subscription, the NF Service Consumer (e.g. NEF, MBSF or AF) shall subscribe to MB-SMF service notifications by using the HTTP POST method as shown in Figure 5.3.2.6.2-1.



Figure 5.3.2.6.2-1: Subscribing to MB-SMF notifications
1.	The NF Service Consumer shall send a POST request to the resource URI representing the "/subscriptions" collection resource in the MB-SMF (/mbs-sessions/subscriptions). The request body shall include the data indicating the type of notifications that the NF Service Consumer is interested in receiving. The request body shall also contain a callback URI, where the NF Service Consumer is requesting to receive the notifications from the MB-SMF (see StatusNotify operation in clause 5.3.2.8) and it may contain a validity time, suggested by the NF Service Consumer, representing the time span during which the subscription is desired to be kept active. The payload body of the POST request (DataSubscribe data structure) shall contain:
-	MBS Session ID (source specific IP multicast address or TMGI);
-	Event ID and optionally also the information on the event.
-	Notification URI (callback URI), indicating the address where the MB-SMF shall send the notifications;
-	Notification Correlation ID;
2a.	On success, the MB-SMF shall return a "201 Created" response. The "Location" header shall be present and shall contain the URI of the created resource. The payload body of the POST response shall include a representation of the created subscription (DataSubscribed data structure), which may contain the following parameters:
-	FFS.  
2b.	On failure or redirection, one of the HTTP status code listed in Table xxxx shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table xxxx.
[bookmark: _Toc85562443]5.3.2.6.3	Subscription update
When the StatusSubscribe service operation is used for updating a subscription, the NF Service Consumer (e.g. NEF, MBSF or AF) shall update its subscription to MB-SMF notifications by using the HTTP PATCH method as shown in Figure 5.3.2.6.3-1.


Figure 5.3.2.6.2-1: Updating a subscription to MB-SMF notifications
1.	The NF Service Consumer shall send a PATCH request to update the individual subscription resource at the MB-SMF (/mbs-sessions/subscriptions/{subscriptionId}). The following information may be requested to be modified
-	Notification URI (callback URI), indicating the address where the MB-SMF shall send the notifications;
-	New expiration time;  
-	Event ID and optionally also the information on the event.
2a.	On success, the MB-SMF shall return a "200 Ok" response with a representation of the modified subscription (Subscription data structure).
2b.	On failure or redirection, one of the HTTP status code listed in Table xxxx shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table xxxx.
[bookmark: _Toc85562444]5.3.2.7	StatusUnsubscribe
[bookmark: _Toc85562445]5.3.2.7.1	General
The StatusUnsubscribe service operation shall be used by an NF Service Consumer (e.g. NEF, MBSF or AF) to unsubscribe from the MB-SMF notifications related to the status of the MBS session.
The NF Service Consumer (e.g. NEF, MBSF or AF) shall unsubscribe from MB-SMF service notifications by using the HTTP DELETE method as shown in Figure 5.3.2.7.1-1.



Figure 5.3.2.7.1-1: Unsubscribing from MB-SMF notifications
1.	The NF Service Consumer shall send a DELETE request to the resource URI representing the individual subscription document resource in the MB-SMF (/subscriptions/{subscriptionID}). 
2.	On success, the MB-SMF shall return a "204 No Content" response.
2b.	On failure or redirection, one of the HTTP status code listed in Table xxxx shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table xxxx.
[bookmark: _Toc85562446]5.3.2.8	StatusNotify
[bookmark: _Toc85562447]5.3.2.8.1	General
The StatusNotify service operation shall be used by the MB-SMF to notify a subscribed NF Service Consumer (e.g. NEF, MBSF or AF) about the change in the status of the MBS session. 
The MB-SMF shall notify the NF Service Consumer (e.g. NEF, MBSF or AF) by using the HTTP POST method to the callback URI received earlier in the subscription as shown in Figure 5.3.2.8.1-1.



Figure 5.3.2.8.1-1: MB-SMF notifications
1.	The MB-SMF shall send a POST request to the callback URI ({StatusNotificationUri}) of the subscribed NF Service Consumer. The payload body of the POST request (NotificationData data structure) shall contain:
-	Notification Correlation ID;
-	Event ID and optionally also the information on the event.
2a.	On success, the MB-SMF shall return a "204 No Content" response.
2b.	On failure or redirection, one of the HTTP status code listed in Table xxxx shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table xxxx.
[bookmark: _Toc85562448]5.3.2.9	ContextStatusSubscribe
[bookmark: _Toc85562449]5.3.2.9.1	General
The ContextStatusSubscribe service operation enables to create and modify a subscription to notifications of events about a multicast MBS session context.
[bookmark: _Toc85562450]5.3.2.9.2	Creation of a subscription
The ContextStatusSubscribe service operation shall be used to request information (e.g. QoS information) about a multicast MBS session and subscribe to notifications of events about the multicast MBS session context. 
It is used in the following procedures: 
-	Multicast session join and session establishment procedure (see clause 7.2.1.3 of 3GPP TS 23.247 [14]). 
The NF Service Consumer may subscribe to multiple events in a subscription. A subscription shall be specific to a multicast MBS session context.
The NF Service Consumer (e.g. SMF) shall request information (e.g. QoS information) about a multicast MBS session and create a subscription to notification of events about the multicast MBS session context by using the HTTP POST method with the URI of the Subscriptions collection for MBS contexts resource as shown in Figure 5.3.2.9.2-1.


Figure 5.3.2.9.2-1: Creation of a subscription for a multicast MBS session context 
1.	The NF Service Consumer shall send a POST request. The payload body of the POST request shall contain the description of the subscription requested to be created:
-	NF Instance ID of the NF Service Consumer creating the subscription; 
-	MBS Session ID (i.e. TMGI or source specific multicast address) being the target of the subscription;
-	Event ID(s) of the events to which the NF service consumer requests to subscribe; 
-	Notification URI, indicating the address where to send the events notifications generated by the subscription; 
The payload body of the POST request may further contain the following parameters:
-	Notification Correlation ID, indicating the correlation identitity to be carried in event notifications generated by the subscription. 
-	For each subscribed event:
-	Immediate Report Indication, to request to receive an immediate report in the response with the current event status;
-	Reporting Mode, to indicate how event shall be reported (One-time Reporting or Continuous); 
-	Expiry time, indicating the time up to which the subscription is desired to be kept active and after which the subscribed events shall stop generating notifications.  
In this release of the specification, the SMF shall subscribe to the "QOS_INFO", "STATUS_INFO", "SERVICE_AREA_INFO" and "SESSION_RELEASE" events, with the Reporting Mode set to "Continuous event reporting".
2a.	On success, the MB-SMF shall return a "201 Created" response, with an HTTP Location header providing the URI of the newly created resource. 

The response shall include a representation of the created subscription. If the NF Service Consumer has included more than one event in the subscription creation request and some of the events cannot be subscribed, the MB-SMF shall accept the request and indicate the successfully subscribed event(s) in the response.
If the NF Service Consumer has requested an Immediate Report, the MB-SMF shall include the current status of the events subscribed in the response, if available: 
-	QoS information for the multicast MBS session; 
-	multicast MBS session's status (activated/deactivated);
-	multicast MBS session service area for local multicast service.	
If the NF Service Consumer has requested One-time Reporting and if the MB-SMF has included the current status of the events subscribed in the response, then the MB-SMF shall not do any subsequent event notification for the subscribed events.
The payload body of the POST response may also contain the following parameters:
  -	start time of the multicast MBS session; 
-	the GTP-U Common TEID (C-TEID, see 3GPP TS 29.281 [17]) and the related IP multicast source address of the MB-UPF, for data reception over N19mb using multicast transport, if IP multicast transport may apply over N19mb; 
-	MBS session authorization information (i.e. indication that the multicast MBS session allows any UE to join); 
-	Expiry time after which the subscription becomes invalid, determined based on operator policies and taking into account the expiry time included in the request if any. If an expiry time was included in the request, then the expiry time returned in the response should be less than or equal to that value. The NF Service Consumer may update the subscription before the Expiry time to extend the subscription lifetime. Once the subscription expires, if the NF Service Consumer wants to keep receiving notifications, it shall create a new subscription in the MB-SMF. If the expiry time is not included in the response, the NF Service Consumer shall consider the subscription to be valid without an expiry time.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.x.y shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.2.3.2.3.1-3.
[bookmark: _Toc85562451]5.3.2.9.3	Modification of a Subscription
The ContextStatusSubscribe service operation shall be used to modify an existing subscription or extends the lifetime of an existing subscription to notifications of events about a multicast MBS session context.
The NF Service Consumer shall modify the subscription by using HTTP method PATCH with the URI of the individual subscription resource to be modified as shown in Figure 5.3.2.9.3-1.


Figure 5.3.2.9.3-1: Modification of a subscription for a multicast MBS session context 
1.	The NF Service Consumer shall send a PATCH request targeting the URI of the individual subscription resource to be modified. The payload body of the PATCH request shall contain the description of the modifications to apply to the subscription. The following information may be requested to be modified:
-	NF Instance ID of the NF Service Consumer; 
-	Notification URI, indicating the address where to send the events notifications generated by the subscription; 
-	Event ID(s) of the events to which the NF service consumer requests to subscribe; 
-	Notification Correlation ID, indicating the correlation identity to be carried in event notifications generated by the subscription. 
-	Expiry time, indicating the time up to which the subscription is desired to be kept active and after which the subscribed events shall stop generating notifications.  
NOTE:	A subscription can be modified e.g. when it is taken over by another SMF in the same SMF set, or before the Expiry time expires.  

2a.	On success, the MB-SMF shall return a "200 OK" response, with a representation of the modified subscription.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.x.y shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.2.3.2.3.1-3.
[bookmark: _Toc85562452]5.3.2.10	ContextStatusUnSubscribe
[bookmark: _Toc85562453]5.3.2.10.1	General
The ContextStatusUnSubscribe service operation shall be used to unsubscribe to notifications of events about a multicast MBS session context.
The NF Service Consumer (e.g. SMF) shall unsubscribe to notification of events about a multicast MBS session context by using the HTTP DELETE method as shown in Figure 5.3.2.10.1-1.


Figure 5.3.2.10.1-1: Deletion of a subscription for a multicast MBS session context
1.	The NF Service Consumer shall send a DELETE request targeting the subscription resource to be deleted. 
2a.	On success, the MB-SMF shall return a "204 No Content" response.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.x.y shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.2.3.2.3.1-3.
[bookmark: _Toc85562454]5.3.2.11	ContextStatusNotify
[bookmark: _Toc85562455]5.3.2.11.1	General
The ContextStatusNotify service operation shall be invoked by the MB-SMF to send a notification about event(s), when events about the multicast MBS session context included in the subscription occur.
It is used in the following procedures: 
-	MBS session activation procedure (see clause 7.2.5.2 of 3GPP TS 23.247 [14]); 
-	MBS session deactivation procedure (see clause 7.2.5.3 of 3GPP TS 23.247 [14]);  
-	Multicast session update procedure (see clause 7.2.6 of 3GPP TS 23.247 [14]); and
-	Multicast session service area update procedure (see clause 7.2.7 of 3GPP TS 23.247 [14]).
The MB-SMF shall notify event(s) about the multicast MBS session context by using the HTTP POST method targeting the notification URI received in the subscription as shown in Figure 5.3.2.11.1-1.


Figure 5.3.2.11.1-1: Notification of a multicast MBS session context event
1.	The MB-SMF shall send a POST request targeting the notification URI. The notification shall contain the following information: 
-	Notification Correlation ID, if available in the subscription; 
-	List of event(s) which occurred.  
2a.	On success, a "204 No Content" response shall be returned.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.x.y shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.x.y.

5.4	Nmbsmf_Reception Service
[bookmark: _Toc76042708][bookmark: _Toc81558548]5.4.1	Service Description
The Nmbsmf_Reception service is used by NF Service Consumers to request the reception of MBS data, or to request to end the MBS data transmission of a multicast session. The following are the key functionalities of this NF service:
-	Requesting the reception of the MBS data.
-	Requesting to end the MBS data transmission.
Table 5.4.1-1 lists the service operations that are supported by Nmbsmf_Reception service.
Table 5.4.1-1: Service operations supported by the Nmbsmf_Reception
	Service Operations
	Description
	Operation
Semantics
	Example Consumers

	Start
	Request the reception of MBS data of a multicast session.
	Request / Response
	SMF, AMF

	End
	Request the end of MBS data transmission of a multicast session.
	Request / Response
	SMF, AMF



Editor's note: "Nmbsmf_Reception_Start" and "Nmbsmf_Reception_End" correspond to the stage 2 (TS 23.247) "Nmbsmf_Reception_Request" and "Nmbsmf_Reception_Release", respectively. The service operation names in stage 2 need to be fixed to avoid imposing on stage 3 confusing service operation message names, like "Nmbsmf_Reception_Request Request". This matter needs to be addressed at the next SA2. Stage 3 will be aligned with the stage 2 decision.
[bookmark: _Toc81558549]5.4.2	Service Operations
[bookmark: _Toc81558550]5.4.2.1	Introduction
See Table 5.4.1-1 for an overview of the service operations supported by the Nmbsmf_Reception service.
[bookmark: _Toc81558551]5.4.2.2	Start Data Reception
[bookmark: _Toc81558552]5.4.2.2.1	General
The Start Data Reception service operation shall be used to request the reception of data of a multicast session.
It is used in the following procedures:
-	Multicast session join and session establishment procedure (see clause 7.2.1.3 of 3GPP TS 23.247 [14]);
-	Establishment of shared delivery toward RAN node (see clause 7.2.1.4 of 3GPP TS 23.247 [14]);
-	Xn based handover from MBS supporting NG-RAN node (see clause 7.2.3.2 of 3GPP TS 23.247 [14]);
-	N2 based handover from MBS supporting NG-RAN node (see clause 7.2.3.3 of 3GPP TS 23.247 [14]);
-	MBS session activation procedure (see clause 7.2.5.2 of 3GPP TS 23.247 [14]).

The NF Service Consumer (e.g. AMF or SMF) shall request the reception of data of a multicast session by using the HTTP POST method as shown in Figure 5.4.2.2.1-1.


Figure 5.4.2.2.1-1: Start Data Reception
1.	The NF Service Consumer shall send a POST request targeting the data-reception/start resource. The payload body of the POST request shall contain:
-	the MBS Session ID;
-	the AMF NF Instance ID and RAN Node ID, if the NF service consumer is an AMF; 
-	the SMF NF Instance ID, if the NF service consumer is an SMF. 
The payload body of the POST request may further contain the following parameters:
-	Area Session ID, for a location dependent multicast session; 
-	the (NG-RAN or UPF) DL GTP-U F-TEID, if unicast transport shall be used for data reception. 
Editor's note: parameters of the service operation are FFS.
2a.	On success, the MB-SMF shall return a 200 OK response. The payload body of the POST response shall contain the following parameters:
-	the GTP-U Common TEID (C-TEID, see 3GPP TS 29.281 [17]) and the related IP multicast source address of the MB-UPF, for data reception using multicast transport, if no DL GTP-U F-TEID was received in the request for unicast transport.
NOTE:	The user plane from the MB-UPF to NG-RAN (for 5GC Shared MBS traffic delivery) and the user plane from MB-UPF to UPFs (5GC Individual MBS traffic delivery) may use multicast transport via a common GTP-U tunnel per MBS session, or use unicast transport via separate GTP-U tunnels at NG-RAN or at UPF per MBS session
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.3.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.3.3.2.3.1-3.	
[bookmark: _Toc81558553]5.4.2.3	End Data Reception
The End Data Reception service operation shall be used to request the end of the reception of data of a multicast session.
It is used in the following procedures:
-	MBS session Leave (see clause 7.2.2.2 of 3GPP TS 23.247 [14]);
-	SMF removing joined UEs from MBS session (see clause 7.2.2.3 of 3GPP TS 23.247 [14]);
-	Release of shared delivery toward RAN node (see clause 7.2.2.4 of 3GPP TS 23.247 [14]);
The NF Service Consumer (e.g. AMF or SMF) shall request the end of data reception of a multicast session by using the HTTP POST method as shown in Figure 5.4.2.3.1-1.


Figure 5.4.2.3.1-1: End Data Reception
1.	The NF Service Consumer shall send a POST request targeting the data-reception/end resource. The payload body of the POST request shall contain:
-	the MBS Session ID;
-	the AMF NF Instance ID and RAN Node ID, if the NF service consumer is an AMF; 
-	the SMF NF Instance ID, if the NF service consumer is an SMF. 
The payload body of the POST request may further contain the following parameters:
-	Area Session ID, for a location dependent multicast session; 
-	the (NG-RAN or UPF) DL GTP-U F-TEID, if unicast transport was used for data reception; 
2a.	On success, the MB-SMF shall return a "204 No Content" response. 
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.2.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.3.3.2.3.1-3.
[bookmark: _Toc510696597][bookmark: _Toc35971389][bookmark: _Toc67903513][bookmark: _Toc81558563]5.5	Nmbsmf_Information Service
[bookmark: _Toc77761042][bookmark: _Toc81558555]5.5.1	Service Description
The Nmbsmf_Information service is used by NF Service Consumers to request information on an MBS session, or to subscribe to the MBS session events. The following are the key functionalities of this NF service:
-	Allowing consumer NFs to request MBS Session information, e.g. QoS information.
-	Allowing consumer NFs to subscribe and unsubscribe to MBS Session events.
-	Notifying the subscribed NFs about the MBS Session events.
Table 5.5.1-1 lists the service operations that are supported by Nmbsmf_Information service.
Table 5.5.1-1: Service operations supported by the Nmbsmf_Information
	Service Operations
	Description
	Operation
Semantics
	Example Consumers

	Query
	Request information (e.g. QoS information) for a multicast session.
	Request / Response
	SMF

	Subscribe
	Subscribe to MBS Session events.
	Subscribe / Notify
	SMF

	Unsubscribe 
	Unsubscribe from MBS Session events.
	Subscribe / Notify
	SMF

	Notify
	Notify subscribed NFs about MBS session events.
	Subscribe / Notify
	SMF



Editor's note: "Nmbsmf_Information_Query" corresponds to the stage 2 (TS 23.247) "Nmbsmf_Information_Request". The service operation name in stage 2 need to be fixed to avoid imposing on stage 3 the following confusing service operation message names: "Nmbsmf_Information_Request Request" and "Nmbsmf_Information_Request Response". This matter needs to be addressed at the next SA2. Stage 3 will be aligned with the stage 2 decision.
[bookmark: _Toc81558556]5.5.2	Service Operations
One clause per service operation.
This clause will include a description of the different service operations supported by the service. For RESTful service operations, the service operations depict the resources and the methods they support.
[bookmark: _Toc81558557]5.5.2.1	Introduction
This clause will contain a generic introduction of the service operations described in the following clauses.
[bookmark: _Toc81558558]5.5.2.2	<Service operation 1>
[bookmark: _Toc81558559]5.5.2.2.1	General
This clause provides a general description of the service operation.
[bookmark: _Toc81558560]5.5.2.2.2	<Procedure 1 using service operation 1 of Nmbsmf_Information>
[bookmark: _Toc81558561]5.5.2.2.3	<Procedure 2 using service operation 1 of Nmbsmf_Information>
And so on if there are more than 2 procedures that need to be described for the service.
Clauses 5.5.2.2.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods.
[bookmark: _Toc81558562]5.5.2.3	<Service operation 2>
And so on if there are more than 2 service operations to be described for the service.
[bookmark: _Toc85562456]6	API Definitions
[bookmark: _Toc85562457][bookmark: _Toc76042728][bookmark: _Toc81558566][bookmark: _Toc63666278][bookmark: _Toc66105112][bookmark: _Toc66106985][bookmark: _Toc66462642][bookmark: _Toc70328280][bookmark: _Toc73782058][bookmark: _Toc510696607][bookmark: _Toc35971398][bookmark: _Toc67903522]6.1	Nmbsmf_TMGI Service API
One clause per service, where <service 1> is to be replaced by the service name (e.g. Nsmf_PDUSession).
[bookmark: _Toc510696599][bookmark: _Toc35971391][bookmark: _Toc67903515][bookmark: _Toc76042727][bookmark: _Toc81558565][bookmark: _Toc85562458]6.1.1	Introduction
The Nmbsmf_TMGI service shall use the Nmbsmf_TMGI API.
The API URI of the Nmbsmf_TMGI API shall be:
{apiRoot}/<apiName>/<apiVersion>
The request URIs used in HTTP requests from the NF service consumer towards the NF service producer shall have the Resource URI structure defined in clause 4.4.1 of 3GPP TS 29.501 [5], i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificResourceUriPart>
with the following components:
-	The {apiRoot} shall be set as described in 3GPP TS 29.501 [5].
-	The <apiName> shall be "nmbsmf-tmgi".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 6.1.35.3.
[bookmark: _Toc85562459]6.1.2	Usage of HTTP
[bookmark: _Toc510696601][bookmark: _Toc35971393][bookmark: _Toc67903517][bookmark: _Toc76042729][bookmark: _Toc81558567][bookmark: _Toc85562460]6.1.2.1	General
[bookmark: _Toc510696602]HTTP/2, IETF RFC 7540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the Nmbsmf_TMGI API is contained in Annex A.
[bookmark: _Toc35971394][bookmark: _Toc67903518][bookmark: _Toc76042730][bookmark: _Toc81558568][bookmark: _Toc85562461]6.1.2.2	HTTP standard headers
[bookmark: _Toc510696603][bookmark: _Toc35971395][bookmark: _Toc67903519][bookmark: _Toc76042731][bookmark: _Toc81558569][bookmark: _Toc85562462]6.1.2.2.1	General
[bookmark: _Toc510696604]See clause 5.2.2 of 3GPP TS 29.500 [4] for the usage of HTTP standard headers.
Add specific information for the API if applicable.
[bookmark: _Toc35971396][bookmark: _Toc67903520][bookmark: _Toc76042732][bookmark: _Toc81558570][bookmark: _Toc85562463]6.1.2.2.2	Content type
This clause will indicate the encoding of HTTP requests/responses and the applicable MIME media type for the related Content-Type header. Adjust the text below if additional payload types are used e.g. for HATEOAS..
[bookmark: _Toc510696605]JSON, IETF RFC 8259 [12], shall be used as content type of the HTTP bodies specified in the present specification as specified in clause 5.4 of 3GPP TS 29.500 [4]. The use of the JSON format shall be signalled by the content type "application/json".
[bookmark: _Hlk525213471][bookmark: _Hlk525213025]"Problem Details" JSON object shall be used to indicate additional details of the error in a HTTP response body and shall be signalled by the content type "application/problem+json", as defined in IETF RFC 7807 [13].
[bookmark: _Toc35971397][bookmark: _Toc67903521][bookmark: _Toc76042733][bookmark: _Toc81558571][bookmark: _Toc85562464]6.1.2.3	HTTP custom headers
[bookmark: _Toc489605322][bookmark: _Toc492899753][bookmark: _Toc492900032][bookmark: _Toc492967834][bookmark: _Toc492972922][bookmark: _Toc492973142][bookmark: _Toc492974840][bookmark: _Toc510696606]The mandatory HTTP custom header fields specified in clause 5.2.3.2 of 3GPP TS 29.500 [4] shall be supported, and the optional HTTP custom header fields specified in clause 5.2.3.3 of 3GPP TS 29.500 [4] may be supported.
Add specific information for the API if applicable.
[bookmark: _Toc85562465][bookmark: _Toc510696622][bookmark: _Toc35971413][bookmark: _Toc67903530][bookmark: _Toc76042742][bookmark: _Toc81558579][bookmark: _Toc510696628][bookmark: _Toc35971419][bookmark: _Toc67903536]6.1.3	Resources
[bookmark: _Toc510696608][bookmark: _Toc35971399][bookmark: _Toc67903523][bookmark: _Toc76042735][bookmark: _Toc81558573][bookmark: _Toc85562466]6.1.3.1	Overview

Figure 6.1.3.1-1 describes the resource URI structure of the Nmbsmf_TMGI API. 


Figure 6.1.3.1-1: Resource URI structure of the Nmbsmf_TMGI API
Table 6.1.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.1.3.1-1: Resources and methods overview
	Resource purpose/name
	Resource URI (relative path after API URI)
	HTTP method or custom operation
	Description
(service operation)
	Data types for successful request/response operations

	TMGI collection
	/tmgi
	POST
	Allocate
	TmgiAllocate / TmgiAllocated

	
	
	DELETE
	DeallocateRelease
	


	
[bookmark: _Toc510696609][bookmark: _Toc35971400][bookmark: _Toc67903524][bookmark: _Toc76042736][bookmark: _Toc81558574][bookmark: _Toc85562467]6.1.3.2	Resource: TMGI collection
[bookmark: _Toc510696610][bookmark: _Toc35971401][bookmark: _Toc67903525][bookmark: _Toc76042737][bookmark: _Toc81558575][bookmark: _Toc85562468]6.1.3.2.1	Description
This clause will specify what the resource represents or what it is used for.This resource represents the collection of the individual TMGI values that can be assigned by the MB-SMF.
This resource is modelled with the Collection resource archetype (see clause C.2 of 3GPP TS 29.501 [5]).
[bookmark: _Toc35971402][bookmark: _Toc67903526][bookmark: _Toc76042738][bookmark: _Toc81558576][bookmark: _Toc85562469][bookmark: _Toc510696612]6.1.3.2.2	Resource Definition
This clause will describe the Resource URI and the supported resource variables.
Resource URI: {apiRoot}/nmbsmf-tmgi<apiName>/<apiVersion>/tmgixxx
This resource shall support the resource URI variables defined in table 6.1.3.2.2-1.
Table 6.1.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.1.1

	apiVersion
	string
	See clause 6.1.1

	<name>
	<type>
	<definition>



[bookmark: _Toc35971403][bookmark: _Toc67903527][bookmark: _Toc76042739][bookmark: _Toc81558577][bookmark: _Toc85562470]6.1.3.2.3	Resource Standard Methods
The following clauses will specify the standard methods supported by the resource.
It will describe, for each method, the use of the method, the URI query parameters supported by the method, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
[bookmark: _Toc510696613][bookmark: _Toc35971404]6.1.3.2.3.1	POST< method 1 >
This clause will specify the meaning of the method applied on the resource.
This method requests the MB-SMF to allocate one or more TMGIs with Nmbsmf_TMGI_Allocate service operation.
This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.
Table 6.1.3.2.3.1-1: URI query parameters supported by the POST<method 1> method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	<name> or n/a
	<type> or <leave empty>
	<M, C or O>
	0..1 or 1 or 0..N or 1..N or <leave empty>
	<only if applicable>
	



This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and response codes specified in table 6.1.3.2.3.1-3.
Table 6.1.3.2.3.1-2: Data structures supported by the POST<method 1> Request Body on this resource
	Data type
	P
	Cardinality
	Description

	TmgiAllocate "<type>" or "array(<type>)" or "map(<type>)" or n/a
	M"M", "C" or "O"
	1"0..1", "1", or "M..N", or <leave empty>
	Representation of one or more TMGIs to be allocated by the MB-SMF. The Request Body shall contain: 
- the requested number of TMGIs (one or more), if TMGIs are requested to be allocated; or.
-  a list of TMGIs, if the expiration time of previously allocated TMGI(s) needs to be refreshed.



Table 6.1.3.2.3.1-3: Data structures supported by the POST<method 1> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	TmgiAllocated "<type>" or "array(<type>)" or "map(<type>)" or n/a
	C"M", "C" or "O"
	1"0..1", "1", or "M..N", or <leave empty>
	200 OK<list applicable codes with name from the applicable RFCs>
	Successful allocation of one or more TMGI(s) and their expiration time. Alternatively, if the expiration time of the previously allocated TMGI(s) needs to be refreshed, the Response Body shall contain the list of the TMGI(s) and their new expiration time.
 <Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	ProblemDetails
	O
	0..1
	4xx/5xx
	TMGI(s) are not allocated

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set. (NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set. (NOTE 2)

	NOTE 1:	The manadatory HTTP error status code for the <method 1> method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.2.3.1-4: Headers supported by the POST<e.g. GET> method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	<header name> 
	<data type>
e.g. string
	"M", "C" or "O"
	"0..1", "1", "1..N",  "1..N", or <leave empty>
	<description>



Table 6.1.3.2.3.1-5: Headers supported by the <e.g. 200> response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	<header name> 
	<data type>
e.g. string
	"M", "C" or "O"
	"0..1", "1", "1..N",  "1..N", or <leave empty>
	<description>



Table 6.1.3.2.3.1-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	<link name>
e.g. search
	<resource 1>
e.g. Stored Search (Document)
	<method 1>
e.g. GET
	<parameter>
e.g. searchId
	<description of the link>



Table 6.1.3.2.3.1-7: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



Table 6.1.3.2.3.1-8: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



[bookmark: _Toc510696614][bookmark: _Toc35971405]6.1.3.2.3.2	DELETE< method 2 >
And so on if there are more than two methods supported by the resource. Same structure as in clause 6.1.3.2.3.1.
This method deallocates one or more of the previously allocated individual TMGIs in the MB-SMF with Nmbsmf_TMGI_Deallocate service operation.
This method shall support the URI query parameters specified in table 6.1.3.2.3.2-1.
Table 6.1.3.2.3.2-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	tmgi-list
	array(Tmgi)
	M
	1..N
	The list of the TMGIs, which shall be deallocated by MB-SMF. 
	


[bookmark: _Toc510696615][bookmark: _Toc35971406][bookmark: _Toc67903528][bookmark: _Toc76042740][bookmark: _Toc81558578][bookmark: _Toc85562471]6.1.3.2.4	Resource Custom Operations
The following clauses will specify the custom operations supported by the resource.
It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
None.
[bookmark: _Toc510696616][bookmark: _Toc35971407]6.1.3.2.4.1	Overview
[bookmark: _Toc510696617]Table 6.1.3.2.4.1-1: Custom operations
	Operation name
	Custom operaration URI
	Mapped HTTP method
	Description

	<custom operation name>
	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	
	



[bookmark: _Toc35971408]6.1.3.2.4.2	Operation: < operation 1 >
This clause will specify the meaning of the operation applied on the resource.
[bookmark: _Toc510696618][bookmark: _Toc35971409]6.1.3.2.4.2.1	Description
This sublause will describe the custom operation and what it is used for, and the custom operation's URI.
[bookmark: _Toc510696619][bookmark: _Toc35971410]6.1.3.2.4.2.2	Operation Definition
This clause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the request data structures specified in table 6.1.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.1.3.2.4.2.2-2.
Table 6.1.3.2.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.1.3.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The manadatory HTTP error status code for the <e.g. POST> method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



[bookmark: _Toc510696620][bookmark: _Toc35971411]6.1.3.2.4.3	Operation: < operation 2 >
And so on if there are more than two operations supported by the resource. Same structure as in clause 6.1.3.2.4.1.
[bookmark: _Toc85562472]6.1.4	Custom Operations without associated resources
None.
[bookmark: _Toc76042748][bookmark: _Toc81558580][bookmark: _Toc85562473][bookmark: _Toc510696632][bookmark: _Toc35971427][bookmark: _Toc67903543]6.1.5	Notifications
None.
[bookmark: _Toc81558581][bookmark: _Toc85562474][bookmark: _Toc510696647][bookmark: _Toc35971443][bookmark: _Toc67903560][bookmark: _Toc76042772][bookmark: _Toc81558594][bookmark: _Toc492899751][bookmark: _Toc492900030][bookmark: _Toc492967832][bookmark: _Toc492972920][bookmark: _Toc492973140][bookmark: _Toc493774060][bookmark: _Toc508285804][bookmark: _Toc508287269][bookmark: _Toc510696648][bookmark: _Toc35971447]6.1.6	Data Model
[bookmark: _Toc510696633][bookmark: _Toc35971428][bookmark: _Toc67903544][bookmark: _Toc76042756][bookmark: _Toc81558582][bookmark: _Toc85562475]6.1.6.1	General
This clause specifies the application data model supported by the API.
Table 6.1.6.1-1 specifies the data types defined for the Nmbsmf service based interface protocol.

Table 6.1.6.1-1: Nmbsmf specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	TmgiAllocate
	6.1.6.2.2
	TMGI Allocation Request Payload.
	

	TmgiAllocated
	6.1.6.2.3
	TMGI Allocation Response Payload. 
	



Table 6.1.6.1-2 specifies data types re-used by the Nmbsmf service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nmbsmf service based interface.
Table 6.1.6.1-2: Nmbsmf re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	Tmgi
	3GPP TS 29.571 [18]
	TMGI
	

	DateTime
	3GPP TS 29.571 [18]
	Date and time
	



[bookmark: _Toc510696634][bookmark: _Toc35971429][bookmark: _Toc67903545][bookmark: _Toc76042757][bookmark: _Toc81558583][bookmark: _Toc85562476]6.1.6.2	Structured data types
This clause will specify the structured data types.
[bookmark: _Toc510696635][bookmark: _Toc35971430][bookmark: _Toc67903546][bookmark: _Toc76042758][bookmark: _Toc81558584][bookmark: _Toc85562477]6.1.6.2.1	Introduction
This clause defines the structures to be used in resource representations.
[bookmark: _Toc510696636][bookmark: _Toc35971431][bookmark: _Toc67903547][bookmark: _Toc76042759][bookmark: _Toc81558585][bookmark: _Toc85562478]6.1.6.2.2	Type: TmgiAllocate
Table 6.1.6.2.2-1: Definition of type TmgiAllocate
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	tmgiNumber 
	integer 
	CM 
	0..1
	This IE shall be present if TMGI allocation is requested.
When present, this IE shall indicate the number of TMGIs requested to be allocated.
Minimum: 1. Maximum: 255.
	

	tmgiList
	array(Tmgi)
	C
	1..N
	This IE shall be present if the expiration time of previously allocated TMGIs needs to be refreshed.
When present, this IE shall contain the list of TMGI(s) to be refreshed.

	

	
	
	
	
	
	



[bookmark: _Toc510696637][bookmark: _Toc35971432][bookmark: _Toc67903548][bookmark: _Toc76042760][bookmark: _Toc81558586][bookmark: _Toc85562479]6.1.6.2.3	Type: TmgiAllocated
Table 6.1.6.2.3-1: Definition of type TmgiAllocated
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	tmgiList
	array(Tmgi)
	M
	1..N
	One or more TMGIs allocated by MB-SMF.
(NOTE)
	

	expirationTime
	DateTime
	M
	1
	Expiration time for the allocated TMGI(s). 
(NOTE)
	

	NOTE:	This attribute is necessary if the MB-SMF allocates TMGI(s) and also if the MB-SMF refreshes the expiration time of earlier allocated TMGIs.



[bookmark: _Toc510696638][bookmark: _Toc35971433][bookmark: _Toc67903549][bookmark: _Toc76042761][bookmark: _Toc81558587][bookmark: _Toc85562480]6.1.6.3	Simple data types and enumerations
This clause will define simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc510696639][bookmark: _Toc35971434][bookmark: _Toc67903550][bookmark: _Toc76042762][bookmark: _Toc81558588][bookmark: _Toc85562481]6.1.6.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc510696640][bookmark: _Toc35971435][bookmark: _Toc67903551][bookmark: _Toc76042763][bookmark: _Toc81558589][bookmark: _Toc85562482]6.1.6.3.2	Simple data types
The simple data types defined in table 6.1.6.3.2-1 shall be supported.
Table 6.1.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	<one simple data type, i.e. boolean, integer, number, or string>
	
	



[bookmark: _Toc510696641][bookmark: _Toc35971436][bookmark: _Toc67903552][bookmark: _Toc76042764][bookmark: _Toc81558590][bookmark: _Toc85562483]6.1.6.3.3	Enumeration: <EnumType1>
The enumeration <EnumType1> represents <something>. It shall comply with the provisions defined in table 6.1.5.3.3-1.
Table 6.1.6.3.3-1: Enumeration < EnumType1>
	Enumeration value
	Description
	Applicability

	
	
	



[bookmark: _Toc510696642][bookmark: _Toc35971437][bookmark: _Toc67903553][bookmark: _Toc76042765][bookmark: _Toc81558591][bookmark: _Toc85562484]6.1.6.3.4	Enumeration: <EnumType2>
And so on if there are more enumerations to define.
[bookmark: _Toc510696643][bookmark: _Toc35971438][bookmark: _Toc67903554][bookmark: _Toc76042766][bookmark: _Toc81558592][bookmark: _Toc85562485]6.1.6.4	Data types describing alternative data types or combinations of data types
None.
[bookmark: _Toc510696646][bookmark: _Toc35971441][bookmark: _Toc67903557][bookmark: _Toc76042769][bookmark: _Toc81558593][bookmark: _Toc85562486]6.1.6.5	Binary data
None.
[bookmark: _Toc85562487]6.1.7	Error Handling
This clause will include a reference to the general error handling principles specified in TS 29.501, and further specify any general error handling aspect specific to the API, if any Error handling specific to each method (and resource) is specified in clauses 6.1.3. and 6.1.4.
[bookmark: _Toc35971444][bookmark: _Toc67903561][bookmark: _Toc76042773][bookmark: _Toc81558595][bookmark: _Toc85562488]6.1.7.1	General
For the Nmbsmf_TMGI API, HTTP error responses shall be supported as specified in clause 4.8 of 3GPP TS 29.501 [5]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [4] shall be supported for an HTTP method if the corresponding HTTP status codes are specified as mandatory for that HTTP method in table 5.2.7.1-1 of 3GPP TS 29.500 [4].
In addition, the requirements in the following clauses are applicable for the Nmbsmf_TMGI API.
[bookmark: _Toc35971445][bookmark: _Toc67903562][bookmark: _Toc76042774][bookmark: _Toc81558596][bookmark: _Toc85562489]6.1.7.2	Protocol Errors
No specific procedures for the Nmbsmf_TMGI service are specified.
Or add specific information for the API if applicable.
[bookmark: _Toc35971446][bookmark: _Toc67903563][bookmark: _Toc76042775][bookmark: _Toc81558597][bookmark: _Toc85562490]6.1.7.3	Application Errors
The application errors defined for the Nmbsmf_TMGI  service are listed in Table 6.1.7.3-1.
Table 6.1.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	
	
	



[bookmark: _Toc67903564][bookmark: _Toc76042776][bookmark: _Toc81558598][bookmark: _Toc85562491][bookmark: _Toc532994477][bookmark: _Toc35971448][bookmark: _Toc67903565][bookmark: _Hlk525137310][bookmark: _Toc510696649]6.1.8	Feature negotiation
The optional features in table 6.1.8-1 are defined for the Nmbsmf_TMGI API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 6.1.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	


The feature number is a unique integer number within the API designating the feature. The first feature obtains the number 1, and subsequent features obtain the next numbers (2,3 …).
The feature name is unique name within the API used to designate the feature e.g. in "Applicability" columns of various tables within the API definition.
In the Description column, a description of the feature is provided. A possible withdrawal of the feature is also indicated in the description column; the deficits leading to the withdrawal of the feature are then also explained in that column.
[bookmark: _Toc76042777][bookmark: _Toc81558599][bookmark: _Toc85562492][bookmark: _Toc56434418][bookmark: _Toc67687998][bookmark: _Hlk530142087]6.1.9	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the Nmbsmf_TMGI API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the Nmbsmf_TMGI API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the Nmbsmf_TMGI service.
The Nmbsmf_TMGI API defines a single scope "nmbsmf-tmgi" for the entire service, and it does not define any additional scopes at resource or operation level.
[bookmark: _Toc81558600][bookmark: _Toc85562493]6.1.10	HTTP redirection
This clause will include HTTP redirection related matters, if MB-SMF set is defined. In such case, an HTTP request may be redirected to a different MB- SMF service instance, within the same MB-SMF or to a different MB-SMF in an MB-SMF set.
[bookmark: _Toc35971449][bookmark: _Toc67903566][bookmark: _Toc81558601][bookmark: _Toc85562494]6.2	Nmbsmf_MBSSession Service API
[bookmark: _Toc81558602][bookmark: _Toc85562495]6.2.1	Introduction
This clause specifies the API Name and Version.
The <Service 1> shall use the <Service 1> API.
The API URI of the <Service 1> API shall be:
{apiRoot}/<apiName>/<apiVersion>/
The request URIs used in HTTP requests from the NF service consumer towards the NF service producer shall have the Resource URI structure defined in clause 4.4.1 of 3GPP TS 29.501 [5], i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificResourceUriPart>
with the following components:
-	The {apiRoot} shall be set as described in 3GPP TS 29.501 [5].
-	The <apiName> shall be "<service 1 API name>".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 5.3.
[bookmark: _Toc81558603][bookmark: _Toc85562496]6.2.2	Usage of HTTP
[bookmark: _Toc81558604][bookmark: _Toc85562497]6.2.2.1	General
This clause will include a reference to TS 29.500 for the description of the Transport and HTTP/2.0 protocol requirements and for the security requirements.
HTTP/2, IETF RFC 7540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the <API Name> API is contained in Annex A.
[bookmark: _Toc81558605][bookmark: _Toc85562498]6.2.2.2	HTTP standard headers
[bookmark: _Toc81558606][bookmark: _Toc85562499]6.2.2.2.1	General
See clause 5.2.2 of 3GPP TS 29.500 [4] for the usage of HTTP standard headers.
Add specific information for the API if applicable.
[bookmark: _Toc81558607][bookmark: _Toc85562500]6.2.2.2.2	Content type
This clause will indicate the encoding of HTTP requests/responses and the applicable MIME media type for the related Content-Type header. Adjust the text below if additional payload types are used e.g. for HATEOAS..
JSON, IETF RFC 8259 [12], shall be used as content type of the HTTP bodies specified in the present specification as specified in clause 5.4 of 3GPP TS 29.500 [4]. The use of the JSON format shall be signalled by the content type "application/json".
"Problem Details" JSON object shall be used to indicate additional details of the error in a HTTP response body and shall be signalled by the content type "application/problem+json", as defined in IETF RFC 7807 [13].
[bookmark: _Toc81558608][bookmark: _Toc85562501]6.2.2.3	HTTP custom headers
The mandatory HTTP custom header fields specified in clause 5.2.3.2 of 3GPP TS 29.500 [4] shall be supported, and the optional HTTP custom header fields specified in clause 5.2.3.3 of 3GPP TS 29.500 [4] may be supported.
Add specific information for the API if applicable.
[bookmark: _Toc81558609][bookmark: _Toc85562502]6.2.3	Resources
[bookmark: _Toc81558610][bookmark: _Toc85562503]6.2.3.1	Overview
Figure 6.2.3.1-1 describes the resource URI structure of the Nmbsmf_MBSSession API.




Figure 6.2.3.1-1: Resource URI structure of the Nmbsmf_MBSSession API
Table 6.2.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.2.3.1-1: Resources and methods overview
	Resource name
	Resource URI (relative path under API URI)
	HTTP method or custom operation
	Description
(service operation)

	MBS sessions collection
	/mbs-sessions
	POST
	Create

	
	/mbs-sessions/contexts/update
	update
(POST)
	ContextUpdate

	Individual MBS session
	/mbs-sessions/{mbsSessionRef}
	PATCH
	Update

	
	
	DELETE
	ReleaseDelete

	Subscriptions collection for MBS sessions
	/mbs-sessions/subscriptions
	POST
	StatusSubscribe
(to create a subscription)
(NOTE 1, NOTE 2)

	Individual subscription for an MBS session
	/mbs-sessions/subscriptions/{subscriptionId}
	PATCH
	StatusSubscribe
(to update or renew a subscription)

	
	
	DELETE
	StatusUnsubscribe

	Subscriptions collection for MBS contexts
	/mbs-sessions/contexts/subscriptions
	POST
	ContextStatusSubscribe
(to create a subscription)
(NOTE 2)

	Individual subscription for an MBS context
	/mbs-sessions/contexts/subscriptions/{subscriptionId}
	PATCH
	ContextStatusSubscribe
(to update or renew a subscription)

	
	
	DELETE
	ContextStatusUnsubscribe

	NOTE 1:	A subscription to an MBS session may be performed after the MBS session is created using the POST method on this resource, or alternatively during the creation of the MBS session. 
NOTE 2: 	The StatusNotify and ContextStatusNotify service operations are defined in clause 6.2.6.1.



[bookmark: _Toc81558611][bookmark: _Toc85562504]6.2.3.2	Resource: MBS sessions collection
[bookmark: _Toc81558612][bookmark: _Toc85562505]6.2.3.2.1	Description
This resource represents the collection of the individual MBS sessions created in the MB-SMF.
This resource is modelled with the Collection resource archetype (see clause C.2 of 3GPP TS 29.501 [5]).
[bookmark: _Toc81558613][bookmark: _Toc85562506]6.2.3.2.2	Resource Definition
Resource URI: {apiRoot}/nmbsmf-mbssession/<apiVersion>/mbs-sessions
This resource shall support the resource URI variables defined in table 6.2.3.2.2-1.
Table 6.2.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.2.1

	apiVersion
	string
	See clause 6.2.1



[bookmark: _Toc81558614][bookmark: _Toc85562507]6.2.3.2.3	Resource Standard Methods
6.2.3.2.3.1	POST
This method creates an individual MBS session resource in the MB-SMF.
This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.
Table 6.2.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.2.3.1-2 and the response data structures and response codes specified in table 6.2.3.2.3.1-3.
Table 6.2.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	
	
	
	

	CreateMbsSessionReqData
	M
	1
	Representation of the MBS session to be created in the MB-SMF



Table 6.2.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	
	
	
	
	

	CreatedMbsSessionRspData
	M
	1
	201 Created
	Successful creation of an MBS session

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2) 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Editor's notes: Errors are FFS
Table 6.2.3.2.3.1-4: Headers supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	



Table 6.2.3.2.3.1-5: Headers supported by the 201 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/nmbsmf-mbssession/<apiVersion>/mbs-sessions/{mbsSessionRef}



Table 6.2.3.2.3.1-6: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



Table 6.2.3.2.3.1-7: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



[bookmark: _Toc85562508][bookmark: _Toc81558616]6.2.3.2.4	Resource Custom Operations
None.
6.2.3.2.4.1	Overview
Table 6.2.3.2.4.1-1: Custom operations
	Operation name
	Custom operaration URI
	Mapped HTTP method
	Description

	update
	/mbs-sessions/contexts/update
	POST
	ContextUpdate service operation



6.2.3.2.4.2	Operation: update
6.2.3.2.4.2.1	Description
See clause 5.3.2.x.1. 
6.2.3.2.4.2.2	Operation Definition
This operation shall support the request data structures specified in table 6.2.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.2.3.2.4.2.2-2.
Table 6.2.3.2.4.2.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	ContextUpdateReqData
	M
	1
	Data within the ContextUpdate Request 



Table 6.2.3.2.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	ContextUpdateRspData
	M
	1
	200 OK
	Data in the ContextUpdate Response

	n/a
	
	
	204 No Content
	

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2)

	NOTE 1:	The manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.2.4.2.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



Table 6.2.3.2.4.2.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



[bookmark: _Toc85562509]6.2.3.3	Resource: Individual MBS session
[bookmark: _Toc81558617][bookmark: _Toc85562510]6.2.3.3.1	Description
This resource represents an individual MBS session created in the MB-SMF.
This resource is modelled with the Document resource archetype (see clause C.1 of 3GPP TS 29.501 [5]).
[bookmark: _Toc81558618][bookmark: _Toc85562511]6.2.3.3.2	Resource Definition
Resource URI: {apiRoot}/nmbsmf-mbssession/<apiVersion>/mbs-sessions/{mbsSessionRef}
This resource shall support the resource URI variables defined in table 6.2.3.3.2-1.
Table 6.2.3.3.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.2.1

	apiVersion
	string
	See clause 6.2.1

	mbsSessionRef
	string
	MBS session reference assigned by the MB-SMF during the Create service operation



[bookmark: _Toc81558619][bookmark: _Toc85562512]6.2.3.3.3	Resource Standard Methods
6.2.3.3.3.1	PATCH
This method updates an individual MBS session resource in the MB-SMF.
This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.
Table 6.2.3.3.3.1-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.3.3.1-2 and the response data structures and response codes specified in table 6.2.3.3.3.1-3.
Table 6.2.3.3.3.1-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	array(PatchItem)
	M
	1
	List of changes to be made to the MBS session resource, according to the JSON PATCH format specified in IETF RFC 6902 [16].



Table 6.2.3.3.3.1-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Successful response

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2) 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2)

	NOTE 1:	The mandadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Editor's notes: Errors are FFS
Table 6.2.3.3.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



Table 6.2.3.3.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



6.2.3.3.3.2	DELETE
This method deletes an individual MBS session resource in the MB-SMF.
This method shall support the URI query parameters specified in table 6.2.3.2.3.2-1.
Table 6.2.3.3.3.2-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.3.3.2-2 and the response data structures and response codes specified in table 6.2.3.3.3.2-3.
Table 6.2.3.3.3.2-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.2.3.3.3.2-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Successful response

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2) 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2)

	NOTE 1:	The mandadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Editor's notes: Errors are FFS
Table 6.2.3.3.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



Table 6.2.3.3.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



[bookmark: _Toc81558620][bookmark: _Toc85562513]6.2.3.3.4	Resource Custom Operations
None.
[bookmark: _Toc85562514]6.2.3.4	Resource: Subscriptions collection for MBS sessions
[bookmark: _Toc85562515]6.2.3.4.1	Description
This resource represents the collection of the individual subscriptions for MBS sessions that are created in the MB-SMF with StatusSubscribe service operation.
This resource is modelled with the Collection resource archetype (see clause C.2 of 3GPP TS 29.501 [5]).
[bookmark: _Toc85562516]6.2.3.4.2	Resource Definition
Resource URI: {apiRoot}/nmbsmf-mbssession/<apiVersion>/mbs-sessions/subscriptions
This resource shall support the resource URI variables defined in table 6.2.3.4.2-1.
Table 6.2.3.4.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.2.1

	apiVersion
	string
	See clause 6.2.1



[bookmark: _Toc85562517]6.2.3.4.3	Resource Standard Methods
6.2.3.4.3.1	POST
This method creates an individual subscription resource for an MBS session in the MB-SMF with StatusSubscribe service operation.
This method shall support the URI query parameters specified in table 6.2.3.4.3.1-1.
Table 6.2.3.4.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.4.3.1-2 and the response data structures and response codes specified in table 6.2.3.4.3.1-3.
Table 6.2.3.4.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	DataSubscribe
	M
	1
	Data within the StatusSubscribe Request



Table 6.2.3.4.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	DataSubscribed
	M
	1
	201 Created
	Data within the StatusSubscribe Response

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2) 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.4.3.1-4: Headers supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	



Table 6.2.3.4.3.1-5: Headers supported by the 201 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/nmbsmf-mbssession/<apiVersion>/mbs-sessions/subscriptions/{subscriptionId}



Table 6.2.3.4.3.1-6: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



Table 6.2.3.4.3.1-7: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



[bookmark: _Toc81558615][bookmark: _Toc85562518]6.2.3.4.4	Resource Custom Operations
None.
[bookmark: _Toc85562519]6.2.3.5	Resource: Individual subscription for an MBS session
[bookmark: _Toc85562520]6.2.3.5.1	Description
This resource represents an individual subscription for an MBS session in the MB-SMF, which are updated with StatusSubscribe service operation, or are deleted with StatusUnsubscribe service operation.
This resource is modelled with the Document resource archetype (see clause C.1 of 3GPP TS 29.501 [5]).
[bookmark: _Toc85562521]6.2.3.5.2	Resource Definition
Resource URI: {apiRoot}/nmbsmf-mbssession/<apiVersion>/mbs-sessions/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in table 6.2.3.5.2-1.
Table 6.2.3.5.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.2.1

	apiVersion
	string
	See clause 6.2.1

	subscriptionId
	string
	Subscription identifier assigned by the MB-SMF during the creation of the subscription



[bookmark: _Toc85562522]6.2.3.5.3	Resource Standard Methods
6.2.3.5.3.1	PATCH
This method updates an individual subscription resource for an MBS session in the MB-SMF with StatusSubscribe service operation.
This method shall support the URI query parameters specified in table 6.2.3.5.3.1-1.
Table 6.2.3.5.3.1-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.5.3.1-2 and the response data structures and response codes specified in table 6.2.3.5.3.1-3.
Table 6.2.3.5.3.1-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	array(PatchItem)

	M
	1
	It shall contain the list of changes to be made to the Status Subscription (i.e. DataSubscription data type), according to the JSON PATCH format specified in IETF RFC 6902 [16].



Table 6.2.3.5.3.1-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	DataSubscribe
	M
	1
	200 OK
	Upon success, a response body shall be returned containing the updated Status Subscription.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2) 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.5.3.1-4: Headers supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	



Table 6.2.3.5.3.1-5: Headers supported by the 200 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	



Table 6.2.3.5.3.1-6: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



Table 6.2.3.5.3.1-7: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



6.2.3.5.3.2	DELETE
This method deletes an individual subscription resource for an MBS session in the MB-SMF with StatusUnsubscribe service operation.
This method shall support the URI query parameters specified in table 6.2.3.5.3.1-1.
Table 6.2.3.5.3.1-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.5.3.1-2 and the response data structures and response codes specified in table 6.2.3.5.3.1-3.
Table 6.2.3.5.3.1-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.2.3.5.3.1-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Successful deletion

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2) 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.5.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



Table 6.2.3.5.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



[bookmark: _Toc85562523]6.2.3.5.4	Resource Custom Operations
None.
[bookmark: _Toc85562524]6.2.3.6	Resource: Subscriptions collection for MBS contexts
[bookmark: _Toc85562525]6.2.3.6.1	Description
This resource represents the collection of the individual subscriptions for MBS contexts created in the MB-SMF.
This resource is modelled with the Collection resource archetype (see clause C.2 of 3GPP TS 29.501 [5]).
[bookmark: _Toc85562526]6.2.3.6.2	Resource Definition
Resource URI: {apiRoot}/nmbsmf-mbssession/<apiVersion>/mbs-sessions/contexts/subscriptions
This resource shall support the resource URI variables defined in table 6.2.3.6.2-1.
Table 6.2.3.6.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.2.1

	apiVersion
	string
	See clause 6.2.1



[bookmark: _Toc85562527]6.2.3.6.3	Resource Standard Methods
6.2.3.6.3.1	POST
This method creates an individual subscription resource for an MBS context in the MB-SMF.
This method shall support the URI query parameters specified in table 6.2.3.6.3.1-1.
Table 6.2.3.6.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.6.3.1-2 and the response data structures and response codes specified in table 6.2.3.6.3.1-3.
Table 6.2.3.6.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	ContextStatusSubscribeReqData
	M
	1
	Data within the ContextStatusSubscribe Request



Table 6.2.3.6.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	ContextStatusSubscribeRspData
	M
	1
	201 Created
	Data within the ContextStatusSubscribe Response

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2) 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.6.3.1-4: Headers supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	



Table 6.2.3.6.3.1-5: Headers supported by the 201 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/nmbsmf-mbssession/<apiVersion>/mbs-sessions/contexts/subscriptions/{subscriptionId}



Table 6.2.3.6.3.1-6: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



Table 6.2.3.6.3.1-7: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



[bookmark: _Toc85562528]6.2.3.6.4	Resource Custom Operations
None.
[bookmark: _Toc85562529]6.2.3.7	Resource: Individual subscription for an MBS context
[bookmark: _Toc85562530]6.2.3.7.1	Description
This resource represents an individual subscription for an MBS context created in the MB-SMF.
This resource is modelled with the Document resource archetype (see clause C.1 of 3GPP TS 29.501 [5]).
[bookmark: _Toc85562531]6.2.3.7.2	Resource Definition
Resource URI: {apiRoot}/nmbsmf-mbssession/<apiVersion>/mbs-sessions/contexts/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in table 6.2.3.7.2-1.
Table 6.2.3.7.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.2.1

	apiVersion
	string
	See clause 6.2.1

	subscriptionId
	string
	Subscription identifier assigned by the MB-SMF during the creation of the subscription



[bookmark: _Toc85562532]6.2.3.7.3	Resource Standard Methods
6.2.3.7.3.1	PATCH
This method modifies an individual subscription resource for an MBS context in the MB-SMF.
This method shall support the URI query parameters specified in table 6.2.3.7.3.1-1.
Table 6.2.3.7.3.1-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.7.3.1-2 and the response data structures and response codes specified in table 6.2.3.7.3.1-3.
Table 6.2.3.7.3.1-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	array(PatchItem)

	M
	1
	It shall contain the list of changes to be made to the Context Status Subscription (i.e. ContextStatusSubscription data type), according to the JSON PATCH format specified in IETF RFC 6902 [16].



Table 6.2.3.7.3.1-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	ContextStatusSubscription
	M
	1
	200 OK
	Upon success, a response body shall be returned containing the updated Context Status Subscription.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2) 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.7.3.1-4: Headers supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	



Table 6.2.3.7.3.1-5: Headers supported by the 200 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	



Table 6.2.3.7.3.1-6: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



Table 6.2.3.7.3.1-7: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



6.2.3.7.3.2	DELETE
This method deletes an individual subscription resource for an MBS context in the MB-SMF.
This method shall support the URI query parameters specified in table 6.2.3.7.3.1-1.
Table 6.2.3.7.3.1-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.7.3.1-2 and the response data structures and response codes specified in table 6.2.3.7.3.1-3.
Table 6.2.3.7.3.1-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.2.3.7.3.1-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Successful deletion

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2) 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.7.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected



Table 6.2.3.7.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target MB-SMF (service) instance ID towards which the request is redirected




[bookmark: _Toc85562533]6.2.3.7.4	Resource Custom Operations
None.

[bookmark: _Toc81558621][bookmark: _Toc85562534]6.2.4	Custom Operations without associated resources
None
[bookmark: _Toc81558622][bookmark: _Toc85562535][bookmark: _Toc81558624][bookmark: _Toc81558629]6.2.5	Notifications
[bookmark: _Toc81558623][bookmark: _Toc85562536]6.2.5.1	General
This clause will specify the use of notifications and corresponding protocol details if required for the specific service. When notifications are supported by the API, it will include a reference to the general description of notifications support over the 5G SBIs specified in TS 29.500 / TS 29.501.
Notifications shall comply to clause 6.2 of 3GPP TS 29.500 [4] and clause 4.6.2.3 of 3GPP TS 29.501 [5].
Table 6.2.5.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	Status Notification
	{notifURI}
	POST
	StatusNotify

	Context Status Notification
	{notificationURI}
	POST
	ContextStatusNotify



[bookmark: _Toc85562537]6.2.5.2	StatusNotify<notification 1>
[bookmark: _Toc81558625][bookmark: _Toc85562538]6.2.5.2.1	Description
The Event Notification is used by the MB-SMFNF service producer to report one or several observed Events to a NF service consumer that has subscribed to such Notifications.
[bookmark: _Toc81558626][bookmark: _Toc85562539]6.2.5.2.2	Target URI
The Callback URI "{notifUri}" shall be used with the callback URI variables defined in table 6.2.5.2.2-1.
Table 6.2.5.2.2-1: Callback URI variables
	Name
	Definition

	notifUri
	String formatted as URI with the Callback Uri



[bookmark: _Toc81558627][bookmark: _Toc85562540]6.2.5.2.3	Standard Methods
6.2.5.2.3.1	POST
This method shall support the request data structures specified in table 6.2.5.2.3.1-1 and the response data structures and response codes specified in table 6.2.5.2.3.1-1.
Table 6.2.5.2.3.1-2: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	StatusNotifyData"<type>" or "array(<type>)" or "map(<type>)"
	M"M", "C" or "O"
	1"0..1", "1", or "M..N", or <leave empty>
	Data within the StatusNotify Request<only if applicable>



Table 6.2.5.2.3.1-3: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	204 No Content<list applicable codes with name from the applicable RFCs>
	Successful response<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



[bookmark: _Toc81558628][bookmark: _Toc85562541]6.2.5.3	<notification 2>ContextStatusNotify
And so on if there are more than one notifications supported by the service. Same structure as in clause 6.2.5.2.
[bookmark: _Toc532994455][bookmark: _Toc35971422][bookmark: _Toc67903539][bookmark: _Toc85562542]6.2.5.3.1	Description
The Event Notification is used by the MB-SMF to report one or several observed Events to a NF Service Consumer that has subscribed to such notifications.
[bookmark: _Toc532994456][bookmark: _Toc35971423][bookmark: _Toc67903540][bookmark: _Toc85562543]6.2.5.3.2	Target URI
The Callback URI "{notifUri}" shall be used with the callback URI variables defined in table 6.2.5.3.2-1.
Table 6.2.5.3.2-1: Callback URI variables
	Name
	Definition

	notifUri
	String formatted as URI with the Callback URI



[bookmark: _Toc532994457][bookmark: _Toc35971424][bookmark: _Toc67903541][bookmark: _Toc85562544]6.2.5.3.3	Standard Methods
[bookmark: _Toc532994458][bookmark: _Toc35971425]6.2.5.3.3.1	POST
This method shall support the request data structures specified in table 6.2.5.3.3.1-1 and the response data structures and response codes specified in table 6.2.5.3.3.1-1.
Table 6.2.5.3.3.1-2: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	ContextStatusNotifyReqData
	M
	1
	Data within the ContextStatusNotify Request



Table 6.2.5.3.3.1-3: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	Successful response

	NOTE:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



[bookmark: _Toc85562545]6.2.6	Data Model
[bookmark: _Toc81558630][bookmark: _Toc85562546]6.2.6.1	General
This clause specifies the application data model supported by the API.
Data types that may be common to multiple APIs (offered by the same or different NFs) should be specified in a new separate TS (similar approach as for TS 29.230 for Diameter AVPs).
Table 6.2.6.1-1 specifies the data types defined for the N<NFMB-SMF> service based interface protocol.
Table 6.2.6.1-1: N<MB-SMFNF> specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	CreateReqData
	6.2.6.2.2
	Data within the Create Request
	

	CreateRspData
	6.2.6.2.3
	Data within the Create Response
	

	MbsSessionExtension
	6.2.6.2.4
	MB-SMF API specific MbsSession data type extensions 
	

	ExtMbsSession
	6.2.6.4.5
	MbsSession common data type extended with MB-SMF API specific extensions
	

	ContextUpdateReqData
	6.2.6.2.5
	Data within the ContexUpdate Request
	

	ContextUpdateRspData
	6.2.6.2.6
	Data within the ContextUpdate Response
	

	DataSubscribe
	6.2.6.2.7
	Data within the Create Subscription Request for the collection of MBS Session subscriptions (StatusSubscribe service operation).
	

	DataSubscribed
	6.2.6.2.8
	Data within the Create Subscription Response (StatusSubscribe service operation).
	

	ContextStatusSubscribeReqData
	6.2.6.10
	Data within ContextStatusSubscribe Request 
	

	ContextStatusSubscription
	6.2.6.11
	Context Status Subscription
	

	ContextStatusEvent
	6.2.6.12
	Context Status Event
	

	ContextStatusSubscribeRspData
	6.2.6.13
	Data within ContextStatusSubscribe Response
	

	MbsContextInfo
	6.2.6.14
	MBS Context Information
	

	ContextStatusEventReport
	6.2.6.15
	Context Status Event Report
	

	ContextStatusNotifyReqData
	6.2.6.16
	Data within ContextStatusNotify Request
	

	StatusNotifyData
	6.2.6.17
	Data within StatusNotify Request
	

	ContextStatusEventType
	6.2.6.3.4
	Context Status Event Type
	

	ReportingMode
	6.2.6.3.5
	Reporting Mode
	



Table 6.2.6.1-2 specifies data types re-used by the N<MB-SMFNF> service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the N<MB-SMFNF> service based interface.
Table 6.2.6.1-2: N<MB-SMFNF> re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	MbsSession
	3GPP TS 29.571 [18]
	MBS session
	

	Tmgi
	3GPP TS 29.571 [18]
	TMGI
	

	TunnelAddress
	3GPP TS 29.571 [18]
	Tunnel Address (UDP/IP)
	

	MbsSessionId
	3GPP TS 29.571 [18]
	MBS Session Identifier
	

	AreaSessionId
	3GPP TS 29.571 [18]
	Area Session Identifier used for MBS session with location dependent content
	

	Ssm
	3GPP TS 29.571 [18]
	Source specific IP multicast address
	

	Uint32
	3GPP TS 29.571 [18]
	Unsigned 32-bit integer
	

	NfInstanceId
	3GPP TS 29.571 [18]
	NF Instance Identifier
	

	Bytes
	3GPP TS 29.571 [18]
	Base64-encoded characters
	

	RefToBinaryData
	3GPP TS 29.571 [18]
	Cross-Reference to binary data encoded within a binary body part in an HTTP multipart message
	

	GlobalRanNodeId
	3GPP TS 29.571 [18]
	Global RAN Node Identity
	

	
	
	
	

	DateTime
	3GPP TS 29.571 [18]
	Date and time
	

	Uri
	3GPP TS 29.571 [18]
	URI
	

	
	
	
	

	
	
	
	

	
	
	
	

	DateTime
	3GPP TS 29.571 [18]
	Date and Time
	

	MbsSessionActivityStatus
	3GPP TS 29.571 [18]
	MBS Session Activity Status 
	

	MbsServiceArea
	3GPP TS 29.571 [18]
	MBS Service Area
	



[bookmark: _Toc81558631][bookmark: _Toc85562547][bookmark: _Toc81558635]6.2.6.2	Structured data types
This clause will specify the structured data types.
[bookmark: _Toc81558632][bookmark: _Toc85562548]6.2.6.2.1	Introduction
This clause defines the structures to be used in resource representations.
[bookmark: _Toc81558633]6.2.6.2.2	Type: <TypeName 1>
"Attribute name": Name of attributes that belong to the specified data type. The attribute names within a structured data type shall be unique, and their relative order inside the structured data type shall not imply any specific ordering of the corresponding JSON member names in a JSON object.
"Data type": Data type of the attribute values. If the data type is indicated as "<type>", the attribute value shall be of data type <type>. If the data type is indicated as "array(<type>)", the attribute value shall be an array (see IETF RFC 825]) that contains elements of data type <type>. If the data type is indicated as "map(<type>)", the attribute value shall be an object (see IETF RFC 8259) encoded in the corresponding OpenAPI specification as a map which values are data type <type>. <type> can either be "integer", "number", "string" or "boolean" (as defined in the OpenAPI specification [4]), or a data type defined in a 3GPP specification.
"P": Presence condition of a data structure in request body. It shall be one of "M" (for Mandatory), "C" (for Conditional) and "O" (for Optional).
"Cardinality": Defines the allowed number of occurrence of data type <type>. A cardinality of "M..N", is only allowed for data types "array(<type>)" and "map(<type>)" and indicates the number of elements within the array or map; the values M and N can either be the characters "M" and "N", respectively, or integer numbers; with M being greater than or equal 0, and N being greater than 0 and M. For data type "<type>", the cardinality shall be set to "0..1" if the Presence condition is "C" or "O", and to "1" if the Presence condition is "M".
"Description": Describes the meaning and use of the attribute and may contain normative statements.
Applicability: If the attribute is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [4], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the attribute can be used with any feature.If no optional features are defined for an API, the applicability column can be omitted for that API
Table 6.2.6.2.2-1: Definition of type <TypeName 1>
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	<attribute name>
	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N"
	<only if applicable>
	

	
	
	
	
	
	

	
	
	
	
	
	



[bookmark: _Toc81558634]6.2.6.2.3	Type: <TypeName 2>
And so on if there are more types to specify.
[bookmark: _Toc85562549]6.2.6.2.2	Type: CreateReqData
Table 6.1.6.2.2-1: Definition of type CreateReqData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	mbsSession
	ExtMbsSession
	M
	1
	MBS session to be created
	



[bookmark: _Toc85562550]6.2.6.2.3	Type: CreateRspData
Table 6.1.6.2.3-1: Definition of type CreateRspData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	tmgi
	Tmgi
	C
	0..1
	This IE shall be present if the tmgiAllocReq IE was present and set to "true" in the request. 
When present, it shall indicate the TMGI allocated to the MBS session.
	

	ingressTunnelAddr
	TunnelAddress
	O
	0..1
	Ingress tunnel address (UDP/IP tunnel)
	

	subscriptionId
	string
	C
	0..1
	This IE shall be present if the Create request includes a subscription to events about the MBS session and the subscription was created successfully. When present, it shall contain the {subscriptionI} path segment of the individual subscription resource.
	



Editor's Note: It is FFS whether immediate event reports may be included in the response. 
[bookmark: _Toc85562551]6.2.6.2.4	Type: MbsSessionExtension
Table 6.1.6.2.4-1: Definition of type MbsSessionExtension
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	policyAuthInd
	boolean
	O
	0..1
	Policy Authorization Indication
When present, it shall be set as follows:
- true: policy authorization is provided for the MBS session to the PCF;
- false (default): no policy authorization provided
	



[bookmark: _Toc85562552]6.2.6.2.5	Type: ContextUpdateReqData
Table 6.1.6.2.5-1: Definition of type ContextUpdateReqData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	nfcInstanceId
	NfInstanceId
	M
	1
	NF Instance ID of the NF Service Consumer (e.g. AMF or SMF)
	

	mbsSessionId
	MbsSessionId
	C
	0..1
	When present, it shall indicate the MBS session identifier (TMGI and/or SSM, and NID for an SNPN).  
(NOTE)
	

	areaSessionId
	AreaSessionId
	C
	0..1
	This IE shall be present if the mbsSessionId IE is present and if this is a location dependent multicast MBS session.  
	

	requestedAction
	ContextUpdateAction
	C
	0..1
	When present, this IE shall indicate whether to start or terminate MBS data reception. 
(NOTE)
	

	dlTunnelInfo
	Bytes
	C
	0..1
	This IE shall be present if the mbsSessionId IE is present and unicast transport is used over N19mb. 
When present, it shall contain Base64-encoded characters, encoding the DL F-TEID of the UPF as specified in Figure 8.22-1 of 3GPP TS 29.274 [x] (starting from octet 1).
	

	n2Info
	RefToBinaryData
	C
	0..1
	This IE shall be present if N2 Information (container) needs to be sent to the MB-SMF.
(NOTE)
	

	ranNodeId
	GlobalRanNodeId
	C
	0..1
	When present, it shall indicate the RAN Node ID of the RAN having sent the N2 information.
(NOTE)
	

	NOTE:	Either the (mbsSessionId and requestedAction) IEs or the (n2Info and ranNodeId) IEs shall be present. 



[bookmark: _Toc85562553]6.2.6.2.6	Type: ContextUpdateRspData
Table 6.1.6.2.6-1: Definition of type ContextUpdateRspData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	llSsm
	Ssm
	C
	0..1
	This IE shall be present if the n2Info IE is absent and multicast transport is used over N19mb.
When present, it shall contain the Low Layer Source Specific Multicast Address allocated by the MB-UPF.
	

	cTeid
	Uint32
	C
	0..1
	This IE shall be present if the n2Info IE is absent and multicast transport is used over N19mb.
When present, it shall contain the Common TEID allocated by the MB-UPF.
	

	n2Info
	RefToBinaryData
	C
	0..1
	This IE shall be present if N2 Information (container) needs to be sent to the NF Service Consumer.
	



[bookmark: _Toc85562554]6.2.6.2.7	Type: DataSubscribe
Table 6.2.6.2.7-1: Definition of type DataSubscribe
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	mbsSessionId
	MbsSessionId
	M
	1
	MBS Session ID
	

	eventList
	array(Event)
	M
	1..N
	Subscribed events 
	

	notifyUri
	Uri
	M
	1
	Notification URI
	

	notifyCorrelationId
	string
	O
	0..1
	Notification Correlation ID
	

	
	
	
	
	
	

	
	
	
	
	
	



[bookmark: _Toc85562555]6.2.6.2.8	Type: DataSubscribed
Table 6.2.6.2.8-1: Definition of type DataSubscribed
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	

	
	
	
	
	
	



[bookmark: _Toc85562556]6.2.6.2.9	Type: Event
Table 6.2.6.2.9-1: Definition of type Event
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	



[bookmark: _Toc85562557]6.2.6.2.10	Type: ContextStatusSubscribeReqData
Table 6.1.6.2.10-1: Definition of type ContextStatusSubscribeReqData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	subscription
	ContextStatusSubscription
	M
	1
	Context Status subscription to be created
	



[bookmark: _Toc85562558]6.2.6.2.11	Type: ContextStatusSubscription
Table 6.1.6.2.11-1: Definition of type ContextStatusSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	nfcInstanceId
	NfInstanceId
	M
	1
	NF Instance ID of the NF Service Consumer 
	

	mbsSessionId
	MbsSessionId
	M
	1
	MBS Session Identifier (i.e. TMGI or source specific IP multicast address)
	

	eventList
	array(ContextStatusEvent)
	M
	1..N
	Events subscribed 
	

	notifyUri
	Uri
	M
	1
	URI where to send event notifications
	

	notifyCorrelationId
	string
	O
	0..1
	Notification Correlation ID
	

	expiryTime
	DateTime
	O
	0..1
	When present in a subscription creation or modification request, it shall indicate the time up to which the subscription is desired to be kept active and after which the subscribed events shall stop generating notifications. 

When present in a subscription or modification response, it shall indicate the expiry time after which the subscription becomes invalid.

	



[bookmark: _Toc85562559]6.2.6.2.12	Type: ContextStatusEvent
Table 6.1.6.2.12-1: Definition of type ContextStatusEvent
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	EventType
	ContextStatusEventType
	M
	1
	MBS session context status event type
(NOTE)
	

	immediateReportInd
	boolean
	O
	0..1
	Immediate Report Indication
When present, it shall be set as follows:
- true: an immediate report is requested
- false (default): no immediate report is requested
	

	reportingMode
	ReportingMode
	O
	0..1
	When present, it shall indicate whether the events shall be reported continuously or one time only. 
(NOTE)
	

	NOTE:	In this release of the specification, the SMF shall subscribe to the "QOS_INFO", "STATUS_INFO", "SERVICE_AREA_INFO" and "SESSION_RELEASE" events, with the Reporting Mode set to "Continuous event reporting".



[bookmark: _Toc85562560]6.2.6.2.13	Type: ContextStatusSubscribeRspData
Table 6.1.6.2.13-1: Definition of type ContextStatusSubscribeRspData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	subscription
	ContextStatusSubscription
	M
	1
	Representation of the Context Status Subscription resource that has been created.
	

	reportList
	Array(ContextStatusEventReport)
	C
	1..N
	Immediate event reports, if requested in the request and if corresponding information is available.
	

	mbsContextInfo
	MbsContextInfo
	O
	0..1
	MBS context information
	



[bookmark: _Toc85562561]6.2.6.2.14	Type: MbsContextInfo
Table 6.1.6.2.14-1: Definition of type MbsContextInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	startTime
	DateTime
	O
	0..1
	Start time of the multicast MBS session
	

	anyUeInd
	boolean
	O
	0..1
	Indication that the multicast MBS session allows any UE to join.
When present, it shall be set as follows:
- true: any UE may join
- false (default): the MBS session is not open to any UE
	

	llSsm
	Ssm
	O
	0..1
	This IE may be present if multicast transport may be used over N19mb.
When present, it shall contain the Low Layer Source Specific Multicast Address allocated by the MB-UPF.
	

	cTeid
	Uint32
	O
	0..1
	This IE may be present if multicast transport may be used over N19mb.
When present, it shall contain the Common TEID allocated by the MB-UPF.
	



Editor's Note: It is FFS whether and how to notify a change of MBS session authorization (anyUEInd), i.e. whether this should be defined as an event type
[bookmark: _Toc85562562]6.2.6.2.15	Type: ContextStatusEventReport
Table 6.1.6.2.15-1: Definition of type ContextStatusEventReport
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventType
	ContextStatusEventType
	M
	1
	MBS session context status event type
	

	timeStamp
	DateTime
	M
	1
	This IE shall contain the time at which the event is generated.
	

	qosInfo
	FFS
	C
	0..1
	This IE shall be present if the eventType IE indicates "QOS_INFO". 
	

	statusInfo
	MbsSessionActivityStatus
	C
	0..1
	This IE shall be present if the eventType IE indicates "STATUS_INFO".
	

	mbsServiceArea
	MbsServiceArea
	C
	0..1
	This IE shall be present if the eventType IE indicates "SERVICE_AREA_INFO".
	



Editor's Note: the encoding of the qosInfo IE is FFS.

[bookmark: _Toc85562563]6.2.6.2.16	Type: ContextStatusNotifyReqData
Table 6.1.6.2.16-1: Definition of type ContextStatusNotifyReqData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	reportList
	Array(ContextStatusEventReport)
	M
	1..N
	Events to be reported
	

	notifyCorrelationId
	string
	C
	0..1
	Notification Correlation ID.
This IE shall be present if a Notification Correlation ID is available in the subscription.
	



[bookmark: _Toc85562564]6.2.6.2.17	Type: StatusNotifyData
Table 6.2.6.2.17-1: Definition of type StatusNotifyData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	notifyCorrelationId
	string
	C
	0..1
	Notification Correlation ID. 
This IE shall be present if available in the subscription.
	

	eventList
	array(Event)
	M
	1..N
	Reported events
	

	
	
	
	
	
	



[bookmark: _Toc85562565]6.2.6.3	Simple data types and enumerations
This clause will define simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc81558636][bookmark: _Toc85562566]6.2.6.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc81558637][bookmark: _Toc85562567]6.2.6.3.2	Simple data types
The simple data types defined in table 6.2.6.3.2-1 shall be supported.
Table 6.2.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	<one simple data type, i.e. boolean, integer, number, or string>
	
	



[bookmark: _Toc81558638][bookmark: _Toc81558643]6.2.6.3.3	Enumeration: <EnumType1>
The enumeration <EnumType1> represents <something>. It shall comply with the provisions defined in table 6.2.5.3.3-1.
Table 6.2.6.3.3-1: Enumeration < EnumType1>
	Enumeration value
	Description
	Applicability

	
	
	



[bookmark: _Toc81558639]6.2.6.3.4	Enumeration: <EnumType2>
And so on if there are more enumerations to define.
[bookmark: _Toc85562568]6.2.6.3.3	Enumeration: ContextUpdateAction
The enumeration ContextUpdateAction indicates the requested action for the MBS session context. It shall comply with the provisions defined in table 6.2.6.3.3-1.
Table 6.2.6.3.3-1: Enumeration ContextUpdateAction
	Enumeration value
	Description
	Applicability

	"START"
	Start MBS data reception
	

	"TERMINATE"
	Terminate MBS data recepton
	



[bookmark: _Toc85562569]6.2.6.3.4	Enumeration: ContextStatusEventType
Table 6.2.6.3.4-1: Enumeration ContextStatusEventType
	Enumeration value
	Description
	Applicability

	"QOS_INFO"
	Subcription to be notified about the current MBS Session's QoS information and/or change of this information (e.g. addition, modification or removal of QoS flows)
	

	"STATUS_INFO "
	Subcription to be notified about the current MBS Session's status (activated or deactivated) and/or change of this information.
	

	"SERVICE_AREA_INFO"
	Subcription to be notified about the current MBS Service Area and/or change of this information.
	

	"SESSION_RELEASE"
	Subcription to be notified when the MBS session is released.
	



Editor's Note: It is FFS whether one additional value should be defined to enable to subscribe to all the events via a single event type.

[bookmark: _Toc85562570]6.2.6.3.5	Enumeration: ReportingMode
Table 6.2.6.3.5-1: Enumeration ReportingMode
	Enumeration value
	Description
	Applicability

	"CONTINUOUS"
	Continuous event reporting
	

	"ONE_TIME"
	One-time event reporting
	



[bookmark: _Toc85562571]6.2.6.4	Data types describing alternative data types or combinations of data types
[bookmark: _Toc81558641]6.2.6.4.1	Type: <TypeName 1>
The data types describing alternative data types or combinations of data types shall represent an OpenAPI schema object using the "oneOf", "anyOf" or "allOf"  keyword to list alternative or to be combined data types (see the OpenAPI specification [4] and https://swagger.io/docs/specification/data-models/oneof-anyof-allof-not/).
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches , i.e. a list of mutually exclusive alternative data types., as described using the OpenAPI "oneOf" keyword, if the instance matches against one and only one of the alternative data types.
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches a list of non-exclusive alternative data types, as described using the OpenAPI "anyOf" keyword, if the instance matches against one or more of the alternative data types.
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches a list of to be combined data types, as described using the OpenAPI "allOf" keyword, if the instance matches against all of the to be combined data types."Attribute name": Name of attributes that belong to the specified data type. The attribute names within a structured data type shall be unique, and their relative order inside the structured data type shall not imply any specific ordering of the corresponding JSON elements in a JSON object.
"Data type": Data type of the alternative or to be combined data type. If the data type is indicated as "<type>", the alternative or to be combined data type shall be of data type <type>. If the data type is indicated as "array(<type>)", the alternative or to be combined data type shall be an array (see IETF RFC 8259 [3]) that contains elements of data type <type>. If the data type is indicated as "map(<type>)", the alternative or to be combined data type shall be an object (see IETF RFC 8259 [3]) encoded in the corresponding OpenAPI specification as a map which values are of data type <type>. <type> can either be "integer", "number", "string" or "boolean" (as defined in the OpenAPI specification [4]), or a data type defined in a 3GPP specification.
"Cardinality": Defines the allowed number of occurrence of data type <type>. A cardinality of "M..N", is only allowed for data types "array(<type>)" and "map(<type>)" and indicates the number of elements within the array or map; the values M and N can either be the characters "M" and "N", respectively, or integer numbers; with M being greater than or equal 0, and N being greater than 0. For data type "<type>", the cardinality shall be set to "1".
"Description": Describes the meaning and use of the attribute and may contain normative statements.Applicability: If the attribute is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [4], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the attribute can be used with any feature.
Applicability: If the type is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [2], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the type can be used with any feature. If no optional features are defined for an API, the applicability column can be omitted for that API.
Table 6.2.6.4.1-1: Definition of type <Type name 1> as a list of <"mutually exclusive alternatives" / "non-exclusive alternatives" / "to be combined data types">
	Data type
	Cardinality
	Description
	Applicability

	"<type>" or "array(<type>)" or "map(<type>)"
	"1" or "M..N"
	<only if applicable>
	



[bookmark: _Toc81558642]6.2.6.4.2	Type: <TypeName 2>
And so on if there are more types to specify.
[bookmark: _Toc85562572]6.2.6.4.5	Type: ExtMbsSession
6.2.6.4.5-1: Definition of type ExtMbsSession as a list of to be combined data types
	Data type
	Cardinality
	Description

	MbsSession
	1
	MbsSession common data type

	MbsSessionExtension
	1
	Extensions to the MbsSession common data type 



[bookmark: _Toc85562573][bookmark: _Toc81558646]6.2.6.5	Binary data
This clause will specify what is encoded in binary part, if multipart media type is agreed to be supported by CT4 and is supported by the API. It shall be omitted if not applicable.
[bookmark: _Toc81558644]6.2.6.5.1	Binary Data Types
Table 6.2.6.5.1-1: Binary Data Types
	Name
	Clause defined
	Content type

	< Binary Data 1 >
e.g. N1 SM Message

	< clause >
e.g. 6.2.6.5.2
	<content type>
e.g. vnd.3gpp.5gnas

	
	
	



[bookmark: _Toc81558645]6.2.6.5.2	< Binary Data 1 >
And so on if there are more binary data to specify
None.
[bookmark: _Toc85562574]6.2.7	Error Handling
This clause will include a reference to the general error handling principles specified in TS 29.501, and further specify any general error handling aspect specific to the API, if any Error handling specific to each method (and resource) is specified in clauses 6.2.3. and 6.2.4.
[bookmark: _Toc81558647][bookmark: _Toc85562575]6.2.7.1	General
For the <API Name> API, HTTP error responses shall be supported as specified in clause 4.8 of 3GPP TS 29.501 [5]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [4] shall be supported for an HTTP method if the corresponding HTTP status codes are specified as mandatory for that HTTP method in table 5.2.7.1-1 of 3GPP TS 29.500 [4].
In addition, the requirements in the following clauses are applicable for the <API Name> API.
[bookmark: _Toc81558648][bookmark: _Toc85562576]6.2.7.2	Protocol Errors
No specific procedures for the <API name> service are specified.
Or add specific information for the API if applicable.
[bookmark: _Toc81558649][bookmark: _Toc85562577]6.2.7.3	Application Errors
The application errors defined for the <API name>  service are listed in Table 6.2.7.3-1.
Table 6.2.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	
	
	



[bookmark: _Toc81558650][bookmark: _Toc85562578]6.2.8	Feature negotiation
The optional features in table 6.2.8-1 are defined for the <API name> API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 6.2.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	


The feature number is a unique integer number within the API designating the feature. The first feature obtains the number 1, and subsequent features obtain the next numbers (2,3 …).
The feature name is unique name within the API used to designate the feature e.g. in "Applicability" columns of various tables within the API definition.
In the Description column, a description of the feature is provided. A possible withdrawal of the feature is also indicated in the description column; the deficits leading to the withdrawal of the feature are then also explained in that column.
[bookmark: _Toc81558651][bookmark: _Toc85562579]6.2.9	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the <API Name> API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the <API Name> API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the <API Name> service.
The <API Name> API defines a single scope "<API name in lower letters with underscores>" for the entire service, and it does not define any additional scopes at resource or operation level.
[bookmark: _Toc81558652][bookmark: _Toc85562580]6.2.10	HTTP redirection
This clause will include HTTP redirection related matters, if MB-SMF set is defined. In such case, an HTTP request may be redirected to a different MB- SMF service instance, within the same MB-SMF or to a different MB-SMF in an MB-SMF set.
[bookmark: _Toc81558653][bookmark: _Toc81558677]6.3	Nmbsmf_Reception Service API
[bookmark: _Toc81558654]6.3.1	Introduction
This clause specifies the API Name and Version.
The <Service 1> shall use the <Service 1> API.
The API URI of the <Service 1> API shall be:
{apiRoot}/<apiName>/<apiVersion>/
The request URIs used in HTTP requests from the NF service consumer towards the NF service producer shall have the Resource URI structure defined in clause 4.4.1 of 3GPP TS 29.501 [5], i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificResourceUriPart>
with the following components:
-	The {apiRoot} shall be set as described in 3GPP TS 29.501 [5].
-	The <apiName> shall be "<service 1 API name>".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 5.3.
[bookmark: _Toc81558655]6.3.2	Usage of HTTP
[bookmark: _Toc81558656]6.3.2.1	General
This clause will include a reference to TS 29.500 for the description of the Transport and HTTP/2.0 protocol requirements and for the security requirements.
HTTP/2, IETF RFC 7540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the <API Name> API is contained in Annex A.
[bookmark: _Toc81558657]6.3.2.2	HTTP standard headers
[bookmark: _Toc81558658]6.3.2.2.1	General
See clause 5.2.2 of 3GPP TS 29.500 [4] for the usage of HTTP standard headers.
Add specific information for the API if applicable.
[bookmark: _Toc81558659]6.3.2.2.2	Content type
This clause will indicate the encoding of HTTP requests/responses and the applicable MIME media type for the related Content-Type header. Adjust the text below if additional payload types are used e.g. for HATEOAS..
JSON, IETF RFC 8259 [12], shall be used as content type of the HTTP bodies specified in the present specification as specified in clause 5.4 of 3GPP TS 29.500 [4]. The use of the JSON format shall be signalled by the content type "application/json".
"Problem Details" JSON object shall be used to indicate additional details of the error in a HTTP response body and shall be signalled by the content type "application/problem+json", as defined in IETF RFC 7807 [13].
[bookmark: _Toc81558660]6.3.2.3	HTTP custom headers
The mandatory HTTP custom header fields specified in clause 5.2.3.2 of 3GPP TS 29.500 [4] shall be supported, and the optional HTTP custom header fields specified in clause 5.2.3.3 of 3GPP TS 29.500 [4] may be supported.
Add specific information for the API if applicable.
[bookmark: _Toc81558661]6.3.3	Resources
[bookmark: _Toc81558662]6.3.3.1	Overview
Figure 6.2.3.1-1 describes the resource URI structure of the Nmbsmf_Reception API.


Figure 6.3.3.1-1: Resource URI structure of the Nmbsmf_Reception API
Table 6.3.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.3.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description
(Service operation)

	Data reception
	/data-reception/start
	start
(POST)
	Start Data Reception

	
	/data-reception/end
	end
(POST)
	End Data Reception



[bookmark: _Toc81558663]6.3.3.2	Resource: Data reception handler
[bookmark: _Toc81558664]6.3.3.2.1	Description
This resource represents the data reception handler of the MB-SMF.
This resource is modelled with the Document resource archetype (see clause C.1 of 3GPP TS 29.501 [5]).
[bookmark: _Toc81558665]6.3.3.2.2	Resource Definition
Resource URI: {apiRoot}/ nmbsmf-reception/<apiVersion>/data-reception
This resource shall support the resource URI variables defined in table 6.3.3.2.2-1.
Table 6.3.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.3.1

	apiVersion
	string
	See clause 6.3.1



[bookmark: _Toc81558666]6.3.3.2.3	Resource Standard Methods
None.
[bookmark: _Toc81558667]6.3.3.2.4	Resource Custom Operations
6.3.3.2.4.1	Overview
Table 6.3.3.2.4.1-1: Custom operations
	Operation name
	Custom operaration URI
	Mapped HTTP method
	Description
(service operation)

	
	
	
	

	start
	data-reception/start
	POST
	Start Data Reception

	end
	data-reception/end
	POST
	End Data Reception



6.3.3.2.4.2	Operation: Start
6.3.3.2.4.2.1	Description
This custom operation enables to start data reception of a multicast session.
6.3.3.2.4.2.2	Operation Definition
This operation shall support the request data structures specified in table 6.3.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.3.3.2.4.2.2-2.
Table 6.3.3.2.4.2.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>

	StartReceptionReq
	M
	1
	Start Data Reception Request Payload



Table 6.3.3.2.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	
	
	
	
	

	StartReceptionRsp
	M
	1
	200 OK
	Successful response

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2) 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



[bookmark: _Toc81558668]6.3.3.2.4.3	Operation: End
[bookmark: _Toc81558669]6.3.3.2.4.3.1	Description
This custom operation enables to end data reception of a multicast session.
[bookmark: _Toc81558670]6.3.3.2.4.3.2	Operation Definition
This operation shall support the request data structures specified in table 6.3.3.2.4.3.2-1 and the response data structure and response codes specified in table 6.3.3.2.4.3.2-2.
Table 6.3.3.2.4.3.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	EndReceptionReq
	M
	1
	End Data Reception Request Payload



Table 6.3.3.2.4.3.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	
	
	
	
	

	n/a
	
	
	204 No Content
	Successful response

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2) 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same MB-SMF or MB-SMF (service) set.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



[bookmark: _Toc81558671]6.3.4	Custom Operations without associated resources
[bookmark: _Toc81558672]6.3.4.1	Overview
This clause will specify custom operations without any associated resource (i.e. RPC) supported by this API.
Table 6.3.4.1-1: Custom operations without associated resources
	Custom operation URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	



[bookmark: _Toc81558673]6.3.4.2	Operation: <operation 1>
Where <operation 1> is to be replaced by the name of the custom operation, e.g. Authentication_Information_Request.
It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
[bookmark: _Toc81558674]6.3.4.2.1	Description
This sublause will describe the custom operation and what it is used for, and the custom operation's URI.
[bookmark: _Toc81558675]6.3.4.2.2	Operation Definition
This clause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the response data structures and response codes specified in table 6.3.4.2.2-1 and table 6.3.4.2.2-2.
Table 6.3.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.3.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The manadatory HTTP error status code for the <e.g. POST> method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



[bookmark: _Toc81558676]6.3.4.3	Operation: < operation 2>
And so on if there are more than one custom operations supported by the service. Same structure as in clause 6.3.4.2.
[bookmark: _Toc81558708]6.3.5	Notifications
[bookmark: _Toc81558678]6.3.5.1	General
This clause will specify the use of notifications and corresponding protocol details if required for the specific service. When notifications are supported by the API, it will include a reference to the general description of notifications support over the 5G SBIs specified in TS 29.500 / TS 29.501.
Notifications shall comply to clause 6.2 of 3GPP TS 29.500 [4] and clause 4.6.2.3 of 3GPP TS 29.501 [5].
Table 6.3.5.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	<notification 1>
e.g. Status Change Notification

	< Callback URI >
e.g. {StatusCallbackUri}
	
e.g POST
	
e.g. Notify Event 

	
	
	
	



[bookmark: _Toc81558679]6.3.5.2	<notification 1>
[bookmark: _Toc81558680]6.3.5.2.1	Description
The Event Notification is used by the NF service producer to report one or several observed Events to a NF service consumer that has subscribed to such Notifications.
[bookmark: _Toc81558681]6.3.5.2.2	Target URI
The Callback URI "{notifUri}" shall be used with the callback URI variables defined in table 6.3.5.2.2-1.
Table 6.3.5.2.2-1: Callback URI variables
	Name
	Definition

	notifUri
	String formatted as URI with the Callback Uri



[bookmark: _Toc81558682]6.3.5.2.3	Standard Methods
6.3.5.2.3.1	POST
This method shall support the request data structures specified in table 6.3.5.2.3.1-1 and the response data structures and response codes specified in table 6.3.5.2.3.1-1.
Table 6.3.5.2.3.1-2: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.3.5.2.3.1-3: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



[bookmark: _Toc81558683]6.3.5.3	<notification 2>
And so on if there are more than one notifications supported by the service. Same structure as in clause 6.3.5.2.
[bookmark: _Toc81558684]6.3.6	Data Model
[bookmark: _Toc81558685]6.3.6.1	General
This clause specifies the application data model supported by the API.
Data types that may be common to multiple APIs (offered by the same or different NFs) should be specified in a new separate TS (similar approach as for TS 29.230 for Diameter AVPs).
Table 6.3.6.1-1 specifies the data types defined for the N<NF> service based interface protocol.

Table 6.3.6.1-1: N<NF> specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	
	
	
	



Table 6.3.6.1-2 specifies data types re-used by the N<NF> service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the N<NF> service based interface.
Table 6.3.6.1-2: N<NF> re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	
	
	
	



[bookmark: _Toc81558686]6.3.6.2	Structured data types
This clause will specify the structured data types.
[bookmark: _Toc81558687]6.3.6.2.1	Introduction
This clause defines the structures to be used in resource representations.
[bookmark: _Toc81558688]6.3.6.2.2	Type: <TypeName 1>
"Attribute name": Name of attributes that belong to the specified data type. The attribute names within a structured data type shall be unique, and their relative order inside the structured data type shall not imply any specific ordering of the corresponding JSON member names in a JSON object.
"Data type": Data type of the attribute values. If the data type is indicated as "<type>", the attribute value shall be of data type <type>. If the data type is indicated as "array(<type>)", the attribute value shall be an array (see IETF RFC 825]) that contains elements of data type <type>. If the data type is indicated as "map(<type>)", the attribute value shall be an object (see IETF RFC 8259) encoded in the corresponding OpenAPI specification as a map which values are data type <type>. <type> can either be "integer", "number", "string" or "boolean" (as defined in the OpenAPI specification [4]), or a data type defined in a 3GPP specification.
"P": Presence condition of a data structure in request body. It shall be one of "M" (for Mandatory), "C" (for Conditional) and "O" (for Optional).
"Cardinality": Defines the allowed number of occurrence of data type <type>. A cardinality of "M..N", is only allowed for data types "array(<type>)" and "map(<type>)" and indicates the number of elements within the array or map; the values M and N can either be the characters "M" and "N", respectively, or integer numbers; with M being greater than or equal 0, and N being greater than 0 and M. For data type "<type>", the cardinality shall be set to "0..1" if the Presence condition is "C" or "O", and to "1" if the Presence condition is "M".
"Description": Describes the meaning and use of the attribute and may contain normative statements.
Applicability: If the attribute is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [4], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the attribute can be used with any feature.If no optional features are defined for an API, the applicability column can be omitted for that API
Table 6.3.6.2.2-1: Definition of type <TypeName 1>
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	<attribute name>
	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N"
	<only if applicable>
	

	
	
	
	
	
	

	
	
	
	
	
	



[bookmark: _Toc81558689]6.3.6.2.3	Type: <TypeName 2>
And so on if there are more types to specify.
[bookmark: _Toc81558690]6.3.6.3	Simple data types and enumerations
This clause will define simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc81558691]6.3.6.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc81558692]6.3.6.3.2	Simple data types
The simple data types defined in table 6.3.6.3.2-1 shall be supported.
Table 6.3.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	<one simple data type, i.e. boolean, integer, number, or string>
	
	



[bookmark: _Toc81558693]6.3.6.3.3	Enumeration: <EnumType1>
The enumeration <EnumType1> represents <something>. It shall comply with the provisions defined in table 6.3.5.3.3-1.
Table 6.3.6.3.3-1: Enumeration < EnumType1>
	Enumeration value
	Description
	Applicability

	
	
	



[bookmark: _Toc81558694]6.3.6.3.4	Enumeration: <EnumType2>
And so on if there are more enumerations to define.
[bookmark: _Toc81558695]6.3.6.4	Data types describing alternative data types or combinations of data types
[bookmark: _Toc81558696]6.3.6.4.1	Type: <TypeName 1>
The data types describing alternative data types or combinations of data types shall represent an OpenAPI schema object using the "oneOf", "anyOf" or "allOf"  keyword to list alternative or to be combined data types (see the OpenAPI specification [4] and https://swagger.io/docs/specification/data-models/oneof-anyof-allof-not/).
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches , i.e. a list of mutually exclusive alternative data types., as described using the OpenAPI "oneOf" keyword, if the instance matches against one and only one of the alternative data types.
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches a list of non-exclusive alternative data types, as described using the OpenAPI "anyOf" keyword, if the instance matches against one or more of the alternative data types.
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches a list of to be combined data types, as described using the OpenAPI "allOf" keyword, if the instance matches against all of the to be combined data types."Attribute name": Name of attributes that belong to the specified data type. The attribute names within a structured data type shall be unique, and their relative order inside the structured data type shall not imply any specific ordering of the corresponding JSON elements in a JSON object.
"Data type": Data type of the alternative or to be combined data type. If the data type is indicated as "<type>", the alternative or to be combined data type shall be of data type <type>. If the data type is indicated as "array(<type>)", the alternative or to be combined data type shall be an array (see IETF RFC 8259 [3]) that contains elements of data type <type>. If the data type is indicated as "map(<type>)", the alternative or to be combined data type shall be an object (see IETF RFC 8259 [3]) encoded in the corresponding OpenAPI specification as a map which values are of data type <type>. <type> can either be "integer", "number", "string" or "boolean" (as defined in the OpenAPI specification [4]), or a data type defined in a 3GPP specification.
"Cardinality": Defines the allowed number of occurrence of data type <type>. A cardinality of "M..N", is only allowed for data types "array(<type>)" and "map(<type>)" and indicates the number of elements within the array or map; the values M and N can either be the characters "M" and "N", respectively, or integer numbers; with M being greater than or equal 0, and N being greater than 0. For data type "<type>", the cardinality shall be set to "1".
"Description": Describes the meaning and use of the attribute and may contain normative statements.Applicability: If the attribute is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [4], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the attribute can be used with any feature.
Applicability: If the type is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [2], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the type can be used with any feature. If no optional features are defined for an API, the applicability column can be omitted for that API.
Table 6.3.6.4.1-1: Definition of type <Type name 1> as a list of <"mutually exclusive alternatives" / "non-exclusive alternatives" / "to be combined data types">
	Data type
	Cardinality
	Description
	Applicability

	"<type>" or "array(<type>)" or "map(<type>)"
	"1" or "M..N"
	<only if applicable>
	



[bookmark: _Toc81558697]6.3.6.4.2	Type: <TypeName 2>
And so on if there are more types to specify.
[bookmark: _Toc81558698]6.3.6.5	Binary data
This clause will specify what is encoded in binary part, if multipart media type is agreed to be supported by CT4 and is supported by the API. It shall be omitted if not applicable.
[bookmark: _Toc81558699]6.3.6.5.1	Binary Data Types
Table 6.3.6.5.1-1: Binary Data Types
	Name
	Clause defined
	Content type

	< Binary Data 1 >
e.g. N1 SM Message

	< clause >
e.g. 6.3.6.5.2
	<content type>
e.g. vnd.3gpp.5gnas

	
	
	



[bookmark: _Toc81558700]6.3.6.5.2	< Binary Data 1 >
And so on if there are more binary data to specify
[bookmark: _Toc81558701]6.3.7	Error Handling
This clause will include a reference to the general error handling principles specified in TS 29.501, and further specify any general error handling aspect specific to the API, if any Error handling specific to each method (and resource) is specified in clauses 6.3.3. and 6.3.4.
[bookmark: _Toc81558702]6.3.7.1	General
For the <API Name> API, HTTP error responses shall be supported as specified in clause 4.8 of 3GPP TS 29.501 [5]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [4] shall be supported for an HTTP method if the corresponding HTTP status codes are specified as mandatory for that HTTP method in table 5.2.7.1-1 of 3GPP TS 29.500 [4].
In addition, the requirements in the following clauses are applicable for the <API Name> API.
[bookmark: _Toc81558703]6.3.7.2	Protocol Errors
No specific procedures for the <API name> service are specified.
Or add specific information for the API if applicable.
[bookmark: _Toc81558704]6.3.7.3	Application Errors
The application errors defined for the <API name>  service are listed in Table 6.3.7.3-1.
Table 6.3.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	
	
	



[bookmark: _Toc81558705]6.3.8	Feature negotiation
The optional features in table 6.3.8-1 are defined for the <API name> API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 6.3.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	


The feature number is a unique integer number within the API designating the feature. The first feature obtains the number 1, and subsequent features obtain the next numbers (2,3 …).
The feature name is unique name within the API used to designate the feature e.g. in "Applicability" columns of various tables within the API definition.
In the Description column, a description of the feature is provided. A possible withdrawal of the feature is also indicated in the description column; the deficits leading to the withdrawal of the feature are then also explained in that column.
[bookmark: _Toc81558706]6.3.9	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the <API Name> API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the <API Name> API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the <API Name> service.
The <API Name> API defines a single scope "<API name in lower letters with underscores>" for the entire service, and it does not define any additional scopes at resource or operation level.
[bookmark: _Toc81558707]6.3.10	HTTP redirection
This clause will include HTTP redirection related matters, if MB-SMF set is defined. In such case, an HTTP request may be redirected to a different MB- SMF service instance, within the same MB-SMF or to a different MB-SMF in an MB-SMF set.
[bookmark: _Toc510696650][bookmark: _Toc35971450][bookmark: _Toc67903567][bookmark: _Toc76042780][bookmark: _Toc81558761][bookmark: _Toc510696652][bookmark: _Toc35971452]6.4	Nmbsmf_Information Service API
[bookmark: _Toc81558709]6.4.1	Introduction
This clause specifies the API Name and Version.
The <Service 1> shall use the <Service 1> API.
The API URI of the <Service 1> API shall be:
{apiRoot}/<apiName>/<apiVersion>/
The request URIs used in HTTP requests from the NF service consumer towards the NF service producer shall have the Resource URI structure defined in clause 4.4.1 of 3GPP TS 29.501 [5], i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificResourceUriPart>
with the following components:
-	The {apiRoot} shall be set as described in 3GPP TS 29.501 [5].
-	The <apiName> shall be "<service 1 API name>".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 5.3.
[bookmark: _Toc81558710]6.4.2	Usage of HTTP
[bookmark: _Toc81558711]6.4.2.1	General
This clause will include a reference to TS 29.500 for the description of the Transport and HTTP/2.0 protocol requirements and for the security requirements.
HTTP/2, IETF RFC 7540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the <API Name> API is contained in Annex A.
[bookmark: _Toc81558712]6.4.2.2	HTTP standard headers
[bookmark: _Toc81558713]6.4.2.2.1	General
See clause 5.2.2 of 3GPP TS 29.500 [4] for the usage of HTTP standard headers.
Add specific information for the API if applicable.
[bookmark: _Toc81558714]6.4.2.2.2	Content type
This clause will indicate the encoding of HTTP requests/responses and the applicable MIME media type for the related Content-Type header. Adjust the text below if additional payload types are used e.g. for HATEOAS..
JSON, IETF RFC 8259 [12], shall be used as content type of the HTTP bodies specified in the present specification as specified in clause 5.4 of 3GPP TS 29.500 [4]. The use of the JSON format shall be signalled by the content type "application/json".
"Problem Details" JSON object shall be used to indicate additional details of the error in a HTTP response body and shall be signalled by the content type "application/problem+json", as defined in IETF RFC 7807 [13].
[bookmark: _Toc81558715]6.4.2.3	HTTP custom headers
The mandatory HTTP custom header fields specified in clause 5.2.3.2 of 3GPP TS 29.500 [4] shall be supported, and the optional HTTP custom header fields specified in clause 5.2.3.3 of 3GPP TS 29.500 [4] may be supported.
Add specific information for the API if applicable.
[bookmark: _Toc81558716]6.4.3	Resources
[bookmark: _Toc81558717]6.4.3.1	Overview
This clause will describe the structure for the Resource URIs and the resources and methods used for the service.
Example:


Figure 6.4.3.1-1: Resource URI structure of the <xyz > API
Table 6.4.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.4.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	<Resource name>
	<relative URI below root>
	GET
	<Operation executed by GET>

	
	
	PUT
	<Operation executed by PUT>

	
	
	PATCH
	<Operation executed by PATCH>

	
	
	POST
	<Operation executed by POST>

	
	
	DELETE
	<Operation executed by DELETE>

	
	
	Custom operation
	<Operation executed by custom operation>



[bookmark: _Toc81558718]6.4.3.2	Resource: <resource 1>
Where <resource 1> is to be replaced by the resource name, e.g. PduSession.
[bookmark: _Toc81558719]6.4.3.2.1	Description
This clause will specify what the resource represents or what it is used for.
[bookmark: _Toc81558720]6.4.3.2.2	Resource Definition
This clause will describe the Resource URI and the supported resource variables.
Resource URI: {apiRoot}/<apiName>/<apiVersion>/xxx
This resource shall support the resource URI variables defined in table 6.4.3.2.2-1.
Table 6.4.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.4.1

	apiVersion
	string
	See clause 6.4.1

	<name>
	<type>
	<definition>



[bookmark: _Toc81558721]6.4.3.2.3	Resource Standard Methods
The following clauses will specify the standard methods supported by the resource.
It will describe, for each method, the use of the method, the URI query parameters supported by the method, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
6.4.3.2.3.1	< method 1 >
This clause will specify the meaning of the method applied on the resource.
This method shall support the URI query parameters specified in table 6.4.3.2.3.1-1.
Table 6.4.3.2.3.1-1: URI query parameters supported by the <method 1> method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	<name> or n/a
	<type> or <leave empty>
	<M, C or O>
	0..1 or 1 or 0..N or 1..N or <leave empty>
	<only if applicable>
	



This method shall support the request data structures specified in table 6.4.3.2.3.1-2 and the response data structures and response codes specified in table 6.4.3.2.3.1-3.
Table 6.4.3.2.3.1-2: Data structures supported by the <method 1> Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)" or n/a
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.4.3.2.3.1-3: Data structures supported by the <method 1> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)" or n/a
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The manadatory HTTP error status code for the <method 1> method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



Table 6.4.3.2.3.1-4: Headers supported by the <e.g. GET> method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	<header name> 
	<data type>
e.g. string
	"M", "C" or "O"
	"0..1", "1", "1..N",  "1..N", or <leave empty>
	<description>



Table 6.4.3.2.3.1-5: Headers supported by the <e.g. 200> response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
<header name> 
	
<data type>
e.g. string
	"M", "C" or "O"
	
"0..1", "1", "1..N",  "1..N", or <leave empty>
	<description>



Table 6.4.3.2.3.1-6: Links supported by the 200 Response Code on this endpoint
	Name
	Resource name
	HTTP method or custom operation
	Link parameter(s)
	Description

	<link name>
e.g. search
	<resource 1>
e.g. Stored Search (Document)
	<method 1>
e.g. GET
	<parameter>
e.g. searchId
	<description of the link>



6.4.3.2.3.2	< method 2 >
And so on if there are more than two methods supported by the resource. Same structure as in clause 6.4.3.2.3.1.
[bookmark: _Toc81558722]6.4.3.2.4	Resource Custom Operations
The following clauses will specify the custom operations supported by the resource.
It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
6.4.3.2.4.1	Overview
Table 6.4.3.2.4.1-1: Custom operations
	Operation name
	Custom operaration URI
	Mapped HTTP method
	Description

	<custom operation name>
	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	
	



6.4.3.2.4.2	Operation: < operation 1 >
This clause will specify the meaning of the operation applied on the resource.
6.4.3.2.4.2.1	Description
This sublause will describe the custom operation and what it is used for, and the custom operation's URI.
6.4.3.2.4.2.2	Operation Definition
This clause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the request data structures specified in table 6.4.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.4.3.2.4.2.2-2.
Table 6.4.3.2.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.4.3.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The manadatory HTTP error status code for the <e.g. POST> method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



6.4.3.2.4.3	Operation: < operation 2 >
And so on if there are more than two operations supported by the resource. Same structure as in clause 6.4.3.2.4.1.
[bookmark: _Toc81558723]6.4.3.3	Resource: <resource 2>
And so on if there are more than two resources supported by the service. Same structure as in clause 6.4.3.2.
[bookmark: _Toc81558724]6.4.4	Custom Operations without associated resources
[bookmark: _Toc81558725]6.4.4.1	Overview
This clause will specify custom operations without any associated resource (i.e. RPC) supported by this API.
Table 6.4.4.1-1: Custom operations without associated resources
	Custom operation URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	



[bookmark: _Toc81558726]6.4.4.2	Operation: <operation 1>
Where <operation 1> is to be replaced by the name of the custom operation, e.g. Authentication_Information_Request.
It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
[bookmark: _Toc81558727]6.4.4.2.1	Description
This sublause will describe the custom operation and what it is used for, and the custom operation's URI.
[bookmark: _Toc81558728]6.4.4.2.2	Operation Definition
This clause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the response data structures and response codes specified in tables 6.4.4.2.2-1 and 6.4.4.2.2-2.
Table 6.4.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.4.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The manadatory HTTP error status code for the <e.g. POST> method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



[bookmark: _Toc81558729]6.4.4.3	Operation: < operation 2>
And so on if there are more than one custom operations supported by the service. Same structure as in clause 6.4.4.2.
[bookmark: _Toc81558730]6.4.5	Notifications
[bookmark: _Toc81558731]6.4.5.1	General
This clause will specify the use of notifications and corresponding protocol details if required for the specific service. When notifications are supported by the API, it will include a reference to the general description of notifications support over the 5G SBIs specified in TS 29.500 / TS 29.501.
Notifications shall comply to clause 6.2 of 3GPP TS 29.500 [4] and clause 4.6.2.3 of 3GPP TS 29.501 [5].
Table 6.4.5.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	<notification 1>
e.g. Status Change Notification

	< Callback URI >
e.g. {StatusCallbackUri}
	
e.g POST
	
e.g. Notify Event 

	
	
	
	



[bookmark: _Toc81558732]6.4.5.2	<notification 1>
[bookmark: _Toc81558733]6.4.5.2.1	Description
The Event Notification is used by the NF service producer to report one or several observed Events to a NF service consumer that has subscribed to such Notifications.
[bookmark: _Toc81558734]6.4.5.2.2	Target URI
The Callback URI "{notifUri}" shall be used with the callback URI variables defined in table 6.4.5.2.2-1.
Table 6.4.5.2.2-1: Callback URI variables
	Name
	Definition

	notifUri
	String formatted as URI with the Callback Uri



[bookmark: _Toc81558735]6.4.5.2.3	Standard Methods
6.4.5.2.3.1	POST
This method shall support the request data structures specified in table 6.4.5.2.3.1-1 and the response data structures and response codes specified in table 6.4.5.2.3.1-1.
Table 6.4.5.2.3.1-2: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.4.5.2.3.1-3: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



[bookmark: _Toc81558736]6.4.5.3	<notification 2>
And so on if there are more than one notifications supported by the service. Same structure as in clause 6.4.5.2.
[bookmark: _Toc81558737]6.4.6	Data Model
[bookmark: _Toc81558738]6.4.6.1	General
This clause specifies the application data model supported by the API.
Data types that may be common to multiple APIs (offered by the same or different NFs) should be specified in a new separate TS (similar approach as for TS 29.230 for Diameter AVPs).
Table 6.4.6.1-1 specifies the data types defined for the N<NF> service based interface protocol.

Table 6.4.6.1-1: N<NF> specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	
	
	
	



Table 6.4.6.1-2 specifies data types re-used by the N<NF> service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the N<NF> service based interface.
Table 6.4.6.1-2: N<NF> re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	
	
	
	



[bookmark: _Toc81558739]6.4.6.2	Structured data types
This clause will specify the structured data types.
[bookmark: _Toc81558740]6.4.6.2.1	Introduction
This clause defines the structures to be used in resource representations.
[bookmark: _Toc81558741]6.4.6.2.2	Type: <TypeName 1>
"Attribute name": Name of attributes that belong to the specified data type. The attribute names within a structured data type shall be unique, and their relative order inside the structured data type shall not imply any specific ordering of the corresponding JSON member names in a JSON object.
"Data type": Data type of the attribute values. If the data type is indicated as "<type>", the attribute value shall be of data type <type>. If the data type is indicated as "array(<type>)", the attribute value shall be an array (see IETF RFC 825]) that contains elements of data type <type>. If the data type is indicated as "map(<type>)", the attribute value shall be an object (see IETF RFC 8259) encoded in the corresponding OpenAPI specification as a map which values are data type <type>. <type> can either be "integer", "number", "string" or "boolean" (as defined in the OpenAPI specification [4]), or a data type defined in a 3GPP specification.
"P": Presence condition of a data structure in request body. It shall be one of "M" (for Mandatory), "C" (for Conditional) and "O" (for Optional).
"Cardinality": Defines the allowed number of occurrence of data type <type>. A cardinality of "M..N", is only allowed for data types "array(<type>)" and "map(<type>)" and indicates the number of elements within the array or map; the values M and N can either be the characters "M" and "N", respectively, or integer numbers; with M being greater than or equal 0, and N being greater than 0 and M. For data type "<type>", the cardinality shall be set to "0..1" if the Presence condition is "C" or "O", and to "1" if the Presence condition is "M".
"Description": Describes the meaning and use of the attribute and may contain normative statements.
Applicability: If the attribute is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [4], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the attribute can be used with any feature.If no optional features are defined for an API, the applicability column can be omitted for that API
Table 6.4.6.2.2-1: Definition of type <TypeName 1>
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	<attribute name>
	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N"
	<only if applicable>
	

	
	
	
	
	
	

	
	
	
	
	
	



[bookmark: _Toc81558742]6.4.6.2.3	Type: <TypeName 2>
And so on if there are more types to specify.
[bookmark: _Toc81558743]6.4.6.3	Simple data types and enumerations
This clause will define simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc81558744]6.4.6.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc81558745]6.4.6.3.2	Simple data types
The simple data types defined in table 6.4.6.3.2-1 shall be supported.
Table 6.4.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	<one simple data type, i.e. boolean, integer, number, or string>
	
	



[bookmark: _Toc81558746]6.4.6.3.3	Enumeration: <EnumType1>
The enumeration <EnumType1> represents <something>. It shall comply with the provisions defined in table 6.4.5.3.3-1.
Table 6.4.6.3.3-1: Enumeration < EnumType1>
	Enumeration value
	Description
	Applicability

	
	
	



[bookmark: _Toc81558747]6.4.6.3.4	Enumeration: <EnumType2>
And so on if there are more enumerations to define.
[bookmark: _Toc81558748]6.4.6.4	Data types describing alternative data types or combinations of data types
[bookmark: _Toc81558749]6.4.6.4.1	Type: <TypeName 1>
The data types describing alternative data types or combinations of data types shall represent an OpenAPI schema object using the "oneOf", "anyOf" or "allOf"  keyword to list alternative or to be combined data types (see the OpenAPI specification [4] and https://swagger.io/docs/specification/data-models/oneof-anyof-allof-not/).
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches , i.e. a list of mutually exclusive alternative data types., as described using the OpenAPI "oneOf" keyword, if the instance matches against one and only one of the alternative data types.
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches a list of non-exclusive alternative data types, as described using the OpenAPI "anyOf" keyword, if the instance matches against one or more of the alternative data types.
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches a list of to be combined data types, as described using the OpenAPI "allOf" keyword, if the instance matches against all of the to be combined data types."Attribute name": Name of attributes that belong to the specified data type. The attribute names within a structured data type shall be unique, and their relative order inside the structured data type shall not imply any specific ordering of the corresponding JSON elements in a JSON object.
"Data type": Data type of the alternative or to be combined data type. If the data type is indicated as "<type>", the alternative or to be combined data type shall be of data type <type>. If the data type is indicated as "array(<type>)", the alternative or to be combined data type shall be an array (see IETF RFC 8259 [3]) that contains elements of data type <type>. If the data type is indicated as "map(<type>)", the alternative or to be combined data type shall be an object (see IETF RFC 8259 [3]) encoded in the corresponding OpenAPI specification as a map which values are of data type <type>. <type> can either be "integer", "number", "string" or "boolean" (as defined in the OpenAPI specification [4]), or a data type defined in a 3GPP specification.
"Cardinality": Defines the allowed number of occurrence of data type <type>. A cardinality of "M..N", is only allowed for data types "array(<type>)" and "map(<type>)" and indicates the number of elements within the array or map; the values M and N can either be the characters "M" and "N", respectively, or integer numbers; with M being greater than or equal 0, and N being greater than 0. For data type "<type>", the cardinality shall be set to "1".
"Description": Describes the meaning and use of the attribute and may contain normative statements.Applicability: If the attribute is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [4], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the attribute can be used with any feature.
Applicability: If the type is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [2], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the type can be used with any feature. If no optional features are defined for an API, the applicability column can be omitted for that API.
Table 6.4.6.4.1-1: Definition of type <Type name 1> as a list of <"mutually exclusive alternatives" / "non-exclusive alternatives" / "to be combined data types">
	Data type
	Cardinality
	Description
	Applicability

	"<type>" or "array(<type>)" or "map(<type>)"
	"1" or "M..N"
	<only if applicable>
	



[bookmark: _Toc81558750]6.4.6.4.2	Type: <TypeName 2>
And so on if there are more types to specify.
[bookmark: _Toc81558751]6.4.6.5	Binary data
This clause will specify what is encoded in binary part, if multipart media type is agreed to be supported by CT4 and is supported by the API. It shall be omitted if not applicable.
[bookmark: _Toc81558752]6.4.6.5.1	Binary Data Types
Table 6.4.6.5.1-1: Binary Data Types
	Name
	Clause defined
	Content type

	< Binary Data 1 >
e.g. N1 SM Message

	< clause >
e.g. 6.4.6.5.2
	<content type>
e.g. vnd.3gpp.5gnas

	
	
	



[bookmark: _Toc81558753]6.4.6.5.2	< Binary Data 1 >
And so on if there are more binary data to specify
[bookmark: _Toc81558754]6.4.7	Error Handling
This clause will include a reference to the general error handling principles specified in TS 29.501, and further specify any general error handling aspect specific to the API, if any Error handling specific to each method (and resource) is specified in clauses 6.4.3. and 6.4.4.
[bookmark: _Toc81558755]6.4.7.1	General
For the <API Name> API, HTTP error responses shall be supported as specified in clause 4.8 of 3GPP TS 29.501 [5]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [4] shall be supported for an HTTP method if the corresponding HTTP status codes are specified as mandatory for that HTTP method in table 5.2.7.1-1 of 3GPP TS 29.500 [4].
In addition, the requirements in the following clauses are applicable for the <API Name> API.
[bookmark: _Toc81558756]6.4.7.2	Protocol Errors
No specific procedures for the <API name> service are specified.
Or add specific information for the API if applicable.
[bookmark: _Toc81558757]6.4.7.3	Application Errors
The application errors defined for the <API name>  service are listed in Table 6.4.7.3-1.
Table 6.4.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	
	
	



[bookmark: _Toc81558758]6.4.8	Feature negotiation
The optional features in table 6.4.8-1 are defined for the <API name> API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 6.4.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	


The feature number is a unique integer number within the API designating the feature. The first feature obtains the number 1, and subsequent features obtain the next numbers (2,3 …).
The feature name is unique name within the API used to designate the feature e.g. in "Applicability" columns of various tables within the API definition.
In the Description column, a description of the feature is provided. A possible withdrawal of the feature is also indicated in the description column; the deficits leading to the withdrawal of the feature are then also explained in that column.
[bookmark: _Toc81558759]6.4.9	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the <API Name> API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the <API Name> API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the <API Name> service.
The <API Name> API defines a single scope "<API name in lower letters with underscores>" for the entire service, and it does not define any additional scopes at resource or operation level.
[bookmark: _Toc81558760]6.4.10	HTTP redirection
This clause will include HTTP redirection related matters, if MB-SMF set is defined. In such case, an HTTP request may be redirected to a different MB- SMF service instance, within the same MB-SMF or to a different MB-SMF in an MB-SMF set.
[bookmark: _Toc85562581]Annex A (normative):
OpenAPI specification
[bookmark: _Toc510696651][bookmark: _Toc35971451][bookmark: _Toc67903568][bookmark: _Toc76042781][bookmark: _Toc81558762][bookmark: _Toc85562582][bookmark: _Toc67903569][bookmark: _Toc76042782][bookmark: _Toc81558763][bookmark: _Toc510696653][bookmark: _Hlk515639407]A.1	General
This Annex specifies the formal definition of the MB-SMF Service APIs  defined in the present specification - Nmbsmf_TMGI,  and Nmbsmf_MBSSession, Nmbsmf_Reception and Nmbsmf_Information APIs.  This Annex consists of OpenAPI specifications in YAML format.
This Annex takes precedence when being discrepant to other parts of the specification with respect to the encoding of information elements and methods within the API(s).
NOTE:	The semantics and procedures, as well as conditions, e.g. for the applicability and allowed combinations of attributes or values, not expressed in the OpenAPI definitions but defined in other parts of the specification also apply.
Informative copies of the OpenAPI specification files contained in this 3GPP Technical Specification are available on a Git-based repository that uses the GitLab software version control system (see 3GPP TS 29.501 [5] clause 5.3.1 and 3GPP TR 21.900 [7] clause 5B).
[bookmark: _Toc85562583]A.2	Nmbsmf_TMGI API
[bookmark: _Hlk514243590][bookmark: _Hlk515634373][bookmark: _Hlk515642979]openapi: 3.0.0

info:
  title: 'Nmbsmf_TMGI'
  version: 1.0.0-alpha.21
  description: |
    MB-SMF TMGI Service.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.532 V0.21.0; 5G System; 5G Multicast-Broadcast Session Management Services; Stage 3.
  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.532/

servers:
  - url: '{apiRoot}/nmbsmf-tmgi/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501

security:
  - {}
  - oAuth2ClientCredentials:
    - nmbsmf-tmgi

paths:
  /tmgi:
    post:
      summary:  Allocate TMGIs
      tags:
        - TMGI collection
      operationId: AllocateTmgi
      requestBody:
        description: representation of the TMGIs to be created in the MB-SMF
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/TmgiAllocate'
      responses:
        '200':
          description: successful allocation of TMGIs
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/TmgiAllocated'
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
    delete:
      summary: Deallocate one or more TMGIs
      operationId: TMGIDeallocate
      tags:
        - TMGI collection
      parameters:
        - name: tmgi-list
          in: query
          description: One of more TMGIs to be deallocated
          content:
            application/json:
              schema:
                type: array
                items:
                  $ref: 'TS29571_CommonData.yaml#/components/schemas/Tmgi'
                minItems: 1
      responses:
        '204':
          description: successful deallocation of TMGIs


components:
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{nrfApiRoot}/oauth2/token'
          scopes:
            nmbsmf-tmgi: Access to the nmbsmf-tmgi API

  schemas:
    # API specific definitions
#
# STRUCTURED DATA TYPES
#
    TmgiAllocate:
      description: Data within TMGI Allocate Request
      type: object
      properties:
        tmgiNumber:
          description: The number of requested TMGIs
          type: integer
        tmgiList:
          description: The list of TMGIs to be refreshed
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Tmgi'
          minItems: 1
    TmgiAllocated:
      description: Data within TMGI Allocate Response
      type: object
      properties:
        tmgiList:
          description: One or more TMGI values
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Tmgi'
          minItems: 1
        expirationTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
      required:
        - tmgiList
        - expirationTime

#
# SIMPLE DATA TYPES
#

#
# ENUMERATIONS
#
[bookmark: _Toc35971453][bookmark: _Toc67903570][bookmark: _Toc77761110][bookmark: _Toc81558764][bookmark: _Toc85562584]A.3	Nmbsmf_MBSSession API
openapi: 3.0.0

info:
  title: Nmbsmf-MBSSession
  version: 1.0.0-alpha.12
  description: |
    <API Name> Service.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.532 V0.12.0; 5G System; 5G Multicast-Broadcast Session Management Services; Stage 3.
  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.532/

servers:
  - url: '{apiRoot}/nmbsmf-mbssession/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501

security:
  - {}
  - oAuth2ClientCredentials:
    - nmbsmf-mbssession

paths:
  /mbs-sessions:
    post:
      summary:  Create 
      tags:
        - MBS sessions collection
      operationId: Create
      requestBody:
        description: representation of the MBS session to be created in the MB-SMF
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/CreateReqData'
      responses:
        '201':
          description: successful creation of an MBS session
          content:
            application/json: 
              schema:
                $ref: '#/components/schemas/CreateRspData'
          headers:
            Location:
              description: 'Contains the URI of the newly created resource, according to the structure: {apiRoot}/nmbsmf-mbssession/<apiVersion>/mbssessions/{mbsSessionRef}'
              required: true
              schema:
                type: string
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '502':
          $ref: 'TS29571_CommonData.yaml#/components/responses/502'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

  /mbs-sessions/contexts/update:
    post:
      summary:  ContextUpdate 
      tags:
        - MBS sessions collection
      operationId: ContextUpdate
      requestBody:
        description: Data within the ContextUpdate Request
        required: true
        content:
          application/json:   # message without binary body part 
            schema:
              $ref: '#/components/schemas/ContextUpdateReqData'
          multipart/related:  # message with binary body part
            schema:
              type: object
              properties: # Request parts
                jsonData:
                  $ref: '#/components/schemas/ContextUpdateReqData'
                binaryDataN2Information:
                  type: string
                  format: binary
            encoding:
              jsonData:
                contentType:  application/json
              binaryDataN2Information:
                contentType:  application/vnd.3gpp.ngap
                headers:
                  Content-Id:
                    schema:
                      type: string
      responses:
        '200':
          description: successful response with content in the response
          content:
            application/json:   # message without binary body part 
              schema:
                $ref: '#/components/schemas/ContextUpdateRspData'
            multipart/related:   # message with binary body part
              schema:
                type: object
                properties: 
                  jsonData:
                    $ref: '#/components/schemas/ContextUpdateRspData'
                  binaryDataN2Information:
                    type: string
                    format: binary
              encoding:
                jsonData:
                  contentType:  application/json
                binaryDataN2Information:
                  contentType:  application/vnd.3gpp.ngap
                  headers:
                    Content-Id:
                      schema:
                        type: string
        '204':
          description: successful response without content in the response
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '502':
          $ref: 'TS29571_CommonData.yaml#/components/responses/502'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

  /mbs-sessions/contexts/subscriptions:
    post:
      summary:  ContextStatusSubscribe creating a subscription 
      tags:
        - Subscriptions collection for MBS contexts
      operationId: ContextStatusSubscribe
      requestBody:
        description: Data within the ContextStatusSubscribe Request
        required: true
        content:
          application/json: 
            schema:
              $ref: '#/components/schemas/ContextStatusSubscribeReqData'
      responses:
        '201':
          description: successful creation of a Context Status Subscription
          content:
            application/json: 
              schema:
                $ref: '#/components/schemas/ContextStatusSubscribeRspData'
        '204':
          description: successful response without content in the response
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '502':
          $ref: 'TS29571_CommonData.yaml#/components/responses/502'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

  /mbs-sessions/contexts/subscriptions/{subscriptionId}:
    patch:
      summary:  ContextStatusSubscribe modifying a subscription
      tags:
        - Individual Subscription for an MBS context
      operationId: ContextStatusSubscribeMod
      parameters:
        - name: subscriptionId
          in: path
          required: true
          description: Unique ID of the subscription to be modified
          schema:
            type: string
      requestBody:
        description: Data within the ContextStatusSubscribe Request
        required: true
        content:
          application/json-patch+json:
            schema:
              type: array
              items:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/PatchItem'
              minItems: 1
      responses:
        '200':
          description: successful modification of a Context Status Subscription
          content:
            application/json: 
              schema:
                $ref: '#/components/schemas/ContextStatusSubscription'
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '502':
          $ref: 'TS29571_CommonData.yaml#/components/responses/502'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

    delete:
      summary:  ContextStatusUnSubscribe
      tags:
        - Individual Subscription for an MBS context
      operationId: ContextStatusUnSubscribe
      parameters:
        - name: subscriptionId
          in: path
          required: true
          description: Unique ID of the subscription to be deleted
          schema:
            type: string
      responses:
        '204':
          description: successful deletion
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '502':
          $ref: 'TS29571_CommonData.yaml#/components/responses/502'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

components:
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{nrfApiRoot}/oauth2/token'
          scopes:
            nmbsmf-mbssession: Access to the Nmbsmf-MBSSession API

  schemas:
#
# STRUCTURED DATA TYPES
#
[bookmark: _GoBack]    CreateReqData:
      description: Data within Create Request
      type: object
      properties:
        mbsSession:
          $ref: '#/components/schemas/ExtMbsSession'
      required:
        - mbsSession

    CreateRspData:
      description: Data within Create Response
      type: object
      properties:
        tmgi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Tmgi'
        ingressTunnelAddr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/TunnelAddress'
        subscriptionId:
          type: string

    ExtMbsSession:
      description: MbsSession common data type with MB-SMF API specific extensions
      allOf:
        - $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsSession'
        - $ref: '#/components/schemas/MbsSessionExtension'

    MbsSessionExtension:
      description: MB-SMF API specific extensions to the MbsSession common data type
      type: object
      properties:
        policyAuthInd:
          type: boolean
          default: false

    ContextUpdateReqData:
      description: Data within ContextUpdate Request
      type: object
      properties:
        nfcInstanceId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        mbsSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsSessionId'
        areaSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AreaSessionId'
        requestedAction:
          $ref: '#/components/schemas/ContextUpdateAction'
        dlTunnelInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Bytes'
        n2Info:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        ranNodeId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/GlobalRanNodeId'
      required:
        - nfcInstanceId
      oneOf:
        - required: [ mbsSessionId, requestedAction ]
        - required: [ n2Info, ranNodeId ]

    ContextUpdateRspData:
      description: Data within ContextUpdate Response
      type: object
      properties:
        llSsm:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ssm'
        cTeid:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uint32'
        n2Info:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'


    ContextStatusSubscribeReqData:
      description: Data within ContextStatusSubscribe Request
      type: object
      properties:
        subscription:
          $ref: '#/components/schemas/ContextStatusSubscription'
      required:
        - subscription

    ContextStatusSubscription:
      description: Context Status Subscription
      type: object
      properties:
        nfcInstanceId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        mbsSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsSessionId'
        eventList:
          type: array
          items:
            $ref: '#/components/schemas/ContextStatusEvent'
          minItems: 1
        notifyUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        notifyCorrelationId:
          type: string
        expiryTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
      required:
        - nfcInstanceId
        - mbsSessionId
        - eventList
        - notifyUri

    ContextStatusEvent:
      description: Context Status Event
      type: object
      properties:
        eventType:
          $ref: '#/components/schemas/ContextStatusEventType'
        immediateReportInd:
          type: boolean
          default: false
        reportingMode:
          $ref: '#/components/schemas/ReportingMode'
      required:
        - eventType

    ContextStatusSubscribeRspData:
      description: Data within ContextStatusSubscribe Response
      type: object
      properties:
        subscription:
          $ref: '#/components/schemas/ContextStatusSubscription'
        reportList:
          type: array
          items:
            $ref: '#/components/schemas/ContextStatusEventReport'
          minItems: 1
        mbsContextInfo:
          $ref: '#/components/schemas/MbsContextInfo'
      required:
        - subscription

    MbsContextInfo:
      description: MBS context information
      type: object
      properties:
        startTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        anyUeInd:
          type: boolean
          default: false
        llSsm:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ssm'
        cTeid:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uint32'


    ContextStatusEventReport:
      description: Context Status Event Report
      type: object
      properties:
        eventType:
          $ref: '#/components/schemas/ContextStatusEventType'
        timeStamp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        statusInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsSessionActivityStatus'
        mbsServiceArea:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsServiceArea'
      required:
        - eventType
        - timeStamp
# Editor's Note: the encoding of the qosInfo IE is FFS

    ContextStatusNotifyReqData:
      description: Context Status Notification
      type: object
      properties:
        reportList:
          type: array
          items:
            $ref: '#/components/schemas/ContextStatusEventReport'
          minItems: 1
        notifyCorrelationId:
          type: string
      required:
        - reportList


#
# SIMPLE DATA TYPES
#

#
# ENUMERATIONS
#

    ContextUpdateAction:
      description: Start or Terminate MBS data reception
      anyOf:
      - type: string
        enum:
          - START
          - TERMINATE
      - type: string

    ContextStatusEventType:
      description: Context Status Event Type
      anyOf:
      - type: string
        enum:
          - QOS_INFO
          - STATUS_INFO
          - SERVICE_AREA_INFO
          - SESSION_RELEASE
      - type: string

    ReportingMode:
      description: Reporting Mode
      anyOf:
      - type: string
        enum:
          - CONTINUOUS
          - ONE_TIME
      - type: string

[bookmark: _Toc77761111][bookmark: _Toc81558765][bookmark: _Toc77761112][bookmark: _Toc67903571]A.4	Nmbsmf_Reception API
openapi: 3.0.0

info:
  title: Nmbsmf_Reception
  version: 1.0.0-alpha.1
  description: |
    <API Name> Service.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.532 V0.1.0; 5G System; 5G Multicast-Broadcast Session Management Services; Stage 3.
  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.532/

servers:
  - url: '{apiRoot}/nmbsmf-reception/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501

security:
  - {}
  - oAuth2ClientCredentials:
    - nmbsmf-reception

paths:

[bookmark: _Toc81558766]A.5	Nmbsmf_Information API
openapi: 3.0.0

info:
  title: Nmbsmf_Information
  version: 1.0.0-alpha.1
  description: |
    <API Name> Service.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.532 V0.1.0; 5G System; 5G Multicast-Broadcast Session Management Services; Stage 3.
  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.532/

servers:
  - url: '{apiRoot}/nmbsmf-information/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501

security:
  - {}
  - oAuth2ClientCredentials:
    - nmbsmf-information

paths:

[bookmark: _Toc81558767][bookmark: _Toc85562585]Annex B (informative):
Withdrawn API versions
[bookmark: _Toc67903572][bookmark: _Toc81558768][bookmark: _Toc85562586]B.1	General
This Annex lists withdrawn API versions of the APIs defined in the present specification. 3GPP TS 29.501 [5] clause 4.3.1.x describes the withdrawal of API versions.
[bookmark: _Toc67903573][bookmark: _Toc81558769][bookmark: _Toc85562587]B.2	<Service 1> API
Where <Service 1> is to be replaced by the name of the Service (e.g. Nsmf_PDUSession).
One clause is introduced per Service.
The API versions listed in table B.2-1 are withdrawn for the <Service 1> API.
Table B.2-1: Withdrawn API versions of the <Service 1> service
	API version number
	Remarks

	
	



In the Remarks column, the deficits leading to the withdrawal of an API version are explained.
[bookmark: _Toc67903574][bookmark: _Toc81558770][bookmark: _Toc85562588]B.3	<Service 2> API
And so on if there are more than two services supported by the NF.
[bookmark: historyclause][bookmark: _Toc2086459][bookmark: _Toc67903575][bookmark: _Toc81558771][bookmark: _Toc85562589]
Annex <X> (informative):
Change history
This is the last annex for TS/TSs which details the change history using the following table.
This table is to be used for recording progress during the WG drafting process till TSG approval of this TS/TR.
For TRs under change control, use one line per approved Change Request
Date: use format YYYY-MM
CR: four digits, leading zeros as necessary
Rev: blank, or number (max two digits)
Cat: use one of the letters A, B, C, D, F
Subject/Comment: for TSs under change control, include full text of the subject field of the Change Request cover
New vers: use format [n]n.[n]n.[n]n

	Change history

	Date
	Meeting
	TDoc
	CR
	Rev
	Cat
	Subject/Comment
	New version

	2021-08
	CT4#105e
	C4-214755

	
	
	
	Following pCRs are implemented into the skeleton of the TS 29.532 v0.0.0 (C4-214118): C4-214026, C4-214032, C4-214188, C4-214190, C4-214191, C4-214236, C4-214237, C4-214238, C4-214239, C4-214547, C4-214549, C4-214551, C4-214554, C4-214683, C4-214684, C4-214685 and C4-214686.
	0.1.0

	2021-10
	CT4#106e
	C4-215519

	
	
	
	Following pCRs are implemented:
C4-21-5015, C4-21-5017, C4-21-5071, C4-21-5075, C4-21-5076, C4-21-5077, C4-21-5078, C4-21-5079, C4-21-5080, C4-21-5081, C4-21-5083, C4-21-5335, C4-21-5337, C4-21-5338, C4-21-5339, C4-21-5340, C4-21-5341, C4-21-5374, C4-21-5375, C4-21-5376, C4-21-5377, C4-21-5498, C4-21-5500.
	0.2.0
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