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1. Introduction
The SA2#146E/SA#93E meeting agreed a couple of CRs related to EPS interworking, which have the following statements:
	The SMF+PGW-C invokes separate service operations (NumOfUEsUpdate, NumOfPDUsUpdate) to the NSACF; (see S2-2106841SP-211133, S2-2106842)
· The EPS counting may or may not be required. If the EPS counting is not required, the NSACF may accept the NSAC check even if the number of UEs/PDUs reaches the configured maximum number, based on operator’s policy; (see S2-210661)
Thus, the NSACF shall know it is a combined SMF+PGW-C which initiates the request, so as to check if EPS counting is required and counting the number of UEs/PDUs only if EPS counting is configured and required.
To support this, it is proposed that:
· when invoking NumOfUEsUpdate from EPS, the SMF+PGW-C provides SMF Instance ID to the NSACF, to make the NSACF be aware of the requester is an SMF+PGW-C, thus perform NSAC for EPC;
· when invoking NumOfPDUsUpdate from EPS, the SMF+PGW-C provides both SMF Instance ID and PGW-C FQDN to the NSACF. If only SMF Instance ID is provided, the NSACF still doesn’t know if the request is from an 5G SMF or a 4G combined SMF+PGW-C;
In addition, the SMF Instance ID and PGW FQDN can also be used by the NSACF to perform more monitoring and statistics, e.g. to monitoring per slice accessing number for each network function / network node, to adjust the network resources for certain network slice, etc. 

2. Proposal
It is proposed to agree the following changes to 3GPP TS 29.536 v0.3.0, according to the above analysis.
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* * * Begin of Changes * * * *
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[8]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[11]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 7807: "Problem Details for HTTP APIs".
[14]	IETF RFC 6902: "JavaScript Object Notation (JSON) Patch".[15]	3GPP TS 29.518: "5G System; Access and Mobility Management Service; Stage 3".
[16]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".
[xx]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
* * * Next Change * * * *
[bookmark: _Toc73369636][bookmark: _Toc81226665][bookmark: _Toc81555443]5.2.2.4.2	SMF initiated network slice admission control for controlling the number of PDU sessions
The NF Service Consumer (e.g. SMF) shall invoke the NumOfPDUsUpdate service operation to request the NSACF to perform network slice admission control procedure related to the number of PDU sessions, by using the HTTP POST method as shown in Figure 5.2.2.4.2-1.


Figure 5.2.2.4.2-1: Availability Check for Number of PDU sessions per Slice
1.	The NF Service Consumer (e.g. SMF) shall send a POST request to the resource representing the network slice admission control related to the number of PDU sessions (i.e. …/slices/pdus) in the NSACF. 
The payload body of the POST request shall contain the input data structure (i.e. PduACRequestData) for network slice admission control, which shall contain the following information:
-	the SUPI of the UE;
-	a list of S-NSSAIs which are subject to NSAC, and for each S-NSSAI an update flag indicates the operation to that S-NSSAI;
In addition, the POST request may also contain:
[bookmark: _GoBack]-	the NF Instance ID of the requester NF (i.e. SMF);
-	the PGW-C FQDN, if the request is sent by a combined SMF+PGW-C in EPS interworking case.
The update flag within the PduACRequestData shall be set "increase" for a PDU session which is to be established, and shall be set to "decrease" for a PDU session which is to be released.
For LBO cases, the NF Service Consumer in serving PLMN (e.g. vSMF) shall provide the S-NSSAI in serving PLMN, and the corresponding mapped S-NSSAI in home PLMN to the NSACF in serving PLMN.  For PDU sessions in the home-routed roaming case, the SMF in home PLMN shall provide S-NSSAI(s) in home PLMN to the NSACF in the home PLMN.
2a.	For each S-NSSAI included in PduACRequestData, the NSACF shall perform the following actions:
[bookmark: MCCQCTEMPBM_00000037]-	if the update flag is set to "INCREASE" the NSACF shall first check the total number of PDU sessions registered to this slice will not exceed the maximum number of PDU sessions allowed to be registered to this slice.
-	if no excess, the NSACF updates the total number of PDU sessions registered to this slice accordingly;
-	if the total number of PDU sessions exceeds the maximum of PDU sessions allowed to be registered to this slice, the NSACF shall not update the total number of PDUs. Instead, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with a "EXCEED_MAX_NUM" reason;
Editor's Note:	It is FFS how to achieve high admission control accuracy, e.g. whether and how the NSACF check one PDU session is already counted or not. If the NSACF needs to do such check, it thus requests the NSACF to store the PDU sessions registered to a slice in its storage.
· if the update flag is set to "DECREASE", the NSACF decreases the total number of PDU sessions registered to this slice;
If in above NSACF handling not all S-NSSAIs are successful, "200 OK" shall be returned, with necessary response data, e.g. indicating the failed S-NSSAI(s).
If in above NSACF handling all S-NSSAIS are successful, "204 No Content" shall be returned.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the payload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.3.3.3.1-3. 
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse shall be included in the payload body of POST response.
* * * Next Change * * * *
[bookmark: _Toc81226698][bookmark: _Toc81555476]6.1.6.1	General
This clause specifies the application data model supported by the API.
Table 6.1.6.1-1 specifies the data types defined for the Nnsacf_NSAC service based interface protocol.

Table 6.1.6.1-1: Nnsacf_NSAC specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	UeACRequestData
	6.1.6.2.2
	Input data for NSAC procedure related to the number of UEs per slice.
	

	UeACResponseData
	6.1.6.2.3
	Response data of NSAC procedure.
	

	EACNotification
	6.1.6.2.4
	EAC mode notification
	

	AcuOperationItem
	6.1.6.2.5
	An operation item for NSAC procedure, indicating an S-NSSAI subject to NSAC and the associated operation.
	

	AcuFailureItem
	6.1.6.2.6
	A failure item which indicates the failed S-NSSAI and the failure reason.
	

	PduACRequestData
	6.1.6.2.7
	Input data for NSAC procedure related to the number of PDUs per slice.
	

	PduACResponseData
	6.1.6.2.8
	Response data 
	

	EACMode
	6.1.6.3.3
	EAC mode
	

	AcuFlag
	6.1.6.3.4
	Update Flag for NSAC procedure
	

	AcuFailureReason
	6.1.6.3.5
	Indicates the failure reason for an S-NSSAI in the NSAC procedure
	



Table 6.1.6.1-2 specifies data types re-used by the Nnsacf_NSAC  service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnsacf_NSAC service based interface.
Table 6.1.6.1-2: Nnsacf_NSAC re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	ProblemDetails
	3GPP TS 29.571 [16]
	Problem Details
	

	RedirectResponse
	3GPP TS 29.571 [16]
	Redirect Response
	

	Supi
	3GPP TS 29.571 [16]
	Subscription Permanent Identifier
	

	Snssai
	3GPP TS 29.571 [16]
	Single NSSAI
	

	NfInstanceId
	3GPP TS 29.571 [16]
	NF Instance ID
	

	Uri
	3GPP TS 29.571 [16]
	Resource or callback URI
	

	AccessType
	3GPP TS 29.571 [16]
	Access Type
	

	Fqdn
	3GPP TS 29.510 [xx]
	FQDN
	



[bookmark: _Toc73369707][bookmark: _Toc81226706][bookmark: _Toc81555484]* * * Next Change * * * *
6.1.6.2.7	Type: PduACRequestData
Table 6.1.6.2.7-1: Definition of type PduACRequestData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	M
	1
	Supi
	

	nfId
	NfInstanceId
	O
	0..1
	Indicates the SMF Instance ID.
	

	pgwFqdn
	Fqdn
	O
	0..1
	Indicates the PGW-C FQDN, if the request is from a combined SMF+PGW-C, in EPS interworking case.
	

	acuOperationList
	array(AcuOperationItem)
	C
	1..2
	A list of S-NSSAI to which the PDU session is to be established or from which the PDU session is to be released. 
	



* * * Next Change * * * *
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********TEXT SKIPPED********
    PduACRequestData:
      type: object
      properties:
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        nfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        pgwFqdn:
          $ref: 'TS29510_NFManagement.yaml#/components/schemas/Fqdn'
        acuOperationList:
          type: array
          items:
            $ref: '#/components/schemas/AcuOperationItem'
          minItems: 1
      required:
        - supi
********TEXT SKIPPED********


* * * End of Changes * * * *
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