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1. Introduction
<Introduction part (optional)>
2. Reason for Change
For service operation of Slice Collection Subject to NSAC for PDU sessions, ALL_SLICE_FAILED may also be returned to the SMF if the list of S-NSSAIs is fully failed in the NSAC procedure.
If one of the S-NSSAI in the request is not found by the NSACF from the list of S-NSSAIs which are subjected to NSAC procedure, and other S-NSSAIs can be handled successfully, the NSACF will return the 200 OK with PduACResponseData, the description of SLICE_NOT_FOUND in 403 Forbidden shall be corrected.
The Cardinality of acuOperationList in PduACRequestData and acuFailureList in PduACResponseData is 1..2, OpenAPI definition shall be updated accordingly.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.536 v0.3.0.

[bookmark: _Hlk61529092]* * * First Change * * * *

[bookmark: _Toc510696613][bookmark: _Toc35971404][bookmark: _Toc70325121][bookmark: _Toc81226681][bookmark: _Toc81227155][bookmark: _Hlk64365502]6.1.3.2.3.1	POST
This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.
Table 6.1.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and response codes specified in table 6.1.3.2.3.1-3.
Table 6.1.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	UeACRequestData
	M
	1
	Request data for NSAC procedure related to the number of UEs per slice.



Table 6.1.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	UeACResponseData
	M
	1
	200 OK
	Response data for NSAC procedure related to the number of UEs per slice, in the case of not all S-NSSAIs are successful in the NSAC procedure.

	n/a
	
	
	204 No Content
	Upon success. Indicates all S-NSSAIs are successful in the NSAC procedure.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set. 
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection, during a NSAC procedure. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set. 
(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	When used to represent the failure of NSAC procedure, the "cause" attribute of the "ProblemDetails" shall be set to one of the following application error codes:
-	SLICE_NOT_FOUND, if all S-NSSAIs provided in the requestthe given S-NSSAI is are not found from the NSSAI which are subject to NSAC procedure;
-	ALL_SLICE_FAILED, if the list of S-NSSAIs is fully failed in the NSAC procedure.


	NOTE 1:	The manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.2.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the NSACF that was selected by the AMF.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.2.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the NSACF that was selected by the AMF.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * Next Change * * * *

[bookmark: _Toc73369699][bookmark: _Toc81226687][bookmark: _Toc81227161]6.1.3.3.3.1	POST
This method shall support the URI query parameters specified in table 6.1.3.3.3.1-1.
Table 6.1.3.3.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.3.3.1-2 and the response data structures and response codes specified in table 6.1.3.3.3.1-3.
Table 6.1.3.3.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	PduACRequestData
	M
	1
	Request data for NSAC procedure related to the number of PDU sessions per slice.



Table 6.1.3.3.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	PduACResponseData
	M
	1
	200 OK
	Response data for NSAC procedure related to the number of PDU sessions per slice, in the case of not all S-NSSAIs are successful in the NSAC procedure.

	n/a
	
	
	204 No Content
	Upon success. Indicates all S-NSSAIs are successful in the NSAC procedure.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set. (NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set. (NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	When used to represent the failure of NSAC procedure, the "cause" attribute of the "ProblemDetails" shall be set to one of the following application error codes:
-	SLICE_NOT_FOUND, if all S-NSSAIs provided in the requestthe given S-NSSAI is are not found from the NSSAI which are subject to NSAC procedure;
-	ALL_SLICE_FAILED, if the list of S-NSSAIs is fully failed in the NSAC procedure.

	NOTE 1:	The manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponses may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.3.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the NSACF that was selected by the AMF.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.3.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the NSACF that was selected by the AMF.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * Next Change * * * *

[bookmark: _Toc35971446][bookmark: _Toc70325147][bookmark: _Toc81226719][bookmark: _Toc81227193]6.1.7.3	Application Errors
The application errors defined for the Nnsacf_NSAC service are listed in Table 6.1.7.3-1.
Table 6.1.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	SLICE_NOT_FOUND
	403 Forbidden
	The given S-NSSAI isAll S-NSSAIs provided in the request are not found by the NSACF from the list of S-NSSAIs which are subjected to NSAC procedure.

	ALL_SLICE_FAILED
	403 Forbidden
	All S-NSSAIs are failed in the NSAC procedure, e.g. due to exceed the configured maximum number of UEs.



* * * Next Change * * * *

[bookmark: _Toc70325153][bookmark: _Toc81226759][bookmark: _Toc81227233][bookmark: _GoBack]A.2	Nnsacf_NSAC API
openapi: 3.0.0

info:
  title: Nnsacf_NSAC
  version: 1.0.0-alpha.1
  description: |
    Nnsacf_NSAC Service.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.
[…]
    PduACRequestData:
      type: object
      properties:
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        acuOperationList:
          type: array
          items:
            $ref: '#/components/schemas/AcuOperationItem'
          minItems: 1
          maxItems: 2
      required:
        - supi

    PduACResponseData:
      type: object
      properties:
        acuFailureList:
          type: array
          items:
            $ref: '#/components/schemas/AcuFailureItem'
          minItems: 1
          maxItems: 2
[…]
* * * End of Changes * * * *

